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1 Reason for Change

This contribution updates the description of the XDMC procedures for subscription for notification of changes in XML documents when the Subscription Proxy is used.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes proposed in chapter 6.

6 Detailed Change Proposal

Change 1:  Chapter 2.1 Normative references

6.1 Normative References

	[3GPP2-S.S0086]
	3GPP2 S.S0068-B “IMS Security Framework”, URL:http://3gpp2.org/Public_html/specs/index.cfm

	[3GPP2-X.P0027-002]
	3GPP2 X.P0027-002 “Presence Security”, URL: http://3gpp2.org/Public_html/specs/index.cfm
Note: Work in progress, awaiting IETF drafts

	[3GPP2-X.S0013-002]
	3GPP2 X.S0013-002 “All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2”, URL:http://3gpp2.org/Public_html/specs/index.cfm

	[3GPP2-X.S0013-004]
	3GPP2 X.S0013-004 “All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP, Stage 3”, URL:http://3gpp2.org/Public_html/specs/index.cfm

	[3GPP-TS_23.003] 
	3GPP TS 23.003 “Numbering, addressing and identification”, URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.003/

	[3GPP-TS_23.228]
	3GPP TS 23.228 “IP Multimedia Subsystem (IMS); Stage 2”, URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.228/

	[3GPP-TS_24.109]
	3GPP TS 24.109 “Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details”, URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.109/

	[3GPP-TS_24.229]
	3GPP TS 24.229 “IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP)"; Stage 3”, URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.229/

	[3GPP-TS_33.141]
	3GPP TS 33.141 “Presence service; Security”, URL:http://www.3gpp.org/ftp/Specs/archive/33_series/33.141/

	[3GPP-TS_33.210]
	3GPP TS 33 210 “Network Domain Security; IP network layer security”, URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.210/

	[3GPP-TS_33.222]
	3GPP TS 33.222 “Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)”, URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.222/

	[CP_ProvCont]
	“Client Provisioning ProvBoot”, Version 1.1, Open Mobile Alliance(, OMA-WAP-TS-ProvCont-V1_1, URL: http://www.openmobilealliance.org/

	[Dict]
	“Dictionary for OMA Specifications”, Version 2.4, Open Mobile Alliance(, OMA-ORG-Dictionary-V2_4, URL: http://www.openmobilealliance.org/

	[DM_ERELD]
	“Device Management (based on SyncML DM)”, Version 1.2, Open Mobile Alliance(, OMA-DM-V1_2, Open Mobile Alliance(, URL: http://www.openmobilealliance.org/

	[DMStdObj]
	“OMA Device Management Standardized Objects”, Version 1.2, Open Mobile Alliance(, OMA-TS-DM_StdObj-V1_2, URL: http://www.openmobilealliance.org/

	[IETF-MSRP]
	IETF draft-ietf-simple-message-sessions-19 “The Message Session Relay Protocol”, B. Campbell, R. Mahy, C. Jennings, February 2007, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-message-sessions-19.txt  

Note: Work in progress

	[IETF-XCAP_Diff]
	IETF draft-ietf-simple-xcap-diff-09 “An Extensible Markup Language (XML) Document Format for Indicating A Change in XML Configuration Access Protocol (XCAP) Resources”, J. Rosenberg, J. Urpalainen, May, 2008, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-diff-09.txt    
Note: Work in progress

	[IETF-XCAP_Diff_Event]
	IETF draft-ietf-sip-xcapevent-03 “An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Diff Event Package “, J, Urpalainen, May, 2008.
URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-xcapevent-03.txt
Note: Work in progress 

	[IM_TS]
	“Instant Messaging using SIMPLE”, Draft Version 1.0, Open Mobile Alliance(, OMA-TS-SIMPLE_IM-V1_0, URL: http://www.openmobilealliance.org/

	[PoC_CP]
	“Push to talk Over Cellular (PoC) - Control Plane Specification”, Draft Version 2.0, Open Mobile Alliance™, OMA-TS-PoC-ControlPlane-V2_0, URL: http://www.openmobilealliance.org/”

	[RFC1952]
	IETF RFC 1952 “GZIP file format specification version 4.3”, P. Deutsch, May, 1996, 
URL: http://www.ietf.org/rfc/rfc1952.txt

	[RFC2119]
	IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	IETF RFC 2234 “Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL: http://www.ietf.org/rfc/rfc2234.txt

	[RFC2246]
	IETF RFC 2246 “The TLS Protocol”, T.Dierks at al, January 1999, 
URL: http://www.ietf.org/rfc/rfc2246.txt

	[RFC2616]
	IETF RFC 2616 “Hypertext Transfer Protocol -- HTTP/1.1”, R. Fielding, June 1999, URL: http://www.ietf.org/rfc/rfc2616.txt 

	[RFC2617]
	IETF RFC 2617 "HTTP Authentication: Basic and Digest Access Authentication", Franks, J., Hallam-Baker, P., Hostetler, J., Lawrence, S., Leach, P., Luotonen, A. and L. Stewart, June 1999, URL: http://www.ietf.org/rfc/rfc2617.txt

	[RFC2818]
	IETF RFC 2818 "HTTP Over TLS", Rescorla, E., May 2000, 
URL: http://www.ietf.org/rfc/rfc2818.txt

	[RFC3040]
	IETF RFC 3040 “Internet Web Replication and Caching Taxonomy”, I. Cooper, I. Melve, G. Tomlinson, January 2001, URL: http://www.ietf.org/rfc/rfc3040.txt

	[RFC3261]
	IETF RFC 3261 “SIP: Session Initiation Protocol”, J. Rosenberg et al, June 2002, URL: http://www.ietf.org/rfc/rfc3261.txt

	[RFC3265]
	IETF RFC 3265 “Session Initiation Protocol (SIP)-Specific Event Notification”, A. B. Roach, June 2002, URL: http://www.ietf.org/rfc/rfc3265.txt

	[RFC3428]
	IETF RFC 3428 “Session Initiation Protocol (SIP) Extension for Instant Messaging”, B. Campbell, J. Rosenberg, H. Schulzrinne, C. Huitema, D. Gurle, December 2002, URL: http://www.ietf.org/rfc/rfc3428.txt

	[RFC3840]
	IETF RFC 3840 “Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)”, J. Rosenberg, H. Schulzrinne, P. Kyzivat, August 2004, URL: http://www.ietf.org/rfc/rfc3840.txt

	[RFC3966]
	IETF RFC 3966 “The tel URI for Telephone Numbers”, H. Schulzrinne, December 2004, URL: http://www.ietf.org/rfc/rfc3966.txt

	[RFC3986]
	IETF RFC 3986 “Uniform Resource Identifier (URI): Generic Syntax”, T. Berners-Lee, R. Fielding, L. Masinter, January 2005, URL http://www.ietf.org/rfc/rfc3986.txt

	[RFC4662]
	IETF RFC 4662 “A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach, B. Campbell, J. Rosenberg, August 2006, URL: http://www.ietf.org/rfc/rfc4662.txt

	[RFC4745]
	IETF RFC 4745 “Common Policy: A Document Format for Expressing Privacy Preferences”, H. Schulzrinne, J. Morris, H. Tschofenig, J. Cuellar, J. Polk, J. Rosenberg, February 2007, URL: http://www.ietf.org/rfc/rfc4745.txt

	[RFC4825]
	IETF RFC 4825 “The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, May 2007, URL: http://www.ietf.org/rfc/rfc4825.txt

	[RLS_XDM]
	“Resource List Service (RLS) XDM Specification”, Version 1.0, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_RLS_XDM-V1_0_1, URL:http://www.openmobilealliance.org/

	[SCRRULES]
	“SCR Rules and Procedures “,Version 1.0, Open Mobile Alliance(, OMA-ORG-SCR_Rules_and_Procedures-V1_0, URL: http://www.openmobilealliance.org/

	[W3C-XQUERY]
	W3C Recommendation “XQuery 1.0: An XML Query Language”, Scott Boag et al, January 23 2007, World Wide Web Consortium (W3C), URL:http://www.w3.org/TR/xquery/

	[XDM_AC]
	“XDM Application Characteristics file of XDM V2.0”, Version 1.0, Open Mobile Alliance(, OMA-SUP-AC_ap0007_xdm-v1_0, URL: http://www.openmobilealliance.org 

	[XDM_AD]
	“XML Document Management Architecture”, Version 2.0, Open Mobile Alliance(, OMA-AD-XDM-V2_0, URL: http://www.openmobilealliance.org/

	[XDM_ERELD-V1_0]
	“Enabler Release Document for XDM”, Version 1.0, Open Mobile Alliance™,
OMA-ERELD-XDM-V1_0, URL:http://www.openmobilealliance.org/

	[XDM_ERELD-V2_0]
	“Enabler Release Document for XDM”, Version 2.0, Open Mobile Alliance™,
OMA-ERELD-XDM-V2_0, URL:http://www.openmobilealliance.org/

	[XDM_Group]
	“Shared Group XDM Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-XDM_Shared_Group-V1_0, URL: http://www.openmobilealliance.org/

	[XDM_List]
	“Shared List XDM Specification”, Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_Shared_List-V2_0, URL: http://www.openmobilealliance.org/

	[XDM_MO]
	“OMA Management Object for XML Document Management”, Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_MO-V2_0, URL: http://www.openmobilealliance.org/ 

	[XDM_RD]
	“XML Document Management Requirements”, Version 2,0, Open Mobile Alliance(,  OMA-RD-XDM-V2_0, URL:http://ww.openmobilealliance.org/ 

	[XSD_commPol]
	“XML Schema Definition: “XDM – Common Policy”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_commonPolicy-V1_0, URL: http://www.openmobilealliance.org/

	[XSD_ext]
	“XML Schema Definition: XDM Extensions”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_extensions-V1_0, URL: http://www.openmobilealliance.org/ 

	[XSD_search]
	“XML Schema Definition: “XDM – Search”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_search-V2_0, URL: http://www.openmobilealliance.org/ 

	[XSD_xcapDir]
	“XML Schema Definition: “XDM – XCAP Directory”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_xcapDirectory-V2_0, URL: http://www.openmobilealliance.org/ 

	[XSD_xcapErr]
	“XML Schema Definition: “XDM – XCAP Error”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_xcapError-V1_0, URL: http://www.openmobilealliance.org/ 


Change 2:  Chapter 6.1.2

6.1.2 Subscribing to changes in the XML documents

The XDMC MAY support subscription to changes in XML documents as described in this subsection.

6.1.2.1 Initial subscription

If the XDMC subscribes to changes in XML documents, then it SHALL be done by sending a SIP SUBSCRIBE request  according to [RFC3265] and [IETF-XCAP_Diff_Event] with the clarifications given in the sub-clause 6.1.2.1.1 for an XDMC resided in an Application Server and sub-clause 6.1.2.1.2 for an XDMC resided in a UE.

The responses to the SUBSCRIBE request SHALL be handled in accordance with [RFC3265], [IETF-XCAP_Diff_Event], and the procedures of the SIP/IP Core.

6.1.2.1.1 XDMC residing in an Application Server

An XDMC residing in an Application Server SHALL subscribe for the notification of changes in XML documents either via the Subscription Proxy, when documents from different AUIDs are to be subscribed for or directly to the XDMS, when documents from a single AUID and a user are to be subscribed for. 
When the XDMC subscribes for the notification of changes in the documents from multiple AUIDs or users, the XDMC:

1. SHALL set the Request-URI to the preconfigured public SIP URI identifying the Subscription Proxy;
2. 
3. SHALL include all relevant XCAP Resources in the body of the SIP SUBSCRIBE request as described in [IETF-XCAP_Diff_Event];
4. 
5. 
6. 







7. SHALL include an Accept header to indicate acceptable content-type for notifications. The Accept header SHALL include the value “application/xcap-diff+xml” to indicate support for partial XML updates described in [IETF-XCAP_Diff] and SHALL include the values “multipart/related” and “application/rlmi+xml” to indicate support for event notification extension for resource list described in [RFC4662];

8. MAY indicate that it supports that the body of a NOTIFY request is compressed by the GZIP algorithm [RFC1952] by including an ‘Accepted-Encoding’ header field with the value “gzip” in the SIP SUBSCRIBE request;
9. SHALL send the SIP SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

When the XDMC subscribes for the notification of changes in the documents from single AUID and user or service URI, the XDMC:

1. SHALL set the Request-URI to the XUI of the owner of the document(s) or service URI and set the “auid” parameter defined in Appendix F.1 “AUID URI Parameter” to the value of AUID of the requested document(s);
2. SHALL include all relevant XCAP Resources in the body of the SIP SUBSCRIBE request as described in [IETF-XCAP_Diff_Event];
3. SHALL include all Document Selectors, Node Selectors or collections from a single AUID and user or service URI in case that more documents, nodes or collections are subscribed in a single subscription;
4. SHALL include an Accept header to indicate acceptable content-type for notifications. The Accept header SHALL include the value “application/xcap-diff+xml” to indicate support for partial XML updates described in [IETF-XCAP_Diff];

5. SHALL send the SIP SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.
When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD an AS acting as the XDMC SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in chapter 5.7.3 [3GPP-TS_24.229] /[3GPP2-X.S0013-004] with the clarifications given in the respective sub clauses.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, and the XDMC resides in an Application Server (e.g. PoC Server) the mechanisms of the “Application Server acting as originating User Agent” SHALL be applied as defined in [3GPP-TS_24.229]/[3GPP2-X.S0013-004] section 5.7.3 and setting its public SIP URI or the Public SIP URI of the user on which the Application Server is acting on behalf on in the “P-Asserted-Identity” header.

6.1.2.1.2 XDMC residing in a UE

When the XDMC resides in a UE, the XDMC:

1. SHALL set the Request-URI to the public SIP URI of the Subscription Proxy provisioned to the XDMC as described in Appendix D “XDMC Provisioning”; If the public SIP URI of the Subscription Proxy was not provisioned to the XDMC or all documents to be subscribed for are from the same AUID and owned by the same user, the XDMC MAY set the Request URI to the XUI of the owner of the document to be subscribed for and set the “auid” parameter defined in Appendix F.1 “AUID URI Parameter” to the value of AUID of the requested document. In such a case, the XDMC SHALL include all Document Selectors, Node Selectors or collections from a single AUID and single owner in case that more documents, nodes or collections are subscribed in a single subscription;
2. 
3. SHALL include all relevant XCAP Resources in the body of the SIP SUBSCRIBE request as described in [IETF-XCAP_Diff_Event]; 
NOTE: 
The mechanism used by the XDMC to retrieve the Document Selector, Node Selector or part of the Document Selector used to identify the collection as described in [IETF-XCAP_Diff_Event] of the XCAP Resources to be watched is out of scope of the present specification.
4. 
5. 
6. SHALL include an Accept header to indicate acceptable content-type for notifications. The Accept header SHALL include the value “application/xcap-diff+xml” to indicate support for partial XML updates described in [IETF-XCAP_Diff] and SHALL include the values “multipart/related” and “application/rlmi+xml” to indicate support for event notification extension for resource list described in [RFC4662];
7. MAY indicate that it supports that the body of a NOTIFY request is compressed by the GZIP algorithm [RFC1952] by including an ‘Accepted-Encoding’ header field with the value “gzip” in the SIP SUBSCRIBE request
8. SHALL send the SIP SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, a UE acting as the XDMC SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in chapter 5.1 in [3GPP-TS_24.229]  / [3GPP2-X.S0013-004].

6.1.2.2 SIP NOTIFY processing

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP SUBSCRIBE request the XDMC

1. SHALL handle the request according to [RFC3265], [IETF-XCAP_Diff_Event], [RFC4662] and the procedures of the SIP/IP Core;

2. SHOULD update the stored XML document based on the information in the SIP NOTIFY request.

An XDMC indicating support for GZIP compression SHALL, when receiving a NOTIFY request with the ‘Content-Encoding’ header field with the value ‘gzip’, decompress the received body as defined by [RFC1952] before performing processing of the notification.
When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, the XDMC SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] with the clarifications given in this sub-clause.

Change 3:  Appendix D

Appendix D. XDMC Provisioning 
(Normative)

This appendix specifies the parameters that are needed for initiation of XDM service by the XDMC, as well as continuous provisioning by Service Provider. These parameters are specified in Client Provisioning Application Characteristics document (AC file) [CP_ProvCont] and Device Management Management Objects (DM MOs) [DMStdObj]. Existing parameters in [CP_ProvCont] and [DMStdObj] are re-used; those without corresponding parameters are defined and to be registered in OMNA through OMA official registration process.

The AC file or DM MOs MAY be used for initial provisioning of parametersas specified in [DM_ERELD], and the DM MOs SHOULD be used for continuous provisioning of parameters according to [DM_ERELD], if required by the Service Provider to update service configurations.

D.1 Provisioned XDMC Parameters

The parameters listed in the table below are needed for XDMC provisioning:

	ID
	Name
	Description
	Mandatory (M) /Optional (O)

	1
	Application identity
	Uniquely identifies the application
	M

	2
	Application name
	User displayable name for the XDM service
	M

	3
	Provider–ID
	Identity of the XDM Service Provider
	O

	4
	Network Access Definitions
	Reference to the connection used for the XCAP traffic.
	M

	5
	XDM reference to SIP/IP Core
	Reference to the SIP/IP Core for accessing an XDMS using the referenced SIP/IP Core.
	M

	6
	XCAP Root URI
	The root of all XCAP resources (which points to the Aggregation Proxy address). This is used when accessing via XCAP. 
	M

	7
	XCAP Authentication user name 
	HTTP digest “username”, for accessing an XDMS using the XCAP protocol
	O 

	8
	XCAP Authentication password
	 HTTP digest password
	O

	9
	XCAP Authentication type
	Authentication method for XDMS over XCAP
	O

	10
	Conference-URI Template
	A template used by the XDMC to propose a Conference URI when creating a Group document.
	O

	11
	Subscription Proxy URI
	A URI identifying the Subscription Proxy, used for subscribtion for notification of changes in XML documents
	O


NOTE: 
The parameters ”XCAP Authentication username” and “XCAP Authentication password” are not needed if GAA is used in a 3GPP IMS or 3GPP2 MMD realization. 

In addition, there may be enabler-specific parameters related to XDMC that are described in separate specifications.

One type of provisioned parameter having a reusable structure is a URI Template.  A URI Template is used to describe a single syntax for a URI (e.g. Conference URI of a Group), so that the XDMC can autonomously generate a URI that complies with local policy and uniqueness constraints.  It is up to separate specifications to define provisioned parameters that make use of a URI Template.  

A URI Template SHALL describe a URI as defined in [RFC3986].  The template contains a sequence, in any order, of:

a. unreserved characters according to [RFC3986], 

b. the characters  “:” , “@” and “;”

c. substitution tags enclosed in “< >”brackets. 

The XDMC SHALL support the following substitution tags:


<id> : The XDMC SHALL replace this tag with a unique identifier, generated by the XDMC using only unreserved characters according to [RFC3986].


<user> : The XDMC SHALL replace this tag with the user part of the XUI if the XUI is a Public SIP URI.  If the XUI is a Tel URI [RFC 3966] then the XDMC SHALL replace the <user> tag with the “global-number-digits”/”local-number-digits” part of the Tel URI.  Any “visual-separator” or “+” SHALL be removed from the “global-number-digits” before the replacement takes place.


<xui> : The XDMC SHALL replace this tag with the XUI.  

NOTE 1: 
the XUI is a Public SIP URI [RFC3261] or Tel URI [RFC3966].

NOTE 2: 
usage of the <xui> tag in a URI template may result in the generation of Tel URIs, which may not be valid for certain services (e.g. services that require SIP URIs).

Illustrative examples of URI templates are shown in Table X.

	Example URI Template
	Example URI generated from template

	sip:<id>@example.com
	sip:abc123@example.com

	sip:<id>_<user>@example.com
	sip:abc123_joe@example.com

	sip:<id>_<user>@example.com
	sip:abc123_17205551212@example.com

	<xui>;group=<id>
	sip:joe@example.com;group=abc123

	<xui>;group=<id>
	tel:+1720-555-1212;group=abc123


Table X: Example usages of URI Templates

D.2 Application Characteristics

The Application characteristics (AC) file for XDM 2.0 service [XDM_ERELD-V2_0] MAY be used for initial provisioning of the XDMC. 
This chapter describes the provisioning document structure as described in [CP_ProvCont].

The following table lists the parameters available in an instance of the XDM Application Characteristic 

	Parameter Name
	Req / Opt
	Instances
	Default

	Standard Application Characteristic fields as defined in [CP_ProvCont]

	APPID
	Required
	1
	“ap0007” 

	PROVIDER-ID
	Optional
	0 or 1
	None

	TO-APPREF
	Required
	1
	None

	NAME
	Required
	 1
	None

	TO-NAPID
	Required
	   1 or more
	None

	URI
	Required
	1
	None

	AAUTHNAME
	Optional
	0 or 1
	None

	AAUTHSECRET
	Optional
	0 or 1
	None

	AAUTHTYPE
	Optional
	0 or 1
	None

	CONF-URI-TMPLT
	Optional
	0 or 1
	None

	SUB-PROXY-URI
	Optional
	0 or 1
	None


The Application Characteristics file for XDM 2.0 service is defined in [XDM_AC].

D.3 Management Objects
The Management Objects (MOs) for XDM 2.0 service [XDM_ERELD-V2_0] MAY be used for initial provisioning of the XDMC and SHOULD be used for continuous provisioning by Service Provider.

The Management Objects (MOs) for XDM 2.0 service is defined in [XDM_MO].
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