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	Classification:
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 FORMCHECKBOX 
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	Source:
	Sean Kelley, Motorola, seankelley@motorola.com 

	Replaces:
	OMA-PAG-2008-0347


1 Reason for Change

This contribution proposes a resolution for 53 minor CONRR comments, as marked below:
NOTES: 

· For some comments, a mirror of OMA-PAG-2008-0319R01-CR_PRS1_1_XDM_TS_CONRR_effects was applied.

	ID
	Open Date
	Type
	Section
	Description
	Status

	F001
	2008.05.08
	E
	General
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Inconsistent writing style

Proposed Change: Apply editorial changes according to guideline proposal in OMA-PAG-2008-0314
	Status: CLOSED

<provide response>

	F002
	2008.05.08
	T
	All 
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-since all the data modules information has been moved to PDE, the relative reference should be changed.
Proposed Change: 
-new reference [PRSEXT_DDS] should be added, which represents Presence SIMPLE Data Specification
-remove reference [PRS_Spec-V1_1] from section 2.1 and replace it with [PRSEXT_DDS] in the content

-replace [[PRS_Spec] with [PRSEXT_DDS] at the appropriate places
	Status: CLOSED

<provide response>

	F003
	2008.12.31
	E
	Whole Document
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: Replace the term “Presence Server” with PS as this is being followed PRS TS. 

Proposed Change: <Recommended action>
	Status: CLOSED

<provide response>

	F004
	2008.05.09
	E
	Title
	Source: Samsung

Form: INP doc

Comment: Change document title from “Presence XDM Specification” to “Presence SIMPLE XDM Specification”.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	F005
	2008.05.8
	T
	2.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: reference [RFC2234] is not used in the text

Proposed Change: remove the reference
	Status: CLOSED

<provide response>

	F006
	2008.05.08
	E
	2.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Reference [RFC2234] is not used anymore. 

Proposed Change: Remove reference
	Status: CLOSED

<provide response>

	F007
	2008.05.08
	E
	2.1
	Source: Ericsson

Form: OMA-CONR-2008-0060
Comment: Reference [PRS_Spec_V1_1] is not used anymore. 

Proposed Change: Remove reference
	Status: CLOSED

<provide response>

	F008
	2008.05.08
	E
	2.1
	Source: Ericsson

Form: OMA-CONR-2008-0060
Comment: Reference [PRS_Spec] is not used anymore. 

Proposed Change: Remove reference
	Status: CLOSED

<provide response>

	F009
	2008.05.8
	E
	2.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Wrong font in last 3 references 

Proposed Change: use correct font size
	Status: CLOSED

<provide response>

	F010
	2008.05.08
	E
	2.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Mixed font-sizes used. 

Proposed Change: Use size 10
	Status: CLOSED

<provide response>

	F011
	2008.05.8
	E
	2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: RFC4119 should be a normative reference 

Proposed Change: 
	Status: CLOSED

No action needed, since RFC4119 was removed from text due to F035 (PRS 1.1 mirror)

	F012
	2008.05.09
	E
	2.1
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: Reference tag for XSD files has dash instead of underscore. 

Proposed Change: Replace dash with underscore (two instances).
	Status: CLOSED

<provide response>

	F013
	2008.05.08
	E
	2.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Latest version of OMA Dict is now 2.7, consider to remove version info altogether. 

Proposed Change: Update version or remove version
	Status: CLOSED

Version info removed

	F014
	2008.05.8
	T
	3.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Consider removing copied text and leave only reference to spec i.e [PRS_RD] to avoid duplicate definition 
Proposed Change: Replace copied text with See [PRS_RD] or follow the same logic as in the Presence TS.
	Status: CLOSED

<provide response>

	F015
	2008.05.8
	T
	3.2
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Definition of Publication Authorization and Content Rules is missing
Proposed Change: Add definition and reference AD
	Status: CLOSED

<provide response>

	F016
	2008.05.8
	T
	3.2
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Definition of Subscription  Authorization Rules and Presence Content Rules is missing
Proposed Change: Add definition and reference AD
	Status: CLOSED

<provide response>

	F017
	2008.05.09
	E
	3.3

global
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: For consistency with other PRS 2.0 specs, “Presence Server” should be replaced by its abbreviation. 

Proposed Change: Add PS to abbreviations, and globally replace “Presence Server” with PS.
	Status: CLOSED

<provide response>

	F018
	2008.05.8
	T
	4
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Permanent Presence State and Publication Authorization and Content Rules are missing

Proposed Change: Add Permanent Presence State and Publication Authorization and Content Rules
	Status: CLOSED

<provide response>

	F019
	2008.05.09
	T
	4
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The introduction is out-dated. 

Proposed Change: Rewrite introduction, e.g. taking into account the new PRS2.0 application usages.
	Status: OPEN / CLOSED

<provide response>

	F020
	2008.05.08
	T
	4 
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-Since 2 new documents, Permanent Presence State and Publication Authorization and Content Rules, were added in Presence XDM, the short descriptions of them should be appended.
Proposed Change: as described above
	Status: OPEN / CLOSED

<provide response>

	F021
	2008.05.08
	E/T
	4
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Presence XDMS contains more document then described , permanent Presence State and Publication Authorization and Content Rules, 

Proposed Change: Add the missing document descriptions to the introduction text.
	Status: OPEN / CLOSED

<provide response>

	F022
	2008.05.8
	E
	5.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Align with the text from the TS:
· Subscription Authorization Rules, which determine if a Watcher is allowed to subscribe to the Presentity’s Presence Information; and

· Presence Content Rules, which determine the subset of the Presentity’s Presence Information the Watcher is allowed to receive.

Proposed Change: 
	Status: CLOSED

Mirror of OMA-PAG-2008-0319R01

	F023
	2008.05.08
	E
	5.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Inconsistent use of capitalization: “subscription authorization rules” , “presence content rules”. Are sometimes capitalized sometimes not.

Proposed Change: Align
	Status: CLOSED

<provide response>

	F024
	2008.05.8
	E
	5.1

5.1.1.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Replace “sub-clause” and “subclause” by “section” for consistent naming/terminology throughout the document.
Proposed Change: 
	Status: CLOSED

<provide response>

	F025
	2008.05.08
	E
	5.1.1.1 
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-using angle brackets (<>) instead of double quotes to wrap the three elements in node <rule>
Proposed Change: as described above
	Status: OPEN / CLOSED

<provide response>

	F026
	2008.05.8
	T
	5.1.1.6
	Source: Nokia
Form: OMA-CONR-2008-0064

Comment: It says “The <conditions> element SHALL contain no more than one child element of <identity>, <external-list>, <other-identity> or <anonymous-request>”. Someone may think that one from each child element is allowed.  
Proposed Change: Consider replacing it with something like “The <conditions> element SHALL contain no more than one child element, which can be <identity>, <external-list>, <other-identity> or <anonymous-request>”.
	Status: CLOSED

Mirror of OMA-PAG-2008-0319R01

	F027
	2008.12.31
	T
	5.1.1.6
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: Replace the term “Presence Server” with PS as this is being followed PRS TS. 

Proposed Change: <Recommended action>
	Status: CLOSED

<provide response>

	F028
	2008.12.31
	T
	5.1.1.6
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: The description is confusing whether the child element is related to <condition> or other specified elements. 

Proposed Change: Rephrase.
	Status: OPEN / CLOSED

<provide response>

	F029
	2009.09.09
	T
	5.1.1.6
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: The error handling description is missing in the validation constraints. 

Proposed Change: Add the error handling description.
	Status: OPEN / CLOSED

<provide response>

	F030
	2008.05.8
	E
	5.1.2.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: The <transformations> element SHALL be used … of the presence documents as described …
	Status: CLOSED

<provide response>

	F031
	2008.05.8
	T
	5.1.2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: draft-ietf-geopriv-policy-15 defines an authorization policy language for controlling access to location information. It’s a comprehensive policy compared to the <provide-geopriv> element. 
Proposed Change: Analyze draft and consider adopting it and replacing the <provide-geopriv> element
	Status: OPEN / CLOSED

<provide response>

	F032
	2008.05.8
	T
	5.1.2.1

5.1.2.7
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Should this list be extended with other <provide-xxx> elements also defined by OMA? For example, <provide-service-description> 
Proposed Change: Investigate and include new elements, if agreed
	Status: OPEN / CLOSED

<provide response>

	F033
	2008.05.8
	T
	5.1.2.6
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: If included, the “Reason phrase” in the HTTP response SHOULD be set to “<transformations> element not allowed”

Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	F034
	2008.05.8
	T
	5.1.2.7
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Change <provide-geopriv> to boolean
Proposed Change: 
	Status: CLOSED

No action needed (withdrawn)

	F035
	2008.05.09
	T
	5.1.2.7
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: Data semantics for <provide-geopriv> was changed in PRS 1.1. 

Proposed Change: Mirror OMA-PAG-2008-0274.
	Status: CLOSED

<provide response>

	F036
	2008.05.09
	T
	5.1.2.7
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: Presence information elements are no longer defined in [PRS_Spec-V1_1]. 

Proposed Change: Replace reference with that of [PDE_DDS] (i.e. based on OMA-PAG-2008-0223R01).
	Status: CLOSED

<provide response>

	F037
	2008.05.08
	T
	5.1.2.7
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The presence elements are described in PDE 1.0 and in PRS 1.1. Shall not a reference to PDE 1.0 be used instead of the reference to PRS 1.1?, 

Proposed Change: Change all [PRS_Spec-V1_1] to PDE_Spec-V1_0] and update section 2.1 with the new reference. (Check also if old reference is used if not remove it).
	Status: CLOSED

<provide response>

	F038
	2008.05.08
	T
	5.1.2.7
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The numeric value of the <full> child element  in the <transformations> child element <provide-geopriv> is assigned to be 10 in PRS 1.1, 

Proposed Change: Change “1” to “10”.
	Status: CLOSED

<provide response>

	F039
	2008.05.08
	T
	5.1.2.7
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: It is not defined how the <service description> element shall be handled and when it shall be provided, 

Proposed Change: Add text that the <service-description> element always is provided if <provide-services> is validated to true. This means that <service-description> shall follow the same rules as<contact>, <service-class>, <basic> status, and <timestamp> elements as defined in RFC 5025 
	Status: OPEN / CLOSED

<provide response>

	F040
	2008.05.08
	T
	5.1.2.7
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: It is a bit unclear when Presence Content Rules must be expanded to handle new presence information , 

Proposed Change: Add a Note that describes that new elements are provided via the <provide-unknown-attribute> element if they are defined as elements under to <person>, <tuple> or < device> element. If they are defined as sibling element to these elements new <provide-..> elements must be introduced.
	Status: OPEN / CLOSED

<provide response>

	F041
	2008.05.8
	T
	5.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Add high level description of the Permanent Presence State document in a same as has been done in 5.1 and in 5.3. 
Proposed Change: Add general description.
	Status: OPEN / CLOSED

<provide response>

	F042
	2008.05.8
	T
	5.2.1
	Source: Nokia 

Form: OMA-CONR-2008-0064

Comment: Reference PDE DDS for the presence document

Proposed Change: Replace [PRS_Spec] with [PDE_DDS]
	Status: CLOSED

<provide response>

	F043
	2008.05.08
	T
	5.2.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The reference [PRS_Spec] is to be replace with a reference to   [PDE_Spec-V1.0] , 

Proposed Change: Change the reference.
	Status: CLOSED

<provide response>

	F044
	2008.05.08
	T
	5.2.3
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The reference [PRS_Spec] is to be replace with a reference to   [PDE_Spec-V1.0] ,  

Proposed Change: Change the reference.
	Status: CLOSED

<provide response>

	F045
	2008.05.8
	T
	5.2.6
	Source: Nokia 

Form: OMA-CONR-2008-0064

Comment: Add Validation Constraints

Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	F046
	2008.05.08
	T
	5.2.7
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The reference [PRS_Spec] is to be replace with a reference to   [PDE_Spec-V1.0] , 

Proposed Change: Change the reference. 
	Status: CLOSED

<provide response>

	F047
	2008.05.8
	E
	5.2.8
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: “Naming Donventions”
Proposed Change: Change to “Naming Conventions”.
	Status: CLOSED

<provide response>

	F048
	2008.05.8
	T
	5.2.11
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: last paragraph – it is valid also for modify, not only create, publication on behalf shall be also considered

Proposed Change: extend the description
	Status: OPEN / CLOSED

<provide response>

	F049
	2008.05.09
	T
	5.2.11
	Source: Samsung

Form: INP
Comment: Needs to clarify whether ‘creating permanent presence state’ is authorized only for Primary principal or also for authorized principals.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	F050
	2008.05.09
	
	5.2.11

5.3.2

5.3.2.11
	Source: Samsung

Form: INP
Comment: Need to clarify whether publication rule for permanent presence state supports the element based authorization. When referring 5.3, the publication rule seems to describe the presence content rule both for <pub-handling> and <perm-handling>. 

(To my memory, WG agreement was not to allow this.)

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	F051
	2008.05.09
	T
	5.3

global
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The name “Publication Authorization and Content Rules” for a document sometimes leads to confusing text.

Proposed Change: Rename the document to something that does not include “and” in the name.
	Status: OPEN / CLOSED

<provide response>

	F052
	2008.05.8
	T
	5.3.1.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: “include the <pub-handling> element or the <perm-handling> element:”

Is it an “inclusive or” (=and/or) or an “exclusive or” (=either … or) ?

 Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	F053
	2008.05.8
	T
	5.3.1.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment:For consistency /alignment with the text provided in section 5.1.1.1:

The Publication Authorization Rules document SHALL conform to the structure of the “ruleset” document described in [RFC4745], and extended in [XDM_Core] “Authorization Rules”,  with the clarifications given in this section.

As described in [RFC4745] section 6, a “ruleset” document contains a sequence of <rule> elements, each composed of up to three parts: 

a) “conditions”

b) “actions”

c) “transformations”

The Publication Authorization Rules are described from the <conditions> and <actions> elements. 

The <conditions> child element of any <rule> element MAY include the following child elements: 
Proposed Change: 
	Status: CLOSED

<provide response>

	F054
	2008.05.8
	E
	5.3.1.3
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: For consistency /alignment with the text provided in section 5.1.1.3:

The Publication Authorization Rules document SHALL be composed according to the XML schema described in [RFC4745] section 13 and extended in [XDM_Core] “Authorization Rules”, with extensions given in  [XSD_pub_rules].
Proposed Change: 
	Status: CLOSED

<provide response>

	F055
	2008.05.8
	T
	5.3.1.6
	Source: Nokia
Form: OMA-CONR-2008-0064

Comment: It says “The <conditions> element SHALL contain no more than one child element of <identity>, <external-list>, <other-identity> or <anonymous-request>”. Someone may think that one from each child element is allowed.  
Proposed Change: Consider replacing it with something like “The <conditions> element SHALL contain no more than one child element, which can be <identity>, <external-list>, <other-identity> or <anonymous-request>”.
	Status: CLOSED

Rephrasing copied from F026

	F056
	2008.05.8
	T
	5.3.1.6
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Remove “of <identity>, <external-list>, <other-identity> or <anonymous-request>”; as it can be interpreted that a <conditions> element may have multiple but different child elements.
Proposed Change: 
	Status: CLOSED

See F055

	F057
	2008.05.8
	E
	5.3.1.7
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Replace “subclause” by “section” for consistent naming/terminology throughout the document.
Proposed Change: 
	Status: CLOSED

<provide response>

	F058
	2008.05.8
	T
	5.3.1.7
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: What is the semantics of a Publication Authorization Rule where the <actions> element doesn’t contain a <pub-handling> or a <perm-handling> document ? 
Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	F059
	2008.05.8
	T
	5.3.1.7
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: To make the distinction between <pub-handling> and <perm-handling> more clear, it should be stated that <pub-handling> applies to soft-state publications (via SIP or other protocols), whereas <perm-handling> applies to hard-state publications (via XCAP or other protocols).
Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	F060
	2008.05.09
	T
	5.3.1.7
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The term “server” in the description of <pub-handling> semantics is ambiguous. 

Proposed Change: Replace “server” with “PS” (two instances).
	Status: CLOSED

<provide response>

	F061
	2008.05.09
	T
	5.3.1.7
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The term “server” in the description of <perm-handling> semantics is ambiguous. 

Proposed Change: Replace “server” with “Presence XDMS” (two instances).
	Status: CLOSED

<provide response>

	F062
	2009.09.09
	T
	5.3.1.7
	Source: Arun Prasath

Form: OMA-CONR-2008-0063

Comment: Replace the term server with PS and Presence XDMS in <pub-handling> and <perm-handling> elements description respectively

Proposed Change: <Recommended action>
	Status: CLOSED

<provide response>

	F063
	2008.05.8
	T
	5.3.1.8
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: For consistency /alignment with the text provided in section 5.1.1.8:

The name of the Publication Authorization and Content Rules document containing the Presence Authorization Rules SHALL be “pub-rules”.
Proposed Change: 
	Status: CLOSED

<provide response>

	F064
	2008.05.09
	T
	5.3.2.1
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The term “publisher” is not defined or used elsewhere in PRS2.0. 

Proposed Change: Replace “publisher” with “Presence Source”.
	Status: CLOSED

<provide response>

	F065
	2008.05.8
	T
	5.3.2.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: For consistency /alignment with the text provided in section 5.1.2.1, add the following paragraph:

The Publication Content Rules SHALL conform to the structure of the “ruleset” document described in [RFC4745] and extended in [XDM_Core] “Authorization Rules”, with the clarifications given below.

Proposed Change: 
	Status: CLOSED

<provide response>

	F066
	2008.05.8
	T
	5.3.2.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Considering the content of section 5.3.1.7, PUBLISH requests are considered in the only in the context of soft-state publications. <transformations> also apply in case of a hard-state publication. Hence:

The <transformations> element SHALL be used to define the content a publisher is allowed to publish using the PUBLISH request. and/or a Permanent Presence State publication request. 

Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	F067
	2008.05.8
	T
	5.3.2.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Whereas for Presence Content Rules reference can be made to RFC 5025 where extensively is described in section 3.3 how the <transformation> part consisting of <provide-XXX> elements has to be constructed along with the semantics, no such reference can be provided for the <transformation> part of the Publication Content Rules that contain <allow-XXX> elements. E.g. it is nowhere described that a publication authorization consists of a coarse grained publication authorization of Data Component Elements AND a fine grained publication authorization of presence attributes.

As a consequence, also the Data Semantics in section 5.3.2.7 have to be revised.

Aligning Presence Content Rules and Publication Content Rules has the advantage that the logic and capabilities (granularity) of subscription & publication authorization is identical.
Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	F068
	2008.05.8
	T
	5.3.2.1

5.3.2.7
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Should this list be extended with other <allow-xxx> elements also defined by OMA? For example, <allow-service-description> 
Proposed Change: Investigate and include new elements, if agreed
	Status: OPEN / CLOSED

<provide response>

	F069
	2008.05.8
	T
	5.3.2.3
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: For consistency /alignment with the text provided in section 5.1.2.3 (note that <condition> is also part of the Content Rules):

The Publication Content Rules document SHALL be composed according to the XML schema described in [RFC4745] section 13 and extended in [XDM_Core] “Authorization Rules”, with extensions given in  [XSD_pub_rules].

Proposed Change: 
	Status: CLOSED

<provide response>

	F070
	2008.05.8
	T
	5.3.2.6
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: For consistency, it is recommended that the <transformations> parts of Publication Content Rules are structured in a similar way as Presence Content Rules. As a consequence, the <transformations> element in case all attributes are authorized to be published looks like must also include an <allow-persons>, <allow-devices> and<allow-services> element.

Alternatively, it could be agreed that no <transformations> element is to be provided in case of a <perm-handling> element. I.e. <perm-handling> always would imply hard-state publication of any content.
Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	F071
	2008.05.09
	T
	5.3.2.6
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The appropriate error response is missing in case of a validation constraint failure for wrong <transformations> child element in a rule have a <perm-handling> action.

Proposed Change: Add an appropriate error response.
	Status: OPEN / CLOSED

<provide response>

	F072
	2008.05.08
	  T
	5.3.2.6
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: A validation constraints stating that <transformations> element is not allowed if <pub-handling> element has the value “block”, 

Proposed Change: Add new validation constraint plus a new error response. 
	Status: OPEN / CLOSED

<provide response>

	F073
	2008.12.31
	T
	5.3.2.6
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: Given Validation constraint is not clear ie. Whether transformation element should be present or not. 

Proposed Change: Clarify accordingly.
	Status: OPEN / CLOSED

<provide response>

	F074
	2009.09.09
	T
	5.3.2.6
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: The error handling description is missing in the validation constraints. 

Proposed Change: Add the error handling description.
	Status: OPEN / CLOSED

<provide response>

	F075
	2008.05.8
	E
	5.3.2.7
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: “… {RFC4479] …”
Proposed Change: Change to “… [RFC4479] …”.
	Status: CLOSED

<provide response>

	F076
	2009.09.09
	E

<allow-note>
	5.3.2.7
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: Replace “{“ with “[“ 

Proposed Change: 
	Status: CLOSED

<provide response>

	F077
	2008.05.8
	T
	5.3.2.7
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: “… <full> …” contradicts with being of the Boolean type.
Proposed Change: Change to “… “true” …”.
	Status: OPEN / CLOSED

<provide response>

	F078
	2009.09.09
	T
	5.3.2.7
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: The value of the <allow-geopriv> element is of type “Boolean”.  But the value “full”  is not a boolean type. 

Proposed Change:  Change the value “full” to “true”.
	Status: OPEN / CLOSED

<provide response>

	F079
	2008.05.09
	T
	5.3.2.7
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: In the description for <allow-geopriv>, it indicates that it is of Boolean type but the values are “false” and “<full>”. 

Proposed Change: Replace “<full>” with “true”, or make Integer type.
	Status: OPEN / CLOSED

<provide response>

	F080
	2008.05.8
	T
	5.3.2.7
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: <allow-all-attributes> - that are present in the documents – it is a publication transformation, so the attributes are not present but can be published

Proposed Change: update the description
	Status: OPEN / CLOSED

<provide response>

	F081
	2008.05.09
	T
	5.3.2.7
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The description for <allow-all-attributes> is incomplete, e.g. what is the data type, what are the possible values, and what is the default value?  Also, the term “document” in the description is ambiguous.

Proposed Change: Fix the description for <allow-all-attributes>.
	Status: OPEN / CLOSED

<provide response>

	F082
	2008.05.8
	E
	5.3.2.7 <allow-unknow-attribute>
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Replace ns with namespace 
Proposed Change: Replace ns with namespace
	Status: CLOSED

See F092

	F083
	2008.05.8
	T
	5.3.2.7
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: resolve the editors note
	Status: OPEN / CLOSED

<provide response>

	F084
	2008.05.09
	T
	5.3.2.7
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The references related to Presence Information Elements should be made [PDE_DDS], since we have attempted to document all elements there. 

Proposed Change: Reword such that references are made only to [PDE_DDS], and not to RFCs & [PRS_Spec-V1_1].
	Status: CLOSED

<provide response>

	F085
	2009.09.09
	T
	5.3.2.7
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: Values for <allow-all-attributes> element is not given.

Proposed Change: Include the values.
	Status: OPEN / CLOSED

<provide response>

	F086
	2008.05.8
	T
	5.3.2.11
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: For what purpose is deviated from the default authorization policy? Why would “read-access” to the Publication Rules by other Principles be governed by the Publication Rules themselves? Furthermore, if it is really the intention that only the <transformations> could be viewed by other principles, then the R-URI of the XCAP GET request should also “point there” (and if it doesn’t the request should be denied with a 403 (Forbidden) response). Similarly this should also apply to the SIP SUBSCRIBE for changes (however, it is unclear from the OMA XDM V2.0 specification whether a UE is allowed to subscribe to an element of a document (-- as it is not specified --)).
Proposed Change: If there is a need/reason to view (part of) the Publication Rules, then this need/reason should be stated. If the view is to be restricted (to e.g. only the <transformations>), then the behavior should be clearly specified.
	Status: OPEN / CLOSED

<provide response>

	F087
	2008.05.8
	T
	5.3.2.11
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: resolve the editors note
	Status: OPEN / CLOSED

<provide response>

	F088
	2008.05.08
	T
	5.3.2.11
	Source: Ericsson

Form: OMA-CONR-2008-0060
Comment: In [XDM_Core] it exist more than one section called “Retrieve a document”). As a Principal can be a lot of things it is not clear which text is referred to. 

Proposed Change: Consider to add clarification
	Status: OPEN / CLOSED

<provide response>

	F089
	2008.05.08
	T
	5.3.2.11
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The editor’s Note must be addressed with a solution to solve the fetch issue from a Presence Source that publish Presence using SIP Publish, 

Proposed Change: A new section 5.3.2 is added “Publication Content Rules Views” that defines a new AUID, This AUID shall be used to fetch a “view” document. The structure of the document is a <ruleset> with one <rule> that contains a <transformations> element (same as Publication Content Rules).

The AUID name is “org.openmobilelliance.pub-rules-view”

The XML schema is the same as for the AUID “org.openmobilelliance.pub-rules”

Default namespace: is the same as for the AUID “org.openmobilelliance.pub-rules”

MIME-type: is the same as for the AUID “org.openmobilelliance.pub-rules”

Validation Constraints. None

Data semantics: The transformations child element is the same as for the Publication Content rules.

Naming Conventions: The document is called pub-rules-view.

No global document.

Resource Interdependencies:
When an XCAP GET is received for a view a document is created by the Presence XDMS that contains the Publication Content rules for the requestor as defined by the Publication Authorization and Content rules document. This document is returned in the response to the XDMC. The document is then deleted by the XDMS. 

Authorization policy: Any Principal can request a view document. The Principal is not included in the Publication Authorization and Content rules document and error response not found is returned.

The reason to have a new AUID defined is not to mix authentication for a principal’s view document with normal access permission rules to manipulate the rules document. In XDM 2.1 access permission rules including XCAP GET are needed to fetch the document to change to do updates of a rule.


	Status: OPEN / CLOSED

<provide response>

	F090
	2008.05.09
	
	5.3.2.11
	Source: Samsung

Form: INP
Comment: ‘authorization view sharing’ by XDMS brings much complexity, as the etag management should be done for part of document view.

As the ‘authorization view sharing’ is not supported for permanent presence state, it seems better to remove this function from Presence XDMS. Even without this, the ‘authorization view sharing’ can be provided by PS to the generic presence publication requestor.

(Editor’s note can be partly resolved with this apporoach.)
Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	F091
	2008.05.09
	
	5.3.2.11
	Source: Samsung

Form: INP
Comment: Resolve Editor’s note.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	F092
	2008.05.08
	E
	5.3.7 last para
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: missing quotation marks around “ns” attribute. 

Proposed Change: 
	Status: CLOSED

Also put quotes around “name”

	F093
	2008.05.8
	T
	6
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: Clarify whether it is valid for all application usages (and all are shall)
	Status: OPEN / CLOSED

<provide response>

	F094
	2008.05.08
	T
	6
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: It is suggested that it is not possible to subscribe for a change in the view document , 

Proposed Change: Update the text to reflect which AUIDs that shall be able to handle subscribe to xcap changes and which AUIDs that shall not.
	Status: OPEN / CLOSED

<provide response>

	F095
	2008.05.09
	T
	6
	Source: Samsung

Form: INP
Comment: It seems Presence SIMPLE  XDMS need only notifier notifier function. Clarify this. 

Also, it would be good to include the intended use of subscription to document changes.
Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	F096
	2008.05.8
	E
	Appendix A.1 & A.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Some internal references are missing 
Proposed Change: Add missing  internal references 
	Status: CLOSED

<provide response>

	F097
	2008.05.09
	T
	App A
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: SCR is missing entries for Publication Authorization and Content Rules.

Proposed Change: Add the SCR entries.
	Status: OPEN / CLOSED

<provide response>

	F098
	2008.05.08
	T
	App A
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: A new AUID is suggested for the view document, 

Proposed Change: Add new SCR items to SCR tables.
	Status: OPEN / CLOSED

<provide response>

	F099
	2008.05.8
	T
	Appendix A1 & A.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: There aren’t any SCR items for Presence Publication Authorization and Content Rules. 
Proposed Change: Add SCR items for chapter 5.3
	Status: OPEN / CLOSED

<provide response>

	F100
	2008.05.8
	T
	A.1 (PRS_XDM-XOP-S-001-M)
	Source: Nokia
Form: OMA-CONR-2008-0064

Comment:  It is not stated if it is coming from Presence 1.1 or 2.0.
Proposed Change: <Recommended action>
	Status: CLOSED

<provide response>

	F101
	2008.05.8
	T
	A.2 (PRS_XDM-XOP-C-001-M)
	Source: Nokia
Form: OMA-CONR-2008-0064

Comment:  It is not stated if it is coming from Presence 1.1 or 2.0.
Proposed Change: <Recommended action>
	Status: CLOSED

<provide response>

	F102
	2008.05.8
	T
	Appendix B
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: Add example for Permanent Presence State and Publication Authorization Rules
	Status: OPEN / CLOSED

<provide response>

	F103
	2008.05.08
	T
	App B
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Missing examples for Publication Rules, 

Proposed Change: Add examples
	Status: OPEN / CLOSED

<provide response>

	F104
	2008.05.09
	T
	Appendix B
	Source: Samsung

Form: INP
Comment: Example for permanent presence state and publication rule are missing.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	F105
	2008.05.08
	T
	App B
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-more examples for Publication Authorization Rules and Permanent Presence State should be added
Proposed Change: as described above
	Status: OPEN / CLOSED

<provide response>

	F106
	2008.05.8
	T
	Appendix B
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: An example of a Publication Authorization and Content Rules document, and an example of a corresponding Publication Content Rules document returned to a Principal other than the Primary Principal should be added.
Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	F107
	2008.05.08
	T
	B.1.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Example not according to IG for PRS v1.1 , 

Proposed Change: Align example with IG for PRS v1.1
	Status: OPEN / CLOSED

<provide response>

	F108
	2008.05.09
	T
	General
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: Resolve editor’s notes in sections 5.3.2.7 and 5.3.2.11.

Proposed Change: 
	Status: OPEN / CLOSED

<provide response>


R01:
· Reversed changes for F077 – F079 (CR needed).
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes in the attached document for the Presence XDM Specification, to close the CONRR comments listed in section 1 above.

6 Detailed Change Proposal
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1. Scope


The Presence XDMS specific data formats and Application Usages are described in this specification.

2. References


2.1 Normative References


		OMA

		



		[Dict]

		“Dictionary for OMA Specifications”, Open Mobile Alliance(, URL: http://www.openmobilealliance.org/



		[PRS_AD]

		“Presence SIMPLE Architecture”, Version 2.0, Open Mobile Alliance™, OMA-AD-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/



		[PRS_RD]

		“Presence SIMPLE Requirements”, Version 2.0, Open Mobile Alliance™, OMA-RD-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/



		

		



		

		



		[PDE_DDS]

		“Presence SIMPLE Data Specification”, Version 2.0, Open Mobile Alliance™, OMA-DDS-Presence_Data_Ext-V2_0, URL: http://www.openmobilealliance.org/



		[SCRRULES]

		“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/



		[XDM_Core]

		“XML Document Management (XDM) Specification”, Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_Core-V2_0, URL: http://www.openmobilealliance.org/ 



		[XDM_RD]

		“XML Document Management Requirements”, Version 2,0, Open Mobile Alliance(, OMA-RD-XDM-V2_0, URL:http://ww.openmobilealliance.org/



		[XSD_presRules]

		“PRS – Pres Rules”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_prs_presrules-V1_0, URL: http://www.openmobilealliance.org/tech/profiles/ 



		[XSD_pubRules]

		“PRS – Pres Pub rules”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_prs_pubRules-V1_0, URL: http://www.openmobilealliance.org/tech/profiles/



		IETF

		



		[RFC2119]

		IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, Mar 1997, URL: http://www.ietf.org/rfc/rfc2119.txt



		

		



		[RFC3863]

		IETF RFC 3863 “Presence Information Data Format (PIDF)”, H.Sugano et al., Aug 2004, URL: http://www.ietf.org/rfc/rfc3863.txt



		

		



		

		



		[RFC4745]

		IETF RFC 4745 “Common Policy: A Document Format for Expressing Privacy Preferences”, H. Schulzrinne et al., Feb 2007, URL: http://www.ietf.org/rfc/rfc4745.txt



		

		



		[RFC4827]

		IETF RFC 4827 “An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Usage for Manipulating Presence Document Contents”, M. Isomaki et al, May 2007, URL: http://www.ietf.org/rfc/rfc4827.txt 



		[RFC5025]

		IETF RFC 5025 “Presence Authorization Rules”, J. Rosenberg, Dec 2007, URL: http://www.ietf.org/rfc/rfc5025.txt



		

		



		

		



		

		



		

		



		

		





2.2 Informative References


2.3 None.

		

		



		

		





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		Application Unique ID

		Use definition from [XDM_Core].



		Application Usage

		Use definition from [XDM_Core].



		Global Document

		Use definition from [XDM_Core].



		Global Tree

		Use definition from [XDM_Core].



		Permanent Presence State

		Use definition from [PRS_AD].



		Presence Content Rules

		Use definition from [PRS_AD].



		Presence Information

		Use definition from [PRS_RD].



		Presentity

		Use definition from [PRS_RD].



		Primary Principal

		Use definition from [XDM_RD].



		Principal

		Use definition from [Dict].



		Publication Authorization and Content Rules

		Use definition from [PRS_AD].



		Subscription Authorization Rules

		Use definition from [PRS_AD].



		Watcher

		Use definition from [PRS_RD].



		XCAP Resource

		Use definition from [XDM_Core].



		XCAP Root

		Use definition from [XDM_Core].



		XCAP Server

		Use definition from [XDM_Core].



		XCAP User Identifier

		Use definition from [XDM_Core].





3.3 Abbreviations


		AUID

		Application Unique ID



		HTTP

		Hyper Text Transfer Protocol



		IETF

		Internet Engineering Task Force



		MIME

		Multipurpose Internet Mail Extensions



		OMA

		Open Mobile Alliance



		PS

		Presence Server



		SIMPLE

		SIP for Messaging and Presence Leveraging Extensions



		SIP

		Session Initiation Protocol



		URI

		Uniform Resource Identifier



		XCAP

		XML Configuration Access Protocol



		XDM

		XML Document Management



		XDMC

		XML Document Management Client



		XDMS

		XML Document Management Server



		XML

		eXtensible Markup Language



		XUI

		XCAP User Identifier





4. Introduction


This specification describes the structure of a particular type of XML document used for Watcher authorization in the Presence service. As stated in [PRS_AD] there are two different “levels” of a Watcher authorization: subscription authorization and presence content authorization. The former defines if a Watcher is allowed to subscribe to a Presentity’s Presence Information, and the latter the limitations in Presence Information that the Watcher can get.


This specification provides the Application Usage of the Presence Authorization Rules. It reuses the document structure described in [RFC5025].


The Presence XDMS (see [PRS_AD]) is the logical repository for Presence Authorization Rules documents. The common protocol specified in [XDM_Core] is used for access and manipulation of such Presence Authorization Rules by authorized Principals.

5. Presence XDM Application Usages

5.1 Presence Authorization Rules

The Presence Authorization Rules document contains the following set of rules: 

· Subscription Authorization Rules, which determine if a Watcher is allowed to subscribe to the Presentity’s Presence Information; and


· Presence Content Rules, which determine the subset of the Presentity’s Presence Information the Watcher is allowed to receive.


· 

· 

These rules SHALL be described in one single XML document. 


The Application Usage of the Presence Authorization Rules document is described in the subsections below.

5.1.1 Subscription Authorization Rules

5.1.1.1 Structure


The Subscription Authorization Rules SHALL conform to the structure of the “pres-rules” document described in [RFC5025] and extended in [XDM_Core] “Authorization Rules”, with the clarifications given in this section.

As described in [RFC5025] section 1, the Presence Authorization Rules document contains a sequence of <rule> elements, each composed of up to three parts: 


a) “conditions”


b) “actions”


c) “transformations”


The Subscription Authorization Rules are described from the <conditions> and <actions> elements. 


The <conditions> child element of any <rule> element MAY include the following child elements: 

a) the <identity> element as defined in [RFC4745];


b) the <external-list> element as defined in [XDM_Core] “Authorization Rules”;


c) the <other-identity> element as defined in [XDM_Core] “Authorization Rules”;


d) the <anonymous-request> element as defined in [XDM_Core] “Authorization Rules”.

The <actions> child element of any <rule> element MAY include the <sub-handling> element as described in [RFC5025] section 3.2.1.


5.1.1.2 Application Unique ID


The AUID SHALL be “org.openmobilealliance.pres-rules”. 


5.1.1.3 XML Schema


The Subscription Authorization Rules SHALL be composed according to the XML schema detailed in [RFC5025] section 6 and extended in [XDM_Core] “Authorization Rules”. 


5.1.1.4 Default Namespace


The default namespace used in expanding URIs SHALL be “urn:ietf:params:xml:ns:common-policy” defined in [RFC4745].


5.1.1.5 MIME Type


The MIME type for this Application Usage SHALL be “application/auth-policy+xml” defined in [RFC4745].

5.1.1.6 Validation Constraints


The validation constraints SHALL conform to those imposed by the XML schema.


The <conditions> element SHALL contain no more than one of the <identity>, <external-list>, <other-identity> or <anonymous-request> element.

5.1.1.7 Data Semantics


The data semantics SHALL conform to the semantics defined in [RFC5025] and extended in [XDM_Core] “Authorization Rules”.


5.1.1.8 Naming Conventions


The name of the Presence Authorization Rules document containing the Subscription Authorization Rules SHALL 
be “pres-rules”.


5.1.1.9 Global Documents


This Application Usage defines no Global Documents.

5.1.1.10 Resource Interdependencies


This application usage defines no additional resource interdependencies.

5.1.1.11 Authorization Policies


The authorization policies SHALL be defined according to [XDM_Core] “Authorization”.


5.1.2 Presence Content Rules

5.1.2.1 Structure


The Presence Content Rules SHALL conform to the structure of the “pres-rules” document described in [RFC5025] and extended in [XDM_Core] “Authorization Rules”, with the clarifications given below.


The Presence Content Rules are described from the <transformations> element of the Presence Authorization Rules document.


The <transformations> element SHALL be used to define the visibility a Watcher is granted to a particular component of the presence document as described in [RFC5025] section 3.3. 


The <transformations> child element of any <rule> element MAY include the following child elements:

a) the <provide-persons> element as described in [RFC5025] section 3.3.1.2;


b) the <provide-devices> element as described in [RFC5025] section 3.3.1.1;


c) the <provide-services> element as described in [RFC5025] section 3.3.1.3;


d) the <provide-willingness> element as described in section 5.1.2.7;


e) the <provide-network-availability> element as described in section 5.1.2.7;


f) the <provide-session-participation> element as described in section 5.1.2.7;


g) the <provide-activities> element as described in [RFC5025] section 3.3.2.1;

h) the <provide-class> element as described in [RFC5025] section 3.3.2.2;

i) the <provide-mood> element as described in [RFC5025] section 3.3.2.4;


j) the <provide-place-type> element as described in [RFC5025] section 3.3.2.6;


k) the <provide-status-icon> element as described in [RFC5025] section 3.3.2.10;


l) the <provide-time-offset> element as described in [RFC5025] section 3.3.2.11;


m) the <provide-note> element as described in [RFC5025] section 3.3.2.13;


n) the <provide-geopriv> element as described in section 5.1.2.7;


o) the <provide-all-attributes> element as described in [RFC5025] section 3.3.2.15;

p) the <provide-registration-state> element as described in section 5.1.2.7;


q) the <provide-barring-state> element as described in section 5.1.2.7;


r) the <provide-unknown-attribute> element as described in [RFC5025] section 3.3.2.14.

Other types of <transformations> elements described in [RFC5025] are not defined by this specification. The <provide-services> element MAY include either the <all-services> child element, or a sequence of zero or more elements, each of which can be:

a) the <class>, the <service-uri>, or the <service-uri-scheme> element as described in [RFC5025] section 3.3.1.3; or


b) the <service-id> as described in section 5.1.2.7.


The <provide-persons> element MAY include either the <all-persons> child element, or a sequence of zero or more <class> element(s) as described in [RFC5025] section 3.3.1.2.


The <provide-devices> element MAY include either the <all-devices> child element, or a sequence of zero or more <class> or <deviceID> element(s) as described in [RFC5025] section 3.3.1.1.


NOTE: When the <provide-services>, <provide-persons> or <provide-devices> element is present with no child elements, it has the same meaning as if the element was omitted.


5.1.2.2 Application Unique ID


The AUID SHALL be “org.openmobilealliance.pres-rules”.


5.1.2.3 XML Schema


The Presence Content Rules SHALL be composed according to the XML schema detailed in [RFC5025] section 6 and extended in [XDM_Core] “Authorization Rules”, with the extensions given in [XSD_presRules]. 


5.1.2.4 Default Namespace


The default namespace used in expanding URIs SHALL be “urn:ietf:params:xml:ns:common-policy” defined in [RFC4745].  

5.1.2.5 MIME Type


The MIME type for this Application Usage SHALL be “application/auth-policy+xml” defined in [RFC4745].

5.1.2.6 Validation Constraints


The validation constraints SHALL conform to those imposed by the XML schema, with the following clarification:

A <rule> element with a <sub-handling> element value different than “allow” SHALL NOT contain a <transformations> element. If this constraint is violated, an HTTP 409 (Conflict) response SHALL be returned with the error condition identified by the <constraint-failure> element. If included, the “phrase” attribute of this element SHOULD be set to “<transformations> element not allowed”.


5.1.2.7 Data Semantics


The data semantics SHALL conform to the semantics defined in [RFC5025] and extended in [XDM_Core] “Authorization Rules”, together with the clarifications given in this section.


The <provide-willingness> “transformation” controls access to <willingness> and <overriding-willingness> elements described in [PDE_DDS]. The value is of a Boolean type:

“false”
instructs the PS to remove the <willingness> and <overriding-willingness> elements if present. This is the default value taken in the absence of the element.


“true”
instructs the PS to report the <willingness> and <overriding-willingness> elements to the Watcher.

The <provide-network-availability> “transformation” controls access to the <network-availability> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
instructs the PS to remove the <network-availability> element if present. This is the default value taken in the absence of the element.


“true”
instructs the PS to report the <network-availability> element to the Watcher.

The <provide-session-participation> “transformation” controls access to the <session-participation> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
instructs the PS to remove the <session-participation> element if present. This is the default value taken in the absence of the element.


“true”
instructs the PS to report the <session-participation> element to the Watcher.


The <provide-registration-state> “transformation” controls access to the <registration-state> element described in [PDE_DDS]. The value is of a Boolean type:


“false”
instructs the PS to remove the <registration-state> element if present. This is the default value taken in the absence of the element.


“true”
instructs the PS to report the <registration-state> element to the Watcher.


The <provide-barring-state> “transformation” controls access to the <barring-state> element described in [PDE_DDS]. The value is of a Boolean type:


“false”
instructs the PS to remove the <barring-state> element if present. This is the default value taken in the absence of the element.


“true”
instructs the PS to report the <barring-state> element to the Watcher.


The <provide-geopriv> “transformation” controls access to the <geopriv> element described in [PDE_DDS]. The <provide-geopriv> element is an enumerated integer type, and its value defines what information is provided to Watchers:

false
instructs the PS to remove (if present ) the <geopriv> element and its child elements. It is assigned the numeric value of zero.  This is the default value taken in the absence of the element.


full
instructs the PS to report the <geopriv> element and its child elements to the Watcher.  It is assigned the numeric value of ten.

The <service-id> identifies a service by its service ID described in [PDE_DDS].

5.1.2.8 Naming Conventions


The name of the Presence Authorization Rules document containing the Presence Content Rules SHALL be “pres-rules”.


5.1.2.9 Global Documents


This Application Usage defines no Global Documents.


5.1.2.10 Resource Interdependencies


This Application Usage defines no additional resource interdependencies.


5.1.2.11 Authorization Policies


The authorization policies SHALL be defined according to [XDM_Core] “Authorization”.

5.2 Permanent Presence State

5.2.1 Structure


The Permanent Presence State document SHALL conform to the structure of the presence document according to [PDE_DDS] and [RFC3863].


5.2.2 Application Unique ID


The AUID SHALL be “pidf-manipulation” as defined in [RFC4827] section 4. 

5.2.3 XML Schema


The Permanent Presence State document SHALL be composed according to the XML schema detailed in [PDE_DDS] “Content of the Presence Document”. 


5.2.4 Default Namespace


The default namespace SHALL conform to “urn:ietf:params:xml:ns:pidf” as defined in [RFC4827] section 5.

5.2.5 MIME Type


The MIME type for this Application Usage SHALL be “application/pidf+xml” defined in [RFC3863].

5.2.6 Validation Constraints


There are no validation constraints, other than those imposed by the XML schema.

5.2.7 Data Semantics


The data semantics SHALL conform to the semantics defined in [PDE_DDS] “Content of the Presence Document”.


5.2.8 Naming Conventions


The name of the Permanent Presence State document SHALL be “perm-presence”.


5.2.9 Global Documents


This Application Usage defines no Global Documents.


5.2.10 Resource Interdependencies

This Application Usage defines no additional resource interdependencies.

5.2.11 Authorization Policies

The authorization policies for manipulating a Permanent Presence State document SHALL conform to those described in section 5.3.1.

The Presence XDMS SHALL determine which rules in the Publication Authorization and Content Rules document are applicable and evaluate the combined permissions according to the procedures described in [XDM_Core] “Combining Permissions” with the following clarifications:


· If an attempt to resolve an <external-list> condition element fails, the Presence XDMS SHALL regard the Publication Authorization and Content Rules document as invalid and act according to the default policy.


· If there is no matching rule then the Presence XDMS SHALL further handle the publication according to the default policy.


 The default policy SHALL authorize the Presentity, and SHOULD reject all other users.


After evaluating the combined permissions, the Presence XDMS SHALL handle the request based on the value of the <perm-handling> action as follows:


· If the value is “block” or there is no value, then the Presence XDMS SHALL reject the request by responding to the request with an HTTP 403 (Forbidden) error response.


· If the value is “allow”, then the Presence XDMS SHALL accept the request by responding to the request with an HTTP 200 (OK) response.


When creating a Permanent Presence State document, the Presence XDMS SHALL also perform authorization of the request by verifying that the XUI matches the value of the “entity” attribute of the <presence> element in the Presence Information document as described in [RFC3863]. In case of no match, the Presence XDMS SHALL reject the request by responding to the request with an HTTP 403 (Forbidden) error response.

5.3 Publication Authorization and Content Rules


The Publication Authorization and Content Rules document contains the following set of rules:


· Publication Authorization Rules, which determine the identities authorized to publish a Presentity’s Presence Information; and


· Publication Content Rules, which determine the content of publications allowed for each identity.


These rules SHALL be described in one single XML document.


The Application Usages of the Publication Authorization and Content Rules document is described in the subsections below.


5.3.1 Publication Authorization Rules 

5.3.1.1 Structure


The Publication Authorization Rules document SHALL conform to the structure of the “ruleset” document described in [RFC4745] and extended in [XDM_Core] “Authorization Rules”, with the clarifications given in this section.


As described in [RFC5025] section 1, the “ruleset” document contains a sequence of <rule> elements, each composed of up to three parts: 


a) “conditions”


b) “actions”


c) “transformations”


The Publication Authorization Rules are described from the <conditions> and <actions> elements. 




a) 

b) 

The <conditions> child element of any <rule> element MAY include the following child elements: 


a) the <identity> element as defined in [RFC4745];


b) the <external-list> element as defined in [XDM_Core] “Authorization Rules”;


c) the <other-identity> element as defined in [XDM_Core] “Authorization Rules”;


d) the <anonymous-request> element as defined in [XDM_Core] “Authorization Rules”.


The <actions> child element of any <rule> element MAY include the <pub-handling> element or the <perm-handling> element defined in section 5.3.1.7.


5.3.1.2 Application Unique ID


The AUID SHALL be “org.openmobilealliance.pub-rules”.


5.3.1.3 XML Schema


The Publication Authorization Rules SHALL be composed according to the XML schema described in [RFC4745] section 13 and extended in [XDM_Core] “Authorization Rules”, with extensions given in [XSD_pubRules].

5.3.1.4 Default Namespace

The default namespace used in expanding URIs SHALL be “urn:ietf:params:xml:ns:common-policy” defined in [RFC4745].


5.3.1.5 MIME Type


The MIME type for this Application Usage SHALL be “application/auth-policy+xml” defined in [RFC4745].


5.3.1.6 Validation Constraints


The validation constraints SHALL conform to those imposed by the XML schema.


The <conditions> element SHALL contain no more than one of the <identity>, <external-list>, <other-identity> or <anonymous-request> element.


5.3.1.7 Data Semantics


The data semantics SHALL conform to the semantics defined in [RFC4745] and extended in [XDM_Core] “Authorization Rules” with the extensions given in this section.


The <pub-handling> element SHALL specify the publication authorization decision for PUBLISH requests. The <pub-handling> element is an enumerated Integer type. The defined values are:


“block” This action instructs the PS to reject the publication request. It has the value of zero and it represents the default value taken in the absence of the element.


“allow” This action instructs the PS to accept the publication request. This action has a value of thirty.


The <perm-handling> element SHALL specify the publication authorization decision for Permanent Presence State. The <perm-handling> element is an enumerated Integer type. The defined values are:


“block”
This action instructs the Presence XDMS to reject the publication request. It has the value of zero and it represents the default value taken in the absence of the element.


“allow” This action instructs the Presence XDMS to accept the publication request. This action has a value of thirty.

5.3.1.8 Naming Conventions


The name of the Publication Authorization and Content Rules document containing the Publication Authorization Rules SHALL be “pub-rules”.


5.3.1.9 Global Documents


This Application Usage defines no Global Documents.


5.3.1.10 Resource Interdependencies


This Application Usage defines no additional resource interdependencies.


5.3.1.11 Authorization Policies


The authorization policies SHALL be defined according to [XDM_Core] “Authorization”.

5.3.2 Publication Content Rules 

5.3.2.1 Structure


The Publication Content Rules SHALL conform to the structure of the “ruleset” document described in [RFC4745] and extended in [XDM_Core] “Authorization Rules”, with the clarifications given below.


The <transformations> element SHALL be used to define the content a Presence Source is allowed to publish using the PUBLISH request. 


The <transformations> child element of any <rule> element MAY include the following child elements described in section 5.3.2.7:


a) the <allow-persons> element;


b) the <allow-devices> element;


c) the <allow-services> element;


d) the <allow-willingness> element;


e) the <allow-network-availability> element;


f) the <allow-session-participation> element;


g) the <allow-activities> element;

h) the <allow-class> element;

i) the <allow-mood> element;


j) the <allow-place-type> element;


k) the <allow-status-icon> element;


l) the <allow-time-offset> element;


m) the <allow-note> element;


n) the <allow-geopriv> element;


o) the <allow-registration-state> element;


p) the <allow-barring-state> element;


q) the <allow-all-attributes> element;


r) the <allow-unknown-attribute> element.

5.3.2.2 Application Unique ID


The AUID SHALL be “org.openmobilealliance.pub-rules”.


5.3.2.3 XML Schema


The Publication Content Rules SHALL be composed according to the XML schema described in [RFC4745] section 13 and extended in [XDM_Core] “Authorization Rules”, with extensions given in [XSD_pubRules].

5.3.2.4 Default Namespace

The default namespace used in expanding URIs SHALL be “urn:ietf:params:xml:ns:common-policy” defined in [RFC4745].


5.3.2.5 MIME Type


The MIME type for this Application Usage SHALL be “application/auth-policy+xml” defined in [RFC4745].


5.3.2.6 Validation Constraints


The validation constraints SHALL conform to those imposed by the XML schema.


A <rule> element with an <actions> element including a <perm-handling> element SHALL contain no <transformations> element except the <allow-all-attributes> element.

5.3.2.7 Data Semantics


The <allow-persons> “transformation” controls access to the <person> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <person> element and any of its child elements. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <person> element and any of its child elements.


The <allow-devices> “transformation” controls access to the <device> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <device> element and any of its child elements. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <device> element and any of its child elements.

The <allow-services> “transformation” controls access to the <tuple> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <tuple> element and any of its child elements. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <tuple> element and any of its child elements.

The <allow-willingness> “transformation” controls access to the <willingness> and <overriding-willingness> elements described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <willingness> and <overriding-willingness> elements. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <willingness> and <overriding-willingness> elements.

The <allow-network-availability> “transformation” controls access to the <network-availability> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <network-availability> element if present. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <network-availability> element.

The <allow-session-participation> “transformation” controls access to the <session-participation> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <session-participation> element if present. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <session-participation> element.


The <allow-activities> “transformation” controls access to the <activities> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <activities> element if present. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <activities> element.


The <allow-class> “transformation” controls access to the <class> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <class> element if present. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <class> element.


The <allow-mood> “transformation” controls access to the <mood> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <mood> element if present. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <mood> element.


The <allow-place-type> “transformation” controls access to the <place-type> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <place-type> element if present. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <place-type> element.


The <allow-status-icon> “transformation” controls access to the <status-icon> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <status-icon> element if present. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <status-icon> element.


The <allow-time-offset> “transformation” controls access to the <time-offset> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <time-offset> element if present. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <time-offset> element.


The <allow-note> “transformation” controls access to the <note> element described in [PDE_DDS] for <tuple>, <person> and <device> elements. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <note> element if present. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <note> element.


The <allow-geopriv> “transformation” controls access to the <geopriv> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <geopriv> element and its child elements. This is the default value taken in the absence of the element.


<full>
allows the Presence Source to publish the <geopriv> element and its child elements.


The <allow-registration-state> “transformation” controls access to the <registration-state> element described in [PDE_DDS]. The value is of a Boolean type:


“false”
disallows the Presence Source to publish the <registration-state> element if present. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <registration-state> element.


The <allow-barring-state> “transformation” controls access to the <barring-state> element described in [PDE_DDS]. The value is of a Boolean type:


“false”
disallows the Presence Source to publish the <barring-state> element if present. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the <barring-state> element.


The <allow-all-attributes> “transformation” controls access to all presence attributes in all of the <person>, <device>, and <tuple> elements that are present in the document. 

The <allow-unknown-attribute> “transformation” controls access to an unknown presence attribute with the given name and namespace. The value of the “name” attribute SHALL be an unqualified element name (i.e. namespace prefix SHALL NOT be included), and the value of the “ns” attribute SHALL be a namespace URI.  The two are combined to form a qualified element name, which SHALL be matched to all unknown child elements of the <tuple>, <device>, or <person> elements with the same qualified name. The value is of a Boolean type:


“false”
disallows the Presence Source to publish the presence attribute with the given name and namespace, if present. This is the default value taken in the absence of the element.


“true”
allows the Presence Source to publish the presence attribute with the given name and namespace.


Editor’s Note: it is FFS whether the transformations listed here should define more granularity.

5.3.2.8 Naming Conventions


The name of the Publication Authorization and Content Rules document containing the Publication Content Rules SHALL be “pub-rules”.


5.3.2.9 Global Documents


This Application Usage defines no Global Documents.


5.3.2.10 Resource Interdependencies


This Application Usage defines no additional resource interdependencies.


5.3.2.11 Authorization Policies


The authorization policies SHALL be defined according to [XDM_Core] “Authorization” with the additions defined in this subsection. 

Principals other than the Primary Principal SHALL have permission to perform the “Retrieve a document” operation defined in [XDM_Core] “Retrieve a Document”, or the “Subscribing to changes in the XML documents” operation defined in [XDM_Core] “Subscribing to changes in the XML documents” with the following restrictions:

· The Presence XDMS SHALL determine the rules in the Publication Authorization and Content Rules document visible to the Principal. 


· The Presence XDMS SHALL evaluate the combined permissions according to the procedures described in [XDM_Core] “Combining Permissions” with the following clarification:


· If an attempt to resolve an <external-list> condition element fails, the Presence XDMS SHALL regard the Publication Authorization Rules document as invalid and reject the request by responding to the request with an HTTP 403 (Forbidden) error response.


· If there is no matching rule then the Presence XDMS SHALL reject the request by responding to the request with an HTTP 403 (Forbidden) error response.


· In case of matching rules, the Presence XDMS SHALL evaluate the <pub-handling> action of the combined permissions:


· If the value is “block”, the Presence XDMS SHALL reject the request by responding to the request with an HTTP 403 (Forbidden) error response.


· If the value is “allow”, then the Presence XDMS SHALL accept the request by responding to the request with an HTTP 200 (OK) response and return only the combined <transformations> element from the matching rules to the Principal.

Editor’s Note: it is FFS whether the Presence XDMS should create “view” documents to every principal requesting to fetch this document. The exact format of the “view” document returned to the requestor is TBD.

6. Subscribing to Changes in the XML Documents


The Presence XDMS SHALL support subscriptions to changes in the XML documents as defined by the procedures in [XDM_Core] “Subscriptions to Changes in the XML Documents”.
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Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

The following tags are used in the Function column to identify the release of the Presence SIMPLE enabler that the requirement was introduced:


· PRSv1.1 – Requirement was introduced in Presence SIMPLE 1.1.

PRSv2.0 – Requirement was introduced in Presence SIMPLE 2.0.

B.1 Presence XDM Application Usages (Server)

		Item

		Function

		Reference

		Requirement



		PRS_XDM-XOP-S-001-M

		Single Presence Authorization Rules XML document describing who can subscribe to a presentity’s presence, and content of notifications (PRSv1.1)

		5.1

		



		PRS_XDM-XOP-S-002-M

		Structure of Presence Authorization Rules (PRSv1.1)

		5.1.1.1

5.1.2.1

		



		PRS_XDM-XOP-S-003-M

		Application Unique ID of Presence Authorization Rules (PRSv1.1)

		5.1.1.2

5.1.2.2

		



		PRS_XDM-XOP-S-005-M

		XML schema of Presence Authorization Rules (PRSv1.1)

		5.1.1.3

5.1.2.3

		



		PRS_XDM-XOP-S-004-M

		Default namespace for Presence Authorization Rules (PRSv1.1)

		5.1.1.4

5.1.2.4

		



		PRS_XDM-XOP-S-006-M

		MIME type of Presence Authorization Rules (PRSv1.1)

		5.1.1.5

5.1.2.5

		



		PRS_XDM-XOP-S-007-M

		Validation constraints, in addition to the XML schema (PRSv1.1)

		5.1.1.6

5.1.2.6

		



		PRS_XDM-XOP-S-008-M

		Data semantics of Presence Authorization Rules (PRSv1.1)

		5.1.1.7

5.1.2.7

		



		PRS_XDM-XOP-S-009-M

		Naming conventions for Presence Authorization Rules (PRSv1.1)

		5.1.1.8

5.1.2.8

		



		PRS_XDM-XOP-S-010-M

		Authorization policies of Presence Authorization Rules (PRSv1.1)

		5.1.1.11

5.1.2.11

		



		PRS_XDM-XOP-S-011-O

		Structure of Permanent Presence State (PRSv2.0)

		5.2.1

		



		PRS_XDM-XOP-S-012-O

		Application Unique ID of Permanent Presence State (PRSv2.0)

		5.2.2

		



		PRS_XDM-XOP-S-014-O

		XML schema of Permanent Presence State (PRSv2.0)

		5.2.3

		



		PRS_XDM-XOP-S-013-O

		Default namespace for Permanent Presence State (PRSv2.0)

		5.2.4

		



		PRS_XDM-XOP-S-015-O

		MIME type of Permanent Presence State (PRSv2.0)

		5.2.5

		



		PRS_XDM-XOP-S-016-O

		Data semantics of Permanent Presence State (PRSv2.0)

		5.2.7

		



		PRS_XDM-XOP-S-017-O

		Naming conventions for Permanent Presence State (PRSv2.0)

		5.2.8

		



		PRS_XDM-XOP-S-018-O

		Authorization policies of Permanent Presence State (PRSv2.0)

		5.2.11

		



		PRS_XDM-SUB-S-001-M

		Subscription to XML document changes (PRSv2.0)

		6

		





B.2 Presence XDM Application Usages (Client)

		Item

		Function

		Reference

		Requirement



		PRS_XDM-XOP-C-001-M

		Single Presence Authorization Rules XML document describing who can subscribe to a presentity’s presence, and content of notifications (PRSv1.1)

		5.1

		



		PRS_XDM-XOP-C-002-M

		Structure of Presence Authorization Rules (PRSv1.1)

		5.1.1.1

5.1.2.1

		



		PRS_XDM-XOP-C-003-M

		Application Unique ID of Presence Authorization Rules (PRSv1.1)

		5.1.1.2

5.1.2.2

		



		PRS_XDM-XOP-C-005-M

		XML schema of Presence Authorization Rules (PRSv1.1)

		5.1.1.3

5.1.2.3

		



		PRS_XDM-XOP-C-004-M

		Default namespace for Presence Authorization Rules (PRSv1.1)

		5.1.1.4

5.1.2.4

		



		PRS_XDM-XOP-C-006-M

		MIME type of Presence Authorization Rules (PRSv1.1)

		5.1.1.5

5.1.2.5

		



		PRS_XDM-XOP-C-007-M

		Validation constraints, in addition to the XML schema (PRSv1.1)

		5.1.1.6

5.1.2.6

		



		PRS_XDM-XOP-C-008-M

		Data semantics of Presence Authorization Rules (PRSv1.1)

		5.1.1.7

5.1.2.7

		



		PRS_XDM-XOP-C-009-M

		Naming conventions for Presence Authorization Rules (PRSv1.1)

		5.1.1.8

5.1.2.8

		



		PRS_XDM-XOP-C-010-O

		Structure of Permanent Presence State (PRSv2.0)

		5.2.1

		



		PRS_XDM-XOP-C-011-O

		Application Unique ID of Permanent Presence State (PRSv2.0)

		5.2.2

		



		PRS_XDM-XOP-C-013-O

		XML schema of Permanent Presence State (PRSv2.0)

		5.2.3

		



		PRS_XDM-XOP-C-012-O

		Default namespace for Permanent Presence State (PRSv2.0)

		5.2.4

		



		PRS_XDM-XOP-C-014-O

		MIME type of Permanent Presence State (PRSv2.0)

		5.2.5

		



		PRS_XDM-XOP-C-015-O

		Data semantics of Permanent Presence State (PRSv2.0)

		5.2.7

		



		PRS_XDM-XOP-C-016-O

		Naming conventions for Permanent Presence State (PRSv2.0)

		5.2.8

		





Appendix C. Examples
(Informative)

C.1 Manipulating Presence Authorization Rules

C.1.1 Obtaining Presence Authorization Rules

Both Subscription Authorization Rules and Presence Content Rules are stored in one XML document. Figure B.1 describes how the XDMC obtains Presence Authorization Rules.
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Figure B.1- XDMC obtains Presence Authorization Rules


The details of the flows are as follows:


1) The user “sip:ronald.underwood@example.com” wants to obtain the document describing his Presence Authorization Rules. For this purpose the XDMC sends an HTTP GET request to the Aggregation Proxy.

GET /org.openmobilealliance.pres-rules/users/sip:ronald.underwood@example.com/pres-rules HTTP/1.1


Host: xcap.example.com


...


2) Based on the AUID the Aggregation Proxy forwards the request to the Presence XDMS.


3) After the Presence XDMS has performed the necessary authorization checks on the request originator, the Presence XDMS sends an HTTP 200 (OK) response including the requested document in the body.


HTTP/1.1 200 OK


Etag: "ett5e"


...


Content-Type: application/auth-policy+xml


<?xml version="1.0" encoding="UTF-8"?>


<cr:ruleset


   xmlns:op="urn:oma:xml:prs:pres-rules"

   xmlns:pr="urn:ietf:params:xml:ns:pres-rules"


   xmlns:cr="urn:ietf:params:xml:ns:common-policy">

  <cr:rule id="ck81">


    <cr:conditions>


      <cr:identity>


        <cr:one id="tel:+43012345678"/>

        <cr:one id="sip:hermione.blossom@example.com"/>


      </cr:identity>


    </cr:conditions>


    <cr:actions>


      <pr:sub-handling>allow</pr:sub-handling>


    </cr:actions>


    <cr:transformations>


      <pr:provide-services>


        <op:service-id>org.openmobilealliance:PoC-session</op:service-id>


      </pr:provide-services>


      <op:provide-willingness>true</op:provide-willingness>


      <pr:provide-status-icon>true</pr:provide-status-icon>


    </cr:transformations>


  </cr:rule>


</cr:ruleset>


4) The Aggregation Proxy routes the response to the XDMC.
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