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1 Reason for Change

This contribution deals with the following review comments:

	C222
	2008.05.8
	T
	5.5.3.1.1
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  When the <pub-handling> value evaluates to allow, then the Publication Content Rules (see section 5.5.3.1.2) have to be checked. Only in case the published presence information conforms to the Publication Content Rules, a 200 OK response shall be given.

Proposed Change: Clarify the procedure
	Status: CLOSED

Closed in OMA-PAG-2008-0526

	C223
	2008.05.8
	T
	5.5.3.1.1
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  Section 5.5.3 and Figure 4 do not make a distinction between soft-state and hard-state (permanent presence state) publications. Whereas section 5.5.3.2.1 (Composition Policy) takes into account the specifics of the permanent presence state (i.e. no <timestamp>s), section 5.5.3.1 and in particular the subsections (5.5.3.1.1 and 5.5.3.1.2) are only valid for soft-state publications. Therefore, in section 5.5.3 or 5.5.3.1 reference should be made to [PRS_PresXDM] for hard-state publications.

Proposed Change:

	Status: CLOSED

Closed in OMA-PAG-2008-0526

	C224
	2008.05.08
	T
	5.5.3.1.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Both Authorization and Content Rules must be applied before a final response is given ( 200 OK or 488), 

Proposed Change: Change the bullet to state that 5.5.3.1.2 must be applied before a 200 OK can be sent back to the Presence Source. 
	Status: CLOSED

Closed in OMA-PAG-2008-0526

	C225
	2008.05.8
	T
	5.5.3.1.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment:  When the published document contains Presence Information that the Presence Source is allowed to publish as well as Presence Information that the Presence Source isn’t allowed to publish: is the whole publication rejected, or is the presence information that the presence source isn’t allowed to publish filtered out ?

Proposed Change:

	Status: CLOSED

Closed in OMA-PAG-2008-0526


2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes proposed in chapter 6.

6 Detailed Change Proposal

Change 1:  Chapter 5.5.3.1

5.5.3.1 Applying Publication Authorization and Content Rules

The PS MAY support Publication Authorization and Content Rules. If supported, the PS SHALL verify if the Publication Authorization and Content Rules document exists in the Presence XDMS. 

In case the PS does not support Publication Authorization and Content Rules or the document does not exist, the PS SHALL apply the default publication authorization policy. The default publication authorization policy SHALL authorize the publication if the authenticated originator identity is the Presentity, and SHOULD reject the publication if the authenticated originator identity is any user other than the Presentity.
In case the Publication Authorization and Content Rules document exists in the Presence XDMS, the PS SHALL apply the Publication Authorization and Content Rules to all authenticated PUBLISH requests for the presence event package.
NOTE: Applying Publication Authorization and Content Rules when publishing Permanent Presence State is described in [PRS_PresXDM] section 5.2.11.
When the Presentity changes the Publication Authorization and Content Rules, the PS SHALL ensure it applies the rules with the most recent changes (see section 5.5.5).
When a PUBLISH request is received for the presence event package, the PS SHALL fetch the Presentity’s Publication Authorization and Content Rules document stored in the Presence XDMS according to the procedures defined in [XDM_Core] “Document Management”. When fetching the document, the PS SHALL construct the HTTP URI as follows:

· Set the XCAP Root URI as defined in [XDM_Core];

· Set the AUID to “org.openmobilealliance.pub-rules” as defined in [PRS_PresXDM]; 

· Set the XUI to the SIP URI or tel URI of the Presentity; and

· Set the document name to “pub-rules” as defined in [PRS_PresXDM].
For example, the HTTP URI of the Publication Authorization and Content Rules document for a Presentity with a SIP URI of sip:user@domain.com would be http://xcap.example.com/org.openmobilealliance.pub-rules/users/sip:user@domain.com/pub-rules, if the XCAP Root URI is http://xcap.example.com.
The PS SHALL determine which rules in the Publication Authorization and Content Rules document are applicable and evaluate the combined permissions according to the procedures described in [XDM_Core] “Combining Permissions” with the following clarifications:

· When realized in 3GPP IMS or 3GPP2 MMD networks, the PS SHALL use the received P-Asserted-Identity header field (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) in the PUBLISH request to determine the URI value used for matching against a conditions element.
· If a presence publication is identified as anonymous (see section 7.1), the PS SHALL always evaluate the rule with the <anonymous-request> condition element as defined in [XDM_Core].
· If an attempt to resolve an <external-list> condition element fails, the PS SHALL regard the Publication Authorization Rules document as invalid and act according to the default policy of the PS.
· If there is no matching rule then the PS SHALL further handle the publication according to the default publication authorization policy. 

The PS MAY determine that the Publication Authorization and Content Rules have been updated by subscribing to changes made to XML documents stored in the Presence XDMS and Shared List XDMS.
5.5.3.1.1 Applying Publication Authorization Rules

As defined in [PRS_PresXDM] the Publication Authorization Rules defined by the Presentity determine which other users are allowed to publish the Presentity’s Presence Information.

After evaluating the combined permissions the PS SHALL handle the publication from this Presence Source based on the value of the <pub-handling> action as follows:

· if the value is “block” or there is no value, then the PS SHALL reject the publication by responding to the PUBLISH request with a 403 (Forbidden) response according to procedures described in [RFC3903] section 6; and
· if the value is “allow”, then the PS SHALL apply the Publication Content Rules according to procedures described in  section 5.5.3.1.2.
The PS SHALL also perform authorization of the publication by verifying that the identity of the Request-URI of the PUBLISH request matches against the value of the “entity” attribute of the <presence> element in the presence document as described in [RFC3863]. In case of no match, the PS SHALL reject the publication by responding to the PUBLISH request with a 403 (Forbidden) response according to procedures described in [RFC3903] section 6.
5.5.3.1.2 Applying Publication Content Rules

As defined in [PRS_PresXDM], the Publication Content Rules determine the subset of the Presentity’s Presence Information the Presence Source is allowed to publish. The PS SHALL apply the Publication Content Rules after applying the Publication Authorization Rules by checking the <transformations> element of the combined permissions as specified in [PRS_PresXDM]. 

The PS SHALL evaluate the published Presence Information against the Publication Content Rules:
· If the published Presence Information conforms to the Publication Content Rules, the PS SHALL accept the publication by responding to the PUBLISH request with a 200 (OK) response according to procedures described in [RFC3903] section 6.
· If at least part of the published Presence Information does not conform to the Publication Content Rules, the PS SHALL reject the PUBLISH request with a 488 (Not Acceptable Here) response according to [IETF-SessionPol] and include a Policy-Contact header field conveying the URI of the Publication Content Rules document stored in the Presence XDMS.
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