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	Title:
	D021
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	OMA-TS-Presence-SIMPLE_Content_XDM-V1_0-20081001-D

	Submission Date:
	October 6, 2008

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Krisztian Kiss, krisztian.kiss@nokia.com 

	Replaces:
	N/A


1 Reason for Change

	D021
	2008.05.8
	T
	5.1.11
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: The Presence Content XDMS shall fetch the Presence Authorization Policy from the Presence XDMS and evaluate who are the authorized Principals to access the <status-icon>, i.e. evaluate the combined permissions
Proposed Change: describe evaluation of combined permissions. Similar text is written in Presence XDMS, section 5.3.2.11.
	Status: CLOSED



2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to agree and implement the proposed changes in section 6 and close the CONRR comments in section 1.
6 Detailed Change Proposal
Change 1:  Change Section 5.1.12.1.3
5.1.12.1.3 Authorization Policies

The authorization policies defined in section Error! Reference source not found. for manipulating a Presence Content document SHALL be restricted in the following way:

· Principals other than the Primary Principal SHALL have permission to perform retrieve operations from the “oma_status-icon” subfolder of the Primary Principal’s Home Directory only if the Principal is allowed to see the <status-icon> Presence Information Element according to the Presence Subscription Rules of the Primary Principal. 
When receiving a request to access a resource in the “oma_status-icon” subfolder, the Presence Content XDMS SHALL fetch the Presence Subscription Rules of the Primary Principal from the Presence XDMS and check whether the Principal is granted permission to access the <status-icon> Presence Information Element by the Primary Principal:
· The Presence Content XDMS SHALL evaluate the combined permissions according to the procedures described in [XDM_Core] “Combining Permissions” with the following clarifications:

· If an attempt to resolve an <external-list> condition element fails, the Presence Content XDMS SHALL regard the Presence Authorization Rules document as invalid and reject the request by responding to the request with an HTTP 403 (Forbidden) error response.
· If there is no matching rule then the Presence Content XDMS SHALL reject the request by responding to the request with an HTTP 403 (Forbidden) error response.
· In case of matching rules, the Presence Content XDMS SHALL evaluate the <sub-handling> element of the combined permissions:

· If the value is “block”, the Presence Content XDMS SHALL reject the request by responding to the request with an HTTP 403 (Forbidden) error response.
· If the value is “allow”, the Presence Content XDMS SHALL check whether the <status-icon> element is granted to the Principal (e.g. <provide-status-icon> for <person> or <tuple> element is set to true or other permissions resulting in granting the <status-icon> element). If granted, the Presence Content XDMS SHALL accept the retrieve operation request by responding to the request with an HTTP 200 (OK) response and return the content of the “oma_status-icon” subfolder to the Principal.
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