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1 Reason for Change

The following CPM requirements include in Appendix B 

	CPM-HLF-013
	The CPM User SHALL be able to set and manage his preferences within multiple User Preferences Profiles. User Preferences Profiles may be created according to different scenarios, such as Home, Office, Travel, Sleep, Meeting etc.
	CPM V1.0
	GEN-0x1, GEN-0x2,GEN-0x5, DOC-SHD-003, DOC-UAP-016, DOC-PPD-001, DOC-PPD-002 DOC-PPD-003 DOC-PPD-004 DOC-PPD-006, DOC-PPD-007, DOC-PPD-008, DOC-PPD-009, DOC-PPD-010


	CPM-HLF-014
	For each of his devices, the CPM User SHALL be able to indicate one of the multiple User Preferences Profiles as the active profile, even if the profile was created using a different device.
	CPM V1.0
	GEN-0x3, GEN-0x4, DOC-PPD-005


are studied and an attempt is made to generate some XDM v2.1  requirements.
The proposal is to create a new Shared Document “Shared User Preference Profiles document. In this document a User can define a number of User Preferences Profile Identities. The user can also define which identity that shall be regarded as the “Active” one. All authorized devices can have access to this document. This means that existing XDM methods can be used to distribute the information to both device and application servers that needs to know about active profile (XDM GET and/or Subscribe for changes in an XDM document.) and existing XDM methods can be used to change the identity fo the active profile ( XDM PUT operation).

The new document is also proposed to contain device setting what are needed to be shared between devices and selected based on information about active profile. 

It is also proposed that it shall be possible in a document to have multiple settings of the same information and that the active profile identity is used to select which setting to use. A requirement to the Shared User Access Policy document is therefore added. The idea to solve this requirement is to add a new XDM core defined <conditions> child element <profiles> to make it possible to define which profiles a certain rule is applicable for.

A detailed requirement (DOC-PPD-004) about an XDM defined profile identity “other” has also been added. The reason is to support the case when a user wants to define a new profile and make that as active and has old document without have setting for the new profile. The “ other” identity is used to make which set of setting shall be used if a device/application server does not find a setting for the profile that has been indicated as active.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, “Members”) agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member’s attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes below for the latest version of the XDM2.1 RD and update the table in the Appendix B as described in section 1 above.
6 Detailed Change Proposal

Change 1:  Modify section 3.2 Definitions as below
3.2 Definitions

	Access Control Policy
	A set of lists (e.g., access control lists, such as, accept/reject lists) and associated rules on how they apply to incoming requests.

	Access Permissions
	A set of rules that defines which Principals have rights to perform which XDM functions on a specific document.

	Active Profile
	The User Preferences Profile which the Primary Principal has indicated to be the User Preferences Profile to be used when executing a procedure involving documents with user settings.

	Automatic Answer Mode
	A mode of operation in which the client accepts a communication request without manual intervention from the User; media is immediately played when received.

	Client
	A device, user agent, or other entity that acts as the receiver of a service. (Source: [Dict])

	Group
	A Group is a predefined set of Users together with its policies and attributes. A Group is identified by a SIP URI.

	Group Usage List
	A list of group names or service URIs that are known by an XCAP Client.

	Law Enforcement Agency
	A lawfully authorized organization conducting lawful interception.

	Lawful Interception
	The legal authorization, process, and associated technical capabilities and activities of Law Enforcement Agencies related to the timely interception of signalling and content of wire, oral, or electronic communications.

	Manual Answer Mode
	A mode of operation in which the client requires the User to manually accept the communication request before the communication session is established.

	Offline Communication Storage
	A data storage where communication sessions can be stored when the User is offline (e.g. User has not registered to the communication service).

	Primary Principal
	The Primary Principal is the user associated with the XCAP User Identity, which defines where the document resides.

	Principal
	An entity that has an identity, that is capable of providing consent and other data, and to which authenticated actions are done on its behalf. Examples of principals include an individual user, a group of individuals, a corporation, service enablers/applications, system entities and other legal entities. (Source: [Dict])

	Service Provider
	A legal or administrative entity that provides a service to its clients or customers. Typically it is (but is not restricted to) a network operator.

	Shared Group
	A Group which can be used by multiple service enablers/applications.

	Shared URI List
	A URI List that can be used by multiple service enablers/applications.

	Shared User Profile
	A User Profile that can be used by multiple service enablers/applications.

	Subscription Authorisation Policy
	An example of access control policy for Presence, which specifies whether a particular watcher (i.e. principal) is authorised to subscribe to a certain set of events.

	URI List
	A collection of URIs put together for convenience.  

	User
	An entity which uses services. Example: a person using a device as a portable telephone. (Source [Dict])

	User Preferences Profile 
	A set of user settings which controls aspects of how a user perceives and receives services; a user may have several such profiles.


Change 2:  Modify section  6.1.1  General as below

6.1.1 General

	Label
	Description
	Enabler Release

	GEN-001
	The end-user SHALL be able to store his per-user information (e.g., URI Lists) in the network.
	XDM 1.1

	GEN-002
	Such information SHALL be stored as one or more documents described in an extensible and platform-neutral format.
	XDM 1.1

	GEN-003
	Each document SHALL be identified by at least one globally unique identifier - i.e., a URI according to RFC 2396.
	XDM 1.1

	GEN-004
	The XDM enabler SHALL allow an authorized Principal to access and manage stored documents from any capable device type over any capable network.
	XDM 1.1

	GEN-005
	Data consistency of information stored in the XDM enabler SHALL be ensured, particularly if simultaneous access by multiple authorized end-users and/or multiple devices is allowed.
	XDM 1.1

	GEN-006
	There SHALL be one and only one Primary Principal of a document.
	XDM 1.1

	GEN-007
	The XDM enabler SHALL allow a Principal to retrieve a list of all stored documents for which the Principal is the Primary Principal.
	XDM 1.1

	GEN-008
	The XDM enabler SHALL allow a Principal to retrieve a list of all stored documents for which the Principal is the Primary Principal per type of service (e.g., all documents related to his PoC service).
	XDM 1.1

	GEN-009
	It SHOULD be possible to provision the XDM Client using existing OMA Device Management and Provisioning enablers.
	XDM 1.1

	GEN-010
	XDM documents SHALL support multiple character sets.
	XDM 1.1

	GEN-011
	The XDM enabler SHALL support interfaces that are access technology neutral.
	XDM 1.1

	GEN-012
	The XDM enabler SHALL provide a single contact point for all XDM Clients to access XML documents managed by the XDM enabler.
	XDM 1.1

	GEN-013
	The XDM enabler SHALL provide a Web Service based interface to manage XML documents stored in the XDM enabler.
	XDM 2.1

	GEN-0x1
	The XDM enabler SHALL support that an authorized Principal is able to specify multiple instances of information of the same type in a document.  
	XDM 2.1

	GEN-0x2
	The XDM enabler SHALL support that an authorized Principal is able to specify multiple User Preferences Profiles. 
	XDM.2.1

	GEN-0x3
	The XDM enabler SHALL support that an authorized Principal is able to make one of its User Preferences Profiles as the Active Profile. Application Servers and devices shall use the identity of the Active Profile to select which part of a document or which document to use when executing a procedure involving documents.

	XDM 2.1

	GEN-0x4
	The XDM enabler SHALL support that authorized application servers and devices can fetch and/or can be notified about which User Preferences Profile that is the Active Profile.
	XDM 2.1

	GEN-0x5
	The XDM enabler SHALL make it possible per instance of information of the same type in a document specify if it is applicable for a certain User Preferences Profile, for a set of User Preferences Profiles or for all User Preferences Profiles.
	XDM 2.1


Change 3:  Modify section 6.3.1 as below
6.1.2 Shared Documents 

	Label
	Description
	Enabler Release

	DOC-SHD-001
	It SHALL be possible to share the following types of documents: URI List, Group Usage List, such that they can be used by multiple enablers (e.g. PoC, Presence, IM, etc.).
	XDM 1.1 

	DOC-SHD-002
	It SHALL be possible to share the following types of documents: User Profile, Group, User Access Policy document such that they can be used by multiple enablers (e.g. PoC, Presence, IM, etc.).
	XDM 2.0

	DOC-SHD-003
	It SHALL be possible to share the following type of document. User Preference Profiles such they can be used by multiple enablers (e.g. CPM, etc)
	XDM 2.1


Table 22: Shared Documents
Change 4:  Modify section 6.3.1.5 as below

6.3.1.5 Shared User Access Policy Document

	Label
	Description
	Enabler Release

	
	The User SHALL be able to specify the following preferences for how an Application Server is to handle an incoming communication request:
	

	DOC-UAP-001
	1) Reject the request.
	XDM 2.0

	DOC-UAP-002
	2) Accept the request and send immediately to the User.
	XDM 2.0

	DOC-UAP-003
	3) Route the request to a specified Offline Communication Storage.  
	XDM 2.0

	
	4) Perform Automatic Answer Mode procedures, as follows:
	

	DOC-UAP-004
	a. Auto answer: This indicates whether the Application Server is to perform Automatic Answer Mode procedures.
	XDM 2.0

	DOC-UAP-005
	b. Allow manual answer override: When the communication request contains a request to override Manual Answer Mode procedures, this indicates whether the Application Server is to perform Automatic Answer Mode procedures or reject the communication request.
	XDM 2.0

	
	The User SHALL be able to specify different preferences for handling incoming communication requests, depending on:
	

	DOC-UAP-006
	1) The identity of the request initiator.
	XDM 2.0

	DOC-UAP-007
	2) Whether the request initiator has requested anonymity.
	XDM 2.0

	
	3) The media-type associated with the request, which MAY be one or more of the following:
	

	DOC-UAP-008
	a. Session-based message
	XDM 2.0

	DOC-UAP-009
	b. Pager mode message
	XDM 2.0

	DOC-UAP-010
	c. File transfer
	XDM 2.0

	DOC-UAP-011
	d. Audio
	XDM 2.0

	DOC-UAP-012
	e. Video
	XDM 2.0

	DOC-UAP-013
	f. PoC speech
	XDM 2.0

	DOC-UAP-014
	g. Group advertisement
	XDM 2.0

	
	4) The service-type associated with the request, which MAY be one or more of the following:
	

	DOC-UAP-015
	a. A particular service enabler defined by OMA (e.g. PoC, IM).
	XDM 2.0

	DOC-UAP-016
	The User SHALL be able to specify if a incoming communication request preference is applicable for a single User Preferences Profile, for multiple User Preferences Profiles or for all User Preferences Profiles.
	XDM 2.1


Table 27: Shared User Access Policy Document
Change 5:  Add new section  6.3.1.x Shared User Preference Profiles Document as below

6.3.1.6 Shared User Preference Profiles Document

	Label
	Description
	Enabler Release

	DOC-PPD-001
	The Shared User Preference Profiles document SHALL contain information about a Primary Principle’s User Preferences Profiles. 
	XDM 2.1

	DOC-PPD-002
	A User Preferences Profile SHALL contain a Display name, representing a human readable name.
	XDM 2.1

	DOC-PPD-003
	A User Preferences Profile SHALL contain an identity that can use to identify a User Preferences Profile. Every identity SHALL be unique per Primary Principle.
	XDM 2.1

	DOC-PPD-004
	One of the User Preferences Profile identities SHALL be defined by the XDM enabler. The identity of this profile SHALL be “other”. One of the information instances in a document SHALL always be marked as valid for this profile. Application servers and devices SHALL use this User Preferences Profiles identity when they do not find an document instance that matches the Active Profile. (When a new User Preferences Profile is defined and selected as  the Active  Profile a method to select a instance to use in existing documents not contain this new User Preferences Profile is needed) 
	XDM 2.1

	DOC-PPD-005
	The Shared User Preference Profiles document SHALL contain information about which User Preferences Profile that is the Active Profile.
	XDM 2.1

	DOC-PPD-006
	The Shared User Preference Profiles document SHALL contain information about device settings that is to be shared between devices. It SHALL be possible to specify if such  device settings are applicable for a single User Preferences Profile, for a set of User Preferences Profiles or for all User Preferences Profiles.
	XDM 2.1

	
	An authorized Principle SHALL be able to specify the following Shared User Preferences Profiles device settings.
	

	DOC-PPD-007
	1) Device settings that specify which document or parts of a document to use.
Editor’s Note. The list of documents is TBD. (A fictive example is which presence list to be used by a device when a certain User Preference Profile is active.)
	XDM 2.1

	DOC-PPD-008
	2) Device setting that are not relate to which document or parts of a document to use. 
Editor’s Note The list of shared device settings is TBD. (A fictive example is what presence information to publish from a device when a certain User Preference Profile is active.)
	XDM 2.1

	DOC-PPD-009
	The Shared User Preference Profiles document SHALL contain information about  which User Preferences Profile a device shall use in case the Primary Principal has a desire to overridden the Active Profile for a certain device. (E.g. the device shall always use a “XYZ” User Preference Profile even if the Active Profile is something else).
	XDM 2.1
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