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1 Reason for Change

This contribution tries to derive corresponding XDM requirement from the following CPM requirements:

	CPM-MAD-004
	The CPM Enabler SHALL allow a CPM User to have a common set of preference settings for all or a subset of his/her CPM Addresses.
	CPM V1.0
	TBD


There are two possible way how to address the issue.
First one is to add new requirement for User Access Policy document as proposed in Change 1. This will create such functionality only for this document.

Another solution is to create new high level requirement for user to share any common documents with several address as proposed in Change 2. 

2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
PAG WG to evaluate two solutions and approve another to the Specification.

6 Detailed Change Proposal

Change 1:  Solution 1 – Common Preferences only
6.3.1.5 Shared User Access Policy Document

	Label
	Description
	Enabler Release

	
	The User SHALL be able to specify the following preferences for how an Application Server is to handle an incoming communication request:
	

	DOC-UAP-001
	1) Reject the request.
	XDM 2.0

	DOC-UAP-002
	2) Accept the request and send immediately to the User.
	XDM 2.0

	DOC-UAP-003
	3) Route the request to a specified Offline Communication Storage.  
	XDM 2.0

	
	4) Perform Automatic Answer Mode procedures, as follows:
	

	DOC-UAP-004
	a. Auto answer: This indicates whether the Application Server is to perform Automatic Answer Mode procedures.
	XDM 2.0

	DOC-UAP-005
	b. Allow manual answer override: When the communication request contains a request to override Manual Answer Mode procedures, this indicates whether the Application Server is to perform Automatic Answer Mode procedures or reject the communication request.
	XDM 2.0

	
	The User SHALL be able to specify different preferences for handling incoming communication requests, depending on:
	

	DOC-UAP-006
	1) The identity of the request initiator.
	XDM 2.0

	DOC-UAP-007
	2) Whether the request initiator has requested anonymity.
	XDM 2.0

	
	3) The media-type associated with the request, which MAY be one or more of the following:
	

	DOC-UAP-008
	a. Session-based message
	XDM 2.0

	DOC-UAP-009
	b. Pager mode message
	XDM 2.0

	DOC-UAP-010
	c. File transfer
	XDM 2.0

	DOC-UAP-011
	d. Audio
	XDM 2.0

	DOC-UAP-012
	e. Video
	XDM 2.0

	DOC-UAP-013
	f. PoC speech
	XDM 2.0

	DOC-UAP-014
	g. Group advertisement
	XDM 2.0

	
	4) The service-type associated with the request, which MAY be one or more of the following:
	

	DOC-UAP-015
	a. A particular service enabler defined by OMA (e.g. PoC, IM).
	XDM 2.0

	DOC-UAP-016
	The User SHALL be able to share his/her preferences for all or a subset of his/her addresses.
	XDM 2.1


Table 27: Shared User Access Policy Document
Change 2:  Solution 2 – Generic mechanism for all documents
6.1.1 General

	Label
	Description
	Enabler Release

	GEN-001
	The end-user SHALL be able to store his per-user information (e.g., URI Lists) in the network.
	XDM 1.1

	GEN-002
	Such information SHALL be stored as one or more documents described in an extensible and platform-neutral format.
	XDM 1.1

	GEN-003
	Each document SHALL be identified by at least one globally unique identifier - i.e., a URI according to RFC 2396.
	XDM 1.1

	GEN-004
	The XDM enabler SHALL allow an authorized Principal to access and manage stored documents from any capable device type over any capable network.
	XDM 1.1

	GEN-005
	Data consistency of information stored in the XDM enabler SHALL be ensured, particularly if simultaneous access by multiple authorized end-users and/or multiple devices is allowed.
	XDM 1.1

	GEN-006
	There SHALL be one and only one Primary Principal of a document.
	XDM 1.1

	GEN-007
	The XDM enabler SHALL allow a Principal to retrieve a list of all stored documents for which the Principal is the Primary Principal.
	XDM 1.1

	GEN-008
	The XDM enabler SHALL allow a Principal to retrieve a list of all stored documents for which the Principal is the Primary Principal per type of service (e.g., all documents related to his PoC service).
	XDM 1.1

	GEN-009
	It SHOULD be possible to provision the XDM Client using existing OMA Device Management and Provisioning enablers.
	XDM 1.1

	GEN-010
	XDM documents SHALL support multiple character sets.
	XDM 1.1

	GEN-011
	The XDM enabler SHALL support interfaces that are access technology neutral.
	XDM 1.1

	GEN-012
	The XDM enabler SHALL provide a single contact point for all XDM Clients to access XML documents managed by the XDM enabler.
	XDM 1.1

	GEN-013
	The XDM enabler SHALL provide a Web Service based interface to manage XML documents stored in the XDM enabler.
	XDM 2.1

	GEN-013
	The XDM enabler SHALL allow a User to share his/her documents for all or a subset of his/her addresses.
	XDM 2.1


Table 1: Functional Requirements -General
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