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	To:
	OMA PAG
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	OMA-TS-Presence_SIMPLE_XDM-V2_0-200801014-D

	Submission Date:
	23 Oct 2008

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Anders Lindgren, Ericsson, anders.c.lindgren@ericsson.com
Ingemar Lindgren, Ericsson, ingemar.lindgren@ericsson.com

	Replaces:
	N/A


1 Reason for Change

This contribution resolves the following review comment:
	F106
	2008.05.8
	T
	Appendix B
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: An example of a Publication Authorization and Content Rules document, and an example of a corresponding Publication Content Rules document returned to a Principal other than the Primary Principal should be added.
Proposed Change: 
	Status: CLOSED

solved by OMA-PAG-2008-0725R01 and  OMA-PAG-2008-0745


R01.A new example in the TS_Presence_SIMPLE document has been created see OMA-PAG-2008-0745 that contains the Presence SIP part. Text has therefore been removed from this document.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes as proposed in chapter 6.

6 Detailed Change Proposal

Change 1:  Modify section 2.1 as below.
2.1 Informative References

	OMA
	

	[PRS_Spec]
	“Presence SIMPLE Specification”, Version 2.0, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/



Change 2:  Modify section  C.2 as below 

C.3  Manipulating Presence Publication Rules

C2.1 Obtaining Presence Publication Rules

Both Publication Authorization Rules and Publication Content Rules are stored in one XML document. Figure C.1 describes how the XDMC obtains Presence Publication Rules.
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Figure C.1- XDMC obtains Presence Publication Rules

The details of the flows are as follows:

1) A user “sip:ronald.underwood@example.com” wants to obtain the document describing his Presence Publication Rules. For this purpose the XDMC sends an HTTP GET request to the Aggregation Proxy.
GET / org.openmobilealliance.pub-rules/users/sip:ronald.underwood@example.com/pub-rules HTTP/1.1

Host: xcap.example.com

...

2) Based on the AUID the Aggregation Proxy forwards the request to the Presence XDMS.

3) After the Presence XDMS has performed the necessary authorization checks on the request originator, the Presence XDMS sends an HTTP 200 (OK) response including the requested document in the body. In this document the user “sip:hermione.blosom@example.com” is given the permission to publish any type of presence information using a PUBLISH request or a Permanent Presence State.  The user “sip:joe.carter@example.com” is given the permission only to publish the <person> element with one or more <activities> child elements using a PUBLISH request..
HTTP/1.1 200 OK

Etag: "ett6e"

...

Content-Type: application/auth-policy+xml; charset="utf-8"
<?xml version="1.0" encoding="UTF-8"?>

<cr:ruleset

   xmlns:op="urn:oma:xml:prs:pub-rules"   

   xmlns:cr="urn:ietf:params:xml:ns:common-policy">

  <cr:rule id="wp_prs_allow_one_1">

    <cr:conditions>

      <cr:identity>

        <cr:one id="sip:hermione.blosom@example.com"/>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <op:pub-handling>allow</op:pub-handling>

      <op:perm-handling>allow</op:perm-handling>
    </cr:actions>

    <cr:transformations>

      <op:allow-services>true</op:allow-services>

      <op:allow-persons>true</op:allow-persons>

      <op:allow-devices>true</op:allow-devices>

      <op:allow-all-attributes/>      

    </cr:transformations>
  </cr:rule>

  <cr:rule id="wp_prs_allow_one_2">

    <cr:conditions>

      <cr:identity>

        <cr:one id="sip:joe.carter@example.com"/>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <op:pub-handling>allow</op:pub-handling>      

    </cr:actions>

    <cr:transformations>      
      <op:allow-persons>true</op:allow-persons>      

      <op:allow-activities>true</op:allow-activities>      

    </cr:transformations>
  </cr:rule>
</cr:ruleset>

4) The Aggregation Proxy routes the response to the XDMC.
Change 3:  Add a new section  C.3 Obtaining A Publication Content Rules Presence Source View Document in Appendix C Example

C.3 Obtaining A Publication Content Rules Presence Source View Document.
In this example a Presence Source with the identity “sip:joe.carter@example.com” has published presence using SIP PUBLISH request on behalf of a Presentity as described in [PRS_Spec] with the identity sip:ronald.underwood@example.com”. The presence information published is including Presence Information that is not a <person> element with a <activities> child element (e.g. a <tuple> element) and the Presence Publication Rules document used by the PS to do the Publication Content Authorization is the one in the example in section C.2.1. This means that the Presence Server has returned a 488 response with a Policy-Contact header containing a URI “http:// xcap.example.com/org.openmobilealliance.pub-rules/users/sip:ronald.underwood@example.com/pub-rules-view”. The Presence Source is via an XDMC in the UE retrieving the document. Figure C.3 describes how the XDMC obtains this Publication Content Rules Presence Source View Document.
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Figure C.3- XDMC obtains Publication Content Rules Presence Source View
The details of the flows are as follows:

1) The XDMC sends an HTTP GET request to the Aggregation Proxy.
GET / org.openmobilealliance.pub-rules/users/sip:ronald.underwood@example.com/pub-rules HTTP/1.1

Host: xcap.example.com

...
X-3GPP-Intended-Identity: "sip:joe.carter@example.com"
...
2) Based on the AUID the Aggregation Proxy forwards the request to the Presence XDMS.

3) After the Presence XDMS has performed the necessary authorization checks on the request originator as described in section 5.3.3.11, the Presence XDMS sends an HTTP 200 (OK) response including the requested document in the body

HTTP/1.1 200 OK

...

Content-Type: application/auth-policy+xml; charset="utf-8"
<?xml version="1.0" encoding="UTF-8"?>

<cr:ruleset

   xmlns:op="urn:oma:xml:prs:pub-rules"   

   xmlns:cr="urn:ietf:params:xml:ns:common-policy">

   <cr:rule id="wp_prs_allow_one_2">

    <cr:conditions>

      <cr:identity>

        <cr:one id="sip:joe.carter@example.com"/>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <op:pub-handling>allow</op:pub-handling>      

    </cr:actions>

    <cr:transformations>      
      <op:allow-persons>true</op:allow-persons>      

      <op:allow-activities>true</op:allow-activities>      

    </cr:transformations>

  </cr:rule>
</cr:ruleset>

4) The Aggregation Proxy routes the response to the XDMC.
5) The Presence Source receives this information via the XDMC and makes a decision if it shall send a new SIP PUBLISH request or not.
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