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	Title:
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	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Jaekwon OH, Samsung Electronics, jaekwon.oh@samsung.com 

	Replaces:
	n/a


1 Reason for Change

	C001
	2008.05.8
	T
	Appendix D
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Some features do not have corresponding examples
Proposed Change: Consider adding examples for the new features (e.g. Permanent Presence State, optimizing publication of Presence Information, suppression of notification for subscription refreshes, suppression of notification based on Watcher’s presence status, watcher-requested notification throttling, handling of large objects in terms of both publication and notification – content indirection, Content XDMS)
	Status: OPEN / CLOSED

<provide response>
Partly met with this CR.

	C002
	2008.05.09
	T
	Appendix D.
	Source: Samsung

Form: INP
Comment: Modfity or add examples to reflect the PRS 2.0 features (e.g., Watcher Agent and Presence Content XDMS).

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>
Partly met with this CR.



2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to agree and implement the proposed changes in section 6 and close the CONRR items listed in section 1.
6 Detailed Change Proposal

Change 1:  Appendix G.1.1
Appendix G.  Presence Signaling Flows
(Informative)

The following signaling flows illustrate the implementation of the relevant use cases, derived from [PRS_RD]. The supported headers of the SIP methods used in order to perform those functions are defined in 오류! 참조 원본을 찾을 수 없습니다. and the body of the messages, when required, in 오류! 참조 원본을 찾을 수 없습니다.. 

G.1  Subsystem Collaboration

This section presents message flow examples for the implementation of the basic mechanisms of the Presence SIMPLE Service. 

G.1.1  Signaling Flows for Publishing Presence Information

Change 2:  Appendix G.1.2
G.1.2  Signaling Flows for Watchers Subscribing to Presence Event Notification

G.1.2.1 Subscribing to Presence Information State Changes - Proactive Authorization
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Figure 1: Subscribing to Presence Information state changes (Watcher and Presentity are in different networks) – Proactive Authorization

1. A Watcher wishes to watch a Presentity's Presence Information, or certain parts of the Presentity's Presence Information. To initiate a subscription, the Watcher sends a SIP SUBSCRIBE request for the Presence Event Package including an indication of the duration this subscription should last. The SIP SUBSCRIBE request may also include an indication of the Watcher's capability to handle partial notifications.   

2. The SIP/IP Core of the Watcher resolves the address of the Presentity and forwards the request to the SIP/IP Core of the Presentity

NOTE: In the case Watcher service authorization is applied, the SIP SUBSCRIBE is routed to the Watcher Agent prior to step 2. (see G.1.2.9).
3. The SIP/IP Core of the Presentity routes the SIP SUBSCRIBE request to the correct PS.

4. The PS performs the necessary authorization checks on the originator to ensure it is allowed to watch the Presentity.

NOTE: In the case where the privacy/authorization checks fail, then a negative acknowledgement is sent to the Watcher. 

5. Once all privacy conditions are met, the PS issues a SIP 200 (OK) to the SIP/IP Core.

6. The SIP/IP Core of the Presentity forwards the response to the SIP/IP Core of the Watcher.

7. The SIP/IP Core of the Watcher forwards the response to the Watcher.

8. As soon as the PS sends a 200 (OK) response to accept the subscription, it sends a SIP NOTIFY request including the current full state of the Presentity's tuples that the Watcher has subscribed and been authorized to receive.  The SIP NOTIFY request is sent to the SIP/IP Core of the Watcher. Further notifications sent by the PS may either contain the complete set of Presence Information, or only those tuples that have changed since the last notification if the Watcher has indicated the capability to process partial notifications.

9. The SIP/IP Core of the Watcher forwards the SIP NOTIFY request to the Watcher.

10. The Watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 (OK) response sent to its SIP/IP Core.

11. The SIP/IP Core of the Watcher forwards the SIP 200 (OK) response to the PS.

12. When the Presence Information for the Presentity changes, the PS determines which authorized Watchers are entitled to receive notifications. For each appropriate Watcher, the PS sends a SIP NOTIFY request that contains the full or partial updates to the Presence Information. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core of the Watcher.

13. The Watcher’s SIP/IP Core forwards the SIP NOTIFY request to the Watcher.

14. The Watcher acknowledges the SIP NOTIFY request with a SIP 200 (OK) response to its SIP/IP Core.

15. The SIP/IP Core of the Watcher forwards the SIP 200 (OK) response to the PS.

NOTE: Steps 2 and 3 as well as 5 and 6 are combined if the Watcher is in the same domain as the Presentity.

G.1.2.2 Fetching Presence Information State – Proactive Authorization
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Figure 2: Fetching Presence Information state (fetcher and Presentity are in different networks)

A Watcher requests Presence Information of a certain Presentity from the PS, acting as a fetcher. For the remaining use case, Watcher will be used uniformly.

1.
The Watcher requests Presence Information of the Presentity using a SIP SUBSCRIBE request by setting the Expires header field to zero, as defined in [RFC3265]. 

2.
The Watcher’s SIP/IP Core resolves the address of the SIP/IP Core of the Presentity and forwards the request.

NOTE: In the case Watcher service authorization is applied, the SIP SUBSCRIBE is routed to the Watcher Agent prior to step 2 (see G.1.2.9).
3.
The SIP/IP Core forwards the SIP SUBSCRIBE request to the appropriate PS.

4.
The PS performs the necessary authorization checks on the originator to ensure it is allowed to request Presence Information of the Presentity. Assuming all privacy conditions are met, the PS sends a SIP 200 (OK) response to the SIP/IP Core of the Presentity.

5.
The SIP/IP Core of the Presentity forwards the SIP 200 (OK) response to the SIP/IP Core of the Watcher.

6.
The SIP/IP Core of the Watcher forwards the SIP 200 (OK) response to the Watcher.
7.
As soon as the PS sends a SIP 200 (OK) response to accept the request, it sends a SIP NOTIFY request with the current full state of the Presentity's tuples that the Watcher has requested and been authorized to receive. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core of the Watcher.

8. The SIP/IP Core of the Watcher forwards the SIP NOTIFY request to the Watcher.

9 . The Watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 (OK) response to the SIP/IP Core of the Watcher.

10. The Watcher’s SIP/IP Core forwards the SIP 200 (OK) response to the PS.

NOTE: Steps 2 and 3 as well as 5 and 6 are combined if the Watcher is in the same domain as the Presentity.

G.1.2.3 Subscribing to Presence Information State Changes - Reactive Authorization
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Figure 3: Subscribing to Presence Information state changes (Watcher and Presentity are in different networks) - Reactive Authorization

1.
A Watcher wishes to watch a Presentity's Presence Information, or certain parts of the Presentity's Presence Information. To initiate a subscription, the Watcher sends a SIP SUBSCRIBE request for the Presence Event Package including an indication of the duration this subscription should last. The SIP SUBSCRIBE request may also include an indication of the Watcher's capability to handle partial notifications.

2.
The SIP/IP Core of the Watcher resolves the address of the Presentity and forwards the request to the SIP/IP Core of the Presentity.

NOTE: In the case Watcher service authorization is applied, the SIP SUBSCRIBE is routed to the Watcher Agent prior to step 2 (see G.1.2.9).
3.
The SIP/IP Core of the Presentity routes the SIP SUBSCRIBE request to the correct PS. 

4.
The PS acknowledges the request with a SIP 202 (Accepted) response sent to the SIP/IP Core of the Presentity. 

5.
The SIP/IP Core of the Presentity forwards the SIP 202 (Accepted) response to the SIP/IP Core of the Watcher.
6.
The SIP/IP Core of the Watcher forwards the SIP 202 (Accepted) response to the Watcher.

7.
As soon as the PS sends a SIP 202 (Accepted) response to accept the subscription, it sends a SIP NOTIFY request as mandated by [RFC3265]. At this time, the Presence Information may be inaccurate or not fully available for the Presentity. However a “dummy” SIP NOTIFY request must be sent, with a valid neutral or empty Presence Information and a valid Subscription-State header field (set to “pending”) for the time being.

8.
The SIP/IP Core of the Watcher forwards the SIP NOTIFY request to the Watcher.
9.
The Watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 (OK) response sent to its SIP/IP Core.

10.
The SIP/IP Core of the Watcher forwards the SIP 200 (OK) response to the PS.

11.
The PS authorizes the Watcher, after the Presentity modifies the Presence Subscription Rules (see section 오류! 참조 원본을 찾을 수 없습니다.).

12.
The PS issues another SIP NOTIFY request, to amend the neutral state known to the Watcher with valid Presence Information.

13.
The Watcher’s SIP/IP Core forwards the SIP NOTIFY request to the Watcher.

14.
The Watcher acknowledges the SIP NOTIFY response with a SIP 200 (OK) response to its SIP/IP Core. 

15.
The SIP/IP Core of the Watcher forwards the SIP 200 (OK) response to the PS.

NOTE 1:
Steps 2 and 3 as well as 5 and 6 are combined if the Watcher is in the same domain as the Presentity.

NOTE 2:
If the immediate Presence Information is accurate, then there is no need for another notification (shown in steps 12-15) until Presence Information state changes. In fact, the PS may choose to best describe the Presence Information as known in the immediate notification, and if upon completing the required steps to grant the real Presence Information, it matches the information previously sent, there is no need for the second SIP NOTIFY request.

Change 3:  New subsections G.1.2.9, G.1.2.10, G.1.2.11

Note: There needs to consider adding the normative descriptions in the main body of the spec for the yellow-highlighted in the following examples, which are the procedures for resuming event notifications.

Note to implementer: The figures here looks rather squeezed. But, if they are copied into the spec, it will look correctly.

G.1.2.9  Subscribing to Presence Information State Changes with Watcher Service Authorization

[image: image4]
Figure 18: Subscribing to Presence Information state changes (Watcher and Presentity are in different networks) – Watcher servier authorization

1. A Watcher wishes to watch a Presentity's Presence Information sends a SIP SUBSCRIBE request for the Presence Event Package including an indication of the duration this subscription should last.
2. The SIP/IP Core of the Watcher forwards the SIP SUBSCRIBE request to the Watcher Agent.
3. The Watcher Agent performs the necessary authorization checks on the originator to ensure the originator is allowed to use the presence service and issue the SIP SUBSCRIBE request.
NOTE: In the case where the authorization checks fail, then a negative acknowledgement is sent to the Watcher. 
4. Upon successful authorization, the Watcher Agent forwards the request to the SIP/IP Core of the Watcher.
5. The SIP/IP Core of the Watcher resolves the address of the Presentity and forwards the request to the SIP/IP Core of the Presentity.
6. The SIP/IP Core of the Presentity routes the SIP SUBSCRIBE request to the correct PS.

7. The PS performs the necessary authorization checks on the originator to ensure it is allowed to watch the Presentity.

NOTE: In the case where the privacy/authorization checks fail, then a negative acknowledgement is sent to the Watcher. 

8. Once all privacy conditions are met, the PS issues a SIP 200 (OK) response to the SIP/IP Core of the Presentity.

9. The SIP/IP Core of the Presentity forwards the response to the SIP/IP Core of the Watcher.
10. The SIP/IP Core of the Watcher forwards the response to the Watcher Agent.

11. The Watcher Agent forwards the response to the SIP/IP Core of the Watcher.
12. The SIP/IP Core of the Watcher forwards the response to the Watcher.

13. As soon as the PS sends a 200 (OK) response to accept the subscription, it sends a SIP NOTIFY request including the current full state of the Presentity's tuples that the Watcher has subscribed and been authorized to receive.  The SIP NOTIFY request is sent to the SIP/IP Core of the Watcher. 
14. The SIP/IP Core of the Watcher forwards the SIP NOTIFY request to the Watcher.

15. The Watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 (OK) response sent to the SIP/IP Core of the Watcher.
16. The SIP/IP Core of the Presentity forwards the SIP 200 (OK) response to the PS.
When the Presence Information for the Presentity changes, the PS will send additional SIP NOTIFY requests with the udpated Presence Information towards the Watcher.
NOTE: Steps 5 and 6 as well as steps 8 and 9 are combined if the Watcher resides in the same domain as the Presentity.
G.1.2.10  Subscribing to Presence Information State Changes with Direct Event Notification Suppression

[image: image5]Figure 19: Subscribing to Presence Information state changes (Watcher and Presentity are in different networks) – Direct event notification suppression
1. 
NOTE: In the case watcher service authorization is applied, the SIP SUBSCRIBE should be routed to Watcher Agent first. See G.1.2.9.
2. 
NOTE: In the case where the privacy/authorization checks fail, then a negative acknowledgement is sent to the Watcher. 

3. 
4. 
5. 

6. When the Watcher wishes to suppress the event notifications, the Watcher sends SIP re-SUBSCRIBE request for the Presence Event Package including a Suppress-If-Match header set to “*” according to [IETF-SubNotEtag] or including a throttling parameter set to the remaining subscription expiration value according to [IETF-EventThrottle]. The SIP SUBSCRIBE request is sent through the SIP/IP Core of the Watcher to the PS.
7. The PS checks whether the event notification suppression request is acceptable, and if acceptable, the PS sends a 200 (OK) response to the Watcher through the SIP/IP Core of the Watcher.
NOTE: In the case where the event notification suppression request checks fail, then a negative acknowledgement is sent to the Watcher. 

8. The PS starts to suppress event notifications towards the Watcher.
9. When the Watcher wishes to resume the event notifications, the Watcher sends another SIP re-SUBSCRIBE request for the Presence Event Package including a Suppress-If-Match header set to the previous Entity-tag available to the Watcher according to [IETF-SubNotEtag] or including a throttling parameter set to “0” according to [IETF-EventThrottle].
The SIP SUBSCRIBE request is sent through the SIP/IP Core of the Watcher to the PS.
10. The PS checks whether the event notification resumption request is acceptable, and if acceptable, the PS sends a 200 (OK) response to the Watcher through the SIP/IP Core of the Watcher.
11. The PS starts to resume event notifications towards the Watcher.
12. When the Presence Information for the Presentity changes, the PS will send the SIP NOTIFY request with the udpated Presence Information towards the Watcher through the SIP/IP Core of the Watcher.
13. The Watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 (OK) response sent through the SIP/IP Core of the Watcher to the PS.
NOTE: The SIP/IP Core of the Watcher and that of the Presentity are combined if the Watcher resides in the same domain as the Presentity.
G.1.2.11  Subscribing to Presence Information State Chagnes with Conditional Event Notification Suppression
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Figure 20: Subscribing to Presence Information state changes (Watcher and Presentity are in different networks) – Conditional event notification suppression

1. A Watcher wishes to watch a Presentity's Presence Information with conditional event notification suppression sends a SIP SUBSCRIBE request for the Presence Event Package including a presence-based event notification suppression filter in the body that describes the condition of the Watcher’s own presence state when the Watcher does not wish to receive event notifications. 
The SIP/IP Core of the Watcher forwards the SIP SUBSCRIBE request to the Watcher Agent.
2. The Watcher Agent checks whether the presence-based event notification suppression filter is acceptable. If it accepts, the Watcher Agent extracts and store the the presence-based event notification suppression filter.
NOTE: In the case watcher service authorization is applied, the Watcher Agent performs the watcher service authorization first. 
3. The Watcher Agent generates a 202 (Accepted) response towards the Watcher through the SIP/IP Core of the Watcher.
NOTE: In the case where the presence-based event notification suppression filter is not acceptable, then a negative acknowledgement is sent to the Watcher.
4. The Watcher Agent generates the backend SIP SUBSCRIBE request, and the SIP/IP Core of the Watcher forwards the SIP SUBSCRIBE request to the correct PS of the Presentity through the SIP/IP Core of the Presentity.
5. The PS performs the necessary authorization checks on the Watcher to ensure it is allowed to watch the Presentity.

NOTE: In the case where the privacy/authorization checks fail, then a negative acknowledgement is sent towards the Watcher Agent, which is then forwarded to the Watcher. 

6. Once all privacy conditions are met, the PS issues a SIP 200 (OK) response to the SIP/IP Core of the Presentity, then the SIP/IP Core of the Presentity forwards the SIP 200 (OK) response to the Watcher Agent through the SIP/IP Core of the Watcher. 
7. As soon as the PS sends a 200 (OK) response to accept the subscription, it sends a SIP NOTIFY request including the current full state of the Presentity's tuples that the Watcher has subscribed and been authorized to receive.  
The SIP NOTIFY request is sent to the SIP/IP Core of the Watcher, then which forwards the SIP NOTIFY request to the Watcher Agent.
8. The Watcher Agent generates a SIP NOTIFY request to the Watcher through the SIP/IP Core of the Watcher, including the Presence Information as received from the PS.
9. The Watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 (OK) response sent through the SIP/IP Core of the Watcher to the Watcher Agent.
10. The Watcher Agent generates a SIP 200 (OK) response to the PS through the SIP/IP Core of the Watcher.
When the Presence Information for the Presentity changes, the PS will send additional SIP NOTIFY requests with the updated Presence Information towards the Watcher through the Watcher Agent.
11. The Watcher Agent evaluates the presence-based event notification suppression filter against the Watcher’s Presence Information and, if a match is found, will request the PS to suppress the event notifications.
12. When the Watcher Agent wishes to suppress the event notifications, the Watcher Agent sends a SIP re-SUBSCRIBE request for the Presence Event Package including a Suppress-If-Match header set to “*” according to [IETF-SubNotEtag] or including a throttling parameter set to the remaining subscription expiration value according to [IETF-EventThrottle]. The SIP SUBSCRIBE request is sent through the SIP/IP Core of the Watcher to the PS.
13. The PS checks whether the event notification suppression request is acceptable, and if acceptable, the PS sends a 200 (OK) response to the Watcher Agent through the SIP/IP Core of the Watcher.
NOTE: In the case where the event notification suppression request checks fail, then a negative acknowledgement is sent to the Watcher Agent. 

14. The PS starts to suppress  event notifications towards the Watcher through the Watcher Agent.
15. The Watcher Agent evaluates the presence-based event notification suppression filter against the Watcher’s Presence Information and, if there is no match, will request the PS to resume the event notifications.
16. When the Watcher Agent wishes to resume the event notifications, the Watcher Agent sends another SIP re-SUBSCRIBE request for the Presence Event Package including a Suppress-If-Match header set to the previous Entity-tag available to the Watcher Agent according to [IETF-SubNotEtag] or including a throttling parameter set to “0” according to [IETF-EventThrottle]. The SIP re-SUBSCRIBE request is sent through the SIP/IP Core of the Watcher to the PS.
17. The PS checks whether the event notification resumption request is acceptable, and if acceptable, the PS sends a 200 (OK) response to the Watcher Agent through the SIP/IP Core of the Watcher.
18. The PS starts to resume event notifications towards the Watcher through the Watcher Agent.
19. When the Presence Information for the Presentity changes, the PS will send the SIP NOTIFY request with the udpated Presence Information towards the Watcher Agent through the SIP/IP Core of the Watcher.
20. The Watcher Agent generates a SIP NOTIFY request to the Watcher through the SIP/IP Core of the Watcher, including the updated Presence Information as received from the PS.
21. The Watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 (OK) response sent through the SIP/IP Core of the Watcher to the Watcher Agent.
22. The Watcher Agent generates a SIP 200 (OK) response to the PS through the SIP/IP Core of the Watcher.
When the Presence Information for the Presentity changes, the PS will send additional SIP NOTIFY requests with the udpated Presence Information towards the Watcher through the Watcher Agent.
NOTE: The SIP/IP Core of the Watcher and that of the Presentity are combined if the Watcher resides in the same domain as the Presentity.
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�"Watcher" box in middle should be "Watcher Agent"


�The first 5 steps can be skipped, and just include a paragraph about preconditions of this flow (e.g. Watcher has already established a presence subscription, maybe point to another flow that shows how that is done, i.e. steps 1 to 11 of G.1.2.1)


�Remove "backend" from all messages except the backend SUBSCRIBE
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