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Change Request

	Title:
	C150, C151
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 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	OMA-TS-Presence_SIMPLE-V2_0-20081027-D

	Submission Date:
	Oct 30, 2008

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Krisztian Kiss, krisztian.kiss@nokia.com 

	Replaces:
	N/A


1 Reason for Change

	C150
	2008.05.8
	T
	5.3.1.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: resolve Editor’s Note

Proposed Change: Add specification text describing the usage of request-contained resource list and event notification filtering extensions for the network-based Presence Source case.
	Status: OPEN / CLOSED

<provide response>

Krisztian

	C151
	2008.05.09
	T
	5.3.1.1
	Source: Samsung

Form: INP
Comment: Resolve editor’s note. The description resolving this note should include the reference to section 5.3.1.2.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

Krisztian


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to agree and implement the proposed changes in section 6.
6 Detailed Change Proposal
Change 1:  Change Section 5.3.1.3
5.3.1.3 Procedures when co-located with Presence Source
If the Watcher Information Subscriber is co-located with a Presence Source that supports the procedures of section Error! Reference source not found., then the following applies:

The Watcher Information Subscriber SHALL support the ‘multipart/mixed’ content type according to [RFC2046] and the ‘application/simple-filter+xml’ content type according to [RFC4661], and advertise the support for these content types using the Accept header field.

The Watcher Information Subscriber SHALL subscribe to Watcher Information of each Presentity that the co-located Presence Source is publishing on behalf of, as follows:

· If the co-located Presence Source is implemented in a UE, the Watcher Information Subscriber SHALL maintain an active subscription for the Watcher Information. 
· If the co-located Presence Source is implemented in a network element, the Watcher Information Subscriber SHALL, based on local policy, do one of the following:
· Trigger a subscription for the Watcher Information on receipt of a REFER request as described in section Error! Reference source not found..  In this case, the Watcher Information Subscriber SHALL maintain the subscription for the Watcher Information as long as there is at least one active Watcher for the Presentity.
· Maintain an active subscription for the Watcher Information.
The Watcher Information Subscriber SHALL provide the received Watcher Information notifications to the co-located Presence Source.

NOTE:
The interface between the Watcher Information Subscriber and co-located Presence Source is out of scope of this specification.
5.3.1.3.1 Subscription to a Request-contained Watcher Information List

Subscription to a Request-contained Watcher Information List enables a Watcher Information Subscriber to subscribe to multiple Presentities using a single subscription.

A Watcher Information Subscriber co-located with a Presence Source MAY support subscription to a Request-contained Watcher Information List. If supported, the Watcher Information Subscriber SHALL follow User Agent Client procedures as described in [IETF_URIListSub] sections “User Agent Client Procedures” and “URI-List Document Format” with the following clarifications: 

· The Watcher Information Subscriber SHALL NOT use hierarchical lists, <entry-ref> elements, and <external> elements when listing the Presentities in the SUBSCRIBE request.
NOTE 1: [IETF_URIListSub] section “URI-List Document Format” states that a User Agent Client SHOULD NOT use hierarchical lists, <entry-ref> elements and <external> elements.
NOTE 2: [IETF_URIListSub] section “Providing a URI to Manipulate a Presence List” is outside the scope of the present specification.

The Watcher Information Subscriber MAY be configured with the SIP URI of the RLS. If configured, the Watcher Information Subscriber SHALL insert the configured value to the Request-URI of the SUBSCRIBE request when subscribing to multiple Presentities using a Request-contained Presence List.

NOTE 3: When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, configuring of the SIP URI of the RLS may not be necessary. The S-CSCF can route the SUBSCRIBE request to the RLS based on matching of an appropriate initial filter criteria. The value of the SUBSCRIBE Request-URI can be set to the originator’s identity.

Change 2:  Change Section 5.6

5.6 Resource List Server

The Resource List Server (RLS) accepts and manages subscriptions to:

· Presence Lists and Request-contained Presence Lists, which enables a Watcher to subscribe to the Presence Information of multiple Presentities using a single subscription; and

· Request-contained Watcher Information List, which enables a Watcher Information Subscriber to subscribe to the Watcher Information of multiple Presentities using a single subscription.
When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL be implemented in an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.

5.6.1 General

The RLS:

· SHALL support subscriptions to Presence Lists, according to the RLS procedures described in [RFC4662]; and 
· MAY support subscriptions to Request-contained Presence Lists according to the RLS procedures described in [IETF-URIListSub] sections “URI-List Document Format” and “Resource List Server Behavior”; and

· MAY support subscriptions to Request-contained Watcher Information Lists according to the RLS procedures described in [IETF-URIListSub] sections “URI-List Document Format” and “Resource List Server Behavior”. 
If subscriptions to Request-contained Presence Lists or Request-contained Watcher Information Lists are supported , the RLS SHALL support “multipart/mixed” content type in SUBSCRIBE requests as described in [RFC2046]. 
The RLS SHALL, before accepting a subscription to a Presence List, perform authorization of the usage of the Presence List by the Watcher, per local policy. If the Presence List subscription is authorized, the RLS SHALL resolve the Presence List into individual Presentities according to section Error! Reference source not found.. 

When sending a list notification, the RLS SHALL set the “uri” attribute of each <resource> element included in the RLMI document to the URI of the Presentity in the Presence List, Request-contained Presence List or Request-contained Watcher Information List.
NOTE:
If a Presentity is identified by a pres URI or a tel URI in the Presence List, Request-contained Presence List or Request-contained Watcher Information List, the pres URI or the tel URI is included in the RLMI document even if the RLS has knowledge of an equivalent SIP URI.
5.6.2 Back-end Subscriptions

If the RLS supports the view sharing procedures described in [IETF-ViewShare] section 3, it SHOULD indicate support for this extension and optimize the number of back-end subscriptions.
For back-end subscriptions using SIP, the RLS: 

· SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863];

· if the Request-contained Watcher Information List is supported, SHALL support the ‘application/watcherinfo+xml’ content type according to [RFC3858], the ‘multipart/mixed’ content type according to [RFC2046] and the ‘application/simple-filter+xml’ content type according to [RFC4661];
· SHALL support subscription and notification of Presence Information, according to the subscriber procedures described in [RFC3265] and [RFC3856];
· if the Request-contained Watcher Information List is supported, SHALL support subscription and notification of Watcher Information, according to the subscriber procedures described in [RFC3265] and [RFC3857];
· SHALL support SIP extension for partial notifications, according to the Watcher procedures described in [RFC5263] and partial presence extension to PIDF, according to [RFC5262];

· SHOULD support event notification filtering, according to the  procedures described in section 5.6.3;

· SHALL support the ‘multipart/related’ content type as described in [RFC2387] and advertise its support for the ‘multipart/related’ content type by using the Accept header field in the SUBSCRIBE request for the back-end subscription;

· SHALL support the content indirection mechanism described in [RFC4483]. If the Watcher advertised the support for the ‘message/external-body’ content type by using the Accept header field in the SUBSCRIBE request, the RLS SHALL advertise the support for the ‘message/external-body’ content type by using the Accept header field in the SUBSCRIBE request for the back-end subscription;

· SHALL support conditional subscriptions according to the subscriber procedures described in [IETF-SubNotEtag]; 

· SHALL support event notification supression according to the procedures in described in section 5.6.4; and
· MAY indicate that it supports that the body of a NOTIFY request is compressed by the GZIP algorithm [RFC1952] by including an Accept-Encoding header field with the value ‘gzip’ in the SUBSCRIBE request. An RLS indicating support for GZIP compression SHALL, when receiving a NOTIFY request with the Content-Encoding header field with the value ‘gzip’, decompress the received body as defined by [RFC1952] before processing the body of the SIP NOTIFY request.
When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL follow the procedures described in section 5.7.3 of [3GPP-TS_24.229] and [3GPP2-X.S0013-004] and insert a URI value from the P-Asserted-Identity header field of the incoming SUBSCRIBE request (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) to the SUBSCRIBE request of the back-end subscription, as opposed to acting as an authentication service (as defined in [RFC4474]) as required by [RFC4662].
If the list subscription is identified as anonymous (see section Error! Reference source not found.), the RLS SHALL generate back-end subscriptions as anonymous using the Watcher Privacy procedures as defined in section Error! Reference source not found..
If the OTA Provisioning parameter MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST or local policy instructs, the RLS SHALL limit the number of back-end subscriptions. The RLS:

· SHALL initiate no more back-end subscriptions as instructed by the provisioning parameter or local policy; and

· SHALL return no <instance> element for those <resource> elements that could not be subscribed from the Presence List document due to this limitation. The <instance> and <resource> elements are part of the Resource List Meta-Information (RLMI) document as defined in [RFC4662].

When the Watcher adds Presentities to the list while the list subscription is active, the RLS SHALL generate back-end subscriptions for the newly added Presentities, and SHALL include the newly added Presentities in the next list notification. This procedure SHALL NOT require the Watcher to re-subscribe to the list.

When the Watcher removes Presentities from the list while the list subscription is active, the RLS SHALL terminate back-end subscriptions to the recently removed Presentities, and SHALL indicate that the back-end subscriptions have been terminated in the next list notification. This procedure SHALL NOT require the Watcher to re-subscribe to the list.
The Presence List can be changed either directly, when the Presence List document stored in RLS XDMS is updated, or indirectly, when the URI List stored in the Shared List XDMS and referenced in the Presence List document is updated.
When the Watcher refreshes the subscription, the RLS SHOULD refresh the back-end subscriptions accordingly. The RLS SHOULD try to re-generate the back-end subscriptions for those Presentities whose corresponding <resource> element in the last list notification:

· did not include an <instance> element, if the omission was not caused by a limit to the maximum number of back-end subscriptions; or

· included an <instance> element whose “state” attribute was set to “terminated”.
5.6.3 Event Notification Filtering

The RLS SHOULD support event notification filtering according to the following procedures:

· Event notification filtering, according to the RLS and notifier procedures described in [RFC4660] with the clarifications described in this section; and

· Content type ‘application/simple-filter+xml’, according to [RFC4661]. 

If the RLS supports event notification filtering and 

· understands the particular filter included in the payload of the SUBSCRIBE request, the RLS:

· SHALL, if the filter element contains a “uri” attribute and its value matches with the URI of a Presentity in the Presence List, Request-contained Presence List or Request-contained Watcher Information List, supply the filter document in the back-end subscription to the matching Presentity;

· SHALL, if the filter element contains a “domain” attribute and its value matches with the domain of a set of Presentities in the Presence List, Request-contained Presence List or Request-contained Watcher Information List, supply the filter document in the back-end subscriptions to the Presentities  matching the “domain” attribute, but not matching the “uri” attribute in other filters in the filter-set; and

· SHALL, if the filter element does not contain a “uri” or “domain” attribute, supply the filter document in the back-end subscriptions to all Presentities in the Presence List, Request-contained Presence List or Request-contained Watcher Information List not matching a “uri” or a “domain” attribute in other filters in the filter-set.
· does not understand the particular filter included in the payload of the SUBSCRIBE request as requested by the Watcher or Watcher Information Subscriber, the RLS SHALL indicate it to the Watcher or Watcher Information Subscriber as specified in [RFC4660]. 
For every filter propagated in a back-end subscription targeted to a Presentity, the RLS SHALL remove the “uri” or “domain” attribute if included in the RLS filter obtained from the Watcher or Watcher Information Subscriber.

5.6.4 Conditional Event Notifications

The RLS SHALL support the notifier procedures defined in [IETF-SubNotEtag].
5.6.4.1 Generating Entity Tags
The RLS:

· SHALL generate entity tags for the full resource list state including the RLMI and the list of presence documents or Watcher Information documents as described in [IETF-SubNotEtag] “List Subscriptions”; and
· SHALL include the entity tag in all NOTIFY requests as described in [IETF-SubNotEtag].
5.6.4.2 Generation of Notifications

If the Watcher or Watcher Information Subscriber requested condition for suppressing a NOTIFY request or a NOTIFY request body evaluates to true, the RLS SHALL suppress the NOTIFY request or the NOTIFY request body appropriately as described in [IETF-SubNotEtag].
5.6.5 Handling of Event Notification Suppression
The RLS SHALL support event notification suppression according to the procedures described in this section.
If the RLS receives a SUBSCRIBE request including:

· a wildcarded Suppress-If-Match header field using the special "*" entity-tag value as described in [IETF-SubNotEtag] “Generating SUBSCRIBE Requests”; or
· a throttle parameter set to the remaining subscription expiration value as described in [IETF-EventThrottle] “Selecting the Throttle Interval”,
the RLS SHALL suppress the generation of event notifications until a Watcher or Watcher Information Subscriber cancels the suppression with a re-SUBSCRIBE request or the subscription state changes.
Change 3:  Change Section 3.2

3.2 Definitions

	Application Usage
	Use definition from [XDM_Core].

	Composition
	The function of the PS to combine the “views” of the various Presence Sources in one single raw presence document for a particular Presentity.

	Content Server
	Use definition from [PRS_AD].

	Event Package
	An additional specification, which defines a set of state information to be reported by a notifier to a subscriber.  Event packages also define further syntax and semantics based on the framework defined by this document required to convey such state information.

Source: [RFC3265]

	Event Publication Agent (EPA)
	The User Agent Client (UAC) that issues PUBLISH requests to publish event state.

Source: [RFC3903]

	Event State Compositor (ESC)
	The User Agent Server (UAS) that processes PUBLISH requests, and is responsible for compositing event state into a complete, composite event state of a resource.

Source: [RFC3903]

	Fetcher
	Use definition from [PRS_RD].

	Global Tree
	Use definition from [XDM_Core].

	Permanent Presence State
	Use definition from [PRS_AD].

	Presence External Agent (PEA)
	Use definition from [PRS_RD].

	Presence Information
	Use definition from [PRS_RD].

	Presence Information Element
	Use definition from [PRS_RD].

	Presence List
	Use definition from [PRS_AD].

	Presence Network Agent (PNA)
	Use definition from [PRS_RD].

	Presence Publication Rules
	Use definition from [PRS_AD].

	Presence Service
	Use definition from [PRS_RD].

	Presence Source
	Use definition from [PRS_RD].

	Presence Subscription Rules
	Use definition from [PRS_AD].

	Presence User Agent (PUA)
	Use definition from [PRS_RD].

	Presentity
	Use definition from [PRS_RD].

	Publication Authorization Rules
	Use definition from [PRS_AD].

	Publication Content Rules
	Use definition from [PRS_AD].

	Request-contained Presence List
	Use definition from [PRS_AD].

	Request-contained Watcher Information List
	Use definition from [PRS_AD].

	Resource List Server (RLS)
	Use definition from [PRS_AD].

	Subscribed-watcher
	Use definition from [PRS_RD].

	Subscription Authorization Rules
	Use definition from [PRS_AD].

	Subscription Content Rules
	Use definition from [PRS_AD].

	Users Tree
	Use definition from [XDM_Core].

	XCAP Server
	Use definition from [XDM_Core].

	Watcher
	Use definition from [PRS_RD].

	Watcher Information
	Use definition from [PRS_RD].

	Watcher Information Subscriber
	Use definition from [PRS_RD].
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