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1 Reason for Contribution

This contribution performs an analysis of the CAB RD requirements from the PAG perspective, identifying the CAB requirements that are fulfilled or could be fulfilled in further releases by PAG enablers’ functionality. 

This contribution can be used as input to the PAG analysis and answer to CAB AHG, in order to answer TP and PAG Action Items on CAB assigned to PAG.
	Action Item
	Subject
	Details
	Meeting

	TP-2008-A104
	To quickly address the CAB architectural proposals and provide feedback
	To quickly address the CAB architectural proposals and provide feedback
	TP-#23

	PAG-2008-A029
	From Slide 8 (Bullet 1) PAG to provide a response on deployment of XDM for the 3 CAB Arch proposals
	From Slide 8 (Bullet 1)0717-INP_CAB_PAG_Overview_Joint_meeting_Osaka PAG to provide a response on deployment of XDM for the three CAB architectural proposals
	PAG-Osaka


R01: Updated after comments from Sean and Suresh.. 
One more recommendation is added to also provide the CAB AHG with this analysis to support its work to settle the CAB architecture. 
2 Summary of Contribution

CAB RD is mapped to PAG enablers’ functionality that could fulfil CAB requirements.
The classification is done as described below:
XDM 2.0 (i.e. already completely supported)

XDM 2.0 and a CAB 1.0 defined Application Usage (i.e. a new Application Usage to be defined in CAB using XDM 2.0)
XDM 2.1 (i.e. planned to be supported by XDM 2.1)
XDM 2.1+ (i.e. planned for XDM 2.1 but XDM requirements do not fully match CAB requirements. Clarification/modification/extensions to XDM requirements need to be added.)
XDM 2.x (i.e. Requirement can be regarded as being within the scope of the XDM enabler. Matching XDM requirements currently marked as future release or is not included at all)
Out of scope (i.e. not in scope of XDM enabler)
3 Detailed Proposal

High-Level Functional Requirements

	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB-HLF-001
	The CAB Enabler SHALL provide a network based address book for the CAB User.
	XDM 2.0 and a CAB 1.0 defined Application Usage, or an XDM 2.x defined Application Usage for the network address book.

Comments: XDM 2.0 specifies logical network repositories. New Application Usages needs to be defined to support the requirement as part of the CAB enabler or as part of the XDM 2.x enabler.


	CAB-HLF-002
	The CAB Enabler SHALL define Contact Entry and Personal Contact Card which include contact information such as:

· Full name (e.g. title, first, middle, last and suffix)

· Display name: An optional descriptive name suggested by the user to identify him/herself (e.g. nickname)

· Addressing identifiers (e.g. CPM Address [CPM], instant messaging address, email address, phone number, SIP address, presence subscription address, gaming user identifier…)

· Basic personal data (e.g. birth date, description, gender, height, home address) 

· Extended personal data (e.g. areas of expertise, avatars data, hobbies, interests, photo or video data, title)

· Web resources (e.g. homepage URL, weblog URL, publications URL)

· Organisational data (e.g. business category, department name, job title, alternative contact or agent)


	XDM 2.0 and a CAB 1.0 defined Application Usage, an XDM 2.1+ defined Application Usage or extensions in XDM 2.x and/or CAB 1.0 to the Shared Profile Application Usage.
Comments: XDM 2.0 specifies a logical network repository; same type of data is already specified in Shared Profile XDMS. The Application Usage could be extended to support the CAB requirement. This could be done as a CAB  or XDM defined extension. The CAB 1.0 enabler or XDM 2.x could also be extended with a new application usage that complements the Application Usages defined in Shared Profile XDMS.


	CAB-HLF-003
	The CAB Enabler SHALL support list resources (i.e. list URI) in the Converged Address Book.
	XDM 2.0 and a CAB 1.0 defined Application Usage, or an XDM 2.x defined Application Usage for the network address book.


Comments: XDM 2.0 provides network repository for storing list resources and list URIs. An address book Application Usage (see CAB-HLF-001 could include references to such URIs.


	CAB-HLF-004
	The CAB Enabler SHALL allow the CAB User to manage (e.g.  add/change/delete Contact Entries in his/her Converged Address Book. 
	XDM 2.0

Comments: XDM 2.0 specifies data management operations matching the ones listed in the example of HLF-04.



	CAB-HLF-005
	The CAB Enabler SHALL, according to the CAB User’s preferences and/or service provider's policy, be able to either automatically or by request keep up-to-date all information of the address books of all the CAB-enabled registered devices of a CAB. 
	XDM 2.0

Comments: XDM 2.0 provides mechanisms to keep data up-to-date between multiple devices and the network.


Note: A detailed clarification exists in OMP-PAG-2008-0794Rx.

	CAB-HLF-006
	The CAB Enabler SHALL support named lists of Contact Entries which can be managed (i.e. created, deleted, edited) by Authorized Principals.
	XDM 2.0 and a CAB 1.0 defined Application Usage, or an XDM 2.x defined Application Usage for the network address book.

OMA XDM 2.0 specifies data management operations matching the ones listed in HLF-006; 

OMA XDM 2.0 specifies authorization mechanisms for Principals.



	CAB-HLF-007
	The CAB Enabler SHALL permit a Contact Entry to appear in any number of named lists.
	XDM 2.0 and a CAB 1.0 defined Application Usage, or an XDM 2.x defined Application Usage for the network address book.

Comments: OMA XDM 2.0 makes it possible for other Enablers to define their own data model based on XML document flexibility.



	CAB-HLF-008
	The CAB Enabler SHALL support a mechanism for the CAB User to manage access and modification rights to all or a subset of the contact information stored in his/her Converged Address Book and/or Personal Contact Card to an Authorized Principal.
	XDM 2.1, or XDM 2.0 with CAB 1.0 defined Application Usages with their own authorization mechanism defined to manage access and modification rights.
Comments: XDM 2.0 gives Authorized Principal (i.e. the Primary Principal) rights to manage its data as default mechanism that can be reused by any Application Usage. XDM 2.0 allows an Application Usage to define its own mechanism in the case the default mechanism is not good enough.
XDM 2.1 will provide support for delegation of rights to Authorized Principals that can be reused by any Application Usage.



	CAB-HLF-009
	The CAB MAY support one address book per CPM Address of the CPM User.
	XDM 2.0 and a CAB 1.0 defined Application Usage, or an XDM 2.x defined Application Usage for the network address book.


Comments: XDM 2.0 supports any OMA enabler to define in its data model that it exists more than one document of a certain type of XML documents for a Principal.



	CAB-HLF-010
	The CAB Enabler SHALL be able to receive contact information in vCard format. 
	Out of scope of XDM
Comments: CAB Server can retrieve contact information in vCard format, and translate to format of XDM-based network address book.  OMA XDM 2.0 allows other Enablers to define their own data model as desired based on flexibility of XML documents. This means that the data structure of an XDM based address book can be defined in such a way that mapping to a vCard format is trivial. This mapping can be performed by a enabler (CAB) specific server receiving the contact information with an embedded XDMC used to store the information in an Address Book XDMS.


	CAB-HLF-011
	The CAB Enabler MAY be able to receive contact information in Legacy Formats other than vCard based on user settings. 
	See CAB-HLF-010



	CAB-HLF-012
	The CAB Enabler SHALL be able to notify a CAB User (e.g. User A) when another CAB User (e.g. User B) added him/her (A) to his/her (B) contacts , based on CAB User preferences (A and B) and service provider policy.
	XDM 2.0 and CAB 1.0 defined Application Usages, or XDM 2.x defined Application Usages for the network address book and CAB User Preferences.

Comments: OMA XDM 2.0 provides support for an enabler to define network storage for User Preferences. XDM 2.0 has also an example where a notification mechanism has been connected to storage of data in an XDMS (e.g. extended group advertisement is a notification mechanism related to changes in a group document in Shared Group XDMS.). An Address Book XDMS could therefore also manage notification procedures in a similar way that Shared Group XDMS does. The OMA XDM 2.0 enabler example does not support that User A can request to be notified when he/she is added as member to any Group.
An XDMS could make use of the XDM 2.0 NNI reference point to check User A User preferences to find out if User A has requested to be notified. XDM 2.1 has requirements for access permission that might be needed to give an XDMS acting of behalf of User B the right to fetch information form User A’s XML documents


	CAB-HLF-013
	The CAB Enabler SHALL be able to notify a CAB User (e.g. User A) when one of his/her contacts becomes a CAB User (e.g. User B), based on CAB User preferences (Users A and B) and service provider policy.
	XDM 2.0 and a CAB 1.0 defined Application Usage, or an XDM 2.x defined Application Usage for CAB User Preferences part of the requirement.

Comments: XDM 2.0 provides support for any enabler to define network storage for data like User Preferences by defining a new CAB Application Usage.





	CAB-HLF-014
	The CAB Enabler SHALL allow a CAB User to manage (e.g. modify, delete, access, keep up to date) a local subset of the Converged Address Book (which is resident in the network) on a registered device.
	XDM 2.0 (and an address book application in the UE) interfacing the CAB User.

Comments: XDM 2.0 provides a User device with an XDMC. This XDMC has data management function that can be used manage that a local subset of an XML document in the device is up to date with the XML document in the network. See also OMP-PAG-2008-0794Rx


	CAB-HLF-015
	The CAB Enabler SHALL allow a CAB User to retrieve from the network contact information that was previously removed from the device. 
	XDM 2.0  and XDM 2.1
Comments: OMA XDM 2.0 provides network storage. An application in a device can always use an XDMC to fetch a new document in case it has lost its copy or parts of it.

OMA XDM 2.1 has a requirement to provide a history function. This could be used by an application in the device to retrieve information that is lost in the device and also removed from the latest master copy in the network.


	CAB-HLF-016
	The CAB Enabler SHALL be able to provide a CAB User with the CAB status  information (e.g. CAB or legacy contact, pending authorisation, corresponding CAB provider, source of contact data, …) of each of his/her contacts, based on contact’s preference and service provider policy.
	Out of scope of XDM

Comments: In this analysis this requirement has be seen as a requirement to present existing information to the CAB user in the user equipment and not as a requirement to store new information in the network not already defined by other requirements. XDM does not specify how user equipment shall present information handled by the XDMSes.

	CAB-HLF-017
	The CAB Enabler SHALL expose to other Enablers (e.g. Messaging enabler, CPM Enabler) an interface to obtain CAB information related to CAB User's contacts, subject to user authorization and/or service provider policies.
	XDM 2.0 and a CAB 1.0 defined Application Usage, or an XDM 2.x defined Application Usage for the network address book.

Comments: XDM 2.0 provides support for an enabler server to have an embedded XDMC function to do operations on an XDMS to allow other servers to fetch information in an XDMS. The Application Usage defining the address book shall also define the authorisation policies needed. These policies can be reused XDM defined default policies or Application Usage defined policies.



Security

	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB-SEC-001
	The CAB Enabler SHALL use a secure environment for use in the exchange of data between the user device and the network elements of the CAB system.
	XDM 2.0
Comments: XDM 2.0 fulfils similar requirements see XDM SEC-001, SEC-002 and SEC-003. If the CAB enabler is reusing the XDM reference points also the CAB related exchange of data between a CAB user and the network will make use the XDM defined security.


	CAB-SEC-002
	The CAB Enabler SHALL use a secure environment for use in exchange of data between CAB systems (e.g. between service providers).
	


Authentication

	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB-AUC-001
	The CAB Enabler SHALL support a Principal to be authenticated by the CAB service provider domain.
	XDM 2.0 

Comments:  XDM 2.0 provides authentication of a Principal to support Enablers using the XDM Enabler.



	CAB-AUC-002


	The CAB Enabler SHALL support a Principal to authenticate the CAB service provider domain.
	XDM 2.0 

Comments:  XDM 2.0 provides support of TLS making it possible for a Principal to authenticate the service provider domain it connects to.


	CAB-AUC-003
	The CAB Enabler MAY leverage the authentication capabilities of the underlying IP network to authenticate a Principal.
	XDM 2.0
Comments: XDM 2.0 provides authentication methods based in information from the underlying IP network of a Principal.


	CAB-AUC-004
	The CAB Enabler MAY leverage the authentication capabilities of the underlying IP network to allow a Principal to authenticate the service provider domain.
	Out of scope of XDM 




Authorization

	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB-AUT-001
	The CAB Enabler SHALL support a means to prevent unauthorized access to a CAB User’s related information stored on their reported stolen or lost mobile device.
	Out of scope of XDM.

	CAB-AUT-002
	The CAB Enabler SHALL prevent unauthorized access to CAB User’s related information stored in the network.
	XDM 2.0 
Comments: XDM 2.0 provides authorization mechanisms.



	CAB-AUT-003
	The CAB Enabler SHALL allow the CAB User to manage authorisation rules that allow others to obtain information from the Published Contact Card (e.g. to satisfy Contact Subscriptions, contact searches).
	XDM 2.0 and a CAB Application Usage, or XDM 2.1

Comments: The XDM enabler allows that per Application Usage in an XDMS it is specified how authorization shall be performed. An Application Usage can specify to use the default authorization defined in the XDM enabler or define its own by defining e.g. an Application Usage for the PCC authorization. XDM 2.0 provides XML schemas for policies (“urn:ietf:params:xml:ns:common-policy” and “urn:oma:xml:xdm:common-policy") that can be used as base for a PCC Authorization Application Usage.
XDM 2.1 has as requirements to provide more advanced authorization policies for access permission to any authenticated Principal.


	CAB-AUT-004
	The CAB Enabler SHALL allow the CAB User to manage default authorization rule to be applied to any users that are not explicitly identified within the authorization rules.
	See CAB-AUT-003


Data Integrity

	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB-INT-001
	The CAB Enabler SHALL ensure data integrity of the CAB data within the CAB environment.
	


Charging
	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB-CHRG-001
	The CAB Enabler MAY define a set of charging events usable in various business models.  
	


Administration and Configuration
	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB-CFG-001
	The CAB Enabler SHALL define CAB specific configuration support to permit remote configuration activities of user devices.  
	


Interoperability
	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB-IOT-001
	The CAB Enabler SHALL support interoperation between service providers.
	XDM 2.0 and PRS 2.0 
Comments: XDM 2.0 and OMA PRS 2.0 support interoperation between two different XDM/PRS service providers.



Lawful Interception

NOTE:  The capability to intercept CAB telecommunications traffic and related information is always implemented in accordance with national or regional (e.g. European Union) laws or technical regulations applicable to the service provider. Nothing in these requirements, including the definitions, is intended to supplant such applicable laws or regulations. 

	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB-LI-001
	The CAB Enabler SHALL allow mechanisms to unobtrusively monitor and report any CAB activity associated with a CAB User when required by a lawful authority.
	XDM 2.0 
Comments:  XDM 2.0 fulfils similar requirements see XDM LI-001. Therefore if the CAB enabler is reusing the XDM reference points also the CAB related activities between a CAB user and the network will be possible to be monitored by a lawful authority.


	CAB-LI-002
	The CAB Enabler SHALL support access of CAB data (Personal Contact Card, Contact Entries, etc.) when required by a lawful authority.
	

	CAB-LI-003
	When supporting a lawful interception request, the CAB Enabler SHALL be able to provide the available CAB information regardless of the privacy settings set by intercepted CAB Users on their CAB related information.
	XDM 2.0 
Comments: XDM 2.0 fulfils similar requirement see XDM SEC-002.



	CAB-LI-004
	Available and applicable underlying network (e.g. SIP/IP Core) capabilities SHOULD be used to support lawful interception requirements as much as possible (e.g. re-use of 3GPP/3GPP2 lawful interception in case of 3GPP/3GPP2 IMS and/or other national or regional technical specifications).
	XDM 2.0 and PRS 2.0
Comments. The XDM and PRS enabler runs both on top of SIP/IP core that make it possible to use such network’s capabilities.


7.1.1 Presence

	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB-PRS-001
	If Presence Information is available, the CAB Enabler SHALL be able to use that information to enhance the user experience.
	PRS and PDE
Comments: Presence SIMPLE (PRS) enabler and the Presence SIMPLE Data Extension (PDE) enabler support that presence information for CAB users can enhance the user experience.




Personal Contact Card Requirements

	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB- VIEW-001
	The CAB Enabler SHALL allow the CAB User to manage (e.g. add/change/delete) his/her Personal Contact Card information.
	XDM 2.0 and CAB defined Application Usages, or XDM 2.1+ 

Comments: XDM 2.0 specifies a series of data management operations for documents or any part of documents (elements or nodes).



	CAB-VIEW-002
	The CAB Enabler SHALL allow a CAB User to manage (e.g. create, delete, modify, name) Contact Views of their Personal Contact Card and select the fields that are associated with each Contact View.
	XDM 2.0 and CAB defined Application Usages, or XDM 2.1+
Comments: XDM 2.0 makes it possible for other Enablers to define their own data model as desired based on flexibility of XML documents.



	CAB-VIEW-003
	The CAB Enabler SHALL allow a CAB User to associate specific fields in his/her Personal Contact Card to more than one Contact View.
	XDM 2.0 and CAB defined Application Usages, or XDM 2.1+
Comments: XDM 2.0 makes it possible for other Enablers to define their own data model as desired based on flexibility of XML documents.



	CAB-VIEW-004
	The CAB Enabler SHALL permit a CAB User to select the Contact View(s) to be provided to a user requesting Personal Contact Card information.
	See CAB-AUT-003
CAB may need to provide more detailed requirements in relation to “Contact View authorization”.

	CAB-VIEW-005
	The CAB Enabler SHOULD allow the service provider to provide a set of  Contact Views, each with their associated default set of fields, for use and personalization by each CAB User, subject to service provider policies.
	Out of scope of XDM
Comments: XDM 2.0 does not prevent a service provider to provide a user with a default document as part of e.g. provisioning.



	CAB-VIEW-006
	The CAB Enabler SHALL produce contact information, for distribution to others, by including only fields from the Personal Contact Card that are selected in the associated Contact View with the user making the request.
	XDM 2.0 and CAB defined Application Usages, or XDM 2.1+
Comments: OMA XDM 2.0 specifies mechanisms for subscription, notification and authorization for subscriptions. OMA XDM 2.0 allows an enabler to define a dedicated authorization policy for a certain enabler specific XML document. OMA XDM 2.1 will define more generic authorization policies as part of the access permission work CAB may need to provide more detailed requirements in relation to “Contact View authorization”.


	CAB-VIEW-007
	The CAB Enabler SHALL utilize a CAB-common data format for providing Personal Contact Card information derived from a Contact View to requests generated from CAB Systems.
	

	CAB-VIEW-008
	The CAB Enabler MAY provide contact information from the Personal Contact Card in a requested data format (e.g., vCard format, web page).
	Out of scope of XDM

	CAB-VIEW-009
	The CAB Enabler SHOULD provide a CAB User with the possibility to set the ‘Display name’ field with a different value per Contact View.
	XDM 2.0 and CAB defined Application Usages, or XDM 2.1+ 

Comments: XDM 2.0 makes it possible for other Enablers to define their own data model as desired based on flexibility XML documents.



Contact Subscription Requirements

	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB-SUBS-001
	The CAB Enabler SHALL support a mechanism by which other users obtain a Contact Subscription to the Published Contact Card information of a CAB User based on Service Provider policies.
	XDM 2.0 and CAB defined Application Usages, or XDM 2.1+
Comments: XDM 2.0 specifies mechanisms for subscription, notification and authorization for subscriptions.

PRS 2.0 and PDE 1.1 can transport the status of a Published Contact Card as presence data. XDM 2.0 enabler can be used to fetch a changed Contact Card.


	CAB-SUBS-002
	The CAB Enabler SHALL allow a CAB User to invite other CAB users to subscribe to his/her Published Contact Card information based on service provider’s policy.
	XDM 2.x
Comments: XDM 2.1 has requirement for access permission. XDM 2.x can fulfil CAB-SUBS-002 if this requirement is seen as a general XDM requirement and not a unique CAB requirement. I.e. Invite to subscribe for any XML document that a user has given rights to view.

	CAB-SUBS-003
	The CAB Enabler SHALL provide a means to notify a CAB User about a request for a Contact Subscription, based on user preferences and service provider policy.
	XDM 2.1+

Comments: XDM 2.0 provides support for an enabler to define network storage for user preferences.

OMA XDM 2.0 specifies mechanisms for subscription, notification and authorization for subscriptions. OMA XDM 2.0 allows an enabler to set a dedicated authorization policy for a certain enabler specific XML document.  OMA XDM 2.1 will define more generic authorization policies as part of the access permission work. OMA XDM 2.1 will also define a history function. One part of this function could be to provide information about subscription requests if requirement are provided by  CAB


	CAB-SUBS-004
	The CAB Enabler SHALL have the capability to generate notifications for active Contact Subscriptions to subscribing users, associated with Published Contact Card activity when any of the following occur: the value of an attribute in the Contact View changes, an attribute is added or removed from a Contact View or the CAB User`s authorisation rules changes with regards to the subscribing user (e.g. change in the Contact View).
	XDM 2.0 and CAB defined Application Usages, or XDM 2.1+

Comments: XDM 2.0 specifies mechanisms for subscription, notification and authorization for subscriptions to changes of XML data.  XDM 2.0 allows an enabler to set a dedicated authorization policy for a certain enabler specific XML document. OMA XDM 2.1 will define more generic authorization policies as part of the access permission work. CAB may need to provide more detailed requirements in relation to “Contact View authorization”.


	CAB-SUBS-005
	The CAB Enabler SHALL provide notification to an authorized CAB User when changes occur to Published Contact Card information for which the CAB User has a Contact Subscription, based on CAB User preferences and service provider policy.
	XDM 2.0 and CAB defined Application Usages, or XDM 2.1+

Comments: XDM 2.0 specifies mechanisms for subscription, notification and authorization for subscriptions. XDM 2.0 provides support for an enabler to define its own Application Usage for its User Preferences. 


	CAB-SUBS-006
	The CAB Enabler SHALL update the CAB User’s address book with contact information from Contact Subscriptions, based on the CAB User preferences. 
	XDM 2.0 and CAB defined Application Usages, or XDM 2.1+

Comments: XDM 2.0 specifies mechanisms for subscription, notification and authorization for subscriptions. OMA XDM 2.0 provides support for an enabler to define its own Application Usage for its User Preferences.


	CAB-SUBS-007
	The CAB Enabler SHALL be able to combine information from the Contact Subscriptions with the information that the CAB User customizes about the associated contacts.
	Out of scope of XDM.
Comments: The CAB enabler needs to handle how information coming from Contact Subscriptions is used. 


Contact Search Requirements

	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB-SRCH-001
	The CAB Enabler SHALL provide a mechanism to search for information from Personal Contact Cards, subject to CAB users authorization rules and service provider policies. 
	XDM 2.0 and  CAB defined Application Usages,
Comments: XDM 2.0 specifies a search mechanism for data. It is per Application Usage defined how search can be done.


	CAB-SRCH-002
	The CAB Enabler SHALL support searches between different service provider domains on behalf of CAB Users, subject to CAB User authorization rules and service provider policies.
	XDM 2.0

Comments. XDM 2.0 specifies a search mechanism for data between different domains.



	CAB-SRCH-003
	The CAB Enabler SHALL support searching a service provider defined network directories (company directory, white page phone book or yellow page phone book etc.) based on service provider policies. 
	XDM 2.0 and a  CAB defined Application Usage
Comments: XDM 2.0 specifies a search mechanism for data towards network entities defined in the Search Proxy.  The service provider can configure the Search Proxy with what entities that shall be received in a search request based on application usage and domain information. The mapping between an Application Usage defined Xquery request and a Search Request towards a service provider’s directories is out of the scope of XDM.


	CAB-SRCH-004
	The CAB Enabler SHALL provide a mechanism to match an incomplete contact information provided by an end-user based on the network directories information supported by service providers. If matching gives more than one result, the end-user would be provided with a list of results.
	

	CAB-SRCH-005
	The CAB Enabler SHALL support a mechanism to allow a CAB User to include the search results into his/her CAB address book
	XDM 2.0

Comments: An application in the device that has an embedded XDMC can update  an Address book XDMS with information retrieved from a search operation.




Contact Share Requirements

	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB-SHR-001
	The CAB Enabler SHALL support a CAB User to Contact Share all or part of any Contact Entry in the CAB User’s Converged Address Book, subject to the service provider policy.
	XDM.2.x
Comments: XDM has similar requirements “XDM Forward” for any XML document. CAB could be a user of such function if the address book is defined using an XDM Application Usage.


	CAB-SHR-002
	The CAB Enabler SHALL allow the CAB User to Contact Share his/her Personal Contact Card information (either completely or partially), subject to the service provider policy.
	XDM 2.x
Comments: XDM 2.1 has similar requirements “XDM Forward” for any XML document. CAB could be a user of such function if the Personal Contact Card is defined using an XDM Application Usage. 


	CAB-SHR-003
	The CAB Enabler SHALL be able to deliver within the CAB environment the information that is Contact Shared with other CAB Users
	XDM 2.x
Comments XDM has similar requirements “XDM Forward” for any XML document. CAB could be a user of such function if the address book is defined as an Application Usage. 

	CAB-SHR-004
	The CAB Enabler SHALL be able to Contact Share with other users via the submission of a message with the contact information attached in a Legacy Format.
	Out of scope of XDM
Comments: XDM does not provide mapping of information received in Legacy Format to an XDM defined format.

	CAB-SHR-005
	The CAB Enabler SHALL allow a CAB User to establish disposition rules for the handling of Contact Shared information, based on service provider policy.
	XDM 2.0 and CAB defined Application Usages, or XDM 2.x.
Comments: XDM 2.0 allows enablers to define their own Application Usages. CAB-SHR-005 could be converted into a “XDM Forward” requirement in XDM 2.x.



Interworking Requirements

	Label
	Description
	OMA PAG Enablers that provide that functionality



	CAB-IWG-001
	The CAB Enabler SHALL allow a CAB User to import contact information via CAB standardized data structure and file type subject to service provider policy.
	.

	CAB-IWG-002
	The CAB Enabler SHALL provide an interworking framework that provides the necessary mechanisms to exchange data with 3rd party address book systems.
	

	CAB-IWG-003
	The CAB Enabler SHALL have the capability to convey contact information in vCard Legacy Format(s).
	.

	CAB-IWG-004
	The CAB Enabler MAY have the capability to convey contact information in other than vCard Legacy Format(s).
	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This contribution recommends the PAG group to:

1) review and agree on the included PAG enabler reusability analysis for CAB. 

2) use this analysis as input to the PAG analysis performed in response to the TP and PAG assigned Action Items related to CAB.

3) provide this analysis as part of the feedback to the CAB AHG concerning the assigned Action Items related to CAB to support the CAB AHG in its  time critical ongoing task to settle the CAB architecture. 
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