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1 Reason for Change

This contribution is analyzing following CAB requirements (PAG-2009-0024):

	
	High-Level Functional Requirements
	
	

	Label
	Description
	Enabler Release
	XDM 2.1 RD Label

	CAB-HLF-002
	The CAB Enabler SHALL define Contact Entry and Personal Contact Card which include contact information such as:

1. Full name (e.g. title, first, middle, last and suffix)

2. Display name: An optional descriptive name suggested by the user to identify him/herself (e.g. nickname)

3. Addressing identifiers (e.g. CPM Address [CPM], instant messaging address, email address, phone number, SIP address, presence subscription address, gaming user identifier…)

4. Basic personal data (e.g. birth date, description, gender, height, home address) 

5. Extended personal data (e.g. areas of expertise, avatars data, hobbies, interests, photo or video data, title)

6. Web resources (e.g. homepage URL, weblog URL, publications URL)

7. Organisational data (e.g. business category, department name, job title, alternative contact or agent)


	CAB 1.0
	1. DOC-USP-017 to DOC-USP-22

2. DOC-USP-012

3. DOC-USP-007 to DOC-USP-011

4. DOC-USP-013 to DOC-USP-016, 031

5. DOC-USP-033, -034

6. DOC-USP-035

7. DOC-USP-005

	
	Shared Profile XDM can be reused as stated above. No need for new requirements in this state. 

	CAB-HLF-008
	The CAB Enabler SHALL support a mechanism for the CAB User to manage access and modification rights to all or a subset of the contact information stored in his/her Converged Address Book and/or Personal Contact Card to an Authorized Principal.
	CAB 1.0
	ACP-001 to 007

New requirement

Access Permissions to subset of the document is TBD



	
	PAG WG has agreed already a new requirement for this purpose. See contribution 850R2

	CAB-HLF-012
	The CAB Enabler SHALL be able to notify a CAB User (e.g. User A) when another CAB User (e.g. User B) added him/her (A) to his/her (B) contacts , based on CAB User preferences (A and B) and service provider policy.
	CAB 1.0
	ACP-004

New requirement

Notifications based on the user preferences are TBD

	
	New requirement for this action to UPP data is needed

	CAB-HLF-014
	The CAB Enabler SHALL allow a CAB User to manage (e.g. modify, delete, access, keep up to date) a local subset of the Converged Address Book (which is resident in the network) on a registered device.
	CAB 1.0
	

	
	Feature is not feasible with XDM as it uses 1-to-1 mapping between server and client.

	CAB-HLF-015
	The CAB Enabler SHALL allow a CAB User to retrieve from the network contact information that was previously removed from the device.
	CAB 1.0
	

	
	PAG WG has agreed already a new requirements for this purpose (FUNC-RES-001 and FUNC-RES-002).

	CAB-HLF-016
	The CAB Enabler SHALL be able to provide a CAB User with the CAB status  information (e.g. CAB or legacy contact, pending authorisation, corresponding CAB provider, source of contact data, …) of each of his/her contacts, based on contact’s preference and service provider policy.
	CAB 1.0
	New requirement


	
	List of current subscriptions to data can be done already with subcribe/notify 

(Wacther info). 
A little bit unclear what is mean with based on contact’s preferences and should we add something to UPP.

	CAB-HLF-017
	The CAB Enabler SHALL expose to other Enablers (e.g. Messaging enabler, CPM Enabler) an interface to obtain CAB information related to CAB User's contacts, subject to user authorization and/or service provider policies.
	CAB 1.0
	New requirement


	
	XDM has interface to retrieve data and XDM 2.1 has authorization policies to allows only retrieval.


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Approve proposed modifications to the Specification.

6 Detailed Change Proposal

Change 1:  Appendix x. CAB Requirement list
	
	High-Level Functional Requirements
	
	

	Label
	Description
	Enabler Release
	XDM 2.1 RD Label

	CAB-HLF-002
	The CAB Enabler SHALL define Contact Entry and Personal Contact Card which include contact information such as:

8. Full name (e.g. title, first, middle, last and suffix)

9. Display name: An optional descriptive name suggested by the user to identify him/herself (e.g. nickname)

10. Addressing identifiers (e.g. CPM Address [CPM], instant messaging address, email address, phone number, SIP address, presence subscription address, gaming user identifier…)

11. Basic personal data (e.g. birth date, description, gender, height, home address) 

12. Extended personal data (e.g. areas of expertise, avatars data, hobbies, interests, photo or video data, title)

13. Web resources (e.g. homepage URL, weblog URL, publications URL)

14. Organisational data (e.g. business category, department name, job title, alternative contact or agent)


	CAB 1.0
	1. DOC-USP-017 to DOC-USP-22

2. DOC-USP-012

3. DOC-USP-007 to DOC-USP-011

4. DOC-USP-013 to DOC-USP-016, 031

5. DOC-USP-033, -034

6. DOC-USP-035

7. DOC-USP-005

	CAB-HLF-008
	The CAB Enabler SHALL support a mechanism for the CAB User to manage access and modification rights to all or a subset of the contact information stored in his/her Converged Address Book and/or Personal Contact Card to an Authorized Principal.
	CAB 1.0
	ACP-001 to 007

Add correct requirement from 850R2 after agreed and implemented 

(MD-ACP-x ( MS-ACP-y)



	CAB-HLF-012
	The CAB Enabler SHALL be able to notify a CAB User (e.g. User A) when another CAB User (e.g. User B) added him/her (A) to his/her (B) contacts , based on CAB User preferences (A and B) and service provider policy.
Editor’s Note: Where to store preference is FFS.
	CAB 1.0
	

UPP-001 (from PAG-2009-42)
UPP-004 (from PAG-2009-42)


	CAB-HLF-014
	The CAB Enabler SHALL allow a CAB User to manage (e.g. modify, delete, access, keep up to date) a local subset of the Converged Address Book (which is resident in the network) on a registered device.
	CAB 1.0
	No XDM impact

	CAB-HLF-015
	The CAB Enabler SHALL allow a CAB User to retrieve from the network contact information that was previously removed from the device.
	CAB 1.0
	FUNC-RES-001
FUNC-RES-001

	CAB-HLF-016
	The CAB Enabler SHALL be able to provide a CAB User with the CAB status  information (e.g. CAB or legacy contact, pending authorisation, corresponding CAB provider, source of contact data, …) of each of his/her contacts, based on contact’s preference and service provider policy.
Editor’s Note: Where to store preference is FFS.
	CAB 1.0
	
FUNC-SUBCHG-001
FUNC-SUBCHG-002

UPP-001 (from PAG-2009-42)
UPP-004 (from PAG-2009-42)
ACP-001

ACP-002

	CAB-HLF-017
	The CAB Enabler SHALL expose to other Enablers (e.g. Messaging enabler, CPM Enabler) an interface to obtain CAB information related to CAB User's contacts, subject to user authorization and/or service provider policies.
	CAB 1.0
	
FUNC-RETR-001

ACP-001

ACP-002
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