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 0: New Functionality
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 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Ingemar Lindgren, Ericsson, ingemar.lindgren@ericsson.com 

	Replaces:
	n/a


1 Reason for Change

A) New requirements have been added to the OMA-RD-XDM-V2_1-20090422-D and two different requirements have been given the same number/identifier which requires that the requirements in that table are renumbered.

B) The OMA-RD-XDM-V2_1-20090422-D has two informative appendices: C and D which contain pointers from CAB and CPM requirements to XDM 2.1 requirements. During the RD work some of the XDM 2.1 RD requirements have been renumbered without updating these appendices. 
This was commented in the R&A of the OMA-PAG-2009-0137-INP_XDM_V2.1_updated_RD_and_ERELD_for_PAG_review_and_agreement 

This CR renumbers requirements in section 6.3.3. “Group” and fixes incorrect pointers.
2 Impact on Backward Compatibility

Review comment from REQ chair Mr. Vadala Francesco Telecom Italia S.p.A: 
“Please note that on re-working on RD already in candidate status, as general recommendation the numbering of reqs should be preserved 
1) with respect to the Candidate version (OMA-RD-XDM-V2_1-20090331-C in this case) and 
2) with respect to the previous releases.”
As PAG has not adhered to this recommendation during the RD work it will however be major undertaking to fix it at this stage as
a) some requirements must be added in existing sequences (will require ABC-003a, ABC-003b identifiers etc)
b) some requirements have been reworded due to new and improved terminology
c) some requirements have been split, merged or moved
d) all pointers in App C and D must be updated
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree 
A) the changed renumbering in the RD (thus breaking backward compatibility and best practice) 
and 
B) to the changes in section 6.
6 Detailed Change Proposal

Change 1:  Make the renumbering in section 6.3.3 Group
	Label
	Description
	Release
	Functional module

	DOC-GRP-001
	An XDMocument describing a Group SHALL include a URI attribute to represent a Group Identity.
	XDM 2.0
	

	
	An XDMocument describing a Group MAY have the following content:
	
	

	DOC-GRP-002
	1) Display name: This is a human readable name.
	XDM 2.0
	

	DOC-GRP-003
	2) Session Type: This identifies the nature of the Group e.g. chat, instant.  (In an instant group session, end-users are invited during session initiation.  In a chat group session, end-users are not invited during session initiation but are instead expected to individually join the session once it is active.)
	XDM 2.0
	

	DOC-GRP-004
	3) Allow session initiation: This describes who may initiate a group session
	XDM 2.0
	

	DOC-GRP-005
	4) Group member list: This identifies end-users who are members of the Group. The semantics of group membership may depend on the session type, and may also be Enabler-specific.
	XDM 2.0
	

	DOC-GRP-006
	5) Allow session access: This describes who may join a group session
	XDM 2.0
	

	DOC-GRP-007
	6) Maximum number of participants: This is the maximum number of end-users who can be active in the session
	XDM 2.0
	

	DOC-GRP-008
	7) Allow anonymous access: This describes who may join a group session anonymously, if anonymous access is requested
	XDM 2.0
	

	DOC-GRP-009
	8) Allow dynamic invitation: This describes who may invite additional participants to a group session.
	XDM 2.0
	

	DOC-GRP-010
	9) Key participant: This describes who may assume the role of a “Key Participant”.  The semantics of Key Participant may depend on the session type, and may also be Enabler-specific (e.g. a  “Distinguished Participant” of a 1-many-1 PoC group session).
	XDM 2.0
	

	DOC-GRP-011
	10) Subject: This contains a topic or description of a Group.
	XDM 2.0
	

	
	11) Session participation policy: This describes conditions that limit the participation in a group session.  The session participation policy MAY be based on the following:
	
	

	DOC-GRP-012
	a) Age minimum:  This indicates the minimum allowed age of a participant.
	XDM 2.0
	

	DOC-GRP-013
	b) Age maximum:  This indicates the maximum allowed age of a participant.
	XDM 2.0
	

	
	12) Session active policy: This describes the rules for determining the existence of a group session.
The session active policy MAY be based on the following:

NOTE: How to utilize the session active policy for the actual session initiation or termination is not the scope of XDM Enabler but that of the application Enabler (e.g., IM or PoC).
	
	

	DOC-GRP-014
	a) Maximum duration:  This indicates the maximum allowed time duration (e.g., 1 hour) for the session to remain active.
	XDM 2.0
	

	DOC-GRP-015
	b) Required participant: This describes who (e.g. session initiator) must participate for the session to get or remain active.
	XDM 2.0
	

	DOC-GRP-016
	c) Minimum number of participants: This describes how many must remain participating for the session to remain active.
	XDM 2.0
	

	DOC-GRP-017
	d) Allowed range of a time: This describes the allowed range of time (e.g., from 2pm to 4pm) for the session to get or remain active.
	XDM 2.0
	

	DOC-GRP-018
	e) Maximum media inactivity timeout: This describes the maximum allowed time of media inactivity (e.g. 40 seconds) for the session to remain active.
	XDM 2.1
	

	DOC-GRP-019
	13) Allow sub-conferencing: This describes who may create sub-conferences in a group session.
	XDM 2.0
	

	DOC-GRP-020
	14) Allow private messaging: This describes who may send private messages in a group session.
	XDM 2.0
	

	DOC-GRP-021
	15) Allowed media: This identifies which media are allowed to be used in a group session e.g. audio, text, video.
	XDM 2.0
	

	DOC-GRP-022
	16) Allow conference state: This describes who can see the state of the group session (e.g. who is currently online).
	XDM 2.0
	

	DOC-GRP-023
	17) QoE Profile: This describes the Quality of Experience profile assigned to the group. The profile defines how the end-user experience should be for the group session
	XDM 2.0
	

	DOC-GRP-024
	18) Dispatcher participant: This identifies who may assume the role of dispatcher (e.g. PoC Dispatcher).
	Deleted
	

	DOC-GRP-025
	19) Allow role transfer: This describes who can request the transfer of an active role (e.g. PoC Dispatcher) to another authorized participant.
	Deleted
	

	DOC-GRP-026
	20) Allow expelling: This describes who may expel other participants from the group session.
	XDM 2.0
	

	DOC-GRP-027
	21) Allow adding media: This describes who may add a media stream to a new or existing group session.
	XDM 2.0
	

	DOC-GRP-028
	22) Allow sending media: This describes who is allowed to send media in the group session.
	XDM 2.1
	

	DOC-GRP-029
	23) Allow receiving media: This describes who is allowed to receive media in the group session.
	XDM 2.1
	

	DOC-GRP-030
	24) Allow removing media: This describes who may remove an existing media stream from a group session.
	XDM 2.0
	

	
	25) Media add/modify/remove policy: This describes conditions for adding, modifying, or removing a media stream to a particular participant:
	
	

	DOC-GRP-031
	a) Allow to use multicast bearer service: This describes if a multicast bearer service is allowed to be used in the group session.
	XDM 2.1
	

	DOC-GRP-032
	b) Allowed Media Burst Control scheme: This describes what Media Burst Control schemes are allowed to be used in the group session.
	XDM 2.1
	

	DOC-GRP-033
	26) Allow to use multicast bearer service: This describes if a multicast bearer service is allowed to be used in the group session.
	XDM 2.1
	

	DOC-GRP-034
	27) Allowed Media Burst Control scheme: This describes what Media Burst Control schemes are allowed to be used in the group session.
	XDM 2.1
	

	DOC-GRP-035
	28) Moderator: This identifies who is allowed to take the role of moderator (e.g. a PoC Moderator).
	XDM 2.1
	

	
	29) Allowed manner to render multiple media streams of same media type: This content describes the allowed manner to render media streams of same media type atin the client of application enableruser equipment (e.g. PoC Client):
	
	

	DOC-GRP-036
	a) Allow to mix media streams at a partial rate.
	XDM 2.1
	

	DOC-GRP-037
	b) Allow one media stream of multiple media streams of the same media type to be mandatory.
	XDM 2.1
	

	
	30) Allowed participating information principle:
NOTE: This content is used to send session related information to session participants (e.g. participants in a PoC session).
	
	

	DOC-GRP-038
	a) Allow subscription to limited participating information.
NOTE: Limited participant information is a subset of participating information.
	XDM 2.1
	

	DOC-GRP-039
	b) Allow subscription to participant information.
	XDM 2.1
	

	DOC-GRP-040
	31) Session control for crisis handling: This identifies that Session Control for Crisis Handling SHALL always be used for this group.
	XDM 2.1
	

	DOC-GRP-041
	32) Crisis Event handling entity address: This identifies the address of the entity handling PoC Session Control for Crisis Handling.
	XDM 2.1
	

	
	33) Group specific releasing policy: This describes the conditions under which a group session SHALL or SHALL NOT be released.
	
	

	DOC-GRP-042
	a) The group session is released or not released when the group session initiator leaves the group session.
	XDM 2.1
	

	DOC-GRP-043
	b) The group session is released or not released when the maximum media inactivity timeout expires for PoC speech.
	XDM 2.1
	

	DOC-GRP-044
	Each entry in a Group member list or Group reject list SHALL be a tuple consisting of a URI and, optionally, a display name.
	XDM 1.1
	

	DOC-GRP-045
	Each URI in the Group member list SHALL occur only once.
	XDM 1.1
	

	DOC-GRP-046
	Each URI in the Group reject list SHALL occur only once.
	XDM 1.1
	

	DOC-GRP-047
	The Service Provider SHALL be able to set the maximum number of participants in a Group XDM Document.
	XDM 1.1
	

	DOC-GRP-048
	A Principal with appropriate management permissions MAY be able to set the maximum number of participants in a Group XDM Document to a value that does not exceed the maximum number set by the Service Provider.
	XDM 1.1
	

	DOC-GRP-049
	It SHALL be possible to create a Group XDM Document that contains members in the Group member list or Group reject list that belong to different Service Providers.
	XDM 1.1
	

	DOC-GRP-050
	If search of Group XDM Documents is supported (see section 6.2.7.9), an authorized Principal SHALL be able to search for Groups based on a given criteria (e.g. display name, session type, subject, Group Identity, etc).
	XDM 2.0
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	CPM Sessions:
	
	

	CPM-CONV-019
	The CPM Enabler SHALL allow a CPM User to join or rejoin an ongoing CPM Group Session if the set of CPM Group Membership Rules for the CPM Group are satisfied (e.g. excluding banned users).
	CPM V1.0
	DOC-GRP-006

	CPM-CONV-020
	The CPM Enabler SHALL provide a mechanism to invite/remove/ban Participants to/from the ongoing CPM Group Session based on the CPM Group Membership Rules (e.g. limitation to conference initiator only).
	CPM V1.0
	DOC-GRP-009, DOC-GRP-026, DOC-GRP-006

	CPM-CONV-022
	The CPM Enabler SHALL allow for participation in a CPM Group Session using a Pseudonym depending on the CPM Group and service provider's policy.
	CPM V1.0
	DOC-GRP-008


	CPM-CONV-029
	The CPM Enabler SHALL allow a CPM User to get information (e.g. a list) of the available Public Chat Rooms.
	CPM V1.1
	DOC-GRP-050
A Group may include a <searchable> element to indicate that the Group Identity can be returned in a search request.  So CPM-CONV-029 can be satisfied by setting the <searchable> element to “true” for all “Public Chat Rooms”.

NOTE: There is currently no concept of a “public” group – access to groups is determined by the set of rules containing the <join-handling> action.

	CPM-CONV-031
	The CPM Enabler SHALL allow a CPM User to dynamically add/modify/remove continuous Media during a CPM Session, according to group and service provider policies.
	CPM V1.0
	DOC-GRP-027, DOC-GRP-030

	CPM-CONV-033
	The CPM Enabler SHALL allow the CPM User to accept/reject a request to add/modify/delete continuous Media to a 1-N CPM Session received from the other Participants.

The CPM Session SHALL be modified based on the group and provider’s policies, e.g.:

· CPM Session is only modified if all Participants accepted the request (group policy).
· CPM Session is only modified to those Participants who accepted the request.
	CPM V1.0
	DOC-GRP-030

DOC-GRP-031
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	Label
	Description
	Enabler Release
	XDM 2.1 Label

	CPM-GRP-001
	The CPM Enabler SHOULD allow an Authorized Principal to set or update values for parameters like group information and the CPM Group Membership Rules for a CPM Pre-defined Group.
	CPM V1.0
	ACP-001, ACP-002

	CPM-GRP-003
	The CPM Enabler MAY allow an Authorized Principal to search for CPM Group Sessions based on given criteria about the CPM Group Session.
	CPM V1.1
	DOC-GRP-050

	CPM-GRP-004
	The CPM Enabler MAY allow an Authorized Principal to view all or a subset of the CPM Group information (e.g. CPM Group Membership Rules, list of Participants, etc.) based on service provider policies.
	CPM V1.0
	No XDM impact

SP policy is out-of-scope for XDM.

	CPM-GRP-005
	The CPM Enabler MAY allow an Authorized Principal to create a CPM Pre-defined Group on behalf of another Principal and transfer ownership rights over the group to that Principal.
	CPM V1.1
	ACP-001, ACP-006

	CPM-GRP-006
	The CPM Enabler MAY allow the following continuous Media specific floor control: 

· Media burst control

based on the group’s policies. 
	CPM V1.0
	DOC-GRP-034
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	Label
	Description
	Enabler Release
	XDM 2.1 Label

	CPM-MAD-004
	The CPM Enabler SHALL allow a CPM User to have a common set of preference settings for all or a subset of his/her CPM Addresses.
	CPM V1.0
	GEN-014, GEN-015 GEN-16, FUNC-SHARE-001, -002,- 003,-004 and -005, ACP-12 and ACP-18
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