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[bookmark: _Toc229804581]Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

[bookmark: _Toc229804583]Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:

	Entity	Use definition #1 from [OMADICT]

	Interactive Service	Use definition from [OMADICT]

	Local Term	The definition description would be presented directly

DELETE THIS COMMENT >>

		Access Permissions

		Use definition in [XDM_RD].



		Chargeable Event

		Use definition in [Dict].



		History Information

		The information containing the details of XDM Operations performed on a particular XDM Document.



		Interface

		The common boundary between two associated systems. (Source: [Dict])



		Limited XQuery over HTTP

		The subset of XQuery functions that are used in OMA XDM Search requests.



		Primary Principal

		Use definition in [XDM_RD].



		Principal

		Use definition in [Dict].



		Reference Point

		Use definition in [Dict].



		Resource List Meta-Information

		A document describing the state of virtual subscriptions associated with a list subscription. (Source: [RFC4662])



		Resource List Server

		RLSes accept subscriptions to resource lists and send notifications to update subscribers of the state of the resources in a resource list. (Source: [RFC4662]) 



		XDMSs

		A logical entity to group XDMSs defined by the XDM enabler.



		XCAP Resource

		An HTTP resource representing an XML document, an element within an XML document, or an attribute of an element within an XML document that follows the naming and validation constraints of XCAP. (Source: [RFC4825])



		XDM Resource

		Use definition in [XDM_RD].



		XML Document Command Protocol

		An HTTP based protocol used to issue commands related to XDM Resource processing. 
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<< Add abbreviations as needed to the following table.    No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

		CPM

		Converged IP Messaging



		DM

		Device Management



		GAA

		Generic Authentication Architecture



		HTTP

		Hyper Text Transfer Protocol



		IETF

		Internet Engineering Task Force



		IM

		Instant Messaging



		IP

		Internet Protocol



		OMA

		Open Mobile 



		PoC

		Push to talk over Cellular



		RLMI

		Resource List Meta-Information



		RLS

		Resource List Server



		SIMPLE

		SIP for Instant Messaging and Presence Leveraging Extension



		SIP

		Session Initiation Protocol



		TLS 

		Transport Layer Security



		UE

		User Equipment



		XCAP

		XML Configuration Access Protocol



		XDCP

		XML Document Command Protocol



		XDM

		XML Document Management



		XDMC

		XML Document Management Client



		XDMS

		XML Document Management Server



		XML

		Extensible Markup Language



		XQuery

		XML Query



		OMA

		Open Mobile Alliance
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Architecture Document describes the features and architecture of the OMA XDM enabler.

[bookmark: _Toc49561953][bookmark: _Toc51144804][bookmark: _Toc512328858][bookmark: _Toc493666382][bookmark: _Toc503865642]<< Describe the high level architecture in greater detail than provided in section 1.  From a market perspective, this section should answer the following questions (in prose):

What is the purpose of this architecture?

What problems does this architecture solve?

DELETE THIS COMMENT >> 

[bookmark: _Toc160850338][bookmark: _Ref161456245][bookmark: _Toc229804598]Version 1.0

The XDM enabler defines a common mechanism that makes user-specific service-related information accessible to the service enablers that need it. XDM specifies how such information is represented in well-structured XML documents, as well as the common protocol for access and manipulation (e.g. created, modified, deleted, etc.) of such XML documents. 

The XDM Specification [XDM_Core] defines the features of the XDM enabler, which include the following:

· The common protocol, XCAP [RFC4825], by which Principals can store and manipulate their service-related data, stored in a network as XML documents. 

Documents accessed and manipulated via XCAP are stored in logical repositories in the network, called XDMS.  Each repository may be associated with a functional entity which uses its data to perform its functions.  

Each XML document stored in an XDMS is described as an Application Usage, which enables applications to use the document via XCAP.  The XDM enabler describes Application Usages which can be reused by multiple enablers and are stored in logical entities called Shared XDMSs. The documents defined by the XDM V1.1 enabler are as follows:

· URI List and Group Usage List documents stored in the Shared XDMS.

This section provides a high level, concise and informative description of the main functionality supported in the initial enabler or reference release version described in this AD.  The description should be brief, target length should be a few paragraphs.   When the enabler or reference release is finished, this description should be aligned with the final functionality.  

DELETE THIS COMMENT

[bookmark: _Toc160850339][bookmark: _Toc229804601]Version <x.y>2.0

The XDM V2.0 enabler defines new functionalities that extend XDM to support the OMA SIMPLE IM V1.0 and PoC V2.0 enablers.

To accommodate the needs of these enablers, the following functionalities are added in XDM V2.0: 

· Search for information in documents stored in an XDMS;

· Network to Network Interface to enable search and retrieval of information across multiple domains; and

· The SIP subscription/notification mechanism by which Principals can be notified of changes to XML documents.

XDM V2.0 inherits the Shared XDMS from XDM V1.0, but renames it as the Shared List XDMS [XDM_List] to accommodate several new documents that are stored in separate Shared XDMS logical entities:

· Group document stored in the Shared Group XDMS [XDM_Group]; 

· User Access Policy document stored in the Shared Policy XDMS [XDM_Policy]; and

· User Profile document stored in the Shared Profile XDMS [XDM_Profile].

The Group and User Access Policy document structures are based on those of the PoC Group and PoC User Access Policy documents [PoC_XDM], respectively. The XDM V2.0 enabler defines how to handle backwards compatibility with the PoC V1.0 enabler when the Shared Group XDMS and Shared Policy XDMS are introduced in the network.

This section should be included for each new major or minor version of the enabler or reference release covered in the AD.

It should provide a high level, concise and informative description of the new or modified functionality introduced in this version of the enabler or reference release covered in the AD, compared to the previous version.  The description should be brief, target length should be a few paragraphs.  When the enabler or reference release is finished, this description should be aligned with the final functionality differences.

DELETE THIS COMMENT

[bookmark: _Toc229804605]Version <x.y.z>2.1

The XDM V2.1 enabler defines new functionalities that extend XDM. Among those functionalities some are related to the requirements derived from other OMA Enablers (i.e. [OMA_CPM], [OMA_CAB] and [OMA_POC].

The following functionalities are added in XDM V2.1:

· Access permissions to define which Principals have rights to perform XDM functions to an XML document;

· Notifying Principals when their Access Permissions to a specific XDM Resource are changed;

· Document history management in order to capture some (or all) changes applied to an XML document;

· Restore operation which enables the authorized Principals  to restore the XML documents to one of its previous versions;

· Forwarding of an XML document by a Principal with appropriate permissions to other Principals;

· A Web Service based interface to manage XML documents stored in an XDMS.

· User Preferences Profiles which controls aspects of how a user perceives and receives services;

· Support for searching for active sessions;

· Document Share by Reference which enables authorized Principals to share the contents in an XML document with other Principals;

· An alternative mechanism to SIP to perform subscription to document changes and receive notifications indicating document creations, modifications and removals; and

· Extensions to User Access Policy and Group documents.

All “Shared xyz XDMS”s defined by the XDM enabler are renamed to “xyz XDMS”.

NOTE: XDM V2.1 inherits the Shared List XDMS, Shared Group XDMS, Shared Profile XDMS and Shared Policy XDMS from XDM V2.0, but renames them as the List XDMS, Group XDMS, Profile XDMS and Policy XDMS

This section should be included for each new service release covered with the AD.   It should describe at a high level the main changes made to the AD compared to the previous version.  The description should be brief, target length should be one paragraph.

DELETE THIS COMMENT





[bookmark: _Toc56839764][bookmark: _Toc90106599][bookmark: _Toc229804606]Architectural Model

The XDM Enabler defines a common mechanism that makes user-specific service-related information accessible to the service enablers that need it.

The architecture model is based on the requirements defined in [XDM_RD].

<< This section defines the enabler’s architectural model.  The model identifies: a) all internal functional components of this enabler, and b) all of the communication relationships between the components of this enabler and with other enablers and applications (including those specifications not defined by OMA).

This section SHOULD contain a diagram of the architecture.  Diagrams in this section should contain logical entities only and not conflate logical entities with physical entities.  However, mobile terminals and networks may be shown because of their potential relevance in the design of the architecture.  Figure 1, Figure 2 (or a combination of them, if considered appropriate), are illustrative examples of an architectural diagram and should be modified to reflect this architecture.

Working Groups SHOULD re-use functions specified by other enablers.  Working Groups should consult other Architecture Documents and Specifications to identify any of this architecture’s functionality (e.g. its systems, subsystems, interfaces and/or reference points, etc) that is already specified. 

This section MAY include an explanation and/or diagram to show how this architecture relates to the various views as defined in  “Inventory of Architectures and Services”.  This diagram and explanation, however, are optional.  

DELETE THIS COMMENT >>

[bookmark: _Toc229804612]

[bookmark: _Toc229804613]Dependencies

[bookmark: _Toc78874795][bookmark: _Toc80735595]The XDM Enabler depends on the following external functional entities:

· SIP/IP Core;

· Device Management Enabler [DM_ERELD];and 

· Charging Enabler [CHG_AD].



<< This section MUST enumerate all of the dependencies this architecture has.  Dependencies in this context include other enablers, specifications, etc. this enabler calls (i.e. re-uses).  Each dependency MUST include a reference to the document(s) that specifies the depdency.  All of these references MUST also be included in Section 2.1.

The enumeration would be along the lines of a list with entries such as

    - IMAP binary extension [RFC3516]

where the reference (e.g. RFC3516 in this example) would link to the fully qualifed reference in section 2.1 table.

If this architecture has no dependencies, then this section only needs to contain a statement as such.

DELETE THIS COMMENT >>

.

[bookmark: _Toc90106604][bookmark: _Toc229804621]Architectural Diagram

<< This section contains the architectural diagram for the enabler. . The examples in figures 1 and 2, along with the legend, describe the drawing conventions to be followed. In some cases (an example figure is not shown here) the resulting architecture diagram may contain combinations of interfaces and reference points.

DELETE THIS COMMENT >>



Figure 1: Example of the Architectural Diagram using interfaces



Figure 2: XDM ArchitectureExample of the Architectural Diagram usingreference points



[bookmark: _Toc56839768][bookmark: _Toc90106605][bookmark: _Toc229804622]Functional Components and Interfaces/reference points definition

1.1.1 [bookmark: _Toc228697365][bookmark: _Toc229804623]XDM Functional Entities

1.1.1.1 [bookmark: _Toc228697366][bookmark: _Toc229804624][bookmark: _Ref94935568]XDM Client

The XDMC is a client entity that provides access to the various XDMS features as described in Section 4.  An application implementing an XDMC may implement various subsets of those features, as required, subject to certain mandatory requirements described in [XDM_Core].

The XDMC can be implemented in both terminal and server entities. 

1.1.1.2 [bookmark: _Toc228697367][bookmark: _Toc229804625]Aggregation Proxy

The Aggregation Proxy is the single contact point for the XDMC implemented in a UE to access XML documents stored in any XDMS. The Aggregation Proxy performs the following functions:

· Performs authentication of the XDMC;

· Receives and routes individual XCAP requests to the correct XDMS or to the Cross-Network Proxy;

· Receives and routes individual search requests to the Search Proxy;

· Receives and routes individual XDCP requests to appropriate XDM entuty

· Optionally performs compression/decompression;

· Support secure data transfer between the Aggregation Proxy and the XDMC, using TLS or other means.

1.1.1.3 [bookmark: _Toc228697368][bookmark: _Toc229804626]Subscription Proxy

The Subscription Proxy is the contact point for the XDMC to subscribe for notification of changes in XML documents stored in any XDMS. The Subscription Proxy supports the following functions:

· Receives subscriptions for notification of changes in XML documents stored in any XDMS;

· Performs back-end subscriptions as an RLS as described in [RFC4662], using procedures defined in [IETF-XCAP_Diff_Event] for notification of changes in XML documents from a particular XDMS;

· Maps XCAP Resources to SIP addresses of appropriate XDMSs;

· Receives notifications from XDMS, and using RLMI as defined in [RFC4662] aggregates them prior to sending them to the XDMC;

· Sends aggregated notifications to the XDMC.



1.1.1.4 [bookmark: _Toc228697369][bookmark: _Toc229804627]Search Proxy

[bookmark: _Toc117473729][bookmark: _Toc84120313][bookmark: _Toc84121492]The Search Proxy is a server entity that performs the following functions:

· Receives search requests;

· Forwards search requests to a single or multiple instances of the XDMS and/or to the Cross-Network Proxy when appropriate;

· Receives search responses from a single or multiple instances of the XDMS and/or from the Cross-Network Proxy when appropriate;

· Combines search results from a single or multiple instances of the XDMS and/or also from the Cross-Network Proxy before sending responses to the XDMC;

· Sends search responses to the XDMC. 

1.1.1.5 [bookmark: _Toc228697370][bookmark: _Toc229804628]Cross-Network Proxy

The Cross-Network Proxy is the single contact point for the XDM enablers located in different networks to communicate over trusted connection. The Cross-Network Proxy performs the following functions:

· Performs authentication and authorization of the remote network;

· Receives and routes individual outgoing XCAP requests to the Cross-Network Proxy of the remote network;

· Routes individual outgoing search requests to the Cross-Network Proxy of the remote network;

· Receives and routes individual outgoing XDCP requests to the Cross-Network Proxy of the remote network;

· Receives and routes individual incoming XCAP requests to the Aggregation Proxy;

· Routes individual incoming search requests to the Search proxy;

· Receives and routes individual incoming XDCP requests to the Aggregation Proxy;

· Optionally performs compression/decompression;

· Support secure data transfer between Cross-Network Proxies using TLS or other means.

1.1.1.6 [bookmark: _Toc228697371][bookmark: _Toc229804629]List XDMS 

The List XDMS is a server entity that supports the following functions:

· Manages and supports content of URI List and Group Usage List XML documents;

· Restores URI List or Group Usage List XML document back to one of its previous versions;

· Performs authorisation of incoming SIP, XDCP and XCAP requests;

· Notifies subscribers of changes in XML documents;

· Stores the information about the operations performed on URI List and Group Usage List XML documents based on the preferences set by the user;

· Enforces Access Permissions for the URI List and Group Usage List XML documents;

· Provides aggregation of notifications of changes to multiple XML documents.

1.1.1.7 [bookmark: _Toc228697372][bookmark: _Toc229804630]Group XDMS

The Group XDMS is a server entity that supports the following functions:

· Manages and supports content of Group XML documents;

· Restores Group XML document back to one of its previous versions;

· Performs authorisation of incoming SIP, XDCP and XCAP requests;

· Notifies subscribers of changes in XML documents;

· Stores the information about the operations performed on Group XML documents based on the preferences set by the user;

· Enforces Access Permissions for the Group XML documents;

· Provides aggregation of notifications of changes to multiple XML documents;

· Provides search results.

1.1.1.8 [bookmark: _Toc228697373][bookmark: _Toc229804631]Profile XDMS

The Profile XDMS is a server entity that supports the following functions:

· Manages and supports content of User Profile XML documents;

· Restores User Profile XML document back to one of its previous versions;

· Performs authorisation of incoming SIP, XDCP and XCAP requests;

· Notifies subscribers of changes in XML documents;

· Provides aggregation of notifications of changes to multiple XML documents;

· Stores the information about the operations performed on User Profile XML documents based on the preferences set by the user;

· Enforces Access Permissions for the User Profile XML documents;

· Provides search results.

1.1.1.9 [bookmark: _Toc228697374][bookmark: _Toc229804632]Policy XDMS

The Policy XDMS is a server entity that supports the following functions:

· Manages and supports content of user access policy XML documents;

· Restores access policy XML document back to one of its previous versions;

· Performs authorisation of incoming SIP, XDCP and XCAP requests;

· Notifies subscribers of changes in XML documents;

· Stores the information about the operations performed on user access policy XML documents based on the preferences set by the user;

· Enforces Access Permissions for user access policy XML documents;

· Provides aggregation of notifications of changes to multiple XML documents.

1.1.1.10 [bookmark: _Toc228697375][bookmark: _Toc229804633]UPP Directory XDMS

The UPP Directory XDMS is a server entity that supports the following functions:

· Manages and supports content of  UPP Directory XML documents;

· Performs authorisation of incoming SIP, XDCP and XCAP requests;

· Notifies subscribers of changes in XML documents;

· Provides aggregation of notifications of changes to multiple XML documents.

1.1.2 [bookmark: _Toc84120315][bookmark: _Toc84121494][bookmark: _Toc228697376][bookmark: _Toc229804634][bookmark: _Toc88106654]Enabler specific Functional Entities 

Each of these functional entities is defined in the specifications for the enabler in question.

1.1.2.1 [bookmark: _Toc228697377][bookmark: _Toc229804635]Enabler specific XDMS

The enabler specific XDMSs are server entities that support the following functions:

· Manages XML documents, which are specific to the service enabler;

· Restores XML document, which are specific to the service enabler, back to one of its previous versions;

· Performs authorisation of incoming SIP, XDCP and XCAP requests;

· Provides aggregation of notifications of changes to multiple documents stored on the enabler specific XDMS;

· Notifies subscribers of changes to the enabler specific documents stored in the network;

· Provides search results if applicable.

· Stores the information about the operations performed on the enabler specific documents based on the preferences set by the user;

· Enforces Access Permissions for XDM documents stored on the enabler specific XDMS

1.1.2.2 [bookmark: _Toc88106658][bookmark: _Toc228697378][bookmark: _Toc229804636]Enabler specific Server

The functionality of the enabler specific Servers are defined in the specifications for the enabler in question.

1.1.3 [bookmark: _Toc80497472][bookmark: _Toc228697379][bookmark: _Toc229804637]External Functional Entities Providing Services to XDM

1.1.3.1 [bookmark: _Toc228697380][bookmark: _Toc229804638]SIP/IP Core

The SIP/IP Core is a network of servers, such as proxies and/or registrars, which perform a variety of services in support of the XDM Service, such as routing, authentication, compression, etc.  The specific features offered by different types of SIP/IP Core networks will depend on the particulars of those networks.  

When the SIP/IP Core is realized using IMS, the OMA XDMSs utilizes the capabilities of IMS as specified in 3GPP [3GPP-TS_23.228] and 3GPP2 [3GPP2-X.S0013-002], respectively.   In such cases the SIP/IP Core performs the following additional functions in support of the XDM Service:

· Routes the SIP signalling between the XDMC, Subscription Proxy and the XDMSs;

· Provides discovery and address resolution services; 

· Supports SIP compression;

· Performs a certain type of authorization of the XDMC based on user’s service profile;

· Maintains the registration state; 

· Provides charging information.

1.1.3.2 [bookmark: _Toc228697381][bookmark: _Toc229804639]Device Management Server

The Device Management Server performs the following functions:

· Initializes and updates the configuration parameters necessary for the XDMC, by using mechanisms specified in [DM_Bootstrap] and [DM_ERELD].

1.1.3.3 [bookmark: _Toc228697382][bookmark: _Toc229804640]Device Management Client

The Device Management Client performs the following functions in support of an XDMC residing in a UE:

Receives the initial configuration parameters and the updated parameters needed for XDM service sent by the Device Management Server, by using mechanisms specified in [DM_Bootstrap] and [DM_ERELD].

1.1.3.4 [bookmark: _Toc228697383][bookmark: _Toc229804641]Charging Enabler

The OMA Charging Enabler [Charging_AD] coordinates charging data triggers and flow from OMA enablers into an underlying charging infrastructure, supporting on-line and off-line charging.  XDM entities that may optionally report Chargeable Events are:

· Aggregation Proxy;

· Subscription Proxy;

· Search Proxy;

· XDM enabler defined XDMSs (i.e. Profile XDMS, Group XDMS, Policy XDMS, and List XDMS and UPP Directory XDMS);

· Enabler specific XDMSs.

1.1.4 [bookmark: _Toc228697384][bookmark: _Toc229804642]Description of XDM Reference Points

1.1.4.1 [bookmark: _Toc228697385][bookmark: _Toc229804643]Reference Point XDM-1: XDMC – SIP/IP Core

The XDM-1 reference point supports the communication between the XDMC and the SIP/IP Core network. The protocol for the XDM-1 reference point is SIP. 

The XDM-1 reference point provides the following functions:

· Subscription to the modification of any XDM documents;

· Notification of the modification of any XDM documents.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the XDM-1 reference point conforms to the ISC reference point for XDMCs implemented in a server entity and to the Gm reference points for XDMCs implemented in a terminal entity as specified in [3GPP-TS_23.002] [3GPP2-X.S0013-000].

1.1.4.2 [bookmark: _Toc228697386][bookmark: _Toc229804644]Reference Point XDM-2: XDMSs – SIP/IP-Core

The XDM-2 reference point supports the communication between the XDMSs (i.e. Profile XDMS, Group XDMS, Policy XDMS, List XDMS and UPP directory XDMS) and the SIP/IP Core. The protocol for the XDM-2 reference point is SIP.

The XDM-2 reference point provides the following functions:

· Subscription to the modification of XML documents handled by a particular XDM enabler defined  XDMS;

· Notification of the modification of XML documents handled by a particular XDM enabler defined XDMS.

[bookmark: _Toc80497478]When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the XDM-2 reference point conforms to the ISC reference point [3GPP-TS_23.002] [3GPP2-X.S0013-000].

1.1.4.3 [bookmark: _Toc228697387][bookmark: _Toc229804645]Reference Point XDM-3: XDMC – Aggregation Proxy

The XDM-3 reference point is between the XDMC and the Aggregation Proxy. The protocols for the XDM-3 reference point are XCAP and XDCP.

The XDM-3 reference point provides the following functions:

· XML document management of XML documents (e.g. create, modify, retrieve, delete, restore) handled by any XDMS;

· History Information management for XDM documents (e.g. retrieve the History Information related to a XML document);

· Access Permissions management for XDM documents handled by any XDMS;

· History function related preferences management (e.g. enable/disable History function) for XDM documents handled by any XDMS;

· Mutual authentication between XDMC and Aggregation Proxy;

· Optional compression.

When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, then the XDM-3 reference point conforms to the Ut reference point [3GPP-TS_23.002] [3GPP2-X.S0013-000].

1.1.4.4 [bookmark: _Toc228697388][bookmark: _Toc229804646]Reference Point XDM-4: Aggregation Proxy – XDMSs

The XDM-4 reference point is between the Aggregation Proxy and the XDM enabler defined XDMSs. The protocols for the XDM-4 reference point are XCAP and XDCP.  

The XDM-4 reference point provides the following functions:

· XML document management (e.g. create, modify, retrieve, delete, restore) of XML documents handled by a particular XDMS;

· History Information management for XDM documents (e.g. retrieve the History information related to a XML document);

· Access Permissions management for XDM documents handled by any XDMS.

· History function related preferences management (e.g. enable/disable History function) for XDM documents handled by particular XDMS.

1.1.4.5 [bookmark: _Toc228697389][bookmark: _Toc229804647]Reference Point XDM-5: XDMC – Aggregation Proxy

The XDM-5 reference point is between the XDMC and the Aggregation Proxy. The protocol for the XDM-5 reference point is Limited XQuery over HTTP [XDM_Core].  

The XDM-5 reference point provides the following functions:

· Searching information from XML documents stored in any XDMS;

· Searching information from History Information documents stored in any XDMS;

· Mutual authentication of search requests between XDMC and Aggregation Proxy;

· Optional compression.

When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, then the XDM-5 reference point conforms to the Ut reference point [3GPP-TS_23.002] [3GPP2-X.S0013-000].

1.1.4.6 [bookmark: _Toc228697390][bookmark: _Toc229804648]Reference Point XDM-6: Aggregation Proxy – Search Proxy

The XDM-6 reference point is between the Aggregation Proxy and the Search Proxy. The protocol for the XDM-6 reference point is Limited XQuery over HTTP [XDM_Core].  

The XDM-6 reference point provides the following functions:

· Searching information from XML documents stored in any XDMS;

· Searching information from History Information documents stored in any XDMS.

1.1.4.7 [bookmark: _Toc228697391][bookmark: _Toc229804649]Reference Point XDM-7: Search Proxy – XDMSs

The XDM-7 reference point is between the Search Proxy and the XDM enabler defined XDMSs. The protocol for the XDM-7 reference point is Limited XQuery over HTTP [XDM_Core].  

The XDM-7 reference point provides the following functions:

· Searching information from XML documents stored in either the Group XDMS or the Profile XDMS,

· Searching information from History Information documents stored in the Group XDMS or in the Profile XDMS

1.1.4.8 [bookmark: _Toc228697392][bookmark: _Toc229804650]Reference Point XDM-8: Aggregation Proxy – Cross-Network Proxy

The XDM-8 reference point is between the Aggregation Proxy and the Cross-Network Proxy. The protocols for the XDM-8 reference point are XCAP and XDCP. 

The XDM-8 reference point provides the following functions:

· Forwarding of requests/responses to the Cross-Network Proxy.

1.1.4.9 [bookmark: _Toc228697393][bookmark: _Toc229804651]Reference Point XDM-9: Search Proxy – Cross-Network Proxy 

The XDM-9 reference point is between the Search Proxy and the Cross-Network Proxy. The protocol for the XDM-9 reference point is Limited XQuery over HTTP. 

The XDM-9 reference point provides the following functions:

· Forwarding of search requests/responses between the Search Proxy and the Cross-Network Proxy.

1.1.4.10 [bookmark: _Toc228697394][bookmark: _Toc229804652]Reference Point XDM-10: Subscription Proxy – SIP/IP Core

The XDM-10 reference point supports the communication between the Subscription Proxy and the SIP/IP Core network. The protocol for the XDM-10 reference point is SIP. 

The XDM-10 reference point provides the following functions:

· Subscription to the modification of any XML documents;

· Notification of the modification of any XML documents;

· Back-end subscription to the modification of XML documents handled by a particular XDMS;

· Notification of the modification of XML documents handled by a particular XDMS.

When SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the XDM-10 reference point conforms to the ISC reference point as specified in [3GPP-TS_23.002] [3GPP2-X.S0013-000].

1.1.4.11 [bookmark: _Toc228697395][bookmark: _Toc229804653]Reference Point IP-1: SIP/IP Core – SIP/IP Core of remote network

The IP-1 reference point supports the communication between the SIP/IP Core network and an XDMS in the remote network via the SIP/IP Core of the remote network. The protocol for the IP-1 reference point is SIP.

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the IP-1 reference point conforms to the Mw reference point as specified in [3GPP-TS_23.002] [3GPP2-X.S0013-000].

1.1.4.12 [bookmark: _Toc228697396][bookmark: _Toc229804654]Reference Point NNI-1: Cross-Network Proxy – Cross-Network Proxy of remote network

The NNI-1 reference point supports the communication between XDM enablers in different domains connected via Cross-Network Proxies. The protocols for the NNI-1 reference point are XCAP, XDCP and Limited XQuery over HTTP transported using any secure protocol or connection e.g. TLS.

1.1.5 [bookmark: _Toc228697397][bookmark: _Toc229804655]Description of Enabler specific Reference Points

1.1.5.1 [bookmark: _Toc228697398][bookmark: _Toc229804656]Reference Points: “Enabler specific XDMS” – SIP/IP-Core

Each of these reference points are named by and defined in the specifications for the enabler in question. 

They support the communication between an enabler specific XDMS and the SIP/IP Core network. 

The protocol for the reference points is SIP.

These reference points provide the following functions:

· Subscription to the modification of enabler specific XML documents;

· Notification of the modification of enabler specific XML documents.

1.1.5.2 [bookmark: _Toc228697399][bookmark: _Toc229804657]Reference Points: “Enabler specific Server” – SIP/IP-Core

Each of these reference points are named by and defined in the specifications for the enabler in question. 

They support the communication between an enabler specific Server and the SIP/IP Core network. The protocol for the reference points is SIP. 
These reference points provide the following functions:

· Subscription to the modification of enabler specific XML documents;

· Notification of the modification of enabler specific XML documents.

1.1.5.3 [bookmark: _Toc228697400][bookmark: _Toc229804658]Reference Points: Aggregation Proxy – “Enabler specific XDMS”

Each of these reference points are named in the specification for the enabler in question and owned by it. The basic XML Document Management requirements for the reference points are described in [XDM_Core].The enabler unique requirements for the reference points are described in the corresponding enabler specification".

The protocols for these reference points are XCAP and XDCP.

These reference points provide the following functions:

· “Enabler specific” XML document management (e.g. create, modify, retrieve, delete, restore).

· History Information management for XDM documents (e.g. retrieve the History information related to a XML document);

· Access Permissions management for XDM documents handled by any XDMS.

1.1.5.4 [bookmark: _Toc228697401][bookmark: _Toc229804659]Reference Points: XDMSs – “Enabler Specific Server”

Each of these reference points are named in the specification for the enabler in question and owned by it. The requirements for the reference points are described in [XDM_Core] and in the enabler specific specification.

The protocols for the reference points are XCAP and XDCP

They provide the one or more of the following functions:

· Retrieval of URI Lists in List XDMS;

· Retrieval of group data in Group XDMS;

· Retrieval of user profile data in Profile XDMS;

· Retrieval of user access policy data in Policy XDMS.

· Retrieval of User Preferences Profiles Meta data stored in UPP Directory XDMS.

1.1.5.5 [bookmark: _Toc228697402][bookmark: _Toc229804660]Reference Points: “Enabler specific XDMS” – “Enabler specific Server”

[bookmark: _Toc80497479]Each of these reference points are named by and defined in the specifications for the enabler in question.

The protocol for the reference points is defined in the specifications for the enabler in question.

They provide the following function:

· Transfer of enabler specific data from the enabler specific XDMS to the enabler specific server.

1.1.5.6 [bookmark: _Toc228697403][bookmark: _Toc229804661]Reference Points: “Search Proxy” – “Enabler specific XDMSs”

Each of these reference points are named by and defined in the specifications for the enabler in question. The protocol for these reference points is Limited XQuery over HTTP [XDM_Core].  

They provide the following functions:

· Searching enabler specific information from XML documents stored in the enabler specific XDMS.

1.1.5.7 [bookmark: _Toc228697404][bookmark: _Toc229804662]Reference Points: “Enabler specific Server” – “Aggregation Proxy”

Each of these reference points are named in the specification for the enabler in question and owned by it. The basic XML Document Management requirements for the reference points are described in [XDM_Core]. The enabler unique requirements for the reference points are described in the corresponding enabler specification".

The protocols for these reference points are XCAP and XDCP.

These reference points provide the following functions:

· “Enabler specific” XML document management (e.g. create, modify, retrieve, delete) in a remote network.

1.1.6 [bookmark: _Toc228697405][bookmark: _Toc229804663]Description of External Reference Points Providing Services to XDM

1.1.6.1 [bookmark: _Toc228697406][bookmark: _Toc229804664]Reference Point DM-1: DM Client – DM Server

The DM-1 reference point is described in [DM_Bootstrap] and [DM_ERELD]. The XDM enabler defines the XDM configuration object(s).

1.1.6.2 [bookmark: _Toc228697407][bookmark: _Toc229804665]Reference Point CH-1/CH-2: Charging Enabler – Charging Enabler Users

The XDM CH-1/CH-2 Reference Points consist of the CH-1 and CH-2 Charging Enabler Interfaces. The CH-1 and CH-2 Interfaces are described in [Charging_AD].

The functional entities of Aggregation Proxy, Subscription Proxy, Search Proxy, XDM enabler defined XDMS (i.e., Profile XDMS, Group XDMS, Policy XDMS, List XDMS and UPP Directory XDMS) act as Charging Enabler users [Charging_AD].  Figure 2 shows the Reference Points between these entities and the charging enabler. Two Interfaces are currently supported by the Charging Enabler, CH-1 for offline charging and CH-2 for on line charging. These are described in [Charging_AD].



[bookmark: _Toc212455768][bookmark: _Toc229804737]Figure 1: Support of charging through the OMA Charging Enabler



<< This section describes all of the architecture’s functional components and the specified interfaces and/or reference points. 

As a general guidance, the Architecture Document SHOULD define interfaces, wherever possible. 

Each of the components should be described in a separate subsection and MUST contain at least the following information:

Name

Description

Responsibility (e.g. what does the component do/perform)

Each component SHOULD have at least one interface or at least one reference point that can be used by some other functional component, enabler, application, etc.

All of the interfaces and/or the reference points should be described in this section. 

Interfaces and reference points MUST be described in a language-independent way.

Each interface description MUST include at least the following information:

Name

Description

Entity that exposes the interface

[bookmark: _Toc56839770]Each reference point description MUST include at least the following information:

Name

Description of all the functions exposed between the two entities

The two entities that are linked by this reference point

Each reference point description SHOULD include the following information:

Name of each interface included in the reference point

Description of each interface included in the reference point

Interface/reference point naming convention: 

The name of an interface/reference point consists of a minimal number of characters (e.g. no longer than the WID's registered name), followed by a dash, followed by a running number (starting at “1” and counting upwards in steps of 1 for each new interface/reference point).  Each work group decides about the character(s) for their interfaces/reference point as long as there is no duplication with already existing names (work groups can consult ARC to confirm).  Names should be chosen in an intuitive way to allow easy recognition of the interface/reference point.  Some examples are:

     B-1	B stands for “Browsing”

     POC-5	POC stands for “Push to Talk over Cellular”

     MMS-7	MMS stands for “Multimedia Messaging”

Interface re-use convention: In case an interface from another enabler is re-used (e.g. exactly as is, as a profiled subset, or extended with additional Attribute Value Pairs), the interface name is that of the other enabler.  That is, the interface name does not change, since the interface does not fundamentally change.  The interface structure and placement of parameters and/or AVPs are already defined as part of the other enabler.

Reference points re-use convention: 

 In case a reference point from another enabler is re-used (i.e. all of its interfaces, and the two entities, as originally defined, linked through the reference point) then, the reference point name is that of the other enabler.  That is, the reference point name does not change, since the reference point does not fundamentally change.  The reference point structure and placement of parameters and/or AVPs are already defined as part of the other enabler.



Detailed recommendations on how to re-use reference points may be found in the “Architecture Best Practices” document.



Graphical representation convention:

Reference points are depicted as a line and interfaces are depicted as an arrow. 
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[bookmark: _Toc229804666]Security Considerations

The XDMC is to be authenticated prior to accessing the XDM service as specified in [XDM_Core]. TLS is used as specified in [RFC4825] in order to provide integrity and confidentiality protection to the exchanged messages. HTTP Digest is the default authentication mechanism as specified in [RFC4825].

For a 3GPP realisation the Generic Authentication Architecture (GAA) can be used as an underlying network mechanism as specified in [3GPP-TS_33.222].

[bookmark: _Toc228697409][bookmark: _Toc229804667]Backward compatibility towards the XDM Enabler version 1.1 and the PoC Enabler version 1.0.

The following deployment scenarios are supported for the purpose of backward compatibility:

Scenario A) where:

· The XDM Enabler version 1.1 [XDM_ERELD-V1_1] is replaced with the XDM Enabler version 2.0 [XDM_ERELD-V2_0]. The PoC Enabler version 1.0 [PoC_ERELD-V1_0] is replaced with the PoC Enabler version 2.0 [PoC_ERELD-V2_0]. The PoC Enabler version 2.0 shares Group and User Access Policy documents in Shared Group XDMS and Shared Policy XDMS, with other enablers (e.g., SIMPLE IM Enabler version 1.0 [IM_ERELD-V1_0]);

· The XDM version 1.1 clients implemented in a PoC version 1.0 compliant UE are supported for the purpose of backward compatibility;

· The XDM version 1.1 clients implemented in a PoC version 1.0 compliant PoC Application Server are not supported, as the PoC Enabler is upgraded to version 2.0;

· The XDM version 2.0 clients implemented in a PoC version 2.0 compliant UE are supported;

· The XDM version 2.0 clients implemented in a PoC version 2.0 compliant PoC Application Server are supported.

In order to support the above Scenario A),

· The Aggregation Proxy supports also via the Reference Point XDM-4 the Reference Point PoC-7 [PoC_AD-V1_0] to route the PoC group or PoC user access policy document requests to Shared Group XDMS or Shared Policy XDMS respectively;

· The Shared Group XDMS supports also via the Reference Point XDM-2 the Reference Point PoC-6 [PoC_AD-V1_0] to process the PoC group documents SIP requests and to generate corresponding responses and to generate SIP requests and to process corresponding responses as if it is PoC XDMS [PoC_AD-V1_0];

· The Shared Group XDMS supports also via the Reference Point XDM-4 the Reference Point PoC-7 [PoC_AD-V1_0] to process the PoC group documents requests and to generate corresponding responses as if it is PoC XDMS [PoC_AD-V1_0];

· The Shared Policy XDMS supports also via the Reference Point XDM-2 the Reference Point PoC-6 [PoC_AD-V1_0] to process the PoC user access policy document SIP requests and to generate corresponding responses and to generate SIP requests and to process corresponding responses as if it is PoC XDMS [PoC_AD-V1_0];

· The Shared Policy XDMS supports also via the Reference Point XDM-4 the Reference Point PoC-7 [PoC_AD-V1_0] to process the PoC user access policy document requests and to generate corresponding responses as if it is PoC XDMS [PoC_AD-V1_0];

· The XDM version 1.0 clients implemented in a PoC version 1.0 compliant UE are able to make requests through the Reference Point XDM-3 to access the PoC group or PoC user access policy documents in Shared Group XDMS or Shared Policy XDMS, as if they reside in PoC XDMS.

Scenario B) are where:

· The XDM Enabler version 1.1 [XDM_ERELD-V1_1] is replaced with the XDM Enabler version 2.0 [XDM_ERELD-V2_0] due to other enablers (e.g., SIMPLE IM version 1.0 [IM_ERELD-V1_0]) than PoC Enabler version 1.0 [PoC_ERELD-V1_0]. However, the PoC Enabler version 1.0 remains as it is. The PoC Enabler version 1.0 does not share PoC group or PoC user access policy documents with other enablers, but keep those in PoC XDMS [PoC_AD-V1_0];

· The XDM version 1.1 clients implemented in a PoC version 1.0 compliant UE are supported for the purpose of backward compatibility;

· XDM version 1.1 clients implemented in a PoC version 1.0 compliant PoC Application Server are supported for the purpose of backward compatibility;

· The XDM version 2.0 clients implemented in a PoC version 2.0 compliant UE are supported.;

· XDM version 2.0 clients implemented in a PoC version 2.0 compliant PoC Application Server are not supported as the PoC Enabler remain as version 1.0.

In order to support the above Scenario B), 

· The Aggregation Proxy supports also via the Reference Point XDM-4 the Reference Point PoC-7 [PoC_AD-V1_0] to route the PoC group or PoC user access policy documents requests to PoC XDMS;

· The XDM version 2.0 clients implemented in a PoC version 2.0 compliant UE are able to use their embedded PoC version 1.0 functions to make requests through the Reference Point XDM-3 to access the PoC group or PoC user access policy documents in PoC XDMS.



<<Describe security functionalities based on security requirements defined in corresponding Requirement Document. 

Security functionalities should address and consider at least the following features:

Authentication

Authorization

Data integrity

Confidentiality

Non-repudiation
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<< The objective of this section is to describe the high-level logical flows between the architectural entities. 

o	These flows should just serve for a better understanding of the architecture. Therefore it is recommended to add a minimum number of flows, which should be very high-level.
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If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.
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A.1.1.1 More Headers

<More text>
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