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1 Reason for Change

This CR tries to address the comments given by REQ to the 
OMA-REQ-2009-0108-INP_XDM_V2_1_RD_for_socialization
 in 
OMA-REQ-2009-0114-Comments_to_XDM_V2_1_RD_for_socialization.
The comments were for clarity given in the form of a normal review contribution. 
REQ WG expects the comments to be addressed but as they are only comments during socialization no formal overhead is needed.

The comments are for easy referencing copied here below:

	ID
	Open Date
	Type
	Section
	Description
	Status

	A001
	2008.05.28
	E
	2.1
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: Due to the removal of GEN-013, the items below can be deleted 

Proposed Change: Delete  the reference to [3GPP-TS_29.199-1]
	Status: Solved by

Change 1

	A002
	2008.05.28
	E
	3.2
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: Due to the removal of GEN-013, the items below can be deleted 

Proposed Change: Delete  the definition of Web Services
	Status: Solved by

Change 
2

	A003
	2008.05.28
	E
	5.3
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: Due to the removal of GEN-013, the items below can be deleted 

Proposed Change: Delete  the The last bullet in “5.3 Version 2.1”, i.e.:

“A Web Service based interface to manage XDM Documents stored in an XDMS.”
	Status: Solved by

Change 3


	A004
	2008.05.28
	E
	5.3
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: Typo 

Proposed Change: “To accommodate the needs of these enablers”
	Status: Solved by

Change 3


	A005
	2008.05.28
	E
	6.2
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: XDM 2.1 has not modules (due the fact that the work started before the modules were introduced)

Proposed Change: Delete the “General” module for GEN-XXX reqs
	Status: Solved by

Change 4


	A006
	2008.05.28
	E
	6.2
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: The deleted GEN-013 has to be marked as indicated below):

Proposed Change: 

“Deleted” has to be in the third column instead of “XDM 2.1”
	Status: Solved by

Change 4


	A007
	2008.05.28
	E
	6.2.7.9
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: XDM 2.1 has not modules (due the fact that the work started before the modules were introduced)

Proposed Change: Delete the modules indicated for reqs
	Status: Solved by

Change 5


	A008
	2008.05.28
	E
	6.2.14
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: add the column for Module to the req
Proposed Change: Fix the typo
	Status: Solved by

Change 7


	A009
	2008.05.28
	E
	6.3.2
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: in the reqs below, there words “User Profile” are used instead of “User Profile XDM Document”:

- DOC-USP-003

- DOC-USP-004

- DOC-USP-005

- DOC-USP-037

- DOC-USP-038
Proposed Change: Change “User Profile” into “User Profile XDM Document”
	Status: Solved by

Change 8


	A010
	2008.05.28
	E
	6.3.3
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: there are two occourrence of “XDMocument” to be change into “XDM Document”
Proposed Change: Fix the typo
	Status: Solved by

Change 9


	A011
	2008.05.28
	E
	Appendix C
	Source: REQ Chair
Form: OMA-REQ-2009-0114
Comment: change into permanent text the Editor’s Notes at the beginning of the Appendix

Proposed Change: Fix the Editorial
	Status: 
Not changed as was agreed in current form the formal RD review.

	A012
	2008.05.28
	E
	Appendix D
	Source: REQ Chair
Form: OMA-REQ-2009-0114
Comment: change into permanent text the Editor’s Notes at the beginning of the Appendix

Proposed Change: Fix the Editorial
	Status: Not changed as was agreed in current form in the formal RD review


	A012bis
	2008.05.28
	T
	3.2
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: “User Profile” definition is marked TBD

Proposed Change: Introduce a definition (Please note that there is a definition of “User Profile” in the OMA Dictionary that reads “It is the set of information, including the user identity, personal information, personal prefences, necessary to provide a user with a consistent, personalised service environment, irrespective of the user’s location or the terminal used (within the limitations of the terminal and the serving network).”)
	Status: Solved by

Change 2


	A013
	2008.05.28
	T
	6.2.8
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: what does it mean the Editor’s Note in ACP-006 ? Does it mean that this req has to be marked as “Future release”?

Proposed Change: Clarify the meaning of “Editor’s Note: How to assign the create permission is FFS”
	Status: Solved by

Change 6


	A014
	2008.05.28
	T
	6.2.8
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: The ACP-009 req (“Forward”) is marked as “Future”, Whilst the corresponding reqs on section “6.2.7.6 Forward” are for XDM 2.1. Is this an inconstency?

Proposed Change: Is this an inconstency?
	Status: Solved by

Change 6


	A015
	2008.05.28
	T
	6.3.3
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: Accordingly to the other reqs, the indication PoC in DOC-GRP-041 and DOC-GRP-043 should be as an example
Proposed Change: The DOC-GRP-041 may be:

32) Crisis Event handling entity address: This identifies the address of the entity handling Session Control for Crisis Handling (e.g. the address of PoC Session Control for Crisis Handling).
	Status: Solved by

Change 10 and Change 2


	A016
	2008.05.28
	T
	6.3.3
	Source: REQ Chair

Form: OMA-REQ-2009-0114

Comment: Accordingly to the other reqs, the indication PoC in DOC-GRP-041 and DOC-GRP-043 should be as an example
Proposed Change: The DOC-GRP-043 may be:

b) The group session is released or not released when the maximum media inactivity timeout expires (e.g. for PoC speech).
	Status: Solved by

Change 10



Comments to A013: The editor’s note can be removed. It was added during the RD review with CR OMA-PAG-2009-0052R01-CR_XDM2_1_RDRR_A124_A125 so note it is not related to the changes socialized. 
The editor’s note can be removed as the requirement is included in the ongoing specification work for XDM 2.1. See e.g. OMA-PAG-2009-0082-INP_XDM_2.1_AD_0072_Item_1.
Comments to A014: It is any inconsistency. The CR OMA-PAG-2009-0001R01-CR_XDM2_1_RDRR_A068 (solving the RD review comment A068) marked the requirements in section 6.2.7.6 as “XDM 2.1”. 
Note that requirement ACP-017 in OMA-RD-XDM-V2_1-20090514-D is also marked “XDM 2.1” but the forwarding related requirement ACP-009 for Access Permission was never addressed by any CR. 
As the ACP-009 requirement is included in the ongoing specification work for XDM 2.1 it can be marked as “XDM 2.1”.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree on proposed changes and update XDM 2.1 AD as described in section 6
6 Detailed Change Proposal

Change 1:  Modify section 2.1. Normative References
	[RFC3261]
	IETF RFC 3261 “SIP: Session Initiation Protocol”, J. Rosenberg, et al, June 2002,                                      URL: http://www.ietf.org/rfc/rfc3261.txt

	[RFC3986]
	IETF RFC 3986 “Uniform Resource Identifier (URI): Generic Syntax”, T. Berners-Lee, R. Fielding, L. Masinter, January 2005,                                                                                                                                   URL: http://www.ietf.org/rfc/rfc3986.txt

	
	

	
	


Change 2:  Modify section 3.2 Definitions
	Media Burst Control
	A mechanism that arbitrates requests from Clients for the right to send media in half-duplex communication.

	Offline Communication Storage
	A data storage where communication sessions can be stored when the User is offline (e.g. User has not registered to the communication service).

	
	

	Pre-arranged Group
	A persistent Group that has an associated set of Group Members.  The establishment of a Group Session to a Pre-arranged Group results in all Group Members being invited.

	Primary Principal
	The Primary Principal is the User associated with the XCAP User Identity, which defines where the document resides.

	Principal
	Use definition in [Dict]

	Quality of Experience
	A communications session property associated with a set of well-defined QoS and prioritization parameters and overload behaviors.

	Service Provider
	Use definition in [Dict]

	Session Control for Crisis Handling
	A service providing the means to enforce high enough priority in the network to serve a session for end user groups with more mission critical requirements in applications such as public safety, private safety and national security

	Subscriber
	An entity (e.g. a user) that is engaged in a Subscription with a service provider. (Source [Dict])

	URI List
	A collection of URIs put together for convenience.  

	User
	An entity which uses services. Example: a person using a device as a portable telephone. (Source [Dict])

	User Address
	A User Address identifies a User. The User Address can be used by one User to request communication with other Users.  (Source: [PoC_CP]).

	User Preferences Profile
	Use definition in [CPM_RD]

	User Preferences Profile Identifier
	An identifier (e.g. “work”, “home”) associated with a particular User Preferences Profile that is unique within the scope of a Primary Principal.

	User Profile
	A set of personal information provided by a User and made available to other Users for e.g. search for new contacts.
NOTE: this definition differs from the definition in [Dict]..

	
	

	XDM Document
	A resource representing an XML document.

	XDM Document Part
	A resource representing an element within an XML document, or an attribute of an element within an XML document.

	XDM Resource
	A term used to refer to both XDM Document and XDM Document part.


Change 3:  Modify section 5.3 Version 2.1
7.1 Version 2.1

The XDM V2.1 enabler defines new functionality that extends XDM to support the OMA Converged IP Messaging (CPM) and OMA Converged Address Book (CAB) enablers.

To accommodate the needs of these enabler, the following functionality is added in XDM V2.1:

· Access permissions to define which Principals have rights to perform XDM functions to an XDM Resource;

· Document history management in order to capture some (or all) changes applied to an XDM Document; and
· Forwarding of an XDM Resource document by a Principal with appropriate permissions to other principals.
· 
Change 4:  Modify section 6.2 High-Level Functional Requirements
	Label
	Description
	Release
	Functional module

	GEN-001
	The end-user SHALL be able to store his per-user information (e.g., URI Lists) in the network.
	XDM 1.1
	

	GEN-002
	Such information SHALL be stored as one or more XDM Documents described in an extensible and platform-neutral format.
	XDM 1.1
	

	GEN-003
	Each XDM Resource SHALL be identified by at least one globally unique identifier - i.e., a URI according to [RFC3986].
	XDM 1.1
	

	GEN-004
	The XDM Enabler SHALL allow an authorized Principal to access and manage stored XDM Resource s from any capable device type over any capable network.
	XDM 1.1
	

	GEN-005
	Data consistency of information stored in the XDM Enabler SHALL be ensured, particularly if simultaneous access by multiple authorized end-users and/or multiple devices is allowed.
	XDM 1.1
	

	GEN-006
	There SHALL be one and only one Primary Principal of a XDM Document.
	XDM 1.1
	

	GEN-007
	The XDM Enabler SHALL allow a Principal to retrieve a list of all stored XDM Documents for which the Principal is the Primary Principal.
	XDM 1.1
	

	GEN-008
	The XDM Enabler SHALL allow a Principal to retrieve a list of all stored XDM Documents for which the Principal is the Primary Principal per type of service (e.g., all XDM Documents related to his PoC service).
	XDM 1.1
	

	GEN-009
	It SHOULD be possible to provision the XDM Client using existing OMA Device Management and Provisioning Enablers.
	XDM 1.1
	

	GEN-010
	XDM Documents SHALL support multiple character sets.
	XDM 1.1
	

	GEN-011
	The XDM Enabler SHALL support interfaces that are access technology neutral.
	XDM 1.1
	

	GEN-012
	The XDM Enabler SHALL provide a single contact point for all XDM Clients to access XDM Documents managed by the XDM Enabler.
	XDM 1.1
	

	GEN-013
	The XDM Enabler SHALL provide a Web Service based interface to manage XDM Documents stored in the XDM Enabler.
	Deleted
	

	GEN-014
	The Service Provider SHALL be able to specify that a Principal is an Alias Principal.
	XDM 2.1
	

	GEN-015
	The XDM Enabler SHALL support that an Alias Principal shares all XDM Documents associated with the associated Principal.
	XDM 2.1
	

	GEN-016
	XML document management operations performed on the Alias Principal’s XDM Documents SHALL produce the same result as operations performed on XDM Documents  belonging to the associated Principal.
	XDM 2.1
	


Change 5:  Modify section 6.2.7.9  Search
	Label
	Description
	Release
	Functional module

	FUNC-SRCH-001
	The XDM Enabler MAY support search for information within XDM Documents.
	XDM 2.0
	

	FUNC-SRCH-002
	It SHALL be possible to search for the existence of certain content (e.g., the identifier of a User) in an XDM document.
	XDM 2.0
	

	FUNC-SRCH-003
	It SHALL be possible to search for the existence of an XDM Document based on meta-data associated with the XDM Document.
	Future release
	

	FUNC-SRCH-004
	It SHALL be possible for a User performing a search and for the Service Provider to limit the number of search results.
	XDM 2.0
	

	FUNC-SRCH-005
	It SHALL be possible to search XDM Documents hosted by the Service Provider. 
	XDM 2.0
	

	FUNC-SRCH-006
	It MAY be possible to search XDM Documents hosted by other Service Providers.
	XDM 2.0
	

	FUNC-SRCH-007
	The content of search results SHALL be subject to Service Provider policy or end-user privacy settings.
	Future release
	

	FUNC-SRCH-008
	It SHALL be possible to use wildcards in the search criteria when searching XDM Documents.
	XDM 2.0
	

	FUNC-SRCH-009
	Search SHALL be limited to one XDM Document type (e.g. Group XDM Document) at a time.
	XDM 2.0
	

	FUNC-SRCH-010
	The XDM Enabler MAY provide a mechanism to limit local User Profile searches to Users who have a searchable User Profile.
	Future release
	

	FUNC-SRCH-011
	The XDM Client SHALL be able to use basic logical operations (AND, OR, NOT) when searching XDM Documents.
	XDM 2.0
	

	FUNC-SRCH-012
	The XDM Enabler SHALL combine the search results of all the entities in the service provider’s domain when sending a response to the XDM Client. 
	Future release 
	

	FUNC-SRCH-013
	The XDM Enabler MAY combine search responses received from other Service Providers.
	XDM 2.0
	

	FUNC-SRCH-014
	The Service Provider SHALL be able to limit the number of logical operations in a search request.
	XDM2.0
	

	FUNC-SRCH-015
	A User performing a search MAY specify which information the User wants to receive as a result of the search.
	XDM2.0
	


Change 6:  Modify section 6.2.8 Access Permissions
	Label
	Description
	Release
	Functional module

	
	Access Permissions SHALL include the following data:
	
	

	ACP-001
	1) Identities of the Principals who have Access Permissions to the associated XDM Document.
	XDM 2.1
	

	
	2) Operations these Principals are allowed to perform on the associated XDM Document. Operations SHALL include the following:
	
	

	ACP-002
	a) Retrieve 
NOTE: Access Permission for subscription to changes is dependant on having Access Permission for the Retrieve operation.
	XDM 2.1
	

	ACP-003
	b) Search
	XDM 2.1
	

	ACP-004
	c) Modify
	XDM 2.1
	

	ACP-005
	d) Delete
	XDM 2.1
	

	ACP-006
	e) Create


	XDM 2.1
	

	ACP-007
	f) Restore
	XDM 2.1
	

	ACP-008
	g) Copy
	Future release
	

	ACP-009
	h) Forward
	XDM 2.1
	

	ACP-010
	i) Suspend
	Future release
	

	ACP-011
	j) Resume
	Future release
	

	ACP-012
	k) Document share by reference
	XDM 2.1
	

	
	1) Operations these Principals are allowed to perform on the associated XDM Document Parts. Operations SHALL include the following:
	
	

	ACP-013
	a) Retrieve

NOTE: Access Permission for subscription to changes is dependant on having Access Permission for the Retrieve operation.
	XDM 2.1
	

	ACP-014
	b) Add or Modify
	XDM 2.1
	

	ACP-015
	c) Delete
	XDM 2.1
	

	ACP-016
	d) Copy
	Future release
	

	ACP-017
	e) Forward
	XDM 2.1
	

	ACP-018
	f) Partial document share by reference
	Future release
	

	
	Access Permissions MAY include the following data:
	
	

	ACP-019
	1) Rule to be applied to all identities not explicitly listed within identities of the Principals who have Access Permissions to the associated XDM Document.
	XDM 2.1
	

	ACP-020
	The Admin Principal of the associated XDM Document SHALL be the only one who has rights to modify the Access Permissions.
	XDM 2.1
	

	ACP-021
	The Access Permissions SHALL be managed with the same underlying mechanisms as defined in section Error! Reference source not found..
	XDM 2.1
	

	ACP-022
	At the creation of a document, the default Access Permissions SHALL be generated automatically and prevent all Principals, except the Primary Principal, to perform any document management operations.
	XDM 2.1
	

	ACP-023
	An Admin Principal SHALL be able to authorize other Principals to perform selected document management operations on an XDM Document or XDM Document Part.
	XDM 2.1
	

	ACP-024
	It SHALL be possible to modify the Access Permissions at any time, from creation to deletion of the associated XDM Resource.  
	XDM 2.1
	

	ACP-025
	It SHOULD be possible for Principals to retrieve their own Access Permissions applied to a specific XDM Resource.
	XDM 2.1
	

	ACP-026
	The Access Permissions associated with an XDM Document SHALL be deleted upon deletion of the XDM Document.
	XDM 2.1
	

	ACP-027
	It SHALL be possible to notify Principals when their Access Permissions to a specific XDM Resource  are changed based on the Primary Principal’s User setting, Service Provider policy, type of document and/or type of Access Permission(s).
	XDM 2.1
	


	ACP-028
	The XDM Enabler SHALL provide means to enable an authorized Principal to be notified about any Principal’s subscription or retrieval operation of an XDM  Resource.
	XDM 2.1
	

	ACP-029
	An Admin Principal SHALL be able to retrieve Access Permissions associated with an XDM Resource.
	XDM 2.1
	


Change 7:  Modify section 6.2.14 Multiple Devices
	Label
	Description
	Release
	Functional module

	FUNC-MD-001
	XDM Enabler SHALL support usage of multiple devices per Primary Principal.
	XDM 1.1
	


Change 8:  Modify section 6.3.2 User Profile
	Label
	Description
	Release
	Functional module

	DOC-USP-001
	A User Profile XDM Document SHALL contain static user information that can be used by other Users and applications for means of communication i.e search for a chat partner.
	XDM 2.0
	

	DOC-USP-002
	The User Profile XDM Document contains mandatory information and a User SHALL NOT be able to create a profile unless all the mandatory information elements are completed.
	XDM 2.0
	

	DOC-USP-003
	Modifications to the User Profile XDM Document SHALL ensure that all mandatory information elements are also completed.
	XDM 2.0
	

	DOC-USP-004
	The User Profile XDM Document SHALL support the assignment of permissions to multiple elements in one operation.
	Future release
	

	DOC-USP-005
	A User Profile XDM Document element MAY belong to several groups of elements
	XDM 2.0
	

	DOC-USP-006
	Each element SHALL be uniquely identifiable to be appropriately computed and used by services
	XDM 2.0
	

	
	The User Profile XDM Document MAY contain the following static information of the User:
	
	

	DOC-USP-007
	1) User identifier that uniquely identifies the User that the User Profile XDM Document is meant for.
	XDM 2.0
	

	DOC-USP-008
	2) Communication address(es). This field MAY contain the following information:
	XDM 2.0
	


And further down

	DOC-USP-033
	3) Communication abilities, which defines possible means to reach the User e.g. voice, message, video etc..
	XDM 2.0
	

	DOC-USP-034
	4) Hobbies.
	XDM 2.0
	

	DOC-USP-035
	5) Favourite links, in the form of a list of URLs.
	XDM 2.0
	

	DOC-USP-036
	6) QoE Profile subscribed by the User. This information is defined by the Service Provider and can not be modified by the User.
	XDM 2.0
	

	DOC-USP-037
	The User Profile XDM Document SHALL contain two kinds of Date of Birth information of the User; one that delivers the real Date of Birth, set and locked by the Service Provider, and the other that delivers the Date of Birth as set by the User.
	XDM 2.0
	

	DOC-USP-038
	The authorized Principal of the User Profile XDM Document SHALL be able to set the privacy that defines the limitation in searching or accessing the information in the User Profile XDM Document.
	Future release
	


Change 9:  Modify section 6.3.3 Group (start of section)
	Label
	Description
	Release
	Functional module

	DOC-GRP-001
	An XDM Document describing a Group SHALL include a URI attribute to represent a Group Identity.
	XDM 2.0
	

	
	An XDM Document describing a Group MAY have the following content:
	
	

	DOC-GRP-002
	1) Display name: This is a human readable name.
	XDM 2.0
	

	DOC-GRP-003
	2) Session Type: This identifies the nature of the Group e.g. chat, instant.  (In an instant group session, end-users are invited during session initiation.  In a chat group session, end-users are not invited during session initiation but are instead expected to individually join the session once it is active.)
	XDM 2.0
	


Change 10:  Modify section 6.3.3 Group (end of section)
	DOC-GRP-040
	31) Session control for crisis handling: This identifies that Session Control for Crisis Handling SHALL always be used for this group.
	XDM 2.1
	

	DOC-GRP-041
	32) Crisis Event handling entity address: This identifies the address of the entity handling Session Control for Crisis Handling (e.g. the address of PoC Session Control for Crisis Handling)..
	XDM 2.1
	

	
	33) Group specific releasing policy: This describes the conditions under which a group session SHALL or SHALL NOT be released.
	
	

	DOC-GRP-042
	a) The group session is released or not released when the group session initiator leaves the group session.
	XDM 2.1
	

	DOC-GRP-043
	b) The group session is released or not released when the maximum media inactivity timeout expires (e.g. for PoC speech.)
	XDM 2.1
	

	DOC-GRP-044
	Each entry in a Group member list or Group reject list SHALL be a tuple consisting of a URI and, optionally, a display name.
	XDM 1.1
	

	DOC-GRP-045
	Each URI in the Group member list SHALL occur only once.
	XDM 1.1
	

	DOC-GRP-046
	Each URI in the Group reject list SHALL occur only once.
	XDM 1.1
	

	DOC-GRP-047
	The Service Provider SHALL be able to set the maximum number of participants in a Group XDM Document.
	XDM 1.1
	

	DOC-GRP-048
	A Principal with appropriate management permissions MAY be able to set the maximum number of participants in a Group XDM Document to a value that does not exceed the maximum number set by the Service Provider.
	XDM 1.1
	

	DOC-GRP-049
	It SHALL be possible to create a Group XDM Document that contains members in the Group member list or Group reject list that belong to different Service Providers.
	XDM 1.1
	

	DOC-GRP-050
	If search of Group XDM Documents is supported (see section Error! Reference source not found.), an authorized Principal SHALL be able to search for Groups based on a given criteria (e.g. display name, session type, subject, Group Identity, etc).
	XDM 2.0
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