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1 Reason for Change

Justification

New Media Types are introduced in XDM V2.1 RD: Text, Image and Binary data. It is included in the requirements for User Access Policy as described in XDM V2.1 RD, section 6.3.5 “User Access Policy and originates from CPM requirement item CPM-MED-001. 
CPM SD section 4.1 states: “CPM Enabler version 1.0 offers:

support for discrete (e.g. text, image, video clip, audio clip, voice clip, binary file) Media Types and continuous (e.g. bidirectional voice, streaming video) Media Stream Types”.

The new media element definitions are needed in XDM Core in order to be able to also refer to the elements from PoC V2.1 (when barring incoming Media).

	
	1) The media-type associated with the request, which MAY be one or more of the following:
	

	DOC-UAP-020
	a) File transfer
	XDM 2.0

	DOC-UAP-021
	b) Audio
	XDM 2.0

	DOC-UAP-022
	c) Video
	XDM 2.0

	DOC-UAP-023
	d) PoC speech
	XDM 2.0

	DOC-UAP-024
	e) Group advertisement
	XDM 2.0

	DOC-UAP-025
	f) Text
	XDM 2.1

	DOC-UAP-026
	g) Image
	XDM 2.1

	DOC-UAP-027
	h) Binary data
	XDM 2.1


Summary of Change

New Media Types are added to structure for <media-list> condition element.  

Scope of Change

Subclauses 2.1, 5.2.2.1 and 5.2.2.3 are affected.

Consequence if not accepted

Media Types are missing for <media-list> element.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.
6 Detailed Change Proposal

Change 1:  5.2.2.1 – adding new Media Types
5.2.2.1 Structure

The <conditions> element within a rule in an authorization policy: 

1) MAY include the <identity> condition element as defined in [RFC4745];

2) MAY include the <external-list> condition element;

3) MAY include the <anonymous-request> condition element;

4) MAY include the <other-identity> condition element;

5) MAY include the <media-list> condition element;

6) MAY include the <service-list> condition element.

NOTE:
According to [RFC4745], a rule is applicable to a request only if all <conditions> child elements of the rule evaluate to TRUE. Therefore, if a rule contains a <conditions> child element from a namespace that the Application Server does not understand or support, then that rule is not applicable.
The <conditions> element of a rule SHALL contain no more than one of <identity>, <external-list>, <anonymous-request> or <other-identity>, but it MAY contain other elements (i.e. a <media-list> element and a <service-list> element).

The <external-list> element MAY include the <entry> element.  If present, the <entry> element SHALL include the “anc” attribute, whose value SHALL be percent-encoded as defined by [RFC4825] section 6 before it is inserted into a document.

The <media-list> element SHALL include one of:

1) an <all-media-except> element or;

2) a list of one or more media elements selected from the list of possible media elements below.

List of possible media elements:

1) The <message-session> media element indicating session based messaging as defined in [RFC4975];

2) The <pager-mode-message> media element indicating pager mode message requests as defined in [RFC3428];

3) The <file-transfer> media element indicating file transfer as defined in [IM_TS];

4) The <audio> media element indicating a streaming media type as defined in [RFC3840];

5) The <video> media element indicating a streaming media type as defined in [RFC3840];

6) The <poc-speech> media element indicating a PoC speech media type as defined in [PoC_CP];
7) The <group-advertisement> media element indicating a group advertisement as defined in [XDM_Group] “Extended Group Advertisements”;

8) The <text> media element indicating a discrete media type as defined in [RFC2046];
9) The <image> media element indicating a discrete media type as defined in [RFC2046];
10) The <binary-data> media element indicating a discrete media type of arbitrary binary data as defined in [RFC2046];
Editor's note: The appropriate element name of “binary-data” and whether this is the same as application/octet-stream defined in [RFC2046] is FFS.
11) Any elements from any other namespaces defining a media element.

The <all-media-except> element MAY include a list of one or more media elements selected from the list of possible media elements above.

The <audio>, <video> and <message-session> elements:

1) MAY include the <full-duplex> element indicating that media can be exchanged in both directions simultaneously; or
2) MAY include the <half-duplex> element indicating that media can be exchanged in only one direction at a time; or

3) MAY include any element from any other namespace for the purpose of extensibility; and

4) MAY include attributes from any other namespaces for the purpose of extensibility.
The <pager-mode-message>, <file-transfer>, <poc-speech>, <group-advertisement>, <text>, <image> and <binary-data> elements:

1) MAY include any element from any other namespace for the purpose of extensibility; and

2) MAY include attributes from any other namespaces for the purpose of extensibility.
The <service-list> element SHALL include one of:

1) a list of one or more <service> elements or any elements from any other namespaces for the purpose of extensibility;  or

2) an <all-services-except> element.

The <all-services-except> element MAY include a list of one or more <service> elements or any elements from any other namespaces for the purpose of extensibility.

The <service> element:

1) MAY include an attribute “enabler” including a string defining an Enabler ;

2) MAY include attributes from any other namespaces for the purpose of extensibility to have other service identification definitions than using the “enabler” attribute;

3) MAY include any other elements from any other namespaces for the purpose of extensibility to have other service identification definitions than using attributes.

Change 2:  5.2.2.3 – Adding an Editor’s Note

5.2.2.3 XML Schema

The authorization policy document SHALL conform to the XML schema described in [RFC4745] Section 13 with the extensions described in [XSD_commPol], in [XSD_ext], in XDM unique extensions to [RFC4745] and in enabler unique extensions to [RFC4745].
Editor's note: Reference to the XML schema for XDM V2.1 extensions is FFS
Change 3:  2.1 – adding reference for RFC 2046
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