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1 Reason for Change

This CR defines XDMS Procedures for updating an Access Permissions List
R01: Updated after comments from the WG
R02 : Updated after comments from the WG
2 Impact on Backward Compatibility

The change has no impact on Backward Compatibility.
3 Impact on Other Specifications

The List XDMS specification needs to be updated with a new Application Usage.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 6.2.4 Handling of Access Permissions Documents
5.4.2 Handling of Access Permissions Documents

6.3.1.2 Creating the Access Permissions Document

The XDMS SHALL if the Application Usage defines an Access Permissions Document create one and only one Access Permissions Document when a User Directory is created for a Primary Principal in the Users Tree. The Document URI for this document SHALL be “[XCAP Root URI]/[AUID]/users/[XUI]/oma_ap/access-permissions”.
By default the XDMS SHALL create an Access Permissions Document that grants the Primary Principal access to all operations towards the User Directory including the created Access Permissions Document.

6.3.1.2 Deleting the Access Permissions Document

The XDMS SHALL delete the Access Permissions Document when the Primary Principal’s corresponding User Directory is deleted.

6.3.1.2 Updating the Access Permissions Document

The XDMS SHALL follow the procedures defined in section 6.2.1 and section Error! Reference source not found. except that a PUT handling (see section Error! Reference source not found.) with the purpose to create a document or DELETE handling (see section Error! Reference source not found.) with the purpose to delete a document SHALL NOT be allowed. If an XDMC performs a PUT or DELETE operation of this kind, the XDMS SHALL reject the request with a HTTP “403 Forbidden” response.

The XDMS SHALL control access to the Access Permissions Document by applying the rules specified in the <access-permissions-document-rule> element inside the document itself. If access is not granted the XDMS SHALL reject the request with an HTTP “403 Forbidden” response if the request is an XCAP request and with SIP “403 Forbidden” response if it is a SIP request.
6.3.1.2 Updating the Access Permissions List Document
When updating or deleting the Access Permissions Document as described in sections 6.2.4.2 and 6.2.4.3 the XDMS SHALL update the Access Permission List XDM Documents [XDM_List] associated with Principals that have their Access Permissions changed. The XDMS SHALL act on behalf of the Primary Principal of the Access Permissions Document as an XDM Agent as described in section 6.1 and use appropriate update or delete XDM operations to update the Access Permission List XDM Resources corresponding to the Application Usage and the Principals for which Access Permissions have been changed. 
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