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1. Instructions
Review comments should be submitted in a form that simplifies the collection by the review report editor.  This form permits easy cut-n-paste actions by use of pro-forma structure of the review comments table.  The following are requests for submitters of the comments:

· If the review involves more than one document (e.g. ERP), use a separate table for each document.

· Use this docID in the Form field (e.g. for doc OMA-REL-2008-0134-RC_XYZ_RD – 'Form' entry would be 'doc #0134'.)

· The Type column should indicate 'E' for Editorial comment or 'T' for Technical comment

· Submitters are encouraged, but not required, to provide a proposed change – provide as much insight to issue as possible

· Marked up versions of the document can be submitted as an attachment.  If this is done, please note in the table, in summary form, the technical issues addressed.  Use one table entry to note that editorial items are presented.

RC doc are internal docs and when uploaded, they should be attached to the appropriate review meeting.
2. Review Comments

2.1 SIP-PUSH-AD
	ID
	Open Date
	Type
	Section
	Description
	Status

	A001
	2008.03.30
	E
	2.2
	Source: aallen@rim.com
Form: OMA-REL-2008-0049
Comment: PAG is the acronym of an OAM WG.  

Proposed Change: User [PRES] or some other label that describes the the enabler not the WG
	Status: OPEN 



	A002
	2008.03.30
	T
	2.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: Release 6 IMS specifications are referenced but enabler refers to functionality such as GRUU and Service Identifier (ICSi and IARI) that are release 7 IMS features 

Proposed Change: Either make release 7 version or make release independent
	Status: OPEN 



	A003
	2008.03.30
	T
	2.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: [PushSIP-RD] appears in the table but actual document reference is mising 

Proposed Change: Add document reference
	Status: OPEN 



	A004
	2008.03.30
	E
	3.3
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: CSCF appears in the definition of ISC but isn’t defined in the acronyms section 

Proposed Change: Remove text in parenthesis the definition shouldn’t appear here
	Status: OPEN 



	A005
	2008.03.30
	E
	5
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: “The SIP Push protocol leverages the SIP/IP Core network [IMSArch]”. 
[IMSArch] does not define a SIP/IP Core network but IMS. It is clear from text below in 5.1.1 that non IMS SIP/IP Core networks are supported. 

Proposed Change: Remove [IMSArch]
	Status: OPEN 



	A006
	2008.03.30
	T
	5.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: “In the context of IMS [IMSArch] (3GPP IMS and 3GPP2 MMD networks) SIP Push as defined in [PushSIP] should be considered as the primary mechanism for push-based services.” 

What does it mean the primary mechanism? 

Proposed Change: Clarify
	Status: OPEN 



	A007
	2008.03.30
	E
	5.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: “SIP Push utilises SIP [RFC3261] for over-the-air communication”

This enabler uses more than RFC 3261 parts of SIP. 

Proposed Change: remove [RFC3261] as it doesn’t work in this context
	Status: OPEN 



	A008
	2008.03.30
	T
	5.4.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: Flows are too SIP protocol specific. e.g SIP 200 OK. Compare other architecture flows in PoC and other SIP based enablers which use OK for responses not SIP 200 OK. Keep architecture flows at the information level not the protocol level
Proposed Change: Change “200 Ok “and “SIP 200 OK” to “OK”. Remove “SIP” from before the names of the Methods.
	Status: OPEN 



	A009
	2008.03.30
	T
	5.4.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
1.The Push Receiver Agent (and the potential applications) is registered on the SIP/IP Core

The text refers to registering with the SIP/IP Core but the figure shows the User registering with the PUSH sender Agent
Proposed Change:  If third party registration or subscription to reg-events is included then clarify that or break into separate steps.
	Status: OPEN 



	A010
	2008.03.30
	E
	5.4.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
3. The SIP/IP CORE sends the subscription request to the Push Sender Agent

Inconsistent use of sends and forwards terminology for the SIP/IP core
Proposed Change:  Use forwards for SIP/IP core and sends for the Agents
	Status: OPEN 



	A011
	2008.03.30
	T
	5.4.1

	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment 
6. Upon successful subscription, the Push Sender Agent sends a SIP NOTIFY to the SIP/IP Core that may or may not contain content

It is not relevant in this flow whether the Notify contains content or not. This is a protocol issue.

Proposed Change: Remove that may or may not contain content


	Status: OPEN 



	A012
	2008.03.30
	E
	5.4.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment 

7. The SIP NOTIFY is forwarded to the appropriate Push Receiver Agent

Inconsistent with other steps
Proposed Change: Replace with:

The SIP/IP Core forwards the NOTIFY to the appropriate Push Receiver Agent


	Status: OPEN 



	A013
	2008.03.30
	E
	5.4.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment 

11. The SIP NOTIFY is forwarded to the appropriate Push Receiver Agent

Inconsistent with other steps
Proposed Change: Replace with:

The SIP/IP Core forwards the NOTIFY to the appropriate Push Receiver Agent


	Status: OPEN 



	A014
	2008.03.30
	T
	5.4.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: Flows are too SIP protocol specific. e.g SIP 200 OK. Compare other architecture flows in PoC and other SIP based enablers which use OK for responses not SIP 200 OK. Keep architecture flows at the information level not the protocol level

Proposed Change: Change “200 Ok “and “SIP 200 OK” to “OK”. Remove “SIP” from before the names of the Methods.
	Status: OPEN 



	A015
	2008.03.30
	T
	5.4.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
1. The Push Receiver Agent (and the potential applications) is registered on the SIP/IP Core 

The text refers to registering with the SIP/IP Core but the figure shows the User registering with the PUSH sender Agent

Proposed Change:  If third party registration or subscription to reg-events is included then clarify that or break into separate steps
	Status: OPEN 



	A016
	2008.03.30
	T
	5.4.3
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: Flows are too SIP protocol specific. e.g SIP 200 OK. Compare other architecture flows in PoC and other SIP based enablers which use OK for responses not SIP 200 OK. Keep architecture flows at the information level not the protocol level

Proposed Change: Change “200 Ok “and “SIP 200 OK” to “OK”. Remove “SIP”  and “MSRP” from before the names of the Methods. Also remove ACK which is another stage 3 detail. Replace “MSRP” with “Message”
	Status: OPEN 



	A017
	2008.03.30
	T
	5.4.3
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

1. The user and applications registeres into SIP IP Core 
The text refers to registering with the SIP/IP Core but the figure shows the User registering with the PUSH sender Agent

Proposed Change:  If third party registration or subscription to reg-events is included then clarify that or break into separate steps
	Status: OPEN 



	A018
	2008.03.30
	E
	5.4.3
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: “Channel “is used 

Proposed Change: replace “channel” with “Session”
	Status: OPEN 



	A019
	2008.03.30
	E
	5.4.3
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

10.  If the the Push Sender agent and the the Push Reciever agent do not need the MSRP channel, the the Push Sender agent sends the SIP BYE to SIP/IP Core to disconnect the MSRP channel with the the Push Reciever agent.

Lots of editorials and inappropriate terminology
Proposed Change: <Replace with:

10. If the Push Sender agent and the Push Receiver agent do not need the Message session, the  Push Sender agent sends a BYE to the SIP/IP Core to end the Message session with the Push Receiver agent.


	Status: OPEN 



	A020
	2008.03.30
	T
	GENERAL
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: AD seems very flimsy almost like it was an after thought . Where are the detailed functional descriptions of the functionalities performed by the functional entities. Seems these appear in the TS and not in the AD where they should
Proposed Change: Transfer functional descriptions from TS to the AD
	Status: OPEN 




2.2 SIP-PUSH-TS
	ID
	Open Date
	Type
	Section
	Description
	Status

	B001
	2008.03.30
	T
	2.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

draft-drage-sipping-service-identification – reference is not used in the document. Also missing [ ] brackets
Proposed Change: Either use the reference or remove it. Check the other references are all used in the document as well 
	Status: OPEN 

	B002
	2008.03.30
	E
	2.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: Work in progress notes needed for all internet drafts 

Proposed Change: Add Note
	Status:  OPEN

	B003
	2008.03.30
	E 
	2.1 
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: RFC4975 missing [ ] 

Proposed Change: [RFC4975]
	Status:  OPEN

	B004
	2008.03.30
	E 
	2.1 
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: RFC3680 missing [ ] 

Proposed Change: [RFC3680]
	Status:  OPEN

	B005
	2008.03.30
	T
	3.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
1: The act or method of converting a data object from one format to another. 2:
Encoding definition remove 1. that’s transcodng
Proposed Change: remove 1: The act or method of converting a data object from one format to another. 2:
	Status:  OPEN

	B006
	2008.03.30
	E
	3.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: session identity definition

SIP URI, which identifies the  Push  Session and which can be used for routing initial SIP requests. It is received by the Push agent during the Session establishment in the Contact header
Don’t make functional statements in a terminology definition 

Proposed Change: Remove “It is received by the Push agent during the Session establishment in the Contact header”


	Status:  OPEN

	B007
	2008.03.30
	E
	4
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: broken auto references

Proposed Change: fix
	Status:  OPEN

	B008
	2008.03.30
	E
	4
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

“In general terms, the functionality defined in this specification will be referred to as ‘SIP Push’. To implement this specification, it is necessary that the Push Sender and Receiver Agents interface with a SIP/IP Core network. An example of SIP/IP Core network definition is the 3GPP IMS [3GPP TS 23.228] and 3GPP2 MMD [3GPP2 X.S0013-002-A] networks.”

Proposed Change: replace
In general terms, the functionality defined in this specification will be referred to as ‘SIP Push’. To implement this specification, it is necessary that the Push Sender and Receiver Agents interface with a SIP/IP Core network. Examples of SIP/IP Core networks are the 3GPP IMS [3GPP TS 23.228] and 3GPP2 MMD [3GPP2 X.S0013-002-A] networks. 


	Status:  OPEN

	B009
	2008.03.30
	T
	4
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

“Future releases may fully specify how SIP Push utilises additional types of SIP/IP Core networks”.
This is not needed OMA shouldn’t define how their enabler utilize SIP/IP core networks
Proposed Change:  Delete
	Status:  OPEN

	B010
	2008.03.30
	E
	4
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

“This specification will also make reference to specific SIP RFCs [RFC3261] to further clarify the use of SIP for push service in the context of particular SIP/IP Core network definitions”
RFC3261 reference inappropriate here

Proposed Change:  remove RFC3261
	Status:  OPEN

	B011
	2008.03.30
	T
	5
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

“Subscription is performed by a subscriber entity, which can refresh it periodically, whilst termination can be done either by subscriber or notifier entity. Once created, subscription provides a point-to-point, dedicated channel between Push Sender Agent and the Push Receiver Agent”

There are no channels in SIP. Dialog is the correct term
Proposed Change: 

Subscription is performed by a subscriber entity, which can refresh it periodically, whilst termination can be done either by subscriber or notifier entity. Once created, subscription establishes a dialog between Push Sender Agent and the Push Receiver Agent
	Status:  OPEN

	B012
	2008.03.30
	T
	5
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

“for the Push Sender to send push content directly or via content indirection (delivery of a content reference only). Because the NOTIFY is a SIP signalling message, the ability to embed content is limited by the maximum size of SIP signalling messages”
Using SIP NOTIFY to deliver arbitrary content is very problematic. Notify delivers Event state unless the content is related to some state of an event then NOTIFY is an inappropriate delivery mechanism. Event package definitions are required for NOTIFY content
Proposed Change: 

Need to discuss further and clarify exactly what kind of events and content is appropriate for delivery using NOTIFY
	Status:  OPEN

	B013
	2008.03.30
	E
	x.y
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

The MESSAGE requests do not themselves initiate a SIP dialog; under normal usage each MESSAGE stands alone, much like pager messages
Proposed Change: 

The MESSAGE requests do not themselves initiate a SIP dialog; under normal usage each MESSAGE is a stand alone transaction, much like pager messages
	Status:  OPEN

	B014
	2008.03.30
	T
	x.y
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Session-mode messaging (also referred to as the INVITE/MSRP method)
Inappropriate to refer to as INVITE/MSRP method – there is no such method
Proposed Change:  find new term
	Status:  OPEN

	B015
	2008.03.30
	T
	6.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Most of what is in this subclause really belongs in the AD

Proposed Change: 

Move most of this to the AD

But remove (e.g SIP response code) and either remove bullet 8 or rewrite to be GRUU and protocol agnostic
	Status:  OPEN

	B016
	2008.03.30
	T
	6.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

What is in this subclause really belongs in the AD

Proposed Change: 

Move this to the AD


	Status:  OPEN

	B017
	2008.03.30
	T
	7 

and all its subclauses

	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

General Comment regarding this section and its subsection.

There is insufficient detail here to build interoperable products. There needs to be far more specified about the contents of the SIP signaling headers etc with detailed compliance statements (SHALL, SHOULD, MAY) for those contents.
Compare these procedures with the Control Plane procedures in PoC or SIMPLE IM for what is needed. 

How would interoperability text cases be developed based on this level of detail?
Proposed Change:  Much more work needs to be done on specifying the contents of the SIP requests and responses in this entire clause
	Status:  OPEN

	B018
	2008.03.30
	T
	7 and all its subclauses
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

General comment

This is the place to use SIP in front of the method name e.g SIP MESSAGE method not the AD.

Proposed Change: 

Place SIP in front of all SIP methods e.g SIP MESSAGE
	Status:  OPEN

	B019
	2008.03.30
	T
	7 .1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

· inclusion of the MESSAGE method in the method feature tag of the Accept-Contact header [RFC3841] as sent in SUBSCRIBE 
This is wrong Accept-Contact header does not indicate a capability but requests a capability.
A feature tag in a Contact header indicates a capability

Proposed Change: 

Replace Accept-Contact with Contact?
	Status:  OPEN

	B020
	2008.03.30
	T
	7 .1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

1. If an Application Resource Identifier is present,, the Push receiver Agent SHALL store the Application Resource Identifier according to the rules and procedures., as defined in [RFC3841] and section 9.2.

What is an Application Resource identifier. Where is it defined? How is it different from the IARI used in IMS. If its not different why not use IARI or map it to the IARI?
Where is the an Application Resource identifier found in the MESSAGE?

Proposed Change: 

Consider and define
	Status:  OPEN


	B021
	2008.03.30
	T
	7 .1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

2. If push content is contained in the body of the MESSAGE request, the Push Receiver Agent SHALL pass the received push content to the targeted push application.

How does the Push Receiver Agent tell that push content is contained in the MESSAGE request? What MIME types should it expect to find in the Content-Type that indicate push content?
Proposed Change: 


	Status:  OPEN

	B022
	2008.03.30
	T
	7 .1.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

1. The Push Sender Agent MAY include an Application Resource Identifier of the application resource e.g.  +g.oma.pusheventapp  to the accept contact header according to rules and procedures of in section 9.3;
There is no section 9.3 also the use of this +g.oma.pusheventapp  is not what 3GPP has defined for the format of the IARI. How are they different functionally?  Why not align Application Resource Identifier with IARI format?
Proposed Change: 

Consider changing Application Resource Identifier into IARI format
	Status:  OPEN

	B023
	2008.03.30
	T
	7 .1.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

The Push Sender Agent SHALL set the Request-URI of the SIP MESSAGE request to the public user identity of the intended recipient
Cannot a GRUU also be used? The term public user identity excludes the possibility that a GRUU is included in the Request-URI to reach a particular device
Proposed Change: 

Rewrite to include GRUU as well as Public User Identity
	Status:  OPEN

	B024
	2008.03.30
	T
	7 .1.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

5. If content indirection is to be applied, the Push Sender Agent SHALL indirectly reference the content in the MESSAGE request per [RFC4483].
First the content has to be stored somewhere where is this done?

Proposed Change: 

Address
	Status:  OPEN

	B025
	2008.03.30
	T
	7 .1.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049

Comment: 

6. The Push Sender Agent SHALL, in accordance with [3GPP TS 24.229] and [RFC3325], include a P-Asserted-Identity in the header field of the MESSAGE request if the message initiator is trusted by the Push Sender Agent
TS 24.229 procedures are only relevant if IMS is used
Proposed Change: 

Remove reference to TS 24.229
	Status:  OPEN

	B026
	2008.03.30
	T
	7 .1.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049

Comment: 

6. The Push Sender Agent SHALL, in accordance with [3GPP TS 24.229] and [RFC3325], include a P-Asserted-Identity in the header field of the MESSAGE request if the message initiator is trusted by the Push Sender Agent
This assumes that the Push Sender Agent is a trusted entity. Also what identity is included in this header?

Proposed Change: 

Consider and Clarify
	Status:  OPEN

	B027
	2008.03.30
	T
	7 .1.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049

Comment: 

7. In the case of a user having multiple registered terminals with a Push Sender Agent, the Push Sender Agent:
a. MAY Enforce a delivery model including a GRUU value according to rules and procedures in [draft-ietf-sip-gruu] in order to select the explicit terminal(s) to set up the communication to. 
Note: The GRUU value of the Push Receiver Agent may be obtained via a SUBSCRIBE message that the Push Receiver Agent sent, or by a Push Sender Agent subscription to the registration event package from the SIP/IP Core.

This entire GRUU text is confusing and inadequately defined particularly MAY Enforce a delivery model including a GRUU – what does this mean exactly?. Where is the GRUU included (in the Contact or the Request-URI?
Proposed Change: 

Rewrite and properly specify
	Status:  OPEN

	B028
	2008.03.31
	T
	7 .2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049

Comment: 
The SIP-based event subscription mechanism, or SIP event framework, is described in [RFC3265] and allows for asynchronous notification of events during the duration of the subscription. Subscription is performed explicitly by a subscriber entity, also called watcher, which can refresh it periodically, whilst termination of the subscription can be done either by watcher or notifier entity. Once created, subscription provides a dedicated channel between the watcher and notifier entities
Watcher is not a term used in RFC 3265. It is a term only used in Presence 

Proposed Change: 
Remove watcher replace with subscriber


	Status:  OPEN

	B029
	2008.03.31
	T
	7 .2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049

Comment: 
Once created, subscription provides a dedicated channel between the watcher and notifier entities. 

Proposed Change:  Replace with
Once created, subscription establishes a dialog between the subscriber and notifier entities

	Status:  OPEN

	B030
	2008.03.31
	T
	7 .2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049

Comment: 

The Push Sender Agent and the Push Receiver Agent SHALL support the direct embedding of push content in the NOTIFY method, and content indirection per [RFC4483]. The choice to embed or reference the content is outside the scope of this specification. It may be defined by SIP Push-referencing service enablers, or left as an implementation decision.
As mentioned previously you cant just embed content in a NOTIFY body. You must define an event package specific to the events that you are notifying on. 
Proposed Change: 

 Some Discussion on Event packages and appropriate uses of the Event framework for PUSH is needed. Events is not a general purpose PUSH solution that is necessarily appropriate for all PUSH applications
	Status:  OPEN

	B030

(A)
	2008.03.31
	T
	7 .2.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

· a published User Agent Profile

According to what procedures

Proposed Change: 

Reference the procedures used to publish the User Agent profile containing the capability
	Status:  OPEN

	B031
	2008.03.31
	T
	7 .2.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049

Comment: 

· inclusion of the NOTIFY method in the method feature tag of the Accept-Contact header [RFC3841] as sent in SUBSCRIBE
This is wrong Accept-Contact header does not indicate a capability but requests a capability.

A feature tag in a Contact header indicates a capability

Proposed Change: 

Replace Accept-Contact with Contact?
	Status:  OPEN

	B032
	2008.03.31
	T
	7 .2.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049

Comment: 

1. SHALL include the “oma-app” profile type according to rules and procedures of the “Initial Profile Enrolment” as specified in Appendix B.1.1. Further, it SHALL set the Request-URI to either the user AoR (public SIP URI) identifying the current user, or a SIP URI identifying the Push Sender agent, based on local policy or configuration.
IF I understand correctly what is proposed is to use the ua-profile event package from the sip config framework in draft-ietf-sipping-config-framework for all kinds of Push Events by defining a new profile type “oma-app”.

This is not appropriate. Using the ua-profile may be appropriate for OMA DM usage but is not appropriate for general PUSH Content. The scope of ua-profile is restricted to configuration.

From draft-ietf-sipping-config-framework:

Abstract

   This document specifies a framework to enable configuration of

Session Initiation Protocol (SIP) User Agents in SIP deployments.

   The framework provides a means to deliver profile data that User

   Agents need to be functional, automatically and with minimal or no User and Administrative intervention.  The framework describes how

SIP User Agents can discover sources, request profiles and receivenotifications related to profile modifications.  As part of this framework, a new SIP event package is defined for notification of profile changes.  

This framework provides a standard means of providing dynamic configuration which simplifies deployments containing SIP User Agents from multiple vendors.  This framework also addresses change notifications when profiles change.
Proposed Change: 

Use of the ua-profile package needs to be restricted to OMA DM  usage only. Define Event packages needed for content notifications not related to configuration
	Status:  OPEN


	B033
	2008.03.31
	T
	7 .2.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049

Comment: 

1. SHALL include the “oma-app” profile type according to rules and procedures of the “Initial Profile Enrolment” as specified in Appendix B.1.1. Further, it SHALL set the Request-URI to either the user AoR (public SIP URI) identifying the current user, or a SIP URI identifying the Push Sender agent, based on local policy or configuration.

Inconsistent use of terminology.

AoR, public SIP URI, Public user identity (elsewhere in the TS) be consistent
Proposed Change: 

Use consistent terminology and define it in 3.2
	Status:  OPEN


	B034
	2008.03.31
	T
	7 .2.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049

Comment: 

1. SHALL include the “oma-app” profile type according to rules and procedures of the “Initial Profile Enrolment” as specified in Appendix B.1.1. Further, it SHALL set the Request-URI to either the user AoR (public SIP URI) identifying the current user, or a SIP URI identifying the Push Sender agent, based on local policy or configuration.
How is the local policy or configuration obtained?

Is this through OMA DM? If so doesn’t this cause us a chicken and egg situation? General issue is if SIP PUSH is used by OMA DM how does the 3GPP IMS MO get provisioned using SIP PUSH? Is this another chicken and egg situation? Some discussion may be needed on these questions

Proposed Change: 

Clarify
	Status:  OPEN


	B035
	2008.03.31
	T
	7. 2.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

3. If  GRUU [draft-ietf-sip-gruu], is supported, and has been obtained during the registration process, it SHALL be included in the Contact header of the SIP SUBSCRIBE message. 
Note: See Section 8.2 for more information on when GRUU is supported.
Is the purpose of including a GRUU here to communicate the GRUU to the PUSH sender Agent.

Proposed Change: 

Clarify the purpose of including GRUU
	Status:  OPEN

	B036
	2008.03.31
	T
	7 .2.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

5 If a UAProf information is available for a device, the dev-cap parameter SHALL be included

6 If a UAProf information is not available for a device, then the model, vendor, and version parameters SHALL be included.
Where are these included?

Proposed Change: 

Clarify be specific
	Status:  OPEN

	B037
	2008.03.31
	T
	7 .2.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

5 If a UAProf information is available for a device, the dev-cap parameter SHALL be included

6 If a UAProf information is not available for a device, then the model, vendor, and version parameters SHALL be included.
Included after the request was sent!!!!

Proposed Change: 

Change the order of the bullets. Sending is the last step!
	Status:  OPEN

	B038
	2008.03.31
	T
	7. 2.1.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

If push content is contained in the body of the NOTIFY request, the Push Receiver Agent SHALL pass the received push content to the targeted push application.

How is it identified that PUSH Content is contained in the body of the NOTIFY? 

Remember the body of the NOTIFY contains an Event package.

Proposed Change: 

Clarify
	Status:  OPEN

	B039
	2008.03.31
	T
	7 .2.1.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

If push content is contained in the body of the NOTIFY request, the Push Receiver Agent SHALL pass the received push content to the targeted push application.
How is the targeted Push Application identified?

Proposed Change: 

Clarify
	Status:  OPEN

	B040
	2008.03.31
	T
	7. 2.1.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

If the content is indirectly referenced in the NOTIFY request per [RFC4483], the Push Receiver Agent SHALL retrieve the push content at the indicated location, and pass the content to the targeted push application.
How is the targeted Push Application identified?

GENERAL COMMENT When should content be directly included and when should it be done by reference? Some guidance based upon the type of content is appropriate. 

Proposed Change: 

Clarify 
	Status:  OPEN

	B041
	2008.03.31
	T
	7 .2.2.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

4. If no event-app-id value is present in the “oma-app” profile type parameters in the Event header then an IMS Communication Service Identifier MAY be interpreted as the event-app-id value of the “oma-app” profile type,  
This seems very strange. Why is no event-app-id included?  Why should and IMS Communication Service Identifier be interpreted as an event-app-id (this was not an IMS communication service identifier requirement and I expect the formats are significantly different. How can you be sure and IMS Communication Service identifier is even include?

Proposed Change: 

Clarify this seems to be a bad idea. Why not mandate that the event-app-id  is always included.
	Status:  OPEN

	B042
	2008.03.31
	E
	7 .2.2.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265]],

Extra ]

Proposed Change: 

Fix
	Status:  OPEN

	B043
	2008.03.31
	T
	7 .2.2.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

3. In the case of a user having multiple registered terminals with a Push Sender Agent, the Push Sender Agent:
a. MAY Enforce a delivery model including a GRUU value according to rules and procedures in [draft-ietf-sip-gruu] in order to select the explicit terminal(s) to set up the communication to.
MAY Enforce a delivery model including a GRUU – what does this mean exactly?. Where is the GRUU included (in the Contact or the Request-URI?
The NOTIFY is a subsequent request so Request-URI is always set to what is received in the Contact header of the SUBSCRIBE.

NOTIFY requests shouldn’t be forked so I don’t really see the relevance of GRUU here to multiple devices. It is the SUBSCRIBE that potentially could be forked

Proposed Change: 

Clarify
	Status:  OPEN

	B044
	2008.03.31
	T
	7 .2.2.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

4. SHALL either embed the content in the NOTIFY, or provide a content reference per [RFC4483], 
You cant just embed content in a NOTIFY request. NOTIFY bodies contain event packages. The appropriate Event packages needs to be defined and ua-profile is NOT generally appropriate for use for PUSH applications

Proposed Change: 

Define Event packages needed for content notifications not related to configuration
	Status:  OPEN

	B045
	2008.03.31
	T
	7 .2.3
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

At any time, a Push Sender Agent may send a REFER request to the Push Receiver Agent to trigger a subscription (SUBSCRIBE message) from the Push Receiver Agent to a Push Sender Agent for receiving push content (NOTIFY message).

This seems quite strange. Why would you use REFER to get a PUSH Receiver Agent to Subscribe to an Event. If the Push Receiver Agent wishes to subscribe to the Event it could do that. If the PUSH sender Agent has content it wishes to deliver to the PUSH Receiver Agent then it could use SIP MESSAGE or INVITE to set up an MSRP session. What is the use case for this?

Proposed Change: 

Consider if this functionality is really needed?
	Status:  OPEN

	B046
	2008.03.31
	T
	7 .2.3.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

1. SHALL include a Refer-To header with the following clarifications;
These are not clarifications they are compliance statements 

Proposed Change: 

SHALL include a Refer-To header containing the following;

	Status:  OPEN

	B047
	2008.03.31
	T
	7 .2.3.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

c. SHALL include the Event header parameter in the referred URI with the event package name set as ua-profile and the “profile-type” parameter value set to oma-app and include the “event-app-id” parameter

i. If the Push sender Agent wants the Push Receiver Agent to explicitly terminate the existing subscription then a “Replaces” header SHALL also be inserted according to rules and procedures of [RFC 3891].
Need to be explicit as to how this is done. 

Proposed Change: 

See PoC for examples of how to explicitly state how to include headers in a URI
	Status:  OPEN

	B048
	2008.03.31
	T
	7 .2.3.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

3.In the case of a user having multiple registered terminals with a Push Sender Agent, the Push Sender Agent:
a. MAY Enforce a delivery model including a GRUU value according to rules and procedures in [draft-ietf-sip-gruu] in order to select the explicit terminal(s) to set up the communication to.
MAY Enforce a delivery model including a GRUU – what does this mean exactly?. Where is the GRUU included (in the Contact or the Request-URI?
Proposed Change: 

Rewrite and properly specify 
	Status:  OPEN

	B049
	2008.03.31
	T
	7 .2.3.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Note: If no forking can be guaranteed the Push Sender agent may use a Refer -Sub set to false in accordance with [RFC 4488] to suppress the implicit subscription.

Such procedural statements shouldn’t appear in a note.

How does the Push Sender guarantee no forking?

Be explict about how norefersub is used.
Proposed Change: 

Clarify and make normative
	Status:  OPEN

	B050
	2008.03.31
	T
	7 .2.3.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

SHALL return the SIP “489 Bad Event” error response as defined in [RFC3265]., if the Refer-To header does not include a: SUBSCRIBE to the ua-profile event, with an oma-app equal to an event-app-id
What if the  Push Receiver Agent supports other events?

As previously mentioned using only the ua-profile event package is not appropriate. Other Event packages will be needed

Proposed Change: 

Address
	Status:  OPEN

	B051
	2008.03.31
	T
	7 .2.3.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

1. SHALL verify that a P-Asserted-Identity exists according to the procedures of [RFC3325]. If the authorization check fails, the Push Receiver agent SHALL return the SIP "403 Forbidden" error response.
How does the Push Receiver Agent verify that the P-Asserted-Identity exists? I don’t think RFC 3325 defines how to verify that it exists what RFC 3515 talks about is authorization of the Referrer

Proposed Change: 

This bullet needs rewriting
	Status:  OPEN

	B052
	2008.03.31
	T
	7 .2.3.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Note: When there are existing profile subscriptions, for one or more of event-app-ids, a Push Receiver Agent may still receive a SIP REFER method containing those event-app-ids. In such cases, the SIP REFER method can explicitly terminate existing subscriptions using the information in “Replaces” Header as allowed by [RFC 3515]. However, when there is no explicit indication to replace existing subscriptions (e.g. using the “Replaces” header), the behaviour is unspecified and left to the enabler using this TS.

This needs to be normative

Proposed Change: 

Make normative with MAY statements
	Status:  OPEN

	B053
	2008.03.31
	T
	7 .3.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

· a published User Agent Profile

According to what procedures

Proposed Change: 

Reference the procedures used to publish the User Agent profile containing the capability
	Status:  OPEN

	B054
	2008.03.31
	T
	7 .3.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

· inclusion of the INVITE method in the method feature tag of the Accept-Contact header [RFC3841] as sent in SUBSCRIBE
This is wrong Accept-Contact header does not indicate a capability but requests a capability.

A feature tag in a Contact header indicates a capability

Proposed Change: 

Replace Accept-Contact with Contact?
	Status:  OPEN

	B055
	2008.03.31
	T
	7 .3.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

1. SHALL check if the accept-type attribute of the SDP m line in the SIP INVITE request are supported by the Push Receiver Agent and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
Need to specify the contents of the body of the 488  response so that the Push Sender knows what content types would have been acceptable
Proposed Change: 

Specify inclusion of the body in the 488
	Status:  OPEN

	B056
	2008.03.31
	T
	7 .3.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

1. SHALL store as the Session Identity the content of the Contact header as described in [RFC 4579].

RFC 4579 is about Conferencing but push is point to point. What is the relevance of RFC 4579 here? Proposed Change: 

Address
	Status:  OPEN

	B057
	2008.03.31
	T
	7 .3.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

4. If an Application Resource Identifier is present, the Push receiver Agent SHALL store the Application Resource Identifier according to the rules and procedures for the SIP Push implementing enabler. 

Where is the Application Resource identifier obtained form the INVITE?
Proposed Change:  

Clarify explictly
	Status:  OPEN

	B058
	2008.03.31
	T
	7 .3.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

4. If an Application Resource Identifier is present, the Push receiver Agent SHALL store the Application Resource Identifier according to the rules and procedures for the SIP Push implementing enabler. 

What s the Application Resource identifier stored for. What is the purpose? Just storing something is implementation. The term used in PoC is cache if the parameter needs to be stored temporarily for later use.
Proposed Change:  

Clarify explictly
	Status:  OPEN

	B059
	2008.03.31
	T
	7 .3.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

4. If an Application Resource Identifier is present, the Push receiver Agent SHALL store the Application Resource Identifier according to the rules and procedures for the SIP Push implementing enabler. 

This is the SIP Push enabler so how can it be according to the rules and procedures of this enabler without a specific reference?
Proposed Change: 

Clarify
	Status:  OPEN

	B060
	2008.03.31
	T
	7 .3.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Proposed Change: 


	Status:  OPEN

	B061
	2008.03.31
	T
	7 .3.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

When the Push Receiver Agent receives a SIP INVITE containing a “file-selector” parameter, the Push Receiver Agent SHALL accept from the Push Sender Agent input regarding the file (s) he is willing to accept;  

The SIP INVITE doesn’t contain technically the file-selector the SDP offer does 
Proposed Change: 

Clarify that the file-selctor is obtained from the SDP offer  and reference the RFC where the procedures for this are defined.
	Status:  OPEN

	B062
	2008.03.31
	T
	7 .3.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

When the Push Receiver Agent receives a SIP INVITE containing a “file-selector” parameter, the Push Receiver Agent SHALL accept from the Push Sender Agent input regarding the file (s) he is willing to accept;  
The Push Receiver Agent is automat and doesn’t have a sex. I assume then that there is some interaction with the user required here
Proposed Change: 

Clarify that interaction with the user is needed or remove the “he”
	Status:  OPEN

	B063
	2008.03.31
	T
	7 .3.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

6. RFC3264], [RFC4566] and [RFC4975]  and 

a. SHALL set the SDP directional media attribute to  a=recvonly

b. MAY indicate the maximum size message they wish to receive using the max-size a-line attribute according to rules and procedures of [RFC4975] 

c. MAY add a feature tag +g.oma.pusheventapp  to the Accept-Contact header according to rules and procedures of [RFC3841] and section 9.3.

Accept-Contact header cannot appear in a response. Its use is only defined for Requests (see section 9 Figure 2 and Figure 3 of RFC 3841)


What was the purpose of including the tag in the response. Is it needed?

Should this be in the Contact header?

Also section 9.3 doesn’t exist
Proposed Change: 

Modify to the Contact header?
	Status:  OPEN

	B064
	2008.03.31
	T
	7 .3.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

8. SHALL include the option tag 'timer' in a Require header;
9. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request or the SIP re-INVITE request within a Pre-established Session and start the SIP Session timer according to rules and procedures specified in [RFC4028], 
10. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];
It’s a bit late to add new contents now since the 200 Ok has already been sent!

Proposed Change: 

Change the order so that sending the 200 OK is after all the content setting steps
	Status:  OPEN

	B065
	2008.03.31
	T
	7 .3.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

8 SHALL include the option tag 'timer' in a Require header;
9. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request or the SIP re-INVITE request within a Pre-established Session and start the SIP Session timer according to rules and procedures specified in [RFC4028], 
There is more text needed if the session timer is to be run including the "refresher" parameter in the Session-Expires header and whether it is set to 'uas' or ‘uac’

Also Session timer expiry procedures are missing.

Proposed Change: 

Add missing text. Use PoC as a guide to what is needed to adequately specify session timer behaviour
	Status:  OPEN

	B066
	2008.03.31
	T
	7 .3.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

9. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request or the SIP re-INVITE request within a Pre-established Session and start the SIP Session timer according to rules and procedures specified in [RFC4028], 
There isn’t a pre-established session in SIP PUSH is there? Looks like a copy and paste error from PoC
Proposed Change: 

Delete or the SIP re-INVITE request within a Pre-established Session
	Status:  OPEN

	B067
	2008.03.31
	T
	7.3.1.3
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Push Receiver Agents that support use of MSRP Relays per [RFC4976] SHALL disclose this capability through a published User Agent Profile

How do the receiver agents disclose this capability?

Proposed Change: 

Reference the procedures
	Status:  OPEN

	B068
	2008.03.31
	T
	7 .3.2.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
1. MAY include an Application Resource Identifier of the application resource e.g. +g.oma.pusheventapp to the Accept-Contact header according to rules and procedures of in section 9.3;
Section 9.3 doesn’t exist.

Proposed Change: 

Correct the refernce
	Status:  OPEN

	B069
	2008.03.31
	T
	7 .3.2.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
6. SHALL set the Request-URI of the SIP INVITE request to the Push Receiver Agent
8 In the case of a user having multiple registered terminals with a Push Sender Agent, the Push Sender Agent:
a. MAY Enforce a delivery model including a GRUU value according to rules and procedures in [draft-ietf-sip-gruu] in order to select the explicit terminal(s) to set up the communication to.
There seems to be interaction between these statements here or at least GRUU and Public User Identtity need to be considered in the Request-URI.
MAY Enforce a delivery model including a GRUU – what does this mean exactly?. Where is the GRUU included (in the Contact or the Request-URI?

Proposed Change: 

Rewrite and propoerly specify
	Status:  OPEN

	B070
	2008.03.31
	T
	 7.3.2.3
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
2. SHALL set the Request-URI to the SIP Session Identity of the SIP Session to release;
As per RFC 3261 the request URI is always set to the contents of the Contact header received when the session was established.
Proposed Change: 

2. SHALL set the Request-URI to the URI from the Contact header provided in the SIP 200 OK response sent in response to the SIP INVITE request that established the MSRP Session 
	Status:  OPEN

	B071
	2008.03.31
	T
	7 .3.2.3
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
If the timer set expires, the Push Sender Agent:

1. SHALL send re-INVITE to set the media line to zero i.e. m= 0 of the MSRP-file that has been transferred, if there is any other media stream than the MSRP-file transfer  media stream in the SDP file
2. In case of multiple media lines for multiple different file transfer , the Push Sender Agent SHALL send the re-INVITE to set to zero i.e. m=0 , of all the media lines corresponding to the MSRP-files that have been transferred
Which timer is this? Is this the session timer expiration? If so it should say session timer. 
Proposed Change: 

Include Session timer expiration in its own subclause
	Status:  OPEN

	B072
	2008.03.31
	T
	7.3.3.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
Recommended media parameters to be used in near real-time communication are specified in [3GPP TS 26.141].
Is SIP Push used for near real-time communication?
This is incredibly broad as lots of codecs and media parameters are specified in TS 26.141. Is it expected that SIP PUSH supports all these?
This specification only applies to 3GPP. What about the 3GPP2 community and their media parameters?
Proposed Change: 

Is this near real time communciation media parameters needed ? If so include the relevant 3GPP 2 reference as well
	Status:  OPEN

	B073
	2008.03.31
	T
	7 .3.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
2. The Push Sender Agent MAY  include Content-Description header field whenever available;
Whenever available is a bit vague. I suppose what is meant here is when an associated Content-Description exists for the delivered content.
Proposed Change: 

Clarify  
	Status:  OPEN

	B074
	2008.03.31
	T
	8.
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
General Comment. Why does Registration appear after the PUSH operations clause?

A lot of the concepts in clause 7 would be much easier for the reader to understand if  the Registration sction came first
Proposed Change: 

Swap clause 7 an 8
	Status:  OPEN

	B075
	2008.03.31
	T
	8.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
Whenever a Push Receiver Agent performs registration with the SIP/IP core and indicates support for SIP Push, the SIP/IP core can notify the Push Sender Agent via a third-party registration, as specified in [RFC 3261].

Third party registration as used here is really an IMS specific  procedure  and is defiend in TS 24.229 and the equivalent 3GPP2 spec not in RFC 3261
Proposed Change: 

Replace RFC 3261 referecne wth TS 24.229 and 3GPP2 equivalent
	Status:  OPEN

	B076
	2008.03.31
	T
	8.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
1. MAY include a Application Resource Identifier of each supported push resource in the Contact header as feature tag  +g.oma.pusheventapp (see Section Error! Reference source not found.).
This statement is poorly worded and confusing. By reading section 9 and looking at the examples I think I know what  it means  but it needs clarifying
Also invalid reference.

Proposed Change: 

Clarify
	Status:  OPEN

	B077
	2008.03.31
	T
	8.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
4 If the Push Receiver Agent relies on Globally Routable User Agent URIs (GRUU), the Push Receiver Agent: 
a. SHALL request a GRUU value during the registration process by  including the +sip.instance Contact header parameter according to rules and procedures of [draft-ietf-sip-gruu].
Note: Upon successful registration, the SIP/IP returns the GRUU values (temporary and permanent GRUU values). These GRUU values can then be used by the Push Receiver Agent in non-REGISTER requests such as the SIP SUBSCRIBE.
What does it mean If the Push Receiver Agent relies on Globally Routable User Agent URIs (GRUU),
If GRUU is supported or if GRUU is needed …?
Also Fix font color

Proposed Change: 

Clarify
	Status:  OPEN

	B078
	2008.03.31
	T
	7 .3.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
5. When the Push Receiver Agent re-registers, or deregisters it perform the following steps:
a. SHALL generate a SIP REGISTER request.
b. If the client needs to remain registered the Push Receiver Agent SHALL reregister with the SIP/IP Core without including each of the SIP Push feature-tag.  
What does it mean without including each of the SIP Push feature-tag?

Is this the same feature tag as the Application Resource Identifiers were included in or something else?

Proposed Change: 

Clarify and use consistent and defiend terminology
	Status:  OPEN

	B079
	2008.03.31
	T
	9
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
GENERAL COMMENT.

It  would be better if this clase came before the registration and the Push Operations clauses.

What is the difference between Application Resource Identifiers and IARI values as defiend by 3GPP. Couldn’t we simply move over to use IARI values for the SIP Push Enabler and use the concepts in draft-drage-sipping-service-identification for this?
Proposed Change: 

Consider alignment with IARI
	Status:  OPEN

	B080
	2008.03.31
	E
	9 
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
Missing “SIP” before Method names (i.e SIP MESSAGE)
Proposed Change: 

Add “SIP” before Methid names throughout
	Status:  OPEN

	B081
	2008.03.31
	T
	9.2.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
When receiving a MESSAGE request, the Push Receiver Agent SHALL use the Application Resource Identifier (when present) to route the incoming MESSAGE to the correct application. (see Section 7.1)

This is a Push Receiver Agent terminal implemntation issue. 
Proposed Change: 

Replace SHALL with MAY


	Status:  OPEN

	B082
	2008.03.31
	E
	9.2.2 and rest of section 9 subclause
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
Missing automatic references
Proposed Change: 

Correct
	Status:  OPEN

	B083
	2008.03.31
	T
	10, 10.1, 10,2, 10.3, 10.3.1, 10,32
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
General Comment

It seems this text would have been appropriate in the AD. There is no protocol level details here.

Proposed Change: 

Consider moving to the AD
	Status:  OPEN

	B084
	2008.03.31
	T
	10.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
The SIP/IP Core SHALL provide confidentiality protection of SIP signalling as defined in [RFC3261].
It is not for OMA to place normative requirements on SIP/IP Core. We can describe what is expected bu SHALL, SHOULD, MAY is inappropriate

Proposed Change: 

Remove SHALL
	Status:  OPEN

	B085
	2008.03.31
	T
	10.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

The SIP Push trust model for SIP signalling is based on the SIP/IP Core security trust model which SHALL provide hop-by-hop security, proxy authentication, and intra-domain security.
It is not for OMA to place normative requirements on SIP/IP Core. We can describe what is expected bu SHALL, SHOULD, MAY is inappropriate

Proposed Change: 

Remove SHALL
	Status:  OPEN


	B086
	2008.03.31
	T
	10.3.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Any SIP/IP core used to support the SIP Push enabler SHALL be capable of providing the necessary security mechanisms to enable authentication, integrity protection and confidentiality of SIP signalling between the Push Receiver Agent and the Push Sender Agent.
It is not for OMA to place normative requirements on SIP/IP Core. We can describe what is expected bu SHALL, SHOULD, MAY is inappropriate

Proposed Change: 

Remove SHALL
	Status:  OPEN


	B087
	2008.03.31
	T
	Appendix B
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
General comment

As mentioned previously using the ua-profile event package for anything other than configuration information is way outside the scope and appropriate usage of this Event package. 
This has been discussed very recently with many of the experts associated with draft-ietf-sipping-config-framework and RFC 3265 and the conclusion is that ua-profile is only appropriate for configuration events not for general purpose delvery of content. New Event packages need to be defined for other user other than configuration (such as OMA DM).

Having an “oma-app” profile type is also not appropriate. The profile should be restricted to the configuration application e.g “oma-dm”

No point in providing further detailed comments on Appendix B until this issue is resolved.

Proposed Change: 

We insist that this proposal is discussed on the IETF SIPPING list for feedback before this assumption to misuse the ua-profile event ackage moves further.
Ua-profile is appropriate for OMA DM and other device configuration uses it is not appropriate for generic push. Restrict this to OMA DM use and define a se[parate event package or have push applications define their own event apckages
	Status:  OPEN

	B088
	2008.03.31
	T
	Appendix C
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
Need to update examples based on other technical comments that cause changes. Also the section is very sloppy with flows examples not in proper tables etc.
Add “SIP” to methods and responses throughout
Proposed Change: 

Needs cleaning up
	Status:  OPEN

	B089
	2008.03.31
	E
	C.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
Upon successful registration procedure and filter information  the SIP/IP Core Network generates a third-party REGISTER request and sends it to the Push Sender Agent, when the Push Receiver Agent is authorized to use the service.  Based on filter processing, the SIP/IP Core Network informs the Push Sender Agent about the registration of the client. The same procedures apply for de-registration.
The two sentences are basically duplicates
Proposed Change: 

Cleanup
	Status:  OPEN

	B090
	2008.03.31
	T
	C.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

The example message does not show the third party SIP REGISTER

Proposed Change: 

Include message exmaples in line with the example text bullets.
	Status:  OPEN

	B091
	2008.03.31
	E
	C.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

The example message shows the P-Asserted-Identity header near the bottom. While not wrong it is more generally shown near the top so that it is easy to tell which entity the request is from (for readability)
Proposed Change: 

Move P-Asserted_Identity header to above From header
	Status:  OPEN

	B092
	2008.03.31
	E
	C.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Accept-Contact;

Wrong

Proposed Change: 

Accept-Contact:*;
	Status:  OPEN

	B093
	2008.03.31
	E
	C.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Editorials spellings of PushRecieverAgent
Proposed Change: 

Correct PushReceiverAgent
	Status:  OPEN

	B094
	2008.03.31
	E
	C.3
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Editorials spellings of PushRecieverAgent

Proposed Change: 

Correct PushReceiverAgent
	Status:  OPEN

	B095
	2008.03.31
	E
	C.3
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

SUBSCRIBE examples 1) and 2)

Accept-Contact; *;

Wrong

Proposed Change: 

Feature tags are missinng
	Status:  OPEN

	B096
	2008.03.31
	E
	C.3
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Actual manufacturers name (SonyEricsson) appears in the example for vendor
Unacceptable promotion
Proposed Change: 

Replace with neutral name
	Status:  OPEN

	B097
	2008.03.31
	T
	C.3
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 
5) Push Sender Agent generates and sends an initial SIP NOTIFY containing an empty body (or push content if applicable).

This is not compliant with draft-ietf-sipping-config-framework. (see below)
6.6.  Notifier Processing of SUBSCRIBE Requests

   A successful SUBSCRIBE request results in a NOTIFY with either

   profile contents or a pointer to it (via Content Indirection
Empty NOTIFY requests are not allowed.
Proposed Change: 

Correct
	Status:  OPEN

	B098
	2008.03.31
	E
	C.3
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Exmaple 5)

Contact
Extra whitespace in middle of the contact URI
Proposed Change: 

Fix
	Status:  OPEN

	B099
	2008.03.31
	E
	C.4
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

REFER examples 

Accept-Contact; *;

Wrong

Proposed Change: 

Feature tags are missinng
	Status:  OPEN

	B100
	2008.03.31
	E
	C.4
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Actual manufacturers name (SonyEricsson) appears in the example for vendor

Unacceptable promotion

Proposed Change: 

Replace with neutral name
	Status:  OPEN

	B101
	2008.03.31
	E
	C.4
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

5) The Push Receiver Agent sends an immediate initial NOTIFY request within the REFER-created dialog to the SIP/IP Core network
“Immediate” is this measurable?

Proposed Change: 

Remove Immediate
	Status:  OPEN

	B102
	2008.03.31
	T
	C.4
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

10) Upon receiving the first NOTIFY request within the ua-profile dialog, the Push Receiver Agent sends a final NOTIFY request within the refer dialog to inform the requester of the result of the action triggered out of the REFER request
However the SIPFrag bodu shows a 200 OK  not a NOTIFY.
Proposed Change: 

Replace 200 OK SIPGRag with NOTIFY SIPfrag
	Status:  OPEN

	B103
	2008.03.31
	E
	C.4
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

The requester entity sends an appropriate response (200 OK) to the SIP/IP Core network 
Examples should show the normal case and not discuss alternates

Proposed Change: 

Replace with

The requester entity sends a SIP 200 OK response to the SIP/IP Core network
	Status:  OPEN

	B104
	2008.03.31
	E
	C.4
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Hanging 

INVITE / MSRP SAMPLE FLOW

Text at the end of C.4

Proposed Change: 

Remove 
	Status:  OPEN

	B105
	2008.03.31
	E
	C.5
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

The SIP/IP Core sends the SIP INVITE to the Push Receiver Agent based on information stored during registration 

What information?

Proposed Change: 

Specify the information 
	Status:  OPEN

	B106
	2008.03.31
	E
	C.5
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

2) and 3) sub bullets a)
Why are these needed?

Proposed Change: 

Integrate in with the main bullets 
	Status:  OPEN

	B107
	2008.03.31
	T
	C.5
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Bullets 4) and 5) don’t make any sense
Proposed Change: 

Rewrite so understandanble 
	Status:  OPEN

	B108
	2008.03.31
	E
	C.5
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

6 The Push Receiver Agent responds with an MSRP 200 “OK” on the first MSRP SEND to the Push Sender Agent using the MSRP channel.
Proposed Change: 

Replace “on the first “

with” to the first” 
	Status:  OPEN

	B109
	2008.03.31
	E
	C.5
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

The Push Receiver Agent responds with an MSRP 200 “OK” on the second MSRP SEND to the Push Sender Agent using the MSRP channel.12. When the Push Sender Agent and the Push Receiver Agent do not need the MSRP channel, the Push Sender Agent sends a SIP BYE to SIP/IP Core to disconnect the MSRP channel with the Push Receiver Agent

Use dialog or session not channel

Also there is a 12 in there looks like two bullets got munged together

Proposed Change: 

Rewrite 
	Status:  OPEN

	B110
	2008.03.31
	E
	C.5
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

9) and 10) sub bullets a)
Why are these needed?

Proposed Change: 

Integrate in with the main bullets 
	Status:  OPEN

	B111
	2008.03.31
	T
	C.5
(P43)
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

From now on we omit the SIP details for the sake of brevity.

Add SDP into the flows the offer answer exchange example is important to the understanding
Proposed Change: 

Add in SDP 
	Status:  OPEN

	B112
	2008.03.31
	T
	Appendix E
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Why do we needt to duplicate IARI and Application Resource Indentifier?
Why not just use IARI? 
Proposed Change: 

Consider merging  IARI and Application Resource Identifier
	Status:  OPEN

	B113
	2008.03.31
	T
	Appendix E
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Following examples show  wrong use of P-Asserted-Service Header.

P-Asserted-Service header not allowed in:

200 OK

NOTIFY,

Check draft-drage-sipping-service-identification for correct usage 
Proposed Change: 

Correct examples 
	Status:  OPEN

	B114
	2008.03.31
	T
	F,1,1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

· The P-1 reference point defined for the Push Receiver Agent SHALL conform to the Gm reference point when the Push Receiver Agent is implemented on the UE, or to the ISC reference point when the Push Receiver Agent is implemented on an Application Server, as specified in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A], respectively. 
· The P-2 reference point defined for Push Sender Agent shall conform to the ISC reference point as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A], respectively.

ISC is an interface not a reference point
Proposed Change: 

Correct to ISC Interface 
	Status:  OPEN
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