Introduction

XML Validation Service has been introduced to verify the consistency of the Schemas and XML examples created as part of the development of OMA Enablers. 
This verification MUST be done, at the very latest, prior to sending an ERP/RRP to REL for checking.

The service is run by members of the OMA staff, (XML Validation Team). There is a dedicated web site to support this service. http://www.openmobilealliance.org/tf/OMA_XML_validation.aspx. There you can find more information about how to submit documents for validation, check results, etc.
The aim of the service is to check if the profile data submitted for XML validation is well-formed and valid:
· Well-formed

· This test checks that elements described in the document are  syntactically correct (follow a predefined set of rules and are correctly “nested”)

· Valid

· If this test is passed, then it indicates that the validated document conforms to the grammar defined by its own or other schemas

	Abbreviation
	Description

	DTD
	Document Type Definition

	DSO
	Document Support Office

	ERP
	Enabler Release Package

	RRP
	Reference Release Package

	XML
	Extensible Markup Language

	XMLVS
	XML Validation Service

	XSD
	XML Schema Definition

	WSDL
	Web Services Description Language


XML Validation Input
Types of documents to validate

Currently, this XML Validation Service, (XMLVS) is able to handle two different types of documents: 
· Schemas 
· Supporting documents (SUP) that contain DTDs, XSDs, WSDL, etc
· Technical Specifications  containing XML examples

· In this case the XML Validation Team uses a tool to extract these XML examples

Note: In this guide, sometimes we refer to these types of documents as “profile data”.
Who can submit these documents & what type of service is provided
Profile data can be submitted by:

· Members Input (Optional Input)
· Adhoc Members Input: 

· Any XML Editor or member that wants to validate profile data for a specific Enabler
· This submission is optional and can be done at any time during the creation of the supporting files 
·  However, it is highly recommended to submit documents for XML validation sooner rather than later. As soon as the XML Editor has a stable XML draft it should be submitted for validation. This will avoid last minute delays - at the creation of a Release Package -  due to XML failures identified  during the Mandatory check
· Documents for validation can be submitted at: Validation Request
· Members (Mandatory Input)
· Members are responsible for requesting the XML Validation Service to validate all the profile data related to the Release. This request MUST be sent before requesting the DSO to start the preparation of the Release Package (ERP or RRP)

· DSO (Mandatory Check)

· The relevant DSO is responsible for checking that the XML validation took place and it was successful. The check MUST be performed before starting with the preparation of  one of the following procedures: 
· Consistency Review, 
· In this case the XML Validation can be done in parallel during the two weeks given by the Consistency Review Process for submitting comments.
· Candidate Approval,
· Notification or Candidate Re-Approval
· The DSO can perform this check by looking at the results at:  XML Validation Results, which contains individual results for each of the documents validated by the XML Validation Team. 
· If no results are available for the specific Release, then the DSO should:  
· Request  the XML Validation Service to start with the validation of the Release profile data, and
· Ask the WG for guidance on how to proceed with the preparation of the Release due to the fact that the verification of the profile data has not been performed yet. 
· The group may decide to wait for the validation or go ahead with the preparation of the Release Package

· Please refer to Validation Outcome section of this guide for further information

XML Validation Process

Validation Activity
The validation of the XML documents is provided by OMA staff. The following tools are used for this validation:
· oXygen XML Editor,  version 10.3

· Altova XML Spy, version 2010

· XML Extractor tool:

· This tool is a macro developed by the staff. The tool extracts XML examples embedded in Technical Specification documents
· When extracting the XML examples from the TS the following assumptions are used:
1) All code extracted from a TS word document is assumed to be contained in a single cell table i.e. 1 column by 1 row. Any table not meeting this requirement will be ignored.

2) Extracting separate xml files: If the code extracted from the table contains ’<?xml version=”1.0”...’  text then it is assumed that this particular example contains XML code, so the xml code is saved to a file

a. All text preceding the start xml tag “<?xml..” will not be copied into the new xml file.

· Validation check:

To make sure examples haven’t been missed, the program provides a summary of the number of files extracted and copied, and the number of 1x1 tables found.

This summary information provided after running the tool is checked against a manual search for “<?xml ....” text. If the number of occurrences is greater than the number of XML files extracted, then further investigation will be done to make sure no xml examples have been missed.

Note: If you want to extract XML examples embedded in an OMA document but the examples don’t comply with the above criteria, please contact the Validation Team at: OMA-XML-Validation@mail.openmobilealliance.org
Also note that we have plans to provide this extractor tool in a web based application.
Reporting Activity
Validation Results

After each validation, the Validation Team updates the page:  XML Validation Results, which contains the results of all XML documents validated by the Team. For each document validated the following information is logged:
· Document name,

· Enabler version,

· Type of Validation

· Optional, Mandatory

· Submission date,

· Completion date,

· Validation Result:

· Valid?

· Wellformed?

· Type of Error:

· OMA Error, (OMA supporting file is at fault), or
· External Error, (External Schema is at fault)
· Observations

· Reference Document

· This information can be seen at: XML Validation Results
Notification of Validation Results

Upon validation of the documents submitted to the XMLVS, the Validation Team will send an email to the originator of the request and/or to the corresponding Working Group. 
This email will contain the following information:  the results of the validation.
· A summary of the validation results for each of the documents validated. 

· A link to XML Validation Results, which is updated after each validation
· If problems were identified during the validation, then XML Validation Team may provide some of the following supporting documents:

· Input Contribution, which contains a summary of the problems identified and their possible resolution,
· Change Request(s) proposing a resolution to some or all of the identified problems, 

· New revision of the schemas or xml examples which contain the proposed changes

Validation Outcome
This section describes the steps to follow after the validation is completed.
Validation Check
The aim of the validation is to indicate whether the file has passed or failed two checks:  

· Valid Check, and 

· Well-formed Check

Successful Validation

This means that the file was successfully validated, it is valid and well-formed.
The process to follow depends of the type of submission:

For Optional Input

· The Member that has submitted the files doesn’t need to rectify any problem. The profile data submitted has passed the XML Validation and the process will follow as normal

· In case a new revision of the supporting document is submitted or a CR is applied to the baseline the validation process should re-start again

For Mandatory Input

· The respective DSO needs to confirm that the validation was successful.  This can be done by:

·  referring to the email sent by the XML Validation Service indicating that the submitted documents were successfully validated, or 

· Alternatively, by checking the validation results at XML Validation Results
· DSO should carry out this confirmation prior the creation of  the Release Package for REL 

Failed Validation

This means that the file failed the XML validation check, either it is not valid or well-formed or failed both checks. 

In this case, the report provided by the Validation Team will indicate the origin of the failure. The errors can be classified into two types:  
· OMA Error
· This implies that the validation failed due to an error within the OMA schema
· External Error
· In this case the problem was identified not as an error within in an OMA schema but an error in an external schema referenced by the OMA schema
Note: This differentiation is important as it will kick-off a different process to follow.

OMA Errors
This classification indicates that OMA documents were at fault and therefore it is due to OMA Members to provide a resolution.
The process to follow depends on the type of submission:

For Optional Input, with OMA Errors
· The editor of the submitted document is encouraged to use the feedback provided by the XML Validation Service, (see Notification of the Validation Results section for further information)
· Once the identified problems have been addressed, the editor is invited to resubmit the file(s) for its re-validation
For Mandatory Input, with OMA Errors
· The relevant  DSO will receive an email from the Validation Team indicating that the submitted documents FAILED the XML Validation, that the Working Group has been notified and that further work is required by the group before proceeding with the preparation of the Release Package
· In this case the DSO MUST consult with the Working Group prior to continue with the preparation of the Release Package. 
·  Alternatively, DSO can check the results at: XML Validation Results
External Errors
This classification indicates that OMA documents were NOT at fault, but the errors were identified in one or more of the External Schemas referenced in the OMA Schemas. In this case the responsibility to resolve these problems doesn’t lie directly with OMA but with the owner of the External Schemas.

Until the problem is resolved the files will be kept in a quarantine area where tests and analysis can be performed.

This area will contain the latest VALIDATED files (OMA & External schemas files) for that Release

The process to follow in this case is:
Quarantine Area Process
	Step No.
	Responsible
	Task

	1
	XML Validation Service
	Creates a Quarantine Area to temporarily store the supporting files for the affected Release

	2
	XML Validation Service
	Notifies to the relevant  Working Group that a new quarantine area has been created for this Release

The Quarantine area contains latest validated drafts of:

· OMA supporting documents

· External schemas
Both types of documents may contain comments on the errors identified. These comments are introduced in the files as annotation or comments and can be provided by members and or the XML Validation Team 
The Validation Team will submit to the Working Group, via an Input Contribution, a new baseline containing the latest and most stable VALIDATED files

	3
	Working Group
	Liaise with the external group (who owns the external schema) towards the resolution of the identified problem(s) 

	4
	Working Group
	Any changes to the external schema or OMA documents should be re-sent to the XMLVS for revalidation

	5
	XML Validation Service
	Once the Working Group agrees that the problems have been resolved the XML Team will release the latest VALIDATED files back to the Working Group – via an input contribution -  and will close the quarantine area


For Optional Input, with External Errors
· The Editor and the relevant  Working Group is notified that the validation of the profile data failed due to external errors

· XML Validation Team provides feedback on the errors and possible ways to resolve the issues, if possible

· The process to follow in this scenario  is as described in Quarantine Area
For Mandatory Input, with External Errors
· Errors found in external schemas will not affect the normal Release process within OMA. The only considerations are:

· The Supporting files containing the Release profile data (latest baseline SUP docs) MAY be modified to reflect the identified problems
· The DSO should look for guidance from the Working Group  before starting the preparation of the Release Package. It is important to include in the Release Package the latest SUP material as this may contain assistance or comments in relation to the validation problems identified
· The DSO will receive an email from the XML Validation Team indicating what Supporting files may be replaced
·  Alternatively, DSO can check the validation results at XML Validation Results
· In this case the Working Group will also be engaged in the process described in the Quarantine Area
Re-Test

Any file that failed the XML validation MUST be re-submitted to the validation Service after correcting the identified issues.
