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1 Reason for Contribution

The intention of this contribution is to define EPEM requirements derived from the use-case as described in input contribution OMA-REQ-2003-0xxx-Additional use-case for EPEM RD. 

The new requirements are submitted for inclusion in the EPEM RD.

2 Summary of Contribution

This contribution describes requirements derived from use-case: Friend-Location-Finder application and are submitted for inclusion in the EPEM RD.

3 Detailed Proposal

*********************************Start of new requirements***************************************

1.
The EPEM MUST be able to generate and make available to authorised third-parties application policy records and statistical information (e.g. failure rate of a particular resource and real time QoS information) for resources that are not capable of generating their own;

2.
The EPEM enabler MUST be able to probe for availability and performance, in order to raise early alarms in case of resource or Application failure;

3.
The EPEM enabler MUST be able to coordinate the delivery of Application events between the Requestor and the requested resources, e.g. location and messaging, such that the end-user is charged for the service consumed as a single chargeable item and not for the individual invoked resources;

4.
The EPEM enabler must be able to coordinate the application session, the dependent application resources and the associated bearer session to ensure coordinated service delivery experience and consistent charging to the end-user, and to enable payment rollback during the instance of a resource failure;

5.
If authentication is required, the EPEM enabler MUST authenticate the Requestor with the information contained in the request. In addition the EPEM MAY request from the owner of the resource further information relating to the Requestor, e.g. user data and privileges;

6.
In the case where a temporary session ID is used for identifying the end-user invoking the application, the EPEM enabler MUST be able to perform end-user authentication by performing a correlation between, e.g. the given session ID and the IP address database;

7.
For charging purposes the EPEM MUST perform the correlation between the Requestor Id, the resource Id, the session Id and the application Id;

8.
The EPEM MUST authorise the Requestor and generate and log the results off the authorisation including the results, e.g. successful, unsuccessful or higher authentication level required;

9.
The EPEM MUST be able to compare the authentication level of the current Requestor session and compare it with the required authentication level defined in the access policy rule. If the authentication level is not sufficient the EPEM MUST either request further authentication or reject the request;

10.
The EPEM MUST be able to enforce policies on requests from types of Requestors, including (but not limited to) (a) Requests from a 3rd party ASP, wanting to utilize Mobile Operator's resources (b) Requests from end users, wanting to access services of the mobile operator (c) Requests from end users, wanting to access services of a 3rd party ASP, and (d) Requests from another Mobile operator;
*********************************Start of new requirements***************************************

4 Intellectual Property Rights Considerations

There is no known IPR in this contribution.

5 Recommendation

To review and discuss the requirements as detailed in section 3 and include these requirements, with comments and additions, in the EPEM RD.
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