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1 Reason for Change

This use case is being submitted to help with the completion of the Presence RD and to keep the RD on schedule per the WISPR.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

Modifies the current version of the RD (OMA-RD_Presence-V1_0-20031222-D)

4 Intellectual Property Rights Considerations

None
5 Recommendation

Recommend that this use case be reviewed by the Requirements WG and as agreed incorporate as use case 5.4 (Finding other Presence users) in the RD.

6 Detailed Change Proposal

6.1 Use Case – Finding Other Presence Users
This use case will demonstrate how a user of Presence can find other users that are also presence enabled.
6.1.1  ASK  \* MERGEFORMAT Short Description

In this use case we will see a presence user (Bob) trying to find another user of presence.  This use case includes how Bob is authorized for this service, and privacy issues that will need to be considered in this use case.  A successful out come of this use case will have Bob successfully find the other user of presence.  The term “find” in this use case means that Bob is able to identify the other presence user, it does not mean that he will literally locate the person.
6.1.2 Actors

Bob – The person that is attempting to find another presence user.
Jan – This is the presence user that Bob finds

Presence Server [PS] – This is the server that is providing the presence capability to Bob and Jan

6.1.2.1 Actor Specific Issues

Bob has just signed up for a new service [Presence] and he is trying to figure out how it works and can be used on his device.
Jan is a subscriber of presence and has been using for sometime, she is also a friend of Bob’s and is helping Bob to understand his service.

The PS is the network entity that manages both Bob and Jan’s presence service.

6.1.2.2 Actor Specific Benefits

As a new user, Bob will be able to enable different clients on his device with presence and provide enriched capabilities that will save him time and money, and make him a more effective in his work and day-to-day life.
Since Jan is already a user of presence in her life she is focused on showing Bob how it work and how he will benefit from presence.

6.1.3 Pre-conditions

Bob has just started using the service and has a device with several clients (IM, PoC, and address book) that can use and benefit from presence, but he is unsure how to use it.  The device also has an application that will allow Bob to learn how to use presence and to locate other presence enabled users, depending on the other user’s privacy configurations.  He has called his friend [Jan] and asked if she can help him understand the service.

Jan has been a presence user for sometime and is already enjoying the benefits of the service.  She is also competent in how it works and can help Bob to understand his new capability.  She is currently with Bob and is working with Bob to understand the service.

Bob and Jan are together with their presence enabled devices.

Jan has given Bob a brief description on what presence is, and how it can be used on his applications

The PS has been provisioned to provide both Bob and Jan with presence capabilities.

6.1.4 Post-conditions

Bob will understand how presence works, and how to use it to enrich his IM, PoC, and address book on his devices.
Jan will still be a user of presence and will have successfully demonstrated to Bob how to use the service.

6.1.5 Normal Flow

1) Jan shows Bob how to access the presence application on his device.  This application will help Bob to find other presence enabled users.
2) The application will prompt Bob to input the information to try and see if the user is presence enabled.  This application will allow Bob to either select a contact from him address book or to input the user manually.

3) Jan suggest that he select her from his address book.

4) Bob selects Jan from his address book, and submits the request.  The client will then send a “get presence” request to the PS.

5) The PS will take the request and verify first that the user is a valid presence user [which Jan is], and then will check and see what privacy setting the user [Jan] has set up for this request.

6) The PS determines the user [Jan] is configured to allow a “present/not present” response to be sent.

7) The PS formats the “response” and sends it back to Bob’s device.  The device will display a notification to Bob stating “Jan is present.”

8) Jan then shows Bob how to enable presence for his address book, PoC service, and IM service.  Bob is amazed at how his user experience is changed [for the better] with this capability.  

6.1.6 Alternative Flow

There are two basic alternative flows for this use case.  Presence being block in the “get presence” request and give all presence information for the “get presence” request.  Both are included below.
Blocked Presence
1) Jan shows Bob how to access the presence application on his device.  This application will help Bob to find other presence enabled users.

2) The application will prompt Bob to input the information to try and see if the user is presence enabled.  This application will allow Bob to either select a contact from him address book or to input the user manually.

3) Jan suggest that he select her from his address book (Jan has her privacy setting for presence set to not give presence information).

4) Bob selects Jan from his address book, and submits the request.  The client will then send a “get presence” request to the PS.

5) The PS will take the request and verify first that the user is a valid presence user [which Jan is], and then will check and see what privacy setting the user [Jan] has set up for this request.

6) The PS determines the user [Jan] is configured to NOT send her presence information.

7) The PS formats the “response” and sends it back to Bob’s device.  The device will display a notification to Bob stating “Presence Unavailable.”

8) Jan then shows Bob how to manage his presence privacy settings.  

No Privacy Setting for Presence

1) Jan shows Bob how to access the presence application on his device.  This application will help Bob to find other presence enabled users.

2) The application will prompt Bob to input the information to try and see if the user is presence enabled.  This application will allow Bob to either select a contact from him address book or to input the user manually.

3) Jan suggest that he select her from his address book.

4) Bob selects Jan from his address book, and submits the request.  The client will then send a “get presence” request to the PS.

5) The PS will take the request and verify first that the user is a valid presence user [which Jan is], and then will check and see what privacy setting the user [Jan] has set up for this request.

6) The PS determines the user [Jan] is configured to allow detailed presence information in the response to be sent.

7) The PS formats the “response” and sends it back to Bob’s device.  The device will display a notification to Bob stating “Jan is present via PoC, IM, and Address Book on her mobile device.”

8) Jan then shows Bob how to enable presence for his address book, PoC service, and IM service.  Bob is amazed at how his user experience is changed [for the better] with this capability.  

6.1.7 Operational and Quality of Experience Requirements

The PS has the ability to modify/manage the level of presence information provided to the requestor based on privacy rules set by both the requestor [Bob] and the requestee [Jan].  This use case does not define how the PS gets the information.  It could be managed on the PS or could be via an external database that the PS can access.
The PS will need to have access to the information on what type of device the users have and their presence capabilities.  This could be internally or externally available to the PS.
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