[image: image1.jpg]"sOMaQa

Open Mobile Alliance



Doc# OMA-REQ-2004-0240-NI-brainstorm-results-from-Berlin2003-meeting
Submitted to Requirements
15 Mar 2004
Doc# OMA-REQ-2004-0240-NI-brainstorm-results-from-Berlin2003-meeting
Submitted to Requirements
15 Mar 2004

Input Contribution

Title:
Brainstorm Results from Berlin 2003 meeting
 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

To:
Requirements

Source:
Alex Walter, Vodafone

+31 433 557 845

alex.walter@vodafone.com

1 Reason for Contribution

During the NI meeting in Berlin (September 2003) there was a NI brainstorm, chaired and scribed by James Vanderbeek. I sent out the resulting document on behalf of James (on 23rd Sep 2003), but didn’t get a document number or use the official template. I upload the document again now as an official document only to ensure completeness, and to make sure that all of our previous work is developed for the Requirements Document.

2 Summary of Contribution

Brainstorm notes. An input document for NI discussions only.

3 Detailed Proposal

Application Specific identity (e.g. MMS, Location, e-mail…)

Machine identity

Identity does not necessarily refer to individuals

Regulatory Requirements:

· Number portability

· Requirement to protect user identity and attributes

· Identity providers are discouraged from blocking access to service providers to other identity providers and cannot collude to do so

· Application of identity within other services – commerce / charging

Support different number and types of identifiers

Support different levels of privacy

Support different roles

Specific support for mobile environment

· SIM

· Radio issues

· Reliability

· Latency

· “number of roundtrips”

· Provisioning

· Roaming

Support for portability of Identity

· Contextualized services

· Across activities

· Across devices

· Across Domains (roaming)

Support for multiple devices

Support for different levels of authentication

· Define the value labels?

Device identity

Subscription identity

Other identities that are not bound to device or subscriber

Support for smartcard identities

Support for an anonymous identity 

· Non-trusted

· Various tiers of trust

Support for pre-paid 

Lower cost of providing identity services

Service provider identities

Application identities

Protect user identity

Permission to share identity

The scope of identity shall provide a foundation for other enablers within OMA

· Gather from other enabler activities

Support for identity management

· Providing

· Managing

· Issuing

· Versioning

· ??Mobile??

Support for identity that the use will depend upon client profile

Support for persistent pseudonym coupled with the need for anonymous identity

The identity solution shall keep in mind that a one to many relationship with other groups and protocols within OMA may be required (for example…multiple location interfaces)

Support for disparate identities

Support for standardized process for creating identities

Support for validating / verifying / accepting identities (think of issues that DRM faces in their solution)

Support for relating business issues with identity (mutual confidence) 

Support for identity based charging

Flexible deployment of identity that it could be available and offered by different points of the network and / or device

· Decentralized management of identity

Delegation of identities

· Rights 

· Use (secretary acts on behalf of manager)

· Concept of supporting roles and corresponding rights

Non-corrolatable Psyd

Life-cycle of identity

· Enforcement of this as well to challenge…

4 Intellectual Property Rights Considerations

None stated

5 Recommendation

Make use of this brainstorm.
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