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1 Reason for Contribution

To make some changes to the high level requirements section of the latest Presence RD (OMA-RD_Presence-V1_0-20040521). 
2 Summary of Contribution


This contribution proposes to make some changes to the requirements in section 6 of RD and suggests to the group to discuss and approve those changes. Previous version of this input was discussed during the conference call on 26th of May. This version will be a revised version and will take into account the comments and any feedback from the discussion. 
3 Detailed Proposal

6. Requirements
(Normative)

[At this stage of the requirements document development, the actual requirements are collected and handled in the Detailed Requirements sheet in Appendix B. These will be moved to the normative part of the document after the requirements categories to be used have been identified.]

6.1 High-Level Functional Requirements

6.1.1 General

1) The Presence Service SHALL be specified in such a manner that no specific execution environment, operating system, or programming language is unfairly favored for the implementation of a conforming Presence Service. 

2) Required interfaces to the Presence Service SHALL not be specified in terms that unfairly favor any execution environment, operating system, or programming language.

3) The Presence Service SHALL be independent of the technology of the access network. For example, it would be inappropriate to specify a Presence Service that works only for GPRS networks. This requirement SHALL NOT preclude making information specific to an access network available to the Presence Service.

4) The Presence Service SHALL interact with external presence services using industry-standard protocols and data formats to the extent enabled by those industry-standard protocols and data formats.

5) OMA SHALL work with other specifying bodies to extend industry-standard protocols and data formats as needed to meet the requirements of any interfaces between the Presence Service and external presences services that cannot be effectively met with available industry-standard protocols and data formats. 

6) The Presence Service SHALL leverage existing and developing presence technology as defined in existing standards if that is possible and propose extensions to them in case it is necessary.

7) The Presence Service SHALL continue to be supported when the user roams to another network that supports the presence service.  

8) The Presence Service SHOULD take into account changes in the network derived availability (e.g. the user is in a no coverage area) or the mobility (e.g. the user is in the home or visited network) of users.

9) The Presence Service SHALL comply with the privacy requirement described in [Privacy].

10) The presence service SHOULD allow efficient use of transport resources.
6.1.2 User Experience

11) It SHALL be possible for Presence Service Users to utilize the presence service in order to communicate to others certain information and preferences (presence information), such as their willingness and availability to communicate using particular communication means.

12) The Presence Service MAY allow Presence Service Users to communicate this information by creating and activating “profiles” such as “Working”, “Meeting”, “Out to lunch”, “Discreet”, “Busy”, “Do Not Disturb”, etc. 

13) The Presence Service SHALL not limit such profiles to pre-specified content.

14) The Presence Service SHALL allow for such profiles to be suitably customized to meet the needs of a variety of applications and end-users.

15) While the number and content of those profiles will vary, the Presence Information elements that will be communicated as a result SHALL be defined such that their semantics are very precise in order to ensure that they are consistently interpreted across applications. [For more information see Section 6.1.4 Presence Information]

6.1.3 Features

[Note that the term “Presence Service user” refers to any entity accessing the Presence Service, and not necessarily an end-user.]

16) Presence Service users SHALL be able to configure the Presence Service, as detailed below.

17) Presence Service administrators SHALL be able to configure the Presence Service, to override any or all settings of individual users.

18) Presence service SHALL support presence information for multiple, concurrent presence enabled services for each presence subscriber.

19) Presence services SHALL support multiple, concurrent presence information for multiple terminal devices for each presence subscriber.
6.1.3.1 Publish

20) Presence Service users SHALL be able to publish presence information on their own.

21) Presence Service users SHALL be able to publish presence information on behalf of other users, subject to prior consent from those users. 

22) The Presence Service SHALL be able to aggregate and store multiple presence elements for each user.

23) Presence sources SHALL be able to publish one or more presence elements at a time.

(No need for change here since the group agreed to define the term ‘Presence Sources’. )
24) The Presence Service SHALL be able to retrieve presence information from presence sources (network entities, end-users, etc.) either ad-hoc or on a periodic basis

25) The Presence Service SHALL be able to accept presence information received from user-authorized presence sources (network entities, end-users, etc.)

26) More than one Presence Service users MAY publish the same presence elements on their own or on behalf of other users. 

6.1.3.2. Subscribe

27) Presence Service users SHALL be able to request the presence information of other users on an ad-hoc basis.

28) Presence Service users SHALL be able to request that notifications are sent on a subscription basis when there is new or modified presence information.

29) Presence Service users SHALL be able to request the presence information of other users on subscription basis, where notifications are sent periodically.

30) Presence Service users SHOULD be able to specify other conditions upon which presence notifications are generated and sent to them.

31) Presence Service users SHALL be able to specify that a particular subscription generates full or partial (i.e. incremental) notifications.

32) Presence Service SHALL support a mechanism through which users can choose to accept or reject incoming subscriptions that are requesting partial notifications.

33) Presence subscriptions MAY have an expiration time (a.k.a. duration).  When the duration of a subscription elapses, the subscription is terminated.

34) The Presence Service SHALL notify a subscribed watcher when their subscription expires.

35) The Presence Service SHALL provide the means for a subscribed watcher to renew a subscription before it expires.

36) The Presence Service SHALL provide a mechanism for the subscribing watcher and subscribed-to presentity to negotiate the subscription duration. . Negotiation should be between the subscriber suggesting a duration and the subscribed-to presentity determining the actual subscription duration.

37) The Presence Service SHALL provide a mechanism for a presentity to cancel a subscribed watcher’s subscription.  

38) The Presence Service SHALL provide a mechanism that can be used to notify a subscribed watcher of the cancellation of their subscription, subject to the preferences of the presentity.

39) The Presence Service SHALL provide a mechanism for a subscribed watcher to cancel their subscription(s).

40) A presentity MAY accept or deny incoming requests for subscriptions.  This MAY be done in advance, or as those subscriptions arrive.


41) A subscribing watcher SHALL be notified as to whether the requested subscription was accepted or denied.

42) An incoming request for subscription MAY be denied by a ‘polite blocking’ but the watcher will not notice it since the user would be shown offline. 

43) The Presence Service SHALL provide the means to enable presentities be notified of any requests (whether ad-hoc, subscription-based, or otherwise) for their presence information.

44) The Presence Service SHALL provide the means to enable presentities be notified of any subscriptions to their presence information that have just expired.

45) A presentity SHALL be able to authorize a watcher to retrieve its presence information, via one or more of the mechanisms described here, on behalf of another watcher.

46) A presentity SHALL be able to authorize a user to cancel a subscription on its behalf.

47) It SHALL be possible for a watcher to request that they receive a particular subset of a presentity’s presence information, subject to the presentity’s preferences.

48) It SHALL be possible for a Presence service user to perform subscription-related operations in bulk, i.e. where the target is more than one presentity. 

49) It SHALL be possible for a subscribing watcher to specify a maximum desired notification frequency.

6.1.3.3 Notify

50) The Presence Service SHALL be able to generate asynchronous notifications in response to subscribed-to events

51) The Presence Service SHALL support a mechanism such the order of transmitted notifications can be maintained

52) The Presence Service MAY cancel a subscription, if the notifications pertaining to that subscription are undeliverable.


53) It MAY be possible for the Presence Service to buffer or otherwise store notifications, so that the subscribed watcher, in lieu of asynchronous notifications, can retrieve them.


54) The Presence Service SHALL implement a FIFO ordering mechanism for the purpose of the above requirement.  The Presence Service MAY also implement additional ordering mechanisms.

55) It MAY be possible to retrieve buffered notifications pertaining to more than one user in bulk.

56) All the notifications from the Presence Service SHALL be generated within a defined time-frame
6.1.3.4 Search

57) The Presence Service MAY provide mechanisms allowing watchers to search for presentities, based on their presence information.

6.1.3.5 Preferences

58) Presence Service users SHALL be able to control how their presence information is disseminated

59) Presence Service users SHALL be able to define policies such that the Presence Service disseminates different information to individual watchers or groups of watchers.  

60) The defined policies SHALL cover the possibility of anonymous or unauthenticated watchers.

61) It SHALL be possible to define default policies that apply to watchers that do not fall in any of the specified groups.

62) It SHALL be possible to apply a policy to a particular watcher or to a particular request.  In other words, the policy for a particular watcher can be defined once, or it can be evaluated every time a request from that watcher is made.

63) For each said watcher or group of watchers, Presence Service users SHALL be able to define policies such that the Presence Service will reveal all their presence information, a subset of their presence information, or any other information (whether that is true or not), fully or partially based on their presence information.

64) The Presence Service SHALL provide mechanisms which may be used to limit the number of times a watcher can retrieve the Presence Information of a presentity.

65) Presence Service users and/or  Administrators SHALL be able to define default policies for all their users, but administrators SHALL be able to overwrite defined policies. 
(See 4 as above)
66) Presence Service users and/or  Administrators SHALL be able to define default policies on a per-user basis or per group basis, but administrators SHALL be able to overwrite defined policies..

6.1.3.6 Delegation

67) The Presence Service SHOULD allow the selective authorization of Presence Service users to perform publication related features on behalf of other Presence Service users.

68) The Presence Service SHOULD allow the selective authorization of Presence Service users to perform subscription related features on behalf of other Presence Service users.

69) The Presence Service SHOULD allow the selective authorization of Presence Service users to configure preferences on behalf of other Presence Service users.

70) The Presence Service SHOULD allow the selective delegation of features to the Presence Service, such that those features can be applied by the service when the Presence Service users are out of contact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that changes proposed in this contribution be approved and inserted in Presence RD, OMA-RD_Presence-V1_0-20040521.
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