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1 Reason for Contribution

This input enumerates issues, questions and comments on the 2004-09-28 version of the PEEM RD

2 Summary of Contribution

See above.

3 Detailed Proposal

Non-editorial comments:

1. 3.2 - add definitions for: Policy Decision (6.1#5); Event (6.1#10); Policy Expression (6.1#11), Visited Network (6.2#19) 

2. 6. – since the definition of Enabler (in [OMA-Dict]) contains two sub-definitions and this RD uses both of these definitions, this section should state something clarify the use of this term by stating something like:

    “unless qualified otherwise, the term PEEM enabler, as used throughout this section and all of its sub-sections, refers to an implementation (of a PEEM enabler) and not a specification”

Additionally, in the very few instances of PEEM enabler that do imply a specification (e.g. 6.1#2, 6.2#23), the text should be qualified (i.e. implementation explicitly added).

3.  6.1#4 – the use of relevant in this requirement makes it ambiguous and thus it needs clarification

4. 6.1#7 – delete this requirement because it is not in the scope of this RD to place requirements on other enablers  Art. This was already discussed on the list, a few days ago. I attach you here some extract of the emails we had to this respect. Definitely, I don’t support deleting this. 
---- Extract -----

<DAVE SANDERS>

6.1 - 7. "Enablers MUST be able to determine when to perform policy

enforcement (i.e. on which requests there is a need to ask for policy

decision). "

Isn't it any request, the policy framework needs to be invoked and

cross-check on existing policies? Additionally, implementing the logic

required for determining whether a policy enforcement is needed, and doing

it in every single enabler largely contradicts the need of having a unified

policy mechanism, i.e. PEEM.

</DAVE>

<JUAN> Dave: this requirements comes from the SMS spam use case. It's about this: sometimes, PEEM will "intercept" the flow and apply some policies. But in some occasions (SMS spam use case) PEEM will not be in the middle of the flow (for any given reason) so that we have to make possible the scenario where an enabler will have to ask PEEM to take a decision (rather than PEEM being in the middle of the requestor and the responder). That's why we have this requirement.

</JUAN>

[DS] Thanks, but but I don't believe that the requirement reflects your explanation, which I now understand. Should the requirement be reformualted to say "...."Enablers MUST be able to determine when to ask PEEM to perform policy enforcement...." [DS]

<JUAN>

OK with rewording proposed

</JUAN>
-----------End of Extract ------------------

Art: about putting requirements on enablers, please, refer to the SMS spam Use case, and let me know any other proposal to write the requirement. 
5. 6.1#8 – delete this requirement because this it is not possible in practice to prohibit an end-user from defining a policy (i.e. not testable) We should try to keep the spirit of the requirement, rather than delete it What about “PEEM enabler must allow for end user defining his/her…..”
6. 6.1#9 – this requirement should either be split into two requirements or shortened to include only one part of the stated functionality

7. 6.1#12 – delete this redundant requirement because it is covered by 6.1#3

8. 6.1.1#3 – this requirement is not comprehensible. For starters, what does support mean in this context; what does the “e.g.” apply to; to which actor does the “to permit …” clause apply (e.g. the PEEM enabler or the other enablers); the use of MUST and may is confusing. Perhaps it would help if the text was changed so that clearly stated what would need to be specified to obtain the desired behaviour.

9. 6.1.1#4 – this requirement has the same problems as 6.1.1#3 
10. 6.1.3#1 – either delete this requirement because SLAs are not in scope or clarify the meaning of impact in this context Recently discussed on email also. Again the extract.
---------Extract --------------
<DAVE>

6.1.3 - 1 "PEEM enabler MUST NOT impact establishment of SLAs between ..."

This is a bit unclear because the PEEM may be used to establish policies to

support an SLA

</DAVE>

<JUAN>I guess this is that PEEM technology  "should not alter" the existing SLAs and should not "impose" anything on future SLAs, unless you want to.

</JUAN>´

------- End of extract ---------------

Art: given this, would you propose alternatives? I don’t think we should delete it.
11. 6.1.3#2 – must clarify MAY be the least set – this implies none of the activities are in scope. Also need to connect the two sentences (e.g. is mechanisms the same as activities). I guess the meaning was, “SHOULD be at least the following”.
12. 6.1.3#2 – the bullets, especially view policies, update/modify policies and create policies imply the need for a tool. The specification of tools is not in scope for OMA and thus these bullets should be deleted. Don’t agree. I don’t want to leave this open to proprietary solutions to manage the policies in my network. I agree that we will not define a concrete tool, but we should certainly define the policy management (in scope), and the needed interfaces/mechanisms for that. I believe it will be during AD/spec time when we decide how far we can go here.
13. 6.1.3#3 – must clarify the meaning of support (for this requirement and each of its sub-bullets) in the context of Administration and Configuration. In my mind, this means that it must be possible to specify (and to enforce later) policies that apply just to one concrete resource, or to many, to specific requestors, etc.
14. 6.1.3#4 – must clarify the meaning of “extending” because this can be interpreted as a requirement on the language to express policies (6.1#11) and thus not necessarily a Admin/Configuration issue

15. 6.1.3#5 – this requirement is confusing. Why does the enabler need to specify multiple ways to “express policy rules in terms of input data”? What is the value of the qualifier “in terms of input data” (i.e. is it really necessary)? 

16. 6.1.3#6 – since this appears to be a requirement for the policy expression language, the requirement should be re-worded as such; the qualification “so that …process.” is not necessary and should be deleted

17. 6.1.4#1 – this seems like an un-attainable requirement since it implies PEEM must understand every advertisement mechanism in existence.

18. 6.1.6#2 – identity-related requirements should not be in scope for the PEEM enabler but forwarded to the IMF work. I’m not sure. Example: IMF may decide the same, saying that hiding the end user identity in an outcoming request it’s up to the policy enforcement and thus nothing needs to be done. The req. would be lost. I believe we should acknowledge the need for this requirement, and then decide if this is up to IMF, or if IMF decides that this feature will impact PEEM spec. I would keep it, and let’s see later (in agreement possibly with IMF) how to deal with this.
19. 6.2#5 – must clarify to what “an interface or API” refers

20. 6.2#6 – assuming PEEM enabler refers to an implementation of this enabler, this requirement should be deleted because it constrains a deployment option - it may be acceptable for the deployment of a PEEM enabler to restrict “interfaces to it” to a single domain

21. 6.2#7 – delete this requirement because it places requirements on other enablers (which is out of the PEEM enabler’s scope)

22. 6.2#8 – must clarify the subject of the policy (e.g. a policy is added to what – some resource, the PEEM enabler?). The intent of this requirement seems to be that the PEEM enabler must specify an interface that can be used to notify an implementation of a PEEM enabler about new or modified policies but the requirement isn’t worded as such.

23. 6.2#9 – must clarify the subject of interface changes; to what does the e.g. refer?

24. 6.2#12 – must clarify to what the list refers. The text says criteria but some of the items are policies, some are actors and item a. implies the PEEM enabler must know about all of the Subscriptions of an end-user which should be out of scope. Precisely because it’s an heterogeneous set, we thought that “criteria” would be a common language word to use here. Any other proposal for that? And, yes. PEEM will have to know about subscriptions in order to apply proper policies (how shall PEEM know then if a user is authorized to access a service).This does not mean, of course, that PEEM will have to “store” locally the subscriptions, it means that it will have to find out at the proper enabler.
25. 6.2#13 – this requirement should be deleted since it places requirements on other enablers. Alternatively, perhaps the requirement should be re-worded so that it states requests/responses must contain session-related information. You mean here req- #14, I suppose…
26. 6.2#15 – the following part of this requirement is not comprehensible and thus should be deleted or re-worded: mandating to obtain of user approval Assuming you know what this req. means: Do you have any proposals on proper English here?
27. 6.2#16 – this requirement must clarify roaming in this context since it can be interpreted as meaning the PEEM enabler will be implemented in a mobile device which is not in scope (not supported by a Use Case). Additionally, must clarify “they” in this context because it is not clear who “they” is (e.g. the user, the policies, the PEEM enabler, something else?). This requirement implies no implementation assumptions (At least, that’s my believe). I happen to figure out about another solutions not terminal-based. About the other thing, Would you be OK changing “they are roaming” by “the user is roaming”?
28. 6.2#18 – this requirement is incomprehensible because of the overuse of plural words i.e. policies, requests, end-users, networks, Service Providers and the double usage of the word from. Additionally, it appears there may be some type of broadcast-related requirement because of the use of requests originating from multiple networks but it certainly isn’t clear. Humm… you’re right here. That’s why I prefer to show the relation with the original use case, on the very requirement. This refers to section 5.3, Figure 5. Could you please figure out a more correct wording for this here?
29. 6.2#19 – this requirement implies the implementation of a PEEM enabler must be able to enforce policies referring to resources that are not in the PEEM enabler’s network. If this is true, is that feasible; if not, the requirement needs to be clarified. Regardless, Visited Network should be added to the Definitions. PEEM not only protects resources, sometimes protects the end user (e.g. applying his privacy policies and preferences). Those users should be protected even when roaming. We could figure out some other wording for this, that you judge mode appropriate. About Visited Network, do we really have to define it? It would lead to use “Home Network” in the definition, then we would have to define it, and possible other few terms. Is it really needed?
30.  6.2#22 – must clarify the meaning of execution time in this context

31. 6.2#23 – since Registration and Discovery are not in scope per the WID, change “additional” to “any”

32. 6.2#24 – this requirement should be split into two requirements: a) The PEEM enabler must specify how a priority can be assigned to a policy rule; b) The implementation of a PEEM enabler MUST execute a policy’s rules according to the rules’ priority.

New requirement:

1. The PEEM enabler MUST specify the syntax and semantics of requests and responses. The syntax MUST be specified in abstract terms.

Editorial comments:

1. 6.1 – change “In each case” to “In some cases” or add references to the requirements that are missing a reference (e.g. all of the bullets in 6.1#3, 6.1#12, 6.1.3, etc.)

2. 6.1.4#2 – move to section 6.1.3

3. 6.1.4#3 – change to: The PEEM enabler MUST be able to support requests on behalf of principals.

4. 6.2#17 – change “deal with” to “handle”

5. 6.2#20 – replace “be able to deal with possible” with stronger languages such as “prescribe how to”

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The author recommends all issues/comments/questions listed above be addressed.
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