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1 Reason for Contribution

In the last meeting in Munich (April 2004) a specific Use Case (OMA-REQ-2004-0345R01-PoC Use Case – Coordinated Dispacth to 1 to many) was included in the face to face meeting of REQ group to discuss about it but it was postponed to the next version of PoC and there  was a general agreement to simplify and clarify the contents. In order to grant these concerns and to avoid talking about features included in Uses Cases of PoC v1, the whole of the contents has changed. Now, with WID 0098 approved it´s the time to take into account this Use Case.

2 Summary of Contribution

This contribution tries to describe specific features not included in the Use Cases of RD PoC v1.
In this Use Case the key added values are focused on the possibility to manage different groups of the same fleet and the capacity of dispatch to prioritize communications among groups. In this profile of users it is very important to have resources to make fast decisions in case of emergencies. The dispatcher men will have capacity to select where the priority is and which are the key communications or users. It´s not the same case of Police Forces or Emergency Users but it is very similar and it´s not intended to substitute their PMR (Private Mobile Radio) systems but to complement it.
3 Detailed Proposal

5.X.-
USE CASE Z, “PRIVATE SECURITY IN A CONCERT”
5.X.1.-
Short description

The organizers of a music concert have contracted a private security company for the event. This company has prepared different security groups:

1.-
“Security personal group” for the musicians

2.-
“Security stadium groups” (indoor and outdoor) 

3.-
“Security stage group”

4.-
“Security reinforcement group”

5.-
“Concert group” including the first 3 groups

6.-
“Global group” including all the groups.

The terminals have been programmed with the appropriate group configuration and priorities, and the dispatch is included in all of them. The work of this company begins when the stadium is opened to install the stage, continues in the local airport where the musicians will land, goes on through the concert day and finishes when the last truck leaves the stadium with the stage materials.

5.X.2.-
Actors

1.-
Concert organizers: they contract a private security company for a specific event.

2.-
Private security company: They use a PoC communication service and prepare the groups according with the instructions from the organizers and their own experience on this kind of events.

3.-
Service provider / network operator: allows all these groups and specifications in its network.

5.X.2.1.-
Actor specific issues

Concert organizers:

· They want to give proper security to the musicians and the public.

Private security company:

· They require fast communications in these kind of situations
· They want to guarantee the privacy and security of their communications. 
· They want to be able to block the terminal via radio interface (in case the terminal is lost / stolen).

· They want priority access to the network in emergency situations
Service provider / Network Operator:

· Wants to attract new customers. 
5.X.2.2.-
Actor specific benefits

Concert organizers::

· They receive congratulations for the good organization and are allowed to organize other events in the same location.

Private security company:

· Better group coordination in emergency situations
· Better privacy and security than in legacy systems
· Possibility to program the terminals depending on the organization needs.

· Possibility to block stolen terminals to avoid undesired listening.

. 
Network Operator/ PoC server:

· Is able to  attract customers to a new service with higher billing rates due to the priority access granted in some situations. These users could also be users of other services of the operator.

· More services

· Prestige for providing emergency communication.

5.X.3.-
Pre-conditions

The private security company begins its work after signing a contract with the event organizers. This company organizes the PoC groups.

5.X.4.-
Post-conditions

The concert finishes and the last truck leaves the stadium with the stage materials several hours later.

5.X.5.-
Normal flow

The security stadium groups begin their work when the first truck arrives to the stadium. The security personal group is in the airport waiting for the musicians. When the plane lands, they  have to protect the musicians from the fans that were waiting for them till they get to the hotel. Their work continues there. All this time these groups have been using their own PoC groups without contact between them.

The concert day , the different groups control the access to the stadium, the security inside it, people in the stage barriers and so on.

Suddenly  the stage barriers fall down. The stage group can’t control people. The dispatcher makes an emergency group 5 (see bullet 5.x.1) call and the security members from the 3 groups involved begin to control the situation, evacuating people outside the stadium. But a riot explodes outside and the security people begin to lose control of the situation. The dispatcher finishes the group 5 call, and starts a group 6 emergency call asking for help to the reinforcement groups. All security members have a good coordination with this last communication and finally the situation is properly controlled. The concert finishes without any more problems.

Musicians are taken to the airport, the stage is dismantled and loaded in trucks, and the event finishes successfully.

5.X.6.-
Alternate flow

· One terminal has been stolen during the riot. The dispatcher blocks it so nobody can listen their communications. The blocked terminal will be registered into the network, although it will appear to be turned off to the user. This will allow the dispatch host to follow the terminal thanks to a specific computer application (tracking of terminals). 
· It is possible to make an emergency group call to a specific area. All terminals inside this geographic area will receive the phone call. The operator gives authorization to make this type of emergency call, as well as indicates which are the radio base stations involved and the special rate of this communication.

· It is possible to make a secret listening of the calls by authorized personnel.

· The network operator MAY authorize some of these groups to pre-empt other services communications in case of radio network congestion (perhaps this is out of the scope of PoC)

· Some terminals could have an option to scan different groups. In this way they can listen to other groups while there is no traffic on their priority group.

5.X.7
Operational and quality of experience requirements

· Terminals shall be programmable and support, at least, the same requirements as in PoC 1.
· Terminals could be blocked via radio interface.

· Terminals will allow fast dialing. 

· It must be possible to define different priorities to the terminals and groups in order to have a more dynamic access to the network. Users may maintain their personal access to the floor priorities depending on the group creator.

· There is a possibility of recording all the conversations and floor control in order to know which users are involved.

· The priority of some of these groups will be the higher possible, so the voice in these calls will pre-empt other communications the invited users were involved into. They will also use the “manual answer override” feature. Terminals may need to send data (photographs, video recording…) while being in a voice PoC session. 

· Delays in voice and floor control need to be short (similar to systems used today in these situations).

· PoC users involved in the same conversation and under the same base station coverage MUST receive the audio at the same time, in order to avoid echoes and improve audio quality.

Derived / Proposed Requirements

· PoC users involved in the same conversation and under the same base station coverage MUST receive the audio at the same time.

· Dispatcher (or PoC administrator) MUST be able to define different group priorities.

· The highest priority MAY pre-emt other communications, (if authorized by PoC service provider).

· Terminals MAY be able to send data while in a voice PoC session.

· PoC service provider and PoC users MAY get an agreement on using PoC service only in a specific area (affecting only the base stations on that area).
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend OMA-REQ members to consider this new Use Case to grant new features in PoC release 2 to be included in RD
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