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1 Reason for Contribution

The PoC Enhancement Work as given in WID98 provides the openness of the PoC service usage beyond the originally intension for plain human interaction. This contribution provides a use case description and corresponding requirements for human - to - non-human PoC service usage.

2 Summary of Contribution

This contribution presents a new use case for PoC release 2. This contribution describes a scenario for human-machine interaction and studies the corresponding requirements for the PoC service.

3 Detailed Proposal

The following proposes text for the PoC release 2 RD. The Author is asking the editor to assign the correct section numbers. The elaboration of the proposed requirements are for further study.
5. Use Cases
(Informative)

5.1 Non-human-initiated PoC session

	
	Affected Areas

	
	Device
	Connectivity
	Enabling Services
	Applications
	Content
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	x
	
	x
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	Additional Keywords
	
	
	
	
	


Table 1: Affected Areas for 5.1

5.1.1  ASK  \* MERGEFORMAT Short Description

This use case describes the situation where an application initiates a PoC session to one or several PoC users. As illustrative example, a scenario is simulated in which a machine is measuring environmental or other context information. The analysis of these parameters evolves in the initiation of a PoC session to inform about a machine status and permit a discussion under the responsible team members. Evolving the situation, additional groups might be included.
5.1.2 Actors

The involved actors are:

· PoC service subscribers: 

· Team “Help”: Mary, John, Marc

· Team “Check”: Anne, Tom
· PoC service enabled application

· PoC service provider

5.2.1.1 Actor Specific Issues

Human PoC users: Team members are PoC subscribers. The PoC users have their PoC client for the answer mode option to manual-answer override for the application they are registered for. PoC users also have the option for configurability of their service settings (e.g. privacy itemized by white list entries), especially towards non-human applications (e.g. regarding recording requests) to permit application-specific needs. (see Note 1 for possible specific solution, e.g. emergency applications).

Non-human PoC user: The application contains a list of responsible teams/persons and has generated these in the PoC-respective Group Management server. Application acts as independent, non-human PoC user which has granted manual-answer override option at these registered groups/persons. Application indicates its special role as non-human PoC user and if applicable its capability for PoC session recording. (see Note 1 for possible specific solution, e.g. emergency applications).

PoC service provider: PoC service offers to distinguish between non-human and human PoC users. It also offers service authorization rules to enforce specific handling for privacy, priority, right-to-speak control etc based on legal rules.
Note 1: Configurability of answer mode, privacy and related service settings could also be handled in application-subscription profiles which are enforced automatically without PoC users interaction.
5.2.1.2 Actor Specific Benefits

The benefits for the actors are:

· Depending on an application-specific context, the application initiates a PoC Session involving responsible team(s) and individual persons, setup as pre-arranged group(s) and/or individual PoC users. No human involvement in PoC session invitation process is required.

· The application hold the right to use the manual-answer override option to get immediate attention from the responsible team(s) e.g. in case of the context for emergency/disaster situation.

· PoC users receive PoC Session initiation automatically triggered by remote application/machine. 

· PoC user in emergency context receive instant group session setup with highest-priority acceptance on their devices.

5.1.3 Pre-conditions

The required pre-conditions are:

· Team members are PoC subscribers.

· PoC users have the option of configuration of their service attributes (e.g. answer mode, privacy, participants information) to advantage of the application or the application-specific service profiles enforces the advantage for the application based on profile settings.

· Application is PoC service enabled. It indicates its special non-human role in the PoC service usage.

5.1.4 Post-conditions

The required post-conditions are:

· A PoC session between human(s) and non-human entities has been established.

· PoC subscriber gets indication of recorded PoC session and 

· can initiate the streaming of recorded session to his device or

· can join PoC session if still available.

5.1.5 Normal Flow

The normal flow for this use case is:

(1) Application “control-it” discovers a context to inform the responsible team “Check” about the status at which the team has to modify some non-PoC related application parameter.

(2) The status is moderate, so the application initiates a PoC Session setup with the pre-arranged PoC group “Check”. It indicates its non-human status and recording action. The invitation contains data (e.g. text) to inform about the application context (Note: this is handled in REQ-2004-1028R02 and is re-used for illustration purpose).

(3) Team “Check” receives the PoC Session invitation. Anne and Tom accept the PoC session.

(4) The application (=PoC user “control-it”) sends a pre-recorded message detailing the context situation.

(5) Anne and Tom discuss the needed action while “control-it” is recording the discussion for later process/minutes.

(6) After their discussion completion, Anne closes the PoC Session.

5.1.6 Alternative Flow

The alternative flow for this use case is:

(1) Application “Control-it” discovers a context to inform the responsible team “Check” about the status at which the team has to modify some non-PoC related application parameter.

(2) The status is classified as “dangerous”. This involves the responsibility for the emergency team “Help” to put them into the alarm status at that moment. So the application initiates a PoC Session setup with the pre-arranged PoC group “Check” and requests the manual-answer override in the PoC Session invitation. It indicates its non-human status and recording action. The invitation contains data (e.g. text) to inform about the application context (Note: this is handled in REQ-2004-1028R02 and is re-used for illustration purpose). In addition, the “control-it” initiates PoC Alerts to the PoC group “Help” to inform about the alarm situation.

(3) Team “Check” receives the PoC Session invitation. Anne and Tom are accepted to the PoC Session.

(4) The application (=PoC user “Control-it”) sends a pre-recorded message detailing the context situation.

(5) Anne and Tom discuss the needed action while “Control-it” is recording the discussion for later process/minutes.

(6) The situation turns into a highly critical status which triggers the application to set the classification to “disaster”. With this, “control-it” needs to involve people from the team “Help”. It initiates a PoC Session invitation for joining into the ongoing PoC Session to the pre-arranged PoC group “Help” and requests the manual-answer override in the PoC Session invitation.

(7) Team “Help” receives the PoC Session invitation instantly and is joined in the existing PoC Session with team “Check”.

(8) “Control-it” requests the right-to-speak and sends a pre-recorded message detailing the context situation.

(9) Mary, John and Marc join in the discussion and conclude their actions.

(10) After their discussion completion, Anne closes the PoC Session.
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Fig.  1 Illustration of Situation in "Alternative Flow"
6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	Use Case: Non-human initiated PoC Session 
	Access Control

· The PoC Server SHALL be able to distinguish between human and non-human PoC Session invitations.
· The PoC Server SHALL enforce respective authorization rules to respect e.g. privacy settings. 

	
	Session Establishment

· A machine (non-human, automatic) PoC user agent SHALL be able to establish PoC session. 

· The PoC Server SHOULD indicate the participation of a non-human PoC user agent in the participation list. If legal enforcements are applied, the POC server SHALL be able to hide this information from the user(s) on request.
· Merging pre-defined groups at PoC session setup (temporary super-ad-hoc group) (as also given in other UC proposal)

· Merging pre-defined groups and individual users at session setup (temporary super-ad-hoc group) (as also given in other UC proposal)

	
	Session Modification

· The PoC server SHOULD dynamically add pre-defined groups (and individuals) to existing PoC Session, and MAY indicate the modification in an update of participant list notification.
· The PoC server MAY dynamically add ad-hoc groups to existing PoC Session, and MAY indicate the modification in an update of participant list notification.
· The PoC server SHOULD dynamically remove pre-defined groups or ad-hoc subgroups from existing/on-going PoC Session, and SHOULD indicate the modification in an update of participant list notification.

	
	Media Handling Issues

· The PoC server SHOULD dynamically add different media during a PoC Session.
· A non-human POC user agent SHALL indicate the availability of playing a pre-recorded message.
· A non-human POC user agent SHALL indicate the recording of conversation (issue: privacy settings versus legal enforcements). If legal enforcements are applied, the POC server SHALL be able to hide this information from the user(s) on request. 

	
	Right-to-Speak Control Handling

· The PoC server SHOULD provide priority levels for the Right-To-Speak and enforce them via defined control mechanism.

· The PoC server SHOULD provide mechanisms for Right-to-Speak restrictions based on authorization rules (e.g. avoiding spam production by machine)
· A non-human POC user agent SHALL be able to enforce the highest priority for Right-to-Speak (e.g. emergency warnings, machine announcements).

	
	Service Interworking

· The POC server MAY provide presence information to the Presence Server for non-users (application, machine, indication of human replacement, re-direction, etc.)


Table 2: High-Level Functional Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is intended to discuss this proposal in the next meeting and integrate it in the RD POC2 document.
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