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Comments for Mobile Email Requirements document, Version 1.0  - 10 November 2004.  Most of these comments are meant to clairify the use case and requirements.   I’d be happy to help the editor resolve these comments.

Document wide:

1. Scope or Introduction section should state that these requirements are implementation independent.  

2. Every use case X.Y.2 section seems to have two X.Y.2.2 sections.  This seems to be a cut and paste error.

3. The sections called "Actor Specific Benefits" always have an item called "Service Provider:". These sections seem vague and it is not always clear how a stated benefit follows from the use case or requirement.   Recommend deleting the Service Provider from Actors and Actor Specific issues unless the Service Provider has a clear action in the Use Case.  In most cases, it seems like we are just referring to the user benefit in order to complete the template.  

4. The concept of an event and an email seem to be treated separately at times and at other times merged. This causes confusion resulting in vague requirements.  Clearly listing the event as a section in the Use case would clairify this.  

5. Completing Section 3.2 Definitions and 3.3. Abbreviations would be useful.

6. Normal Flow section needs to have steps numbered.

7. In Alternative Flow sections, it may be clearer if these were subcases under each step in the Normal Flow section. 

8. Section 5.1.7:  Operational and Quality of Experience Requirements:  Replace “show” with “should” in all use cases.

By Section:

9. Section 5.1.1 Description of Use case P2P/Corp, Receiving an email on the go:

a. 2nd sentence, add “via notification or by fetching the event”. This is to clairify the use case.  Currently, the fetch or notification part is at the end of the use case, almost as an afterthought.

b. Add “authenticated” user in the 4th sentence, so we can distinguish authentcation from security.

10. Section 5.1.5 Normal Flow:  Enumerate steps in this section!  Needs to be updated in all use cases.

11. Section 5.1.6 Alternate Email flow

a. Remove email protocol list in #1, this is implementation.  Needs to be updated in all use cases.  

b. This section is confusing because of all the alternatives..  Clairify by adding these alternatives in Section 5.1.5.  Same comment for all use cases.

12. Section 5.2 Description of Use Case P2P/Corp, Receiving and e-mail server event on the go:

a. How is the event, or what do you mean by “the client securely reflects the event”.   What is meant or implied by “securely” in terms of the client?

13. Section 5.2.2.2 Actor Specific Issues:  How is a conflict detected so that the user can manually resolve it? 

14. Section 5.2.6:  Alternative flow:  #4 conflicts with use case description.  Update use case description.

15. Section 5.3.2.2:  Actor Specific Benefits:  The comment under "Service Provider": "Can provide attachment manipulation to its customers" is very vague.  We are just talking about viewing the attachment, correct?  I still view the Service Provider benefit here are really benefits of the user.   I think we can remove this case completely without losing any use case information or requirement.

16. Section 5.3.6:  Alternate flow:  

a. In #2, what does “at the difference of other situations” mean?

b. In #4 typo “is” should be “if”

17. Section 5.4.5:  Normal Flow:  Assumes that the normal flow is that the server saves mail to a “Sent Items” folder.  This should be configurable at the very least.  The requirements should not assume the implementation of this use case requires server involvement.

18. Section 5.5.1: Description of Use case P2P/Corp, Client Email Events:  Saving a draft on the client should not be considered a client event.  Should be left to the discretion of the user.

19. Section 5.5.2.2:  Actor Specific Benefits:  The comment under "Service Provide": "Can provide e-mail server management from mobile device to its customers" makes no sense.  We are just synchronizing data between client and server.  There is no “management” here.  Remove.

20.  Section 5.6:  Description of Filtering Rules:  There is nothing that really states one of the main benefits of filtering is reduced load, both in memory and bandwidth. It seems to assume the purpose of filtering is more as an event filter and not as a message filter. There is an important difference, and this should be made clear. Filters that apply only to events tend to be effective in reducing client burden.

21. Section 5.6.2.2:  Actor Specific Benefits:  The comment "To be able to set what events should be immediately sent to the client and what event can wait other scheduled synchronization between the client and the e-mail server" assumes an implementation.  This should be configurable.

22. Section 5.8:  Use case P2P/Corp, DS synchronization between clients.  Remove this use case.  The statement "To allow clients to also synchronize among each others and still maintain consistency", is an oxymoron. Since clients are not message store authorities you can not maintain consistency via another client.  

23. Section 5.9:  Use Case Delivery of meeting invitation/updates or calender updates over mobile email.  Remove this use case. The behavior for handling MIME Body parts of type ical is already defined in the IETF standards. How to deal with attachment body parts is application specific.

24. Section 5.10:  Use Case Meeting invitations and updates that contain attachments:  Same as comment 22.  It is unclear how to handle these attachments are any different from the procedures in Section 5.1.  Remove. 

25. Section 5.11:  Use case Email with Attachtment.  This seems redundant considering 5.1, 5.2 and 5.3 Remove.

26. Section 5.12.1:  Description of Use Case Forwarding Email.  Clairify that email is forwarding without downloading first.  Sections 5.12.4, 5.12.5, 5.12.7 describes the crux of the Use case better than the description.

27. Section 6.1:  High Level Functional Requirements. 

a. Requirements 1-9 are all very redundant. It would seem this could be replaced by a single requirement for delay and bandwidth optimization.

b. Requirement 2.  Requirements 1 and 2 can be combined to since they only differ on how the event is received.  Replace both with:  Events, either sent by the server or accessed by the client from the server, MUST be optimized to minimize delay and bandwidth requirements.

c. Requirement 5:  Similar to requirements 1 and 2, but instead of new email its changes to the events.  

28. Section 6.1.4:  Usability:  

a. This is stated incorrectly. Instead of listing these 3 items, the requirement should be stated broadly to allow for a more powerful implementation. For example, it should state something along the lines of filter criteria based on mail headers. 

b. Requirements 8 and 9.  Email arrival should be considered an event.   Then these 2 requirements can be combined into 1 requirement.

c. Requirement 12.  The rules should be specified since this is normative text.

d. Requirement 13.  This assumes that there is a requirement to support multiple notiications since it says the client can set the preferred way to be notified of events(maybe Req 17?).  Add the multiple nofications requirement before requirement 13.

e. Requirement 13b.  Clairify “events accessed by clients”.  This is unclear.  Do you mean the client accesses the server and fetchs an event?   (this is stated throughout the docment.)

f.  Requirement 19:  Clairify what attachments we are referring to. Does this mean an arbitrary attachment in any folder? Or does it mean an attachment to the currently forwarded mail?

29. Section 6.1.5.  Interoperability

a. Requirements 1-3, 7-9, 13 Can we compress these and somehow say FWs are transparent to the functionality of the Mobile Email enabler?  

b. Requirements 4-6, 10-12, 14.  Define network neutral.  I assume you mean over any access network (cellular, wlan, etc).   

c. Requirement 22:  I assume this is interoperability with IETF email standards and OMA DS.  

d. Requirement 22:  What is “graceful degradation with relevant email standards”?

30. Section 6.1.6.  Privacy

a. Requirement 1:  Need to clairify this requirement.  Are you saying that these privacy rules, such as spam are exported to the client, or that the privacy requirements are met in both the server and the client.  

b. Requirement 1:  Need to specifiy the privacy protection rules/solution since this is normative text.

31. Section 6.2:  Overall System Requirements.

a. Table 8 has the wrong name.

b. Requirements 1-9 can all be combined into one requirement.

c. Requirement 1-9.  What does “be robust to intermittent or unreliable connectivity” mean?

d. Need to add a requirement for reliable delivery of events from server to client.

