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1 Reason for Contribution

During the discussion of the contributions for Machine-human interaction, items for the crisis handling Use Cases (UC) have been identified. The received comments have been taken to this contribution. 

Crisis handling support in POC is one of the items of this WID98. This contribution provides the requirements needed in POC in order to support the crisis handling UC in a standardized way.

2 Summary of Contribution

This contribution provides the requirements for the crisis handling UC for PoC release 2. 

3 Detailed Proposal

The following proposes text for the PoC release 2 RD. The elaboration of the proposed requirements are for further study.
The suggestion is that the requirements do go into the sections for "Enhanced PoC Session Control".
3.1 Terminology and Conventions
3.2 Definitions 
	Crisis Handling Request
	Request issued in a situation where a machine/automata or user needs the immediate attention of the invited PoC users. The request is specific identified SIP INVITE request and involves pre-defined procedure processing defined in the PoC enabler.


3.3 .
4. Use Cases
(Informative)

4.1 PoC session for Crisis Handling
	
	Affected Areas

	
	Device
	Connectivity
	Enabling Services
	Applications
	Content

	Tickmarks (X)
	x
	
	x
	x
	x

	Additional Keywords
	
	
	
	
	


Table 1: Affected Areas for 5.1

4.1.1  ASK  \* MERGEFORMAT Short Description

This use case describes the situation where an application (e.g. for a machine/automat) initiates a PoC session to one or several PoC users on a basis of an crisis situation. As illustrative example, a scenario is simulated in which an automat is measuring environmental or other context information. The analysis of these parameters creates an event of “emergency” level to indicate a crisis situation. Therefore it evolves in the initiation of a PoC session to inform about a machine status, situation warning and permit a discussion under the responsible team members. Alternatively, the situation might be warned via machines to a human, who then initiates an crisis-labeled PoC Session.
4.1.2 Actors

The involved actors are:

· PoC service subscribers: 

· Team “Help”: Mary, John, Marc

· PoC service enabled application

· PoC service provider

5.2.1.1 Actor Specific Issues

Human PoC users (Called users): Team members are PoC subscribers. The PoC users have their PoC client for the answer mode option to manual-answer override for the application they are registered for. PoC users also have the option for configurability of their service settings (e.g. privacy itemized by white list entries), especially towards non-human applications (e.g. regarding recording requests) to permit application-specific needs. (see Note). 

Calling Party:

The calling party starts a specific PoC Session flagged as crisis call. Applying of specific session settings (e.g. granted manual-answer override option) are granted accordingly to the session policies.

Non-human PoC user: The application contains a list of responsible teams/persons and has generated these in the PoC-respective Group Management server. Application acts as non-human PoC user which has granted manual-answer override option at these registered groups/persons. Application indicates its special role as non-human PoC user and if applicable its capability for PoC session recording. (see Note 1).

Human PoC user: A PoC user calls a pre-defined PoC address which is linked to the specific settings of an crisis handling handling. The user is able to flag the session as crisis response call to indicate to the invited users.

PoC service provider: PoC service offers to distinguish this crisis handling call from any arbitrary PoC Session call. Based on this recognition, the PoC service applies priority-handling for this session for the involved users. It also offers service authorization rules to enforce specific handling for privacy, priority, right-to-speak control etc based on legal rules.

Note 1: Configurability of answer mode, privacy and related service settings could also be handled in application-subscription profiles which are enforced automatically without PoC users interaction.

Note 2: Any issues involved with non-human session involvements are removed from this UC as it has been handled already in separate contributions.
5.2.1.2 Actor Specific Benefits

The benefits for the actors are:

· Depending on an application-specific context, the automat/human initiator initiates a high-priority PoC Session involving responsible team(s) and individual persons, setup as pre-arranged group(s) and/or individual PoC users. No human involvement in PoC session invitation process is also recognized.

· The automat/ human initiator holds the right to use the manual-answer override option to get immediate attention from the responsible team(s) in case of the context for crisis/disaster situation.

· PoC users receive PoC Session initiation automatically triggered as crisis handling call with highest-priority acceptance on their devices.

4.1.3 Pre-conditions

The required pre-conditions are:

· Team members are PoC subscribers.

· PoC Sessions (labelled as crisis handling call) has the right to apply/change/override service attributes settings (e.g. answer mode, privacy, participants information) to force the attention of the crisis handling session  into higher priority at the side of invited users.

4.1.4 Post-conditions

The required post-conditions are:

· PoC subscribers received the PoC session invitation with instant attention (highest priority) and PoC Session has been established.

4.1.5 Normal Flow

The normal flow for this use case is:

(1) Automata discovers a context which is recognized as crisis handling situation. The status is classified as “dangerous”. This involves the responsibility for the (local, specifically assigned) emergency team “Help” to put them into the alarm status at that moment. So the application initiates a PoC Session setup with the pre-arranged PoC group and requests the manual-answer override in the PoC Session invitation. It indicates its non-human status. The invitation contains data (e.g. text) to inform about the application context. In addition, the PoC Alerts to the other PoC group to inform about the alarm situation will be initiated.

(2) The automata’s application “Control-it” requests the right-to-speak and sends a pre-recorded message detailing the context situation. Team “Help” receives the PoC Session invitation

(3) Mary, John and Marc accept to the PoC Session and conclude their actions.

(4) After their discussion completion, Mary closes the PoC Session.
5. Requirements
(Normative)

5.1 High-Level Functional Requirements

	Use Case:

Human-Machine Interaction
	The PoC 2.0 enabler SHALL support PoC sessions (for 1-to-1, 1-to-many PoC Sessions and, if supported, 1-many-1 sessions) initiated by non-human users. In need of legal support, such non-human initiated POC Session invitations SHALL be flagged accordingly to be recognizable by PoC Server and invited PoC Clients.



Table x: High-Level Functional Requirements

5.2 Overall System Requirements

5.3 …

5.3.1 Enhanced PoC Session Control
	Use Case: 
Crisis Handling 
	The PoC 2.0 enabler SHALL support PoC Session invitations (for 1-to-1, 1-to-many PoC Sessions and, if supported, 1-many-1 sessions)flagged as e.g. “Crisis Handling Request” (e.g. by use of a Special URI for addressing, Session Type, Session Identifier or similar).




The PoC 2.0 enabler SHALL perform pre-defined procedure handling for PoC Session invitations flagged as “Crisis Handling Request” (e.g. validation of the request, authentication of the source,  local networks resource reservation, session invitation with specific pre-arranged PoC group(s), distributing data received in the invitation (e.g. images), distributing pre-recorded data (e.g. canned voice), invocating other services (e.g. location, presence), etc.).

The PoC 2.0 enabler SHOULD be able to apply a pre-defined, specific session parameter (e.g. session priorization, MAO to invited PoC users, etc.) to PoC Session invitations flagged as “Crisis Handling Request”.



Table x: Overall System Requirements

Author’s note: Section number is chosen based on current RD-draft’s appendix number. It should be adapted accordingly.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is intended to discuss this proposal in the next meeting and integrate it in the RD POC2 document.
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