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The following proposes in change tracking disposition of the comments that were received.
Author: Stéphane H. maes, stephane.maes@oracle.com
, Oracle Corporation.
Recommendations

	ID
	Open Date
	Section
	Description
	Status

	001
	2005.06.28
	3.3 Abbreviations 
	Table of abbreviations had only one acronym, and that is OMA. I went through the RD and extended the list of acronyms taking all the acronyms that were in the RD and which I believe should have been in the table. OMA-REQ-2005-0383R02 contains the list of abbreviations. 
NEC


	Open 
Agreed. Let’s add the list 2.5
Upgraded Second Generation of Cellular Network

3G
Third Generation of Cellular Network

CORP
Corporate

DS
Data Synchronisation

IMAP4
Internet Message Access Protocole 4

IrDA
Infrared Data Association

MMS
Multimedia Messaging Service

OMA
Open Mobile Alliance

P2P
Peer to Peer

PDA
Personal Digital Assistant

POP3
Post Office Protocol 3

RD
Requirement Document 

SIP
Session Initiation Protocol

SMS
Short Message Service

SMTP
Simple Mail Transfer Protocol

SSL/TLS
Secure Socket Layer/ Transport Layer Security

VPN
Virtual Private Network

WAP
Wireless Application Protocol

WLAN
Wireless Local Area Network
+ Add DRM: Digital Rights Management

=> With this it should be closed.

	002
	2005.06.28
	6.1.1 Security
	SEC-5. There is a typo, w-mail. 
Should be e-mail
NEC
	Open
Agreed.

=> With this it should be closed

	003
	2005.06.28
	6.1.1. Security
	SEC-10
The client MUST be able to be authenticated by the server when requesting data from the e-mail server

Suggested to change to ‘The client MUST be able to be authenticated by the server when server and client interact’
NEC
	Open
Agreed with proposed changes

=> With this it should be closed.

	004
	2005.06.28
	6.1.1. Security
	SEC-11

The server MUST be able to be authenticated by the client

Suggested to change to ‘The server MUST be able to be authenticated by the client when server and client interact’
NEC
	Open
Agreed with proposed changes

=> With this it should be closed.

	005
	2005.06.28
	6.1.1. Security
	SEC-12
Mobile email MUST support content screening

It should be ‘Mobile email enabler MUST support content screening’
NEC
	Open
Agreed 

=> With this it should be closed.

	006
	2005.06.28
	6.1.4 Usability
	Capability to recall an email message after it has been sent has not been captured. 

An input contribution (OMA-REQ-2005-0384) to propose these requirements has been submitted
NEC
	Open
Agreed in principle. However, we must make sure that we clearly distinguish the roles of client to server versus internet email protocol. The client sends e-mail to the server that sends it to the addressee. The recall is performed by the server. The client must solely ask the server to perform the recall. 
Because mobile e-mail minimizes delays between server events and clienst events, if an unread email is recalled on the server, it is recalled on the client. If the user filters out such events, it is not recalled and that should be the choice of the user…

With respect to OMA-REQ-2005-0384-New-requirement-for-Mobile-Email---Email-message-recall:

1) OK with proposed new USAB-35

2) Not OK with USAB-36. This is an internet e-mail behavior, dictated by internet e-mail protocol and guaranteed to be executed based on IOP-13. We should not redefine recall at OMA.

3) Again  in our view this is a recall behavior not defined by OMA just withnessed by OMA as part of the event. So We would like to see proposed USAB-37 re-phrased as:

The mobile e-mail enabler may support email event for sender’s recall result notifications and recipient recall notifications.
If this proposal is agreed then this can be closed.

	007
	2005.06.28
	6.1.4. Usability
	USAB-1 
Mobile email SHOULD minimize event propagation delays and must not impose excessive delays according to user preferences
If the second part is mandatory, ‘must not’ should be in capitals ‘MUST NOT’
NEC
	Open
Agreed 

=> With this it should be closed.

	008
	2005.06.28
	6.1.4. Usability
	USAB-2
Mobile email SHOULD minimize delays in accessing email messages and must not impose excessive delays according to user preferences
If the second part is mandatory, ‘must not’ should be in capitals ‘MUST NOT’
NEC
	Open
Agreed 

=> With this it should be closed.

	009
	2005.06.28
	1. Scope
	Scope talks about mobile e-mail as a service, but the requirements are on mobile e-mail enabler. 

Suggest adding “for a Mobile e-mail enabler” at the end of last sentence of 1st paragraph
Lucent
	Open
Agreed 

=> With this it should be closed.

	010
	2005.06.28
	2.1 Normative References
	Privacy reference is not up to date
Lucent
	Open
Agreed 

=> With this it should be closed.

	011
	2005.06.28
	2.1. Normative References
	Add RFC2821 to Normative references, (used in USAB-29, -30)
Lucent
	Open
Agreed 

=> With this it should be closed.

	012
	2005.06.28
	2.2 Informative References
	Add “Application Performance Report” to Informative Reference
Lucent
	Open
Agreed 

=> With this it should be closed.

	013
	2005.06.28
	3.1. Conventions
	Add “Email Repository” to definitions. The term is used in several requirements, (USAB 10, 13, IOP-10”). Wording to be discussed and formulated
Lucent
	Open
Instead, we would propose to replace Email repository by:

· .. still apply to the email data that is reflected in client …(for USAB-10)
· … is reflected in the mobile e-mail client :… (for USAB-13)
· …allow the mobile e-mail client to be synchronized with the appropriate backend server: … (for IOP-10).
If this proposal is agreed then this can be closed.

	014
	2005.06.28
	4. Introduction
	Introduction requires a succinct problem statement and rationale before the rest of the text.

Lucent
	Open
Proposed text: 

“The OMA mobile e-mail enabler focuses on providing optimization to allow e-mail access and usage by consumers as well as corporate users while using a mobile device on a mobile network. This encompasses providing an adequate user experience when new e-mails and other events are received and when e-mail are sent as well as appropriate end-to-end security, bandwidth and power efficiencies. It also aims at facilitating configuration by users, service provider and e-mail administrator of settings and preferences; including setting and updating filtering rules. In addition, the OMA mobile e-mail enabler strives to be network technology neutral.”

If this text is agreed then this can be closed.

	015
	2005.06.28
	4.1.1. Security
	Attempt at an explanation of ‘quasi-instantaneous’ is confusing. Suggest editing to keep it simple
Lucent
	Open
Agreed.

Proposal: remove: ** This may be equivalent to some desktop user experience or sometimes be faster or slower than desktop. That is not important as the user can usually not compare. On the other hand, some overall behavior clearly violate this principle (e.g. if the client waits for the user to "browse" its mailbox with a client to download the headers or even the whole messages).**

If this text is agreed then this can be closed.

	016
	2005.06.28
	4.1.2. Additional Considerations
	1st Bullet: 

Needs editorial clarification. The client should be able to modify the user experience based on network conditions
Lucent
	Open
Please clarify. This text is not present in the RD. 

Is it a suggestion to add?

We would agree to add this as a bullet.
If this is the intent and is agreed this can be closed.

	017
	2005.06.28
	4.1.2. Additional Considerations
	2nd Bullet: Needs clarification that DRM is not a feature of this enabler
Lucent
	Open
Agreed.

We proposed adding a footnote.

“Note that based on the remainder of this RD, DRM is not addressed by the mobile e-mail enabler. In particular forward lock is not supported. It is assumed that players on any target device will require and enforce DRM rights.”
If this text is agreed then this can be closed.

	018
	2005.06.28
	4.2.2. Networks and Operators
	6th sub-bullet of 2nd bullet: “Out of band notification schemes”. Do you mean SMS? If so give examples
Lucent
	Open
Agreed

Proposed text: 

Constrains the connectivity patterns (not always fully connected but may be awaken via outband notifications like SMS, WAP Push, SIP Notifications, UDP, ...).

If this text is agreed then this can be closed.

	019
	2005.06.28
	4.2.3. Enterprise and other Service Providers
	2nd bullet: Suggest deletion of “HTTP, HTTPS, SSL/TLS”. Reason: It is not appropriate for the RD (especially in an Informative Section) to suggest what protocols are needed for mail services to ‘reconcile’ corporate IT security
Lucent
	Open
Agreed.

=> With this it should be closed.


	020
	2005.06.28
	6.1.1. 

Security
	SEC-2 to 9: Clarification of ‘end-to-end’ is required in this (messaging) context. In messaging, ‘end-to-end’ usually refers to sender to recipient, whereas these requirements are strictly for between the server and the client
Lucent
	Open
Agreed.

Proposal:

Add text each time stating 

“end to end [… e.g. confidential – use appropriate property] between client and e-mail server.

If this text is agreed then this can be closed.

	021
	2005.06.28
	6.1.1. Security
	SEC-13: Pre-supposes that the Mobile e-mail server provides the spam protection. Suggest re-wording to say “…. as applied by the network”.
Lucent
	Open
Agreed on the statement about pre-supposition. 

Disagree about applied by the network. Indeed typically spam protection can not be applied by the network at least for corporate e-mail. 

When applied by ISP, it is also on the e-mail server, not in between.

Proposal for way forward: 
Rephrase as: 
“The mobile e-mail enabler MUST allow the mobile client to be protected by the same spam protection solutions **that can be ** applied on the server **when available**”
If this proposal is agreed then this can be closed.

	022
	2005.06.28
	6.1.1. Security
	Note under section 6.1.1: Text is garbled. Simplify and re-move the normative statement
Lucent
	Open
We would not remove the note because it explains the phrasing of the requirements.
Proposed new text:

NOTE: “When desired” is used in the mobile e-mail RD in association to security requirements to emphasize the fact that seeking confidentiality of the exchanges between the client and the server must be supported when mandated by the actors but that it may be okay not to support them in implementations or deployments where it is not required or desired.

For example, consumer internet email does not provide such extra confidentiality. In such cases, it may not be needed to provide it with mobile e-mail. Corporate e-mail requires end-to-end confidentiality between client and e-mail server. 
If this proposal is agreed then this can be closed.

	023
	2005.06.28
	6.1.3. Administration 

	ADMIN-1: Should be re-using OMA DM enabler
Lucent
	Open
Agreed on principle. However this is an architecture / specification level consideration. Not a RD decision.

Proposal:

Leave text as is because of the above consideration.

If this proposal is agreed then this can be closed.

	024
	2005.06.28
	6.1.3. Administration

	ADMIN-4: This looks like two separate requirements; one on preventing unauthorised usage and one preventing the revocation of unauthorised usage. Suggest splitting
Lucent
	Open
Agreed

=> With this it should be closed.

	025
	2005.06.28
	6.1.4. Usability

	USAB-1 and 2: “according to user preferences”… Is this requirement about the user being able to select what QoS he/she receives (propagation and access delays) through some QoS profile? Should there be a requirement for the SP to be able to define QoS profiles on a subscription basis and map different QoS to different criteria like propagation delays?
Lucent
	Open
Comment: In our view USAB 1 and 2 are requirements on the design of the enabler: e.g. the design must be such that notifications and retrieval of the e-mail is to be optimized to minimize delay perceived by the user.

As such the requirements are correctly phrased on the mobile e-mail enabler and they relate to usability / user experience. Therefore they are also in the correct section.

In our view USAB-11, 12 and 13 address part of the request from the reviewer in the sense that based on the network characteristics and client capabilities (including cost, roaming, possibly performances etc…) the choices can be made.

These features are also open to SP / administrator to select. 
So we could have different notification schemes for different subscription types.

It is not clear however if this needs to be standardized beyond providing the capability to select as currently in the RD.

We propose to keep as is and to add an administration requirement that would read:
“The mobile e-mail enabler MUST be compatible with service qualities based on level of subscription (e.g. different QoS for data exchanges, different notification channels etc..)

If the proposal is agreed, this can be closed.

	026
	2005.06.28
	6.1.4. Usability

	USAB-3: Change this to a MAY and re-word (seems like an implementation issue anyway)
Lucent
	Open
This is not an implementation issue. Of course presenting it our not to the user is implementation specific. But this has a direct impact on the mobile e-mail enabler, namely the protocol: in order to satisfy it, it is required that the protocol provides estimates of the size of the e-mail to download (and as implied by other requirements on the body structure).
Being able to present estimates of how much it will take and possibilities to stop if too big etc are important usability considerations.
Requirement explains that it should be able to provide. It does not say that it MUST nor that an implementation MUST take advantage of it.

Proposal: Leave as is with above explanation and close the comment.

	027
	2005.06.28
	6.1.4. Usability

	USAB-4: “…when network connectivity is available” – isn’t this obvious? Suggest removing. And re-wording, with similar change to USAB-6
Lucent
	Open
Comment: It is a relevant qualifier as explained by USAB-5. The MUST can’t be satisfied if no network is available; even if obvious it is a rigorous and not hurting qualification.
Proposal: Leave as is with above explanation and close the comment.

	028
	2005.06.28
	6.1.4. Usability

	USAB-8: Change “Server-determined spam score” to “Network-determined spam score”
Lucent
	Open
Comment: same comment as for review comment 021. The qualification of network determined spam core is not appropriate. Is it done on the server or not done.

We proposed to rephrase to 
“Server-determined spam score if available”…

If this proposal is agreed then this can be closed.

	029
	2005.06.28
	6.1.4. Usability
	USAB-11: Can the user really select the “available ways” to be notified? This is determined by the SP and the user may be able to request a default method or request another, if supported. Suggest re-wording.
Lucent
	Open
Comments. 

Yes it is valid to assume that administrator or service provider could select. This is addressed by proposed addition to 025.

It is also valid to assume that the user can select the notification scheme him self or her self: e.g. change when you go from 2.5G to WiFi or change when you go from home network to a costly roaming network etc…

Proposal:

· Rely on new ADMIN requirement proposed in 025
· Leave also as is.

If this proposal is agreed then this can be closed.

	030
	2005.06.28
	6.1.4. Usability
	USAB-12: Overlaps with USAB-11. Suggest deleting.

Lucent
	Open
There are differences between USAB-11 and 12. 
11 discusses selection

12 discuss support.

We propose keeping the two requirements.

This should close the comment.
Note however editing issues with USAB-12 with the last sentence that should read: This will allow deployment on any target networks. [Remove the period in the middle]

	031
	2005.06.28
	6.1.5. Interoperability
	Section 6.1.4 IOP-1: Does this mean that Mobile email shall be able to defeat all firewalls? This may be an impossible requirement to achieve. Corporate IT departments that don't want email to cross their firewalls will also filter or apply other screening methods. At the very least change this to a SHOULD or delete
Lucent
	Open
The requirement is critical: it MUST be possible to remain function with firewalls. This is a statement about the enabler design, not the implementations.

Nothing prevents a corporation or other firewall administrator to add measures to prevent traversing the firewall with mobile e-mail. That is not the purpose of the requirement. 
Note also that the issue is not usually that corporate IT do not want email to cross their firewall. What they do not want is open additional holes / ports to their firewall as it is today to enable mobile e-mail by fear that this may create additional vulnerability in their network…

Screening takes place on the server as discussed above (021 and 028). It is explicitly allowed by these requirements…
Proposal: leave as is and close comment.

	032
	2005.06.28
	6.1.6. Privacy
	PRIV-2: Add [Privacy] reference
Lucent
	Open
Agreed.

=> With this it should be closed.

	033
	2005.06.28
	6.2. Overall system Requirements
	SYSREQ-5: Revise to reference Application Performance [Performance] reference
Lucent
	Open
Agreed.

=> With this it should be closed.

	034
	2005.06.28
	6.3. System Elements
	This section is misleading as requirements on client and servers are intermingled in other sections. Suggest moving section 6.3 requirements into other sections and deleting this section
Lucent
	Open
Neutral opinion.

We agree with the principle and raised the issue that led to the RD template change proposal and some of the discussions on the role of RDs…

So we would agree to move to other sections. 

However, that discussion took place and it was agreed that the requirements in 6.3 have some clearer implications on client, server and network.

We would prefer not to rat hole on this.

Proposal: Let WG decide on option proposed by author of 034 or leave as is.

If we agree to move, proposal to move would be:

MEC-1 and MEC-2 => Security

MES-1 => Security

NIF-1 => Security

	035
	2005.06.28
	3.2. Definitions
	Suggest arranging definitions in alphabetical order
Lucent
	Open
Agreed.

=> With this it should be closed.

	036
	2005.06.28
	4.2.2. Networks and Operators
	1st bullet: behavior -> behaviour
Lucent
	Open
Agreed.

=> With this it should be closed.

	037
	2005.06.28
	6.1.4. Usability
	USAB-5: sent -> send
Lucent
	Open
Agreed.

=> With this it should be closed.

	038
	2005.06.28
	6.1.4. Usability
	USAB-8: bullet last item
Lucent
	Open
Agreed.

=> With this it should be closed.

	039
	2005.06.28
	6.1.4. Usability
	USAB-13: add ‘the’ before ‘e-mail server’
Lucent
	Open
Agreed.

=> With this it should be closed.

	040
	2005.06.28
	6.1.4. Usability
	USAB-16: change ‘-mail’ to ‘e-mail’
Lucent
	Open
Agreed.

=> With this it should be closed.

	041
	2005.06.29
	6.1. High Level Functional Requiremetns
	HLF-1: This option doesn’t make sense “Sending e-mail events on the client to the e-mail” 

Suggest deleting or more explained
Orange
	Open
Comments: 
See definition of e-mail events: “Changes to the status of an e-mail (e.g. read/unread, flagged, deleted, etc…) that result for example from reading, moving, deleting etc an e-mail. They may be server or client side events depending on where the change takes place”.

When e-mail are deleted, read / unread,, flagged, moved on the client this results into e-mail events that should be reflected on the server unless if filtered out by filters / preferences (e.g. if user does not want an e-mail deleted on the client to be deleted on the server.

Proposal: Leave as is with explanation above and close the comment. 

	042
	2005.06.29
	6.1.1.
	SEC-10: Change “The server” to “The e-mail server”
Orange
	Open
Agreed.

=> With this it should be closed.

	043
	2005.06.29
	6.1.1.
	SEC-11: Change “The server” to “The e-mail server”
Orange
	Open
Agreed.

=> With this it should be closed.

	044
	2005.06.29
	6.1.1.
	SEC-13: It is not necessary that the mobile client is protected by the same spam protection solutions as applied on the email server. 

Change “The mobile e-mail enabler MUST allow the mobile client to be protected by spam, virus and DoS protection solutions”
Orange
	Open
Comment: 

SEC-13 states that the enabler (technology) must be compatible with server based solutions without changing / affecting them. 

This is at the minimum an enterprise requirement.

It does not imply that a deployment / implementation must rely on same protection.
Proposal:

Leave SEC-13 as is.

Add a SEC requirement: 

“The mobile e-mail enabler MUST allow the mobile client to be protected by spam, virus and DoS protection solutions”

So that it expands the set of protection and this time does  not restrict to being able to reuse what is done on the server.

If this proposal is agreed then this can be closed.

	045
	2005.06.29
	6.1.4.
	USAB-9: Change “mobile client” to “mobile email client”
Orange
	Open
Agreed.

=> With this it should be closed.

	046
	2005.06.29
	6.1.4.
	USAB-10: Remove “spam prevention inside the brackets”
Orange
	Open
Comment: As explained in 021 and 028, this is a process that can be performed on the server. So it is a valid example that enterprise need to keep there.
We propose to re-phrase as follows to alleviate concerns of conformity, i.e. it’s solely something that the enabler must be able to support.

“Rules (like filtering rules, processing rules, attachment removal, spam prevention, …) applied on the server MUST still be able to apply to the repository on the client for what the user has selected to synchronize on the client.”
If this proposal is agreed then this can be closed.

	047
	2005.06.29
	6.1.4.
	USAB-26: “When replying to a long list of addressees, the client MUST allow the user to edit the addresses”. Why can’t the user edit the list when the list is not “long”? How many addresses are there in a long list?
Orange
	Open
Comment:
Long is clearly in the eye of the beholder and should not be specified in RD.

There are issues with replying to a long list of addressee (e.g. say 100) easily without downloading to client.

If I do not want to download to client and still wish to add or remove names, can I do that? 

This requirement is aimed at allowing partial edit on the client and re-composition on the server.
When only a few addressees are in the list, this is typically not an issue.

However, to address the concern we propose to re-phrase as: 
“When replying to a list of addressees, the client MUST allow the user to edit the addresses including when the list has not been fully downloaded to the client.”

If this proposal is agreed then this can be closed.

	048
	2005.06.29
	6.1.5.
	IOP-1: I add proxy in “Data exchanges between the client and server, such as Events, sending Mail, reconciliation, attachment manipulation MUST remain functional in the presence of firewalls and proxy…”
Orange
	Open
Agreed.

Should be “proxies”.
=> With this it should be closed.

	049
	2005.06.29
	6.3.1. 
	MEC-1: Overlaps with SEC 10. 

Suggest deleting
Orange
	Open
Same comment and neutral position as for 034. 

Agreement on principle. Group should decide.

	050
	2005.06.29
	5.1.1
	It is assumed that the term “email event” is meant wherever only the term “event” is being used.

Logica CMG
	OPEN
Agreed

Proposal: check everywhere and add e-mail event(s) in front of event(s).

If this proposal is agreed then this can be closed.

	051
	2005.06.29
	2.1
	Reference to Privacy RD is outdated

(Already covered by 10 from Lucent)

Logica CMG
	OPEN
Agreed.

=> With this it should be closed.

	052
	2005.06.29
	3.2
	Definition of  “email event” is not consistent with the way it is used in the rest of the document. According to section 3.2 arrival of new e-mail is not within scope of “email events”, however the use-cases do call arrival of new email an email event as well.

Logica CMG
	OPEN
Proposal: 

Add to definition a sentence that states: “A new e-mail is also considered as an e-mail event”.

If this proposal is agreed then this can be closed.

	053
	2005.06.29
	3.2
	Add the definition for “push email” (used in sections 5.2.2.2, 5.7.2.2, and 5.8.2.2).

Logica CMG
	OPEN
Simpler proposal:

Remove push e-mail and replace by mobile e-mail. It works for all occurrences.
If this proposal is agreed then this can be closed.

	054
	2005.06.29
	3.3
	The following abbreviations are used throughout the document but not named here:

(Already covered by 1 from NEC)

· IETF

· MMS

· SMS

· DS

· IRDA

· PDA

· IP

· RFC

· DRM

· WAP

· IMAP

· POP

· LAN

· WLAN

· P2P

· SMTP

Logica CMG
	OPEN
Agreed.

=> With this it should be closed.

Note it has more / different abbreviations that 001 so it is to be considered too.

	055
	2005.06.29
	4.2.3
	Reason for mentioning HTTP/HTTPS restriction is unclear. E.g. enterprises usually also allow other protocols when transmitted over a VPN.

Logica CMG
	OPEN
Agreed.

As already proposed for 019 this can be removed.

=> With this it should be closed.

	056
	2005.06.29
	5.4.1
	Remove reference to SMTP. RD shouldn’t describe implementation details.

Logica CMG
	OPEN
Comment: This is an informative use case. It illustrates what is meant by appropriate server: the server assigned by user / account and not for example a SMTP server provided by service provider.

Proposal: leave as is with above explanation and close the comment.

	057
	2005.06.29
	6.1.1
	SEC-13: It is unclear what is exactly meant by this requirement.

Logica CMG
	OPEN
See discussion of 021.

It is meant that when mobile e-mail enabler is designed, it is designed in such a way that if the server provides spam control on the server this can also apply to the emails that are accessed by the mobile client. The mobile e-mail enabler must not be designed in ways that would prevent that.
As no action is requested, with the above, we propose to close the review comment.

	058
	2005.06.29
	6.1.1
	SEC-1 to SEC-9: Shouldn’t the security requirement be on the network path outside of the email service provider domain (and not necessarily fully end-to-end between the email client and the email server).

Logica CMG
	OPEN
Comments: This is actually true for certain deployment models where the mobile e-mail enabler server would be in the same domain as the e-mail server. However these are architecture and deployment discussions of options that may be considered in specific cases. 
In addition, till AD is completed/progressed, we do not know yet that there may be a mobile e-mail enabler server different from the e-mail server.
In general, the security is between e-mail server and client.
Proposal: Leave requirements as is with above explanation and close the comment.

	059
	2005.06.29
	6.1.2
	CHRG-1: It is not sufficient to only be able to indicate that a certain data exchange is an email data exchanges. In order to support sophisticated charging scenarios it should also be possible to identify the type of email data exchange that takes place, along with the email data exchange characteristics (e.g. email message sizes, number of recipients, etc.).

Logica CMG
	OPEN
Neutral opinion

Proposal: Add a requirement phrased as CHRG-1:

In order to support charging for e-mail traffic, the mobile e-mail enabler SHOULD provide ways to identify mobile e-mail data exchange characteristics (e.g. email message sizes, number of recipients, etc.)., even when the exchanges are end-to-end secure.
If this proposal is agreed then this can be closed.

	060
	2005.06.29
	6.1.3
	ADMIN-1: Which server is meant as the source of mobile client provisioning.

Logica CMG
	OPEN
This is a RD, not an AD. The source is to be decided based on the architecture or it may be decided to be left to deployments. 

Therefore, we propose to leave the requirement as is with above explanation to comment and to close the review comment.

	061
	2005.06.29
	6.1.3
	ADMIN-4: It is not clear what kind of functionality is actually meant with this requirement. Consider rewriting.

Logica CMG
	OPEN
We propose splitting and keeping as proposed in 024.

Requirement is that if a device is lots it is possible 1) to protect the data (e.g. encryption or deletion) 2) prevent usage of the enabler to get / send new e-mail.
Therefore, we propose to leave the requirement as is with above explanation to comment and to close the review comment.

	062
	2005.06.29
	6.1.4
	USAB-11: Do we really need multiple notification mechanisms? Suggest using a single notification mechanism, which is supported over multiple transport mechanisms.

Logica CMG
	OPEN
Comment: There is value to allow different mechanisms to support different network. There is value to allow user to select which one (see discussion of 029 and 030. There is value to allow SP or e-mail administrator to select as proposed in the new ADMIN requirement discussed in answer to 025.
The ways to achieve that are AD / TS discussions; not to be discussed at the level of the TR.
Therefore, we propose to leave the requirement as is with above explanation to comment and to close the review comment.

	063
	2005.06.29
	6.1.4
	USAB-21 to USAB-25: Add specific remark that replying should be done without having to download the remainder of the email, and that the user must have the option to include the entire original email in the reply (again without having to download the remainder of the email).

Logica CMG
	OPEN
Comments: this is covered by the following requirements: USAB-18,-19,-21,-22, -23, -24,-25,-26,-33,-34 that allows forwarding, replying etc without downloading.
If still deemed insufficient or to make sure and clarify, we would accept to add a footnote to -18 the above requirements stating: “For this requirements and others that suppose partial re-composition on the server without requiring download of the whole e-mail to the client, the requirement implies that it is possible to forward, reply, … with the whole e-mail appended without having to download it to the client”.
With the above, we propose to close the comment.

	064
	2005.06.29
	General
	Inconsistent spelling for email. Both email and e-mail are used.

Logica CMG
	OPEN
Agreed

Neutral on choice.

Proposal based of amount to replace email by e-mail. 

If this proposal is agreed then this can be closed.

	065
	2005.06.29
	5.1.6
	Spelling error: de3dicated.

Logica CMG
	OPEN
Agreed.

=> With this it should be closed.

	066
	2005.06.29
	6.1.1
	SEC-5: Typo: w-mail
(also covered by 002 from NEC)
Logica CMG
	OPEN
Agreed.

=> With this it should be closed.

	067
	2005.06.29
	6.1.4
	USAB-16: Typo: -mail

Logica CMG
	OPEN
Agreed.

=> With this it should be closed.

	068
	2005.06.29
	6.2
	The note below table 8 is a duplicate of the footnote at the end of the page.

Logica CMG
	OPEN
Agreed

Proposal: remove footnote at bottom.

If this proposal is agreed then this can be closed.

	069
	2005.06.29
	1
	Paragraph 1 and Paragraph 3. Scope starts of talking about “email service” . But the final paragraph talks about an enabler.  This ambiguity between service and enabler is not clarified anywhere. 

Vodafone
	Open
Agreed

Proposal: remove service and speak only of mobile e-mail enabler.

If this proposal is agreed then this can be closed.

	070
	2005.06.29
	3.3 
	Abbreviations are incomplete

Vodafone
	Open
Agreed. 

Already dealt with by 001 and 054.

	071
	2005.06.29
	6.1
	Add HLF-2 The mobile enabler SHALL support all existing email solutions e.g. PoP3, IMAP4

Vodafone
	Open
We believe that this is covered by IOP-13. 

We recommend explicitly stating between parenthesis (e.g. IMAP4, POP3 and SMTP) in IOP-13.

If SHOULD is not good enough, IOP 13 can also be broken into a MUST for interoperability and a SHOULD for interoperability.

If this proposal is agreed then this can be closed.

	072
	2005.06.29
	6.1
	Add HLF-3 It SHALL be possible to use the same email client for both email push and pull
	OPEN
Agreed. 

Proposed re-phrasing: 

The mobile e-mail enable MUST support both push (e-mail events are pushed to the client) and pull (client accesses e-mail events).

This may require a adding definitions?

If this proposal is agreed then this can be closed.

	073
	2005.06.29
	6.1.2
	Remove “Charging is not intrinsic to the mobile enabler”
	OPEN
Agreed.

=> With this it should be closed.

	074
	2005.06.29
	6.1.1 
	(Add) It MUST not be possible for any application on the client device to automatically send emails via this enabler.
	OPEN
Agreed.

Proposed re-phrasing:

When allowing applications to send e-mail from a device using the mobile e-mail enabler, it MUST be possible to enforce policies that what can be send by what application.

If this proposal is agreed then this can be closed.

	075
	2005.06.29
	6.1.2
	Add roaming/not roaming, number of  discrete entities (e.g. people, lists) the email is to be sent to, message size, to the list within the brackets

Vodafone
	OPEN
Comment: We do not understand the request. 

Message size and number of recipients is include in proposed disposition of 059.
It is not clear how roaming / not roaming is part of the data to provide this way versus having it as part of the resulting charging…

We propose to close comment as handled otherwise by proposal in answer to 059.

	076
	2005.06.29
	6.1.3 ADMIN-2
	Define “principal” 

Vodafone
	OPEN
Principal is defined in OMA dictionary.
We must add a reference to dictionary
We propose to close the comment without adding a definition buta reference to dictionary as it is recommended to avoid definitions in different normative documents that apply on the enabler.

	077
	2005.06.29
	6.1.3


	(add) It SHALL be possible for a user to view and edit factory settings of an email client. 

Vodafone
	OPEN
Neutral so agreeable.

=> With this it should be closed.

	078
	2005.06.29
	6.1.4
	(add) It SHALL be possible to manually refresh the “inbox” to see if new emails have been received. 

(add) It shall be possible for the network operator to limit the refresh rate and the enabler SHALL prevent the user from refreshingly accordingly.

Vodafone
	OPEN
1) Agreed but supported by proposal to handle 072. 

So we propose not to add the requirement

2) This is typically not limited to network operator but can be set by service provider, e-mail service provider or user. So we propose the re-phrasing:

It MUST be possible for authorized principals to limit how often a mobile client can pull the e-mail server within a period of time.

If this proposal is agreed then this can be closed.

	079
	2005.06.29
	6.1.4
	(add)  It SHOULD be possible to access all emails from all the users email accounts to the same inbox. 

(note this in addition to UASB 32)

Vodafone
	OPEN
That is an implementation specific choice and it is highly questionable that this is a recommended choice. We believe that the requirements currently present that mention that it must be possible to deal with multiple accounts but does not make such assumption are more appropriate.

We recommend not adding this requirement.

If the submitter still wants it, we will not object to its addition as it is a SHOULD. However we want to raise the concern that this is notin our experience what we would consider as a good user experience recommendation. It leads to user’s confusions and challenges for the user to manage the mailbox. The paradigm of multiple inbox per account is clearly more convenient. 

So before accepting this requirement, we would like to see some motivations for it.
Either way, after disposition, this comment can be closed.

	080
	2005.06.29
	6.1.4
	(add) The user SHOULD be able to download email attachments to the terminal. At a minimum these SHOULD include .jpeg, .wav, .doc, .txt, and .ppt file types

(add) The user SHALL be able to attach complete MMS messages.

Vodafone
	OPEN
1) This is already covered by USAB-13 and USAB-16.
We propose not to add the requirement.

2) By the rules of IOP-13, we believe it is possible to attach MIME types. If MS is a MIME type this is covered. If it is not, then this requirement must be explained.

We propose not to add the requirement.

If this proposal is agreed then this can be closed.

	081
	2005.06.29
	6.1.4
	(add) If a telephone number, email address or URL is a part of the received message it SHOULD be recognised as such and changed into active content. It SHALL be possible for the user to select this active content and on selection place a call, write an email or open  a browser according to the active content.
	OPEN
Comments: We recommend that such a requirement be moved to the section 6.3.1 (if maintained) and rephrased as:
The mobile e-mail client SHOULD be able to recognize actionable content like URI/URLs, phone numbers and e-mail addresses and provide mechanisms like shortcuts to allow the user to execute related actions like calling or sending SMS/MMS to phone number, e-mailing or saving to address book an e-mail address etc…

If this proposal is agreed then this can be closed.

	082
	2005.06.29
	6.1.4
	(add) It SHALL be possible to reply to an email with an SMS. The terminal number will be automatically retrieved if the MSISDN of the email sender’s is in a local phone book.

(add) It SHALL be possible to reply to an email with a voice call. The terminal number will be automatically retrieved if the MSISDN of the email sender’s is in a local phone book.

(add) It SHALL be possible to reply to an email with a MMS . The terminal number will be automatically retrieved if the MSISDN of the email sender’s is in a local phone book.

Vodafone
	OPEN
1) We propose not to add the requirement as it is covered by proposal for 081. Also IOP-13 forces to follow e-mail addressing schemes. MSISDN is not available through the mobile e-mail enabler, but of course other schemes like an appropriate address book may be provided.

2) Same comment for voice call as 1).

3) Same comment as 1) and 2)

We propose not to add the requirements with the explanation above to the comment and to close the comment.

	083
	2005.06.29
	6.1.4
	IOP-14 is highly subjective and cannot be measured. Suggest to delete it

Vodafone
	OPEN
We tend to agree. However we would like to maintain the enterprise and consumer statement.

Proposed rephrasing: 

The mobile e-mail enabler MUST support efficient implementation of both consumer and enterprise mobile e-mail solutions.

If this proposal is agreed then this can be closed.

	084
	2005.06.29
	6.1.4
	SYSREQ-4 What does “highly scalable mean” ? Suggest to delete requirement or make some specific requirement here

Vodafone
	OPEN
This was lengthily discussed by the breakout. Highly scalable refers to large numbers of concurrent users and volumes of e-mail.
Design of the mobile e-mail enabler to allow this is critical. It is an important design point. It should not be confused with conformance statements. 
We propose to update the requirement as follows:

Mobile e-mail enabler MUST permit highly scalable end-to-end implementations (e.g. large number of concurrent users, large volume of e-mails, etc…).
If this proposal is agreed then this can be closed. 

	085
	2005.06.29
	6.1.4 
	SYSREQ-5 What is an “optimised implementation” ? Suggest to delete this requirement

Vodafone
	OPEN
This requirement was also lengthily discussed by the breakout. 

Optimized means that the design of the enabler targets explicitly the constraints of the devices and be designed with these in mind.

Design of the mobile e-mail enabler to allow this is critical. It is an important design point. It should not be confused with conformance statements. 

The examples clarify the optimization.

We propose to keep the requirement as is and close the comment.

	086
	2005.06.29
	1
	Paragraph 2 is redundant.
Vodafone
	OPEN
Agreed.

Remove

=> With this it should be closed.

	087
	2005.06.29
	4.1.1 
	Paragraph starting note “quasi-instantaneous” is wholly meaningless. 
Vodafone
	OPEN
This has been handled as part of answer to 015.

We propose that this handles the issue.

If this proposal is agreed then this can be closed.

	088
	2005.06.29
	4.1.2 
	Provisioning: Grammar needs correction. Also these two sentences need to be simplified.

Charging: correct grammar
Vodafone
	OPEN
Proposed re-phrasing:
1) These user operations are typically  extremely challenging…

2) Operator want to be able to charging in order to …
If this proposal is agreed then this can be closed.

	089
	2005.06.29
	Through out
	Subject verb agreement needs checking through out the document
Vodafone
	OPEN
Agreed

=> With this it should be closed.

	090
	2005.06.29
	Through out
	Need consistent use of “email” in some places it is e-mail and in others it is “email”
Vodafone 
	OPEN
Closed if 064 is disposed as proposed.

	091
	2005.06.29
	6.1.1
	SEC-5 replace w-mail with email
(also covered by 002 from NEC)

Vodafone
	OPEN
Closed (see 002)

	092
	2005.06.29
	1. Scope
	There is a typo a to an. “defined as an optimized email service..”   Change mobile networks to wireless networks.   Make sure to cover the case where an operator has a fixed network backbone to the wireless network

Nokia
	OPEN
Agree for first comment

Not sure why mobile to wireless. We would prefer wireless to mobile as more generic.
There are no restrictions (as no mention) about the type of network other than network neutrality. This should be covered accordingly

If this proposal is agreed then this can be closed.

	093
	2005.06.29
	3.2.
	Under Body:  What does inline refer to?  What does Attachments refer to?  Is this a typo?

MetaData:  Mention “applied by the server” at delivery…

Filtering Rules: Typos:   “or the server” should be “from the server”;   “ what new e-mail should be delivered”

Should be “which new e-mails”

Processing Rules:  Does this apply to sent or received email, or both?

Nokia
	OPEN
1) Proposal: bring attachment under the e.g. (same line as above).

 Inline refers to embedded multimedia. I think we could drop inline.

2) agreed

3) agreed
4) agreed

5) Both. 

Proposal: add (sent and received) at the end of first sentence.

If this proposal is agreed then this can be closed.

	094
	2005.06.29
	4.1.1.
	Reword “be in clear” to cleartext.

Remove “bearable cost”

Nokia
	OPEN
1) Cleartext is restrictive. In the clear is more generic even for binaries… 
We propose not to make this change.

2) agreed

If this proposal is agreed then this can be closed.

	095
	2005.06.29
	4.1.2.
	Under Provisioning:  Change to the following:  Average users need simple mobile device setup mechanisms.  Remove “more easily confused”.

Nokia
	OPEN
Agreed.

=> With this it should be closed.


	096
	2005.06.29
	4.2.3.
	Remove “Current e-mail infrastructure with untraceable intermediate storage is acceptable”

Nokia
	OPEN
This was discussed lengthily by breakout. It was requested as a qualification.

Proposal: re-phrase as:

Intermediate storage as currently performed in the internet while routing e-mail is not considered as covered by the above concern as the servers are not known a priori.

If this proposal is agreed then this can be closed.

	097
	2005.06.29
	5.1.6.
	Typo:  De3dicated  to dedicated

(also covered by 065 from Logica)

Nokia
	OPEN
Closed by disposition of 065.

	098
	2005.06.29
	5.1.7.
	Requirements need to be SHALL or MUST in this section, eg, The flows SHALL work with an email server behind a firewall

Nokia
	OPEN
Agreed.

The agreement last time was to replace all SHALL by MUST.

=> With this it should be closed.

	099
	2005.06.29
	6.1.1.
	Define what end to end means, put in the dashes throughout the section

Nokia
	OPEN
Closed by disposition of 020.

=> With this it should be closed.

	100
	2005.06.29
	6.1.1
	Sec-3:  Exchanges should be notifications, correct?

Nokia
	OPEN
No. Exchange are the data exchange (e.g. to act on notification).

We propose to close the comment as no action is proposed and the text is factually correct.

	101
	2005.06.29
	6.1.1
	Sec-5:  What is w-email?  A typo?

(also covered by 002 from NEC)

Nokia
	OPEN
Closed by disposition of 002.

	102
	2005.06.29
	6.1.1
	Sec-11:  Content screening should be defined as a spam mechanism… How do we ensure privacy if an operator can view confidential user email?

Nokia
	OPEN
Nothing prevent this to be done on client (client content screening) or on the server (see SEC-13). 

There are no implications and this is more an AD / TS issue.

We propose to close the comment without action.

	103
	2005.06.29
	6.1.1
	Sec-12:  Reword to:  Shall not be possible to send/receive emails that either the client or server has identified as spam

Nokia
	OPEN
We propose to add this as an additional requirement.

If this proposal is agreed then this can be closed.

	104
	2005.06.29
	6.1.1.
	NOTE:  We should reword the requirement to support the note, otherwise the requirements are not clear, such as the comment for Sec-12

Nokia
	OPEN
Please explain. We do not see any action required or do not understand it. 

We propose to close the comment.

	105
	2005.06.29
	6.1.2.
	Remove comment that Charging is not intrinsic to the mobile e-mail enabler

Nokia
	OPEN
Closed as covered by disposition of 073.

	106
	2005.06.29
	6.1.3.
	Admin-1:  Reword as ..upon the authentication and authorization of the user and device

Nokia
	OPEN
Agreed.

=> With this it should be closed.

	107
	2005.06.29
	6.1.4.
	USAB-1,2:   Are we saying that the user can set delays?  Unclear requirement

Nokia
	OPEN
No we say that the design must be such that we aim at minimizing the delays for notifications and exchanges.

It’s an appropriate design guideline.

Requirements are not conformance statement.

We propose to keep with above explanation and close the comment.

	108
	2005.06.29
	6.1.4.
	USAB-3:  Remove if

Nokia
	OPEN
Agreed.

=> With this it should be closed.

	109
	2005.06.29
	6.1.4.
	USAB-4:  Remove the word otherwise, causes ambiguity

Nokia
	OPEN
Agreed.

=> With this it should be closed.

	110
	2005.06.29
	6.1.4.
	USAB-5:  How about:  Once an email is composed and sent, if connectivity is lost, it MUST be stored on the device.  Then add a new requirement to send once connectivity is established.    What happens if the client runs out of memory/disk space?

Nokia
	OPEN
Neutral.

OK with the proposals.

Requirements are about enabler not implementations. Running out of memory is implementation specific.

If this proposal is agreed then this can be closed.

	111
	2005.06.29
	6.1.4.
	USAB-6:  Same as USAB 4?

Nokia
	OPEN
The distinction is email to be sent versus client-side events.

They are different requirements.

We suggest to keep as is.

If this proposal is agreed then this can be closed.

	112
	2005.06.29
	6.1.4.
	USAB-7:  Same as USAB 5?

Nokia
	OPEN
Same type of answer as 111.

If this proposal is agreed then this can be closed.

	113
	2005.06.29
	6.1.4.
	USAB-8:  Add attachments.  Reword to MUST allow the user to set filtering rules.  The phrase “support for the user to be able set” is overly complicated.  Remove “other criteria as needed., since the requirement needs to be specific

Nokia
	OPEN
Agreed with proposed re-phrasing

Requirement is design guidance. We propose to keep last “other criteria” as it implies being able to extend rules and deal as proposed in 038.

If this proposal is agreed then this can be closed.

	114
	2005.06.29
	6.1.4.
	USAB-9:  Reword to “support/allow user to change filtering rules

Nokia
	OPEN
Agreed

=> With this it should be closed.

	115
	2005.06.29
	6.1.4.
	USAB-10  Remove “like”, reword to: Rules applied on the server MUST apply to the synchronization repository on the client

Nokia
	OPEN
Agreed for like.

Note re-phrasing for repository in answer to 013.

Proposed re-phrasing: Rules applied on the server (filtering rules, processing rules, attachment removal, spam prevention, …) MUST apply to the email data that is reflected in client.

If this proposal is agreed then this can be closed.

	116
	2005.06.29
	6.1.4.
	USAB-11:  Define “available ways”, and add current capabilities of client and network since the user will move around.  We have a requirement that defines the push notification method is open to multiple protocols, so please remove the examples since they become questionable in a requirement. Just say “push notification method used”, not what…  The last bullet is unclear, remove or define

Nokia
	OPEN
Comments:

Available ways should be self defined: the channels that are available. 

Examples are examples and they help explain the requirement

Proposed re-phrasing:

The mobile email enabler MUST provide support for the user to be able to select the default channel or channels that can be used in order to be notified about new e-mails and e-mail events based on capabilities of client and network. This is important as the user may change network. This includes selecting
what notification channel is used (e.g. outband like SMS, Push, MMS, SIP or inband (within same data channel as used to access e-mail data)…)

if events are accessed by client (when, how, what is initially part of the event) instead of pushed to the client via notifications

If this proposal is agreed then this can be closed.

	117
	2005.06.29
	6.1.4.
	USAB-12:  Remove last sentence.. this will allow deployment on any target network.  This is a requirement section

Nokia
	OPEN
Agreed.

=> With this it should be closed.

	118
	2005.06.29
	6.1.4.
	USAB-13:  Lowercase user, not User.  Remove should, “the user must be able to select how the email server presents…”  Remove the clause starting with “therefore…”.  It just complicates the requirement.

What does a few mean?  Shoud you say by metadata?

Nokia
	OPEN
1) User: agreed

2) Agreed
3) Agreed

We must keep “to select how the client reacts to such events”

 => With this it should be closed.

	119
	2005.06.29
	6.1.4.
	USAB-14:  Add the phrase, “Once authenticated, the user MUST”

Nokia
	OPEN
Agreed.

=> With this it should be closed.

	120
	2005.06.29
	6.1.4.
	USAB-15:  What happens when the data is corrupted on the client?  Add requirement to download again from server.  I would prefer to remove the eg part, since it doesn’t’ add anything to the requirement.

Nokia
	OPEN
Unclear why that would be the case. This should not happen as we already have requirements on integrity and robustness to network intermittency.

This is in our view something discussed at the AD or TS stage.

We recommend not to add the requirement.

With these explanations, we recommend to close the comment.

	121
	2005.06.29
	6.1.4.
	USAB-16:  Define available ways

Nokia
	OPEN
Comment:

Proposal: … the default or available channels that can be used to receive e-mail events…

With these explanations, we recommend to close the comment.

	122
	2005.06.29
	6.1.4.
	USAB-17:  Can we remove eg…

Nokia
	OPEN
Neutral. However, we believe that it helps to understand the intent of the requirement. Therefore we suggest keeping it.

We do not object to remove.

We let the WG decide

With these explanations, we recommend to close the comment.

	123
	2005.06.29
	6.1.4.
	USAB-18,19: Can we combine these two requirements

Nokia
	OPEN
We think it’s of value to keep separate for clarity. Attachment manipulation and related features are often misunderstood.
We propose to close the comment with that explanation.

	124
	2005.06.29
	6.1.4.
	USAB-20:  Change appropriate email server to assigned email server

Nokia
	OPEN
Agreed.

=> With this it should be closed.

	125
	2005.06.29
	6.1.4.
	USAB-21,22:  Does the resulting email include the parts that were not downloaded?  Need to better define this

Nokia
	OPEN
Yes.

See disposition of 063. This should address the concern and close the comment.

	126
	2005.06.29
	6.1.4.
	USAB-23:  Combine with USAB 21, 22

Nokia
	OPEN
For clarity we propose to keep separate.

If this proposal is agreed then this can be closed.

	127
	2005.06.29
	6.1.4.
	USAB-25:  Rather than download body parts, should we download attachements?

Nokia
	OPEN
No, this is not limited to attachment but it also denotes the main body or header fields.

With this explanation we propose to close the comment.

	128
	2005.06.29
	6.1.4.
	USAB-26:  Should be able to edit the list if its long or short

Nokia
	OPEN
Disposition of 047 should close this comment.

	129
	2005.06.29
	6.1.4.
	USAB-27:  Since we are not using multiple mailboxes at the same time this needs to be worded so the user can choose the account he is using

Nokia
	OPEN
Agreed. We propose to add a requirement:

When multiple accounts are involved, the mobile e-mail enabler MUST enable the user to select the account(s) that is(are) active (e.g. to send a new e-mail).

If this proposal is agreed then this can be closed.

	130
	2005.06.30
	6.1.4.
	USAB-29,30:  Support auto reply per filtered messages, not for, so we can have different auto replies for each filter.  List the specific RFC, not related, or remove this clause.  Define Mail loop

Nokia
	OPEN
Explain the first comment…

Mail loop is defined in RFCs.

The list of RFC is probably not that important here. This si also to be seen in conjunction with IOP-13.
We propose to close the comment.

	131
	2005.06.29
	6.1.4.
	USAB-32:  This is implementation on the client.  Remove

Nokia
	OPEN
Agreed.

=> With this it should be closed.

	132
	2005.06.30
	6.1.4.
	USAB-33:  What about re-naming the attachments before forwarding?

Nokia
	OPEN
As body parts can be edited, this includes renaming (USAB-25). However and to be sure, we proposed adding a sentence. This includes allowing renaming attachments.

If this proposal is agreed then this can be closed. 

	133
	2005.06.30
	5. Use cases. t
	In General the use cases have a lot of repetition and optional cases in them that make them hard to read.  It would be nice to have these use cases more readable

Nokia
	OPEN
All RD’s have similar problem. Guidelines from REQ is not to spend so much time on use cases.

We propose based on the reasoning above to close the comment with no action.

	134
	2005.06.30
	2.1.
	In normative reference you have RFC2822. It should not be there. We don’t specify implementation on the requirement level
O2
	OPEN
At the REQ call, it was explained that these references are used to define rigorously the notions of e-mail, body, headers etc… As such they are normative references for the Rd and do not involved AD/TS considerations or implementation aspects.

With this explanation, we propose to close the comment and leave the normative references in question.

	135
	2005.06.30
	Across the RD
	In many parts you have e-mail and in some parts you have email. Inconsistencies to be addressed.
(also covered by 064 from Logica)
O2
	OPEN
Closed based on disposition of 064.

	136
	2005.06.30
	Across the RD
	Reference to Push email, not sure what Push email was and checked the definition. 

Not sure whether we need that Push email or we can use Mobile email instead.

O2
	OPEN
Closed based on disposition of 053.
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