Doc# OMA-REQ-2006-0084-Reply LS to 3GPP regarding MPS support for PoC Priority Access Levels[image: image2.jpg]"sOMaQa

Open Mobile Alliance




Liaison Statement

Doc# OMA-REQ-2006-xxxx-Reply LS-to-3GPPregarding -PoC-Session-Priority-Access-Levels.doc
Liaison Statement



Liaison Statement

	Title:
	OMA-REQ-Reply LS to 3GPP regarding MPS support for PoC Priority Access Levels
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 Confidential LS


	Date:
	7 April 2006

	To:
	3GPP SA1 Priority Sub-Working Group Chair   
Jim Garrahan (Telcordia Technologies),  j.garrahan@telcordia.com 

	Copy:
	3GPP TSG SA1 (Services) Chair   

Michele Zarri (T-Mobile International AG),  michele.zarri@t-mobile.co.uk
3GPP TSG SA2 (Architecture) Chair       

Magnus Olsson (Telefon AB LM Ericsson),  magnus.m.olsson@ericsson.com 

3GPP TSG SA (Service and System Aspects) Chair

Stephen Hayes (Ericsson Inc.),  stephen.hayes@ericsson.com 

	
	Also

	Copy:
	3GPP2  TSG-S (Service and System Aspects) Chair    

Nick Yamasaki (KDDI),  tsgs_chair@3gpp2.org
3GPP2  TSG-X (Core Networks) Chair
Betsy Covell (Lucent Technologies),  tsgx_chair@3gpp2.org 

	Send Replies to:
	OMA REQ Working Group Chair,  Kevin Holley (O2),  kevin.holley@o2.com  
OMA REQ PoC 2 Ad Hoc Chair, Alan Hameed (Fujitsu),  alan.hameed@us.fujitsu.com 

	Contact(s):
	Tom Hiller (Lucent Technologies),  tomhiller@lucent.com  
Kennie Kwong (Cingular Wireless),  kennie.kwong@cingular.com


	Attachments:
	OMA-REQ-2006-0050-ILS-from-3GPPSA1-on-support-for-PoC-session-access-levels (3GPP Doc# S1-060284) 


1 Overview

OMA Requirements Working Group would like to thank 3GPP SA1 Priority SWG for responding to its request for assistance in enabling Multi-level Priority Access for PoC Sessions as an optional feature of PoC version 2.0.  OMA Requirement Group finds it very encouraging that PoC had already been identified as an use cases for the Multimedia Priority Service (MPS) Feasibility Study in the SA1 work (ref: 3GPP TR 22.953 V1.0.0 Annex A Use Case #6).      

Enclosed herewith are responses to the comments and specific questions raised in the LS from SA1 Priority SWG (see Section 2 below).
2 Proposal

Under 1. Overall Description:  4th paragraph of the SA1 LS:
“… It is our understanding that the IWN network is basically a land mobile radio (LMR) network, whereas WPS and MPS are/shall be implemented on cellular/IMS-based public networks.” 

OMA REQ response:    

Integrated Wireless Network (IWN) objectives include a preference on open standards-based solution; IWN overall design will not be exclusively based on LMR (private) network services, it may be complemented by commercial wireless service solutions (e.g. UMTS and EV-DO).                                                                          (Ref:  http://www.usdoj.gov/jmd/iwn/overview.html  3rd paragraph, plus high-level system design proposals submitted by system integration bidders who passed the first-cut.)

OMA REQ responses to other specific questions:

1. What is your view of the relationship between WPS, IWN, and PoC Priority?

Service level prioritisation of communications services enabled by IP-based public networks represents a key evolution requirement for WPS* and GETS**, as annunciated by the NCS (see reference below).  IWN, among other things, is believed to provide a key driver towards fulfilling such evolutionary development.  PoC Priority Access is intended to fulfill the service level prioritisation applicable to IP-based PTT, as part of IWN requirements.

“… One of the early NCS requirements for Internet Priority Service (IPS) is the migration of GETS* services to IP technology services.  The GETS carriers already have initiatives to migrate voice services from circuit switched technologies to packet-based technologies.  The NCS must ensure that the current service robustness provided by GETS and WPS** will be assured in the IP services domain.”    (Ref: NCS IPS RFI assessment report, June 2004 http://www.ncs.gov/library/misc/IPS_RFI_AR.pdf)

*
WPS:  Wireless Priority Service, which provides priority cellular network access on a call-by-call basis 

**
GETS:  Government Emergency Telecommunications Service, which provides emergency access and priority processing in the local and long distance segment of the PSTN.
2. Is PoC an IWN-specific requirement?

PoC provides an open standards-based solution for IP-based PTT over PLMN, which is an IWN-specific requirement.  More specifically, as stated in (1) above, PoC Priority Access enables the service level prioritisation applicable to IP-based PTT over PLMN.
3. Have the government agencies responsible for WPS and IWN provided input to the PoC Priority requirements?

Preliminary proposal of the PoC Priority Access requirements was intended to fulfill service level prioritisation of IP-based PTT based on independent analysis of IWN Phase 1 requirements.  NCS, who is responsible for WPS and IWN developments, has been contacted by proponents of the PoC Priority Access work in OMA and follow-up discussion scheduled.  Should there be significant deviations from the current proposal as agreed in the PoC 2.0 RD, appropriate CRs may be necessary.   
4a) The OMA liaison describes five levels of priority service that could be assigned. How do these five priority levels relate to the PoC crisis event (or other events) handling that is specified in the current baseline version of PoC Version 2?   
In the PoC 2 RD, a QoE profile is defined for each PoC User according to his subscription.  The PoC Service Provider can use QoE profiles as a way to define a mapping between quality-of-service (QoS) experienced by the PoC User and different performance criteria based on Media Types and Priority Levels.  For example, ‘Professional’ QoE profile would provide a higher level of QoS than the ‘Basic’ QoE profile for the same media type (e.g. data), subject to support of such differentiation by the lower layer infrastructure.  Note that PoC User access (i.e. ability to initiate) and processing of his PoC Session traffic, under network load conditions, is determined by the Priority Level assigned as part of his QoE profile.

A new optional QoE Profile “Official Government Use” was agreed in Function 003 (in Section 6.1.9.1), which is intended to fulfil use cases such as, IWN (specifically relevant to PTT over IP network), with the proposed 5 levels of priority similarly to WPS.  If and when this ‘Official Government Use’ QoE profile is implemented in a PoC network, this profile shall override all other QoE profiles (i.e., ‘Basic’, ‘Professional’ and ‘Crisis’).  This means that PoC Users who are authorised for ‘Official Government Use’ profile, under congested radio access network conditions, will be granted access according to their respective highest priority level authorised, within the 5-level priority scheme, while taking precedence over all other PoC Users with other QoE profiles.
************  Excerpt from the latest PoC 2 Requirements Document  ************* 

6.1.9 Quality of Experience (QoE)

6.1.9.1 General
[image: image1.emf]Label  Description  Enabler Release   Conditio nality   FUNC - QOE - GN - 001    The PoC Service Infrastructure SHALL support the provisioning of  QoE Profiles.     PoC V2.0   FUNC - QOE - GN - 002  The PoC Client SHALL support the provisioning of QoE profiles.  PoC V2.0   Functionality   FUNC - QOE - GN - 003    The Service Provid er SHALL be able to define a QoE profile(s) for  each PoC Subscriber. As a minimum, the following profiles SHALL  be defined:      Basic      Professional      Crisis (this is a special profile intended to be used by  professionals in the scope of crisis handling situation s).     In addition, the following QoE profile MAY be defined:      Official Government Use (this is a profile with multiple levels  of priority access intended for national security and  emergency preparedness purposes; subject to applicable  regulations, when this  profile is implemented, it SHALL take  precedence over all other QoE profiles) .    PoC V2.0   FUNC - QOE - GN - 004    The PoC Service Provider SHOULD be able to use QoE profiles as a  way to define a mapping between different types of quality of service  expected by th e PoC Users at application level and different profiles  of performance criteria to be realized at underlying network level.  These performance criteria SHOULD consider the following on a  profile basis:      QoS to be provided for the PoC Sessions and each of Med ia  Types in the PoC Session, and/or      PoC Session Priority.   And any mapping mechanism SHALL depend on the concrete  underlying network capabilities (i.e., QoS framework…) and  conditions.  PoC V2.0    


4b)
Are the five priority levels specified in PoC Version 2?

The 5 priority levels are specified in Section 6.1.9.2; this is identical to the current WPS priority scheme.
	FUNC-QOE-PP-010
	The levels of priority defined in 3GPP TR 22.950 V6.4.0 (2005-01) MAY be supported. Please refer to Annex A.
	PoC V2.0


4c)
Have additional requirements or call flows been developed that would help 3GPP determine how the OMA PoC priority service work relates to the 3GPP MPS work effort?

No additional requirements have been defined.  However, stage 2 details have been provided as part of the architecture document.  Further stage 3 details in how the PoC Priority Access feature is invoked and associated call flows between affected entitles will be defined in the technical specifications which are forthcoming.
6. Have pre-emption requirements been specified for PoC Session Priority Access?

PoC 2.0 specifies Pre-emption (i.e., tear down of active ongoing PoC Sessions) of PoC Users with a lower, or no, priority level as an optional feature, which can only be exercised subject to applicable national or regional regulations.  Note that to prevent complete lock-outs of PoC Users with low, or no priority levels, it is a network implementation matter if the priority scheme is defined to operate Pup to a maximum portion of available network capacities (say, 40%); thus all PoC Users regardless of QoE profiles can compete for access to the portion of allocated capacity (i.e. 60%) in which prioritisation does not operate.
7. Are PoC Session Priority Access levels intended only for voice or do they pertain to other services (e.g., messaging, etc.)?

Current working assumption is that these 5 levels of priority apply to PoC voice communications, subject to further clarification with NCS. 
8. How are the PoC Session Priority Access levels invoked?

This issue is still awaiting contributions.  Expected discussion with NCS may identify any specific guidance or preferred methods.  Full details will be included in the PoC 2 Technical Specifications.
Additional question:

Please inform us of any additional OMA applications or services that may require Priority capabilities for IMS.

This issue is beyond the scope of PoC 2 Ad Hoc group.  An email discussion within Requirements Group will be started to gather a composite view from all members of REQ prior to a response to SA1.
3 Requested Action(s)

OMA Requirements Group kindly asks that 3GPP SA1 Priority Sub-Working Group to:

a) Consider the responses provided herein; and
b) Further progress in completing the MPS Feasibility Study in a way that accommodates the PoC Priority Access feature and all its implicit or explicit characteristics.  
4 Conclusion

OMA REQ Group would like to thank 3GPP TSG SA1 for their continued expert assistance and support in enabling PoC Priority Access capability and look forward to further communications with, and advice from, SA1 in order to progress on this subject.
Future OMA REQ Group Meetings:   
14 June 2006, Osaka, Japan
24 - 25 August 2006, Beijing, China
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