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1 Reason for Contribution

Comments for the GPM RD formal review.
2 Summary of Contribution

Comments to be included in the GPM RD formal review. 
3 Detailed Proposal

	ID
	Open Date
	Edit
	Section
	Description
	Status

	
	
	Yes
	3.2

Definition of Target attributes

	Source: Ericsson

Form: INP 

Proposal: Modify as follows: 

Information pertaining to Permissions Target(s) and which are governed by permission rules.  Target attributes can be either static, i.e. that changes relatively infrequently such as information in an address book, or dynamic, i.e. that could change more frequently such as user presence or geographical location.
	Status: OPEN 

<provide response>

	
	
	Yes
	3.2
Definition of Target Attribute Consumer
	Source: Ericsson

Form: INP 
Proposal: Modify as follows: 

A principal (or group of principals) consuming/making use of a target attribute or a derivative (e.g. a map showing the location of the Permissions Target). This role will typically be played by an end-user or an application.
	Status: OPEN 

<provide response>

	
	
	Yes
	4.1


	Source: Ericsson

Form: INP 

Comment: The text describes a Target Attribute Consumer and a Target Attribute Requester whereas the related figure only shows a Requester.

Proposal: Modify either the text or the figure accordingly. 
	Status: OPEN 

<provide response>

	
	
	
	6
	Source: Ericsson

Form: INP 

Comment: There appear to be some similarities between requirements in the GPM and XDM RDs respectively. 

Proposal: If this is the case the GPM and the XDM owners / stakeholders (PAG, POC and future MWG?) should figure out how to deal with these joint requirements.
	Status: OPEN 

<provide response>

	
	
	Yes
	6


	Source: Ericsson

Form: INP 

Comment: Many requirements contain the actors Target Attribute Consumer and Target Attribute Requester whereas the diagram in section 4.1 contains only one actor “Requester”.  

Proposal: Modify either the diagram or the requirements accordingly. 
 
	Status: OPEN 

<provide response>

	
	
	Yes
	6.1 HLF-12
	Source: Ericsson

Form: INP 

Comment: The requirement might be unclear in the relation between Permissions Managers and Permissions Managers’ Delegates respectively. 
Proposal: Modify as follows: 
If the Permissions Target is also the Permissions Manager or the Permissions Manager’s Delegate, and the management rights of this Permissions Managager or Permissions Manager’s Delegate are in whole or in part restricted by another Permissions Manager or Permissions Manager’s Delegate, (e.g., an enterprise IT Manager), the Permissions Target SHOULD be informed of his limitations with regards to managing his permissions rules when he tries to manage them.

(Use Case 5.3) 
	Status: OPEN 

<provide response>

	
	
	Yes
	6.1 HLF-17
	Source: Ericsson

Form: INP 
Proposal: Modify as follows: 

GPM SHALL be able to give a permissions checking response based on information associated with

·  The Target Attribute Consumer (e.g. the identity of a single end-user or the identities of multiple end-users) and the Target Attribute Requester (e.g. the application(s) used)

· The Permissions Target identity (e.g. the identity of a single end-user or the identities of multiple end-users).

· The requested target attributes
 In addition to the above, the following information MAY be used:

· The intended use of the target attributes (i.e. use that will be made of this information by the application, e.g. to access and modify a target attributeor sharing medical data with doctors but not students)  

· User profile information and other relevant context information (e.gtime of day, number of requests per unit time or other information coming from OMA enablers) 

(Use Case 5.1) 
	Status: OPEN 

<provide response>

	
	
	
	6.1.1 PermTypes-2

	Source: Ericsson

Form: INP 

Comment: This requirement seems to imply that a Permissions Target can delegate management rights whereas other requirements state that this can be done only by Permissions Managers or Permissions Managers’ Delegates. The Permissions Target in fact has no managements rights at all, but a single person can  take the roles of Permissions Manager or Permissions Manager’s Delegate and Permissions Target simultaneously. 
Proposal: Clarify what is the intention with this requirement. 
 
	Status: OPEN 

<provide response>

	
	
	
	6.1.1 PermTypes-8
	Source: Ericsson

Form: INP 

Comment: This requirement seems to focus on the use of one or multiple devices rather than on what rules shall be possible in case one or multiple devices are used. 
Proposal: Modify as follows:  

If multiple devices are associated with a single Permissions Target, the GPM enabler SHALL support:

(a) The same or different permissions rules for each of multiple devices used simultaneously by one Permissions Target;

(b) The same or different permissions rules for each of multiple devices when one Permissions Target uses only one device at a given time or for a particular service.
	Status: OPEN 

<provide response>

	
	
	Yes
	6.1.1 PMF-1

	Source: Ericsson

Form: INP 

Comment: Wrong reference.
Proposal: Modify as follows: 
It SHALL be possible to assign “roles” to principals that determine the rights for the management of a given set of permissions rules (e.g. a “super permissions manager role” may imply that the authorised principal has the rights to perform all the functions described in PMF-3, a “reading-only permissions manager role” may be imply that the authorised principal may only able to read and list the permissions rules). 
	Status: OPEN 

<provide response>

	
	
	Yes
	6.1.1 PMF-4


	Source: Ericsson

Form: INP 

Comment: Wrong reference 

Proposal: Modify as follows:
The Permissions Manager’s Delegate(s) SHALL be able to perform some or all of the permissions management functions described in PMF-3, depending on their assigned rights.
	Status: OPEN 

<provide response>

	
	
	
	6.1.2 PMF-5

	Source: Ericsson

Form: INP 

Comment: It is unclear whether a car accident would be synchronous or asynchronous, or what difference of experience these alternatives would imply. 
Proposal: Clarify what it is that events might be synchronous to, or avoid using those terms. 
 
	Status: OPEN 

<provide response>

	
	
	
	6.1.2 PMF-6

	Source: Ericsson

Form: INP 

Comment: This requirement might not reflect what seems to be its intention. 
Proposal: Modify as below: 
Permissions Managers and/or Permissions Manager’s Delegate(s) SHALL be able to be notified of additions of target attributes and be given the possibility to modify existing permissions rules.
 
	Status: OPEN 

<provide response>

	
	
	Yes
	6.1.5 SEC-6

	Source: Ericsson

Form: INP 

Comment: Don’t rules apply to permission management operations, instead of permission management operations apply to rules? 

Proposal: Modify as follows: 
d) the permission rules that apply to the relevant permission management operations 
 
	Status: OPEN 

<provide response>

	
	
	
	6.1.6 SEC-7

	Source: Ericsson

Form: INP 

Comment: It would be unfair to request the GPM Enabler to evaluate which laws to take into account, instead required functionality have to be specified as needed to follow the laws that shall be followed, and if laws are different and/or if there are choices to be made then functionality have to be specified to enable such differences and/or choices. 
Proposal: Delete this requirement and specify instead any possible mandatory and/or optional functionality that is needed to follow the laws that shall be possible to follow, and to give the flexibility to follow different laws. 
	Status: OPEN 

<provide response>

	
	
	
	6.2 OSR-6

	Source: Ericsson

Form: INP 

Comment: This requirement seems to be superfluous; input variables are utilised and output variables are generated, not vice versa.  
Proposal: Delete this requirement.
	Status: OPEN 

<provide response>

	
	
	
	6.2 OSR-11

	Source: Ericsson

Form: INP 

Comment: This requirement seems to state that a Permissions Target and a Permissions Manager can be one and the same actor, instead of one (person) taking the role of two actors. 
Proposal: Modify as below: 
· The identity of the Permissions Manager or the Permissions Manager’s Delegate, which can be the same as the identity of the Permissions Target.
	Status: OPEN 

<provide response>

	
	
	
	6.2 OSR-26

	Source: Ericsson

Form: INP 

Comment: There is no clear division between static and dynamic data as proposed in this requirement. It might be better to describe it in other words. 
Proposal: Modify as below: 
The GPM enabler SHALL be able to distinguish between different types of target attributes (e.g. data that are updated more frequently such as raw presence information or calendar information, data that are updated less frequently such as phone book entries or devices used, and other data such as charging information ).
 
	Status: OPEN 

<provide response>


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The comments above to be included in the GPM RD formal review. 
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