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1 Reason for Contribution

Comments for the CBCS RD formal review.

2 Summary of Contribution

Comments to be included in the CBCS RD formal review. 

3 Detailed Proposal

	ID
	Open Date
	Edit
	Section
	Description
	Status

	
	
	Yes
	1
	Source: Ericsson

Form: INP 

Comment: Defined terms are not marked as such in the text. 

Proposal: Modify as below, and repeat for all defined terms as needed throughout the whole RD: 

· Blocking of any kind of content considered “undesirable” for a certain CBCS User according to the Screening Criteria used, including illegal content, unsolicited content, malicious content and inappropriate content.

· Customer-facing warnings: these are words or symbols that are actually part of the content presented to CBCS Users such as a symbol in the corner of the screen, an announcement before a programme starts or a form of words on screen.

· Screening of previously categorized content: in this case the Content Screening Category is defined by content meta-data that is either encoded as part of the content format, or can be requested from an external source.

· Screening of content from Content Providers with whom the CBCS Service Provider has a trusted relationship, and of content with whom the CBCS Service Provider does not have a trusted relationship.

· Screening of content sent from a Content Provider to a CBCS User, from a CBCS User to another User, or from a CBCS User to a server (including the screening of subscriptions to content and screening of service requests)

…

· The specification or standardization of specific Screening Criteria.
…
· Deployment policies for CBCS Service Providers, including which categorization schemes to apply and how, how to define permissions for CBCS Subscribers and CBCS Users, etc.
	Status: OPEN 

<provide response>

	
	
	Yes
	1
	Source: Ericsson

Form: INP 

Proposal: Modify as below: 

· Screening of content from Content Providers with whom the Service Provider has a trusted relationship, and of content from Content Providers with whom the Service Provider does not have a trusted relationship
	Status: OPEN 

<provide response>

	
	
	Yes
	3.3
	Source: Ericsson

Form: INP 

Modify as below: 

SMS: Short Message Service
	Status: OPEN 

<provide response>

	
	
	
	4
	Source: Ericsson

Form: INP 

Comment: It has been agreed previously to replace “URL” with “URI”.
Proposal: Modify as below: 
To screen the content, the CBCS Enabler applies screening rules, consisting of screening criteria and screening actions.  Screening criteria are conditions used in content screening, typically including the content category, User Profile, and possibly other parameters such as the sender of the content.  Screening actions determine what to do with the content if the condition is true, and can include decisions like “pass”, “block”, “pass but delete URIs to offensive content”, “ask for parental permission first”, or “pass and warn”.
	Status: OPEN 

<provide response>

	
	
	
	6.1

CBCS-FUNC-005
	Source: Ericsson

Form: INP 

Comment: This requirement is unclear and possibly not needed. Does it mean that CBCS Service Providers are not allowed to use anything else than Screening Rules to determine whether to pass or block content to a CBCS User, and shall they not have the freedom to use whatever means they want for that decision? 
Proposal: Delete or clarify this requirement.
	Status: OPEN 

<provide response>

	
	
	
	6.1
CBCS-FUNC-006
	Source: Ericsson

Form: INP 

Comment: 
· The Screening Criteria used by the CBCS Enabler are not standardized, so how can the CBCS Enabler be required to be able to generate such Screening Criteria? Shall the CBCS Service Provider not be free to choose how to create or insert those, e.g by copy-and-paste from whatever source? 
· There is no requirement for a standardized interface for retrieval of Screening Criteria, so how can the CBCS Enabler be required to be able to retrieve those? 
Proposal: Delete this requirement.
	Status: OPEN 

<provide response>

	
	
	
	6.1
CBCS-FUNC-015
	Source: Ericsson

Form: INP 

Comment: 
· What is meant by "delivery protocol information"? Information about a certain delivery protocol or information received via a certain delivery protocol?

· What is meant by "enabler specific information"? Something that is not received from somewhere else but generated inside the enabler itself? If so, do we need to specify that? Or is it information that is received "from the outside"? If so, what information? 

· Or does this requirement just say that "the CBCS enabler MAY use whatever information it happens to get but we don't require it to request any specific information in addition to what is specified elsewhere"? And if so, do we need to specify this?

Proposal: Delete this requirement.
	Status: OPEN 

<provide response>

	
	
	Yes
	6.1

CBCS-FUNC-019
	Source: Ericsson

Form: INP 

Comment: “Screen” is not defined. 

Proposal: Modify as below: 

The CBCS Enabler MUST be able to apply Content Screening to User-originated content (e.g. HTTP requests, SMS).
	Status: OPEN 

<provide response>

	
	
	Yes
	6.1

CBCS-FUNC-023
	Source: Ericsson

Form: INP 

Comment: “Screen” is not defined. 

Proposal: Modify as below: 

The CBCS Enabler MUST be able to apply Content Screening to content that reaches the device through Bluetooth, Infrared, WiFi, removable media or other mechanisms that cannot be controlled by the CBCS Enabler before the content arrives at the  device 
	Status: OPEN 

<provide response>

	
	
	Yes
	6.1

CBCS-FUNC-024
	Source: Ericsson

Form: INP 

Proposal: Modify as below: 

The CBCS Enabler SHALL be able to present to the CBCS User information (e.g. parental advice or category) about content not blocked 
	Status: OPEN 

<provide response>

	
	
	Yes
	6.1

CBCS-FUNC-028
	Source: Ericsson

Form: INP 

Comment: I believe this requirement was clarified in a previous telephone meeting. 

Proposal: Modify as below: 

The CBCS Enabler SHALL be able to apply the same Screening Rules to all devices employed by a CBCS User
	Status: OPEN 

<provide response>

	
	
	
	6.1.1
CBCS-SEC-003
	Source: Ericsson

Form: INP 

Comment: We can not require the CBCS Enabler to prohibit a CBCS Service Provider from being able to modify a CBCS User Profile stored at an External Service Provider, but we can state that we have no intention that such a modification shall be possible, to make it clear that we do not require such a prohibiting functionality from the CBCS Enabler. To avoid stating what is not required we can replace this requirement with an added note to CBCS-FUNC-004.  
Proposal: Delete this requirement and add a note to CBCS-FUNC-004 as below: 

The CBCS Enabler MUST allow an authorized CBCS Service Provider to securely retrieve the CBCS User Profile from an External Service Provider. 
Note: The CBCS Service Provider is not intended to be able to modify a CBCS User Profile stored at an External Service Provider.
	Status: OPEN 

<provide response>

	
	
	
	6.1.3

CBCS-ADM-004
	Source: Ericsson

Form: INP 

Comment: Do we require the CBCS Enabler to have a standardized functionality to prohibit anybody else than a CBCS Service Provider to do the administration of the CBCS Enabler? 

Proposal: Delete this requirement.
	Status: OPEN 

<provide response>

	
	
	
	6.1.6
CBCS-PRV-005
	Source: Ericsson

Form: INP 

Comment: We can’t here state requirements on the CBCS Service Provider, and I believe we can’t require the CBCS Enabler to prohibit the CBCS Service Provider from being able to use any information in any specific way, as long as the CBCS Service Provider is allowed to have this information. 
Proposal: Delete this requirement.  
	Status: OPEN 

<provide response>

	
	
	Yes
	6.2
CBCS-SYS-004
	Source: Ericsson

Form: INP 

Comment: Is there any purpose with having the parenthesis in this requirement? Is it intended to mean anything else than what it would do without the parenthesis?
Proposal: Delete the parenthesis as follows: 

The interfaces used to access to or interact with the CBCS Enabler from external entities MUST be access technology neutral.
	Status: OPEN 

<provide response>

	
	
	
	B.1

	Source: Ericsson

Form: INP 

Comment: It is stated here that the relationship between the CBCS Service Provider and the Content Provider will depend on the delivery mechanisms via which content is requested by or offered to CBCS Users, but the nature of this dependency is not explained. On the contrary, it is stated in CBCS-SYS-001 that “The CBCS Enabler SHALL be agnostic to the content delivery protocol or enabler.”
Proposal: Clarify or delete this statement.
	Status: OPEN 

<provide response>

	
	
	
	B1
	Source: Ericsson

Form: INP 

Comment: It is stated here that 
“The communication between the CBCS Service Provider and the Content Categorization Entity can be used to interchange information related with the used categorization scheme (categories included, applied rules for the decision, etc.)” 
whereas the only information that the CBCS Enabler is required to be able to retrieve from a Content Categorization Entity is Content Screening Categories, see CBCS-FUNC-002. 

Proposal: Modify as below: 

The communication between the CBCS Service Provider and the Content Categorization Entity can be used toretrieve Content Screening Categories.. This may also be done on-line regarding a given content (previously categorized or not).
	Status: OPEN 

<provide response>


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The comments above to be included in the CBCS RD formal review. 
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