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1 Reason for Contribution

This contribution socializes various changes to the DCD RD that resulted from the DCD consistency review. Since some of the changes are technical, the RD needs to be re-approved by REQ and TP as part of moving the DCD ERP toward Candidate status.
2 Summary of Contribution

The changes are introduced and rationale provided.
3 Detailed Proposal

See the current RD draft version (OMA-RD-DCD-V1_0-20080911-D) at http://www.openmobilealliance.org/ftp/Public_documents/CD/Permanent_documents/OMA-RD-DCD-V1_0-20080911-D.zip.
Following is a description of the changes and rationale.

Class 3: “3.2 Definitions” and “3.3 Abbreviations” were updated to align the definitions across the enabler specification suite.

Class 2: “6.1.1.1 Content Delivery” was updated to breakout one function into a separate requirement:

	DCD-FUNC-023
	The DCD Enabler SHALL allow the DCD-Enabled Client Application to submit content to the enabler and/or Content Providers.
	DCD 1.0


The rationales for this change are:

a) Being based upon the Web 2.0 concepts of Content Syndication, DCD needs to support equivalent features, one of which is user-generated content upload. Since DCD is compatible with RSS and ATOM for content download, and ATOM (at least) is supported by a specific IETF RFC for content upload (and various RSS extension API’s exist for this as well), DCD needed to specifically include the ability for the DCD-Enabled Client Applications (DECA) to not only receive content from Content Providers, but to deliver it to them as well, through the DCD enabler. This capability was implied by the existing requirements related to content selection/customization/personalization by the DECA, since that can occur directly between the DECA and the CP. The Content Upload transaction, as added to the DCD Semantics TS, provides this ability while retaining the opacity of the application-layer data, so that the DCD entities are not impacted in any way by application requirements.
b) The Content Upload transaction further provides options for implementations and DCD-enabled service deployments to selectively use some DCD enabler features, and choose alternative application-layer or DCD Service Provider specific approaches to other features where possible and necessary. This flexibility will likely simplify market introduction of DCD-enabled services, as it can allow deployments to initially use only those DCD-specified features that the DCD Service Provider considers essential to launching a DCD service, and in the long term enables the DCD Service Provider to assume a more limited role for some services and Content Providers.  The Content Upload transaction supports such application-layer approaches, e.g. for:
· Content discovery, selection, and personalization
· Delivery controls, e.g. delivery suspend/resume operations, and selection of delivery options

· Usage tracking

Class 2: In “6.1.1.8 Integration with Native Functions”,  the following requirements have been marked as “deleted”:
	DCD-INTG-002
	The DCD-Enabled Client Application SHALL be capable of launching the device browser through a direct URL, e.g. to access a Service Guide, content discovery, selection and subscription.
	DCD 1.0

	DCD-INTG-003
	The DCD-Enabled Client Application MAY be capable of launching a client other than the device browser to access a Service Guide.
	DCD 1.0

	DCD-INTG-004
	The DCD-Enabled Client Application MAY be capable of launching a client other than the device browser for DCD Content discovery, selection, and subscription.
	DCD 1.0

	DCD-INTG-005
	The DCD-Enabled Client Application SHALL be capable of interworking with other clients present in the device, as specified by the "URI Schemes" RD [OMA-URI] launching other present clients in the device (e.g. web site containing full news story following the selection of an embedded url within a content item).
	DCD 1.0


The rationale for this change is that during the development of the AD, with input from ARCH members, it was agreed that application-layer functions would be out of scope for DCD. The DCD enabler provides services to applications (e.g. through the interfaces and transaction services it provides), but any requirements on the behavior of applications based upon the received content would be out of scope and not addressed in the TS. In reviewing the consistency of the RD against this shift in enabler focus, these requirements have been found to be no longer applicable to DCD 1.0. As it stands, DCD in no way limits the ability of applications to fulfill these requirements, but also does not mandate any application behavior, thus the requirements have to be removed.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

REQ is requested to approve the changes to the RD so that CD can forward it to TP for Candidate re-approval.
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