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1. Scope
(Informative)

 This document defines the requirements for the OMA Open connection Manager API (OpenCMAPI) v.1.0.

The aim of the OMA OpenCMAPI RD v1.0 is to address requirements for:

· all connectivity and connection management  aspects relevant for the business such as:

· Connect/Disconnect

· All relevant elements related to the connection or the device and more specifically all elements necessary and useful to be provided to any UI and user experience.

· SMS

· etc.

The intention is that this API is

· Language independent

· OS independent (potential to support any OS)

· Supporting Multi-Instance (several applications/services can use it in parallel if necessary)
2. References

2.1 Normative References

	[3GPP TS 31.101]
	“TS 31.101 Technical Specification Group Core Network and Terminals; UICC-terminal interface; Physical and logical characteristics, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.101/ 

	[3GPP TS 31.102]
	“TS 31.102 Technical Specification Smart Cards; Characteristics of the Universal Subscriber Identity Module (USIM) application”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.102/ 

	[3GPP TS 31.103]
	“TS 31.103 Technical Specification Group Core Network and Terminals; Characteristics of the IP Multimedia Services Identity Module (ISIM) application”, 3rd Generation Partnership Project (3GPP), 
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.103/ 

	[3GPP TS 51.011]
	“TS 51.011 Technical Specification Group Terminals; Specification of the Subscriber Identity Module-Mobile Equipment (SIM - ME) interface”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/51_series/51.011/

	[3GPP2 C.S0023]
	“Removable User Identity Module for Spread Spectrum Systems”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0023, 
URL: http://www.3gpp2.org/

	[3GPP2 C.S0065]
	“Cdma2000 Application on UICC for Spread Spectrum Systems”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0065, 
URL: http://www.3gpp2.org/

	[ETSI TR 102 216]
	“TR 102 216 Technical Report Smart Cards; Vocabulary for Smart Card Platform specifications”, v3.0.0, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	

	


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	
	

	
	

	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	CSIM
	A Cdma2000 Subscriber Identity Module is an application defined in [3GPP2 C.S0065] residing on the UICC to register services provided by 3GPP2 mobile networks with the appropriate security.

	ISIM
	An IP Multimedia Services Identity Module is an application defined in [3GPP TS 31.103] residing in the memory of the UICC, providing IP service identification, authentication and ability to set up Multimedia IP Services.

	NAA
	Network Access Application as defined in [ETSI TR 102 216]. Examples of NAA on UICC: CSIM, ISIM, USIM.

	R-UIM
	A Removable User Identity Module is a standalone module defined in [3GPP2 C.S0023] to register services provided by 3GPP2 mobile networks with the appropriate security.

	SIM
	A Subscriber Identity Module is a standalone module defined in [3GPP TS 51.011] to register services provided by 2G mobile networks with the appropriate security.

	UICC
	As defined in [OMA-DICT] and whose interface is specified in [3GPP TS 31.101].

	USIM
	A Universal Subscriber Identity Module is an application defined in [3GPP TS 31.102] residing in the memory of the UICC to register services provided by 3GPP mobile networks with the appropriate security.

	
	


3.3
Abbreviations

	OMA
	Open Mobile Alliance

	UIM
	User Identity Module

	
	

	
	

	


4. Introduction
(Informative)

Mobile Broadband is one of the fastest growing businesses within the telecom mobile industry. The main point of contact for all Mobile Broadband customers/devices is the Connection manager application.

Up to now, there is no existing standard or de facto standard for Connection Managers.  Operators and OEM/ODM have to develop and use different and dedicated solutions, thus increasing the effort and time to market.

Furthermore, new fast growing businesses such as Connected Devices & M2M are facing the same hurtles and will need as well a solution to reduce the impacts and efforts to deal with the connection management aspects.

The Open Connection Management (CM) API – enabler addresses these aspects by providing a specification relevant for the industry.

A Connection manager is basically composed of 2 parts:

1. The hardware & connectivity engine part to manage the device with the necessary functions relevant for the user/customer of the connection manager

2. The user experience presented to the customer and composed mainly of the UI, the profiles and the services offered to the user based on actions and answers from the hardware engine part.

The purpose of the proposed work is to define an Open Connection Manager API to assume the hardware and connectivity engine part in order to facilitate development of the top/presentations layer representing the user experience and to avoid issues for integration of any new device within already defined user experience. 

The Open CM API will include all Connection management aspects relevant for the business such as:

· Connect/Disconnect...

· All relevant elements related to the connection or the device and in general all elements necessary and useful to be provided to the UI and user experience.

· SMS

· etc.

The intention is that this API is:

· Supporting all connectivity aspects and requirements of the industry

· Language independent

· OS independent (potential to support any OS)

· Supporting Multi-Instance (several applications/services can use it in parallel if necessary)

Operators and OEM/ODM or anyone could develop on top of such API the user experience in line with their business perspectives (UI, differentiation, services...). Furthermore, without any additional effort, it will be possible to integrate or to exchange any device/hardware to support this user experience.

4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the RD.  The description should be brief, target length should be a few paragraphs.   When the release or reference release is finished, this description should be aligned with the final functionality.   

DELETE THIS COMMENT

5. OpenCMAPI release description 
(Informative)

<< This clause illustrates what the release is about, describing the release in terms of its functionalities, identifying the actors and their relationships. The inclusion of any pictures to back up text should be kept simple, showing various actors involved. The text shall summarize the functionalities of the release in a generic form which does not constrain terminal or network design. It is intended to allow an understanding of the release without regard to implementation. The description should include functional, charging, administration and configuration, usability, interoperability, privacy aspects as well as interactions with other releases.

Part of this text can be easily extracted from the WID

DELETE THIS COMMENT >>

<text>


[image: image2]
Figure 1: Example Figure

5.1 End-to-end Service Description

This section provides indications on what is the business rational for creating such enabler release. The text has to be a high level description of the features and functions provided by the OMA enabler release, including their objectives, when considered as a service (e.g. Mobile Code,  Mobile Advertising, Customized Multimedia Ringing,  MMS,  Mobile Spam Reporting) and/or a building block (e.g. Service User Profile Management , Parlay Service Access, Converged IP Messaging, Device Profile Evolution). 

This description should address the end-to-end experience provided by the OMA services (e.g. the end-users prefer to receive advertising contents that are targeted to their interests and needs; they demand that the service provider guarantees that messages are sent by authenticated parties, as they do not want to receive spam). Also, this description should address what are the overall functions of the enabler release to be able to support other enablers (e.g. Service User Profile Management provides one unique central point to access and allow management of user data). 

The end-to-end description should address the direct benefits for the end users as well as the indirect benefits for the equipment usage, or network interconnections, or overall operations or content adaptation, to mention just a few. 

Both enterprise and consumer scenarios may be considered.

The text in this section should be brief, target length should be a few paragraphs. When the RD definition is finished, this description should be aligned with the final functionality..   

DELETE THIS COMMENT

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

<intro text for High Level requirements here>
	Label
	Description
	Release

	CMAPI-HLF-001
	The OpenCMAPI enabler SHALL support the management of different types of networks (GSM, UMTS, HSxPA, CDMA, EVDO, LTE, Wlan)
	1.0

	CMAPI-HLF-002
	The OpenCMAPI enabler SHALL support Basic Connectivity (connect/disconnect to Networks) functionalities.
	1.0

	CMAPI-HLF-003
	The OpenCMAPI enabler SHALL support the management of Network Service (e.g. Antenna, Radio Interface, Band, Attach, Registration, PLMN type, Roaming State, Signal strength…)
	1.0

	CMAPI-HLF-004
	The OpenCMAPI enabler SHALL support different network selection modes (Automatic, Manual…)
	1.0

	CMAPI-HLF-005
	The OpenCMAPI enabler SHALL support access to Device Service parameters (e.g. Device info, IMSI, IMEI, operator name, FW version…)
	1.0

	CMAPI-HLF-006
	The OpenCMAPI enabler SHALL support the management of the user settings and mobile network parameters (e.g. APN, DNS, IP…)
	1.0

	CMAPI-HLF-007
	The OpenCMAPI enabler SHALL be able to support multi APN handling
	1.0

	CMAPI-HLF-008
	The OpenCMAPI enabler SHALL be able to provide statistics information (e.g number of kB sent or received, upload/download speed…)
	1.0

	CMAPI-HLF-009
	The OpenCMAPI enabler SHALL be able to provide status information of the cellular interface
	1.0

	CMAPI-HLF-010
	The OpenCMAPI enabler SHALL be able to manage power management aspects
	1.0

	CMAPI-HLF-011
	The OpenCMAPI enabler SHALL support the management of SMS functions (e.g. send, receive, delete…)
	1.0

	CMAPI-HLF-012
	The OpenCMAPI enabler SHALL support the management of USSD features
	1.0

	CMAPI-HLF-013
	The OpenCMAPI enabler SHALL support Multi-Instances (several applications/services can use it in parallel if necessary)
	1.0

	CMAPI-HLF-014
	The OpenCMAPI enabler SHALL support OMA DM.

Informational Note: Will be clarified at later stage.
	Future Release

	CMAPI-HLF-015
	The OpenCMAPI enabler SHALL be able to manage the device firmware upgrade
	1.0

	CMAPI-HLF-016
	The OpenCMAPI enabler SHALL be able to manage update process to update to newer version of the Open CM API
	1.0

	CMAPI-HLF-017
	The OpenCMAPI enabler SHALL be able to support Phone Book /Contacts management
	Future Release

	CMAPI-HLF-018
	The OpenCMAPI enabler SHALL be able to support Flight Mode
	1.0

	CMAPI-HLF-019
	The OpenCMAPI enabler SHALL be able to support VPN hooks
	Future Release

	CMAPI-HLF-020
	The OpenCMAPI enabler SHALL be able to support Corporate & Enterprise support (Mass client deployment tools compatibility, Enterprise-grade security…)
	Future Release

	CMAPI-HLF-021
	The OpenCMAPI enabler SHALL be able to support Single Sign On (SSO)
	Future Release

	CMAPI-HLF-022
	The OpenCMAPI enabler SHALL be able to support tethering functionalities
	1.0

	CMAPI-HLF-023
	When mobile phone is connected by the user (e.g. via USB cable or via Bluetooth) and is acting as a modem, the Open CM API enabler SHALL be able to manage the mobile phone as a datacard or embedded module (e.g. com port, modem port...).
	1.0

	CMAPI-HLF-024
	When mobile phone is connected by the user (e.g. via USB cable or via Bluetooth) and is acting as a modem, the Open CM API enabler SHALL rely on the security related aspects (e.g. PIN code, PUK code) which are addressed and handled by the mobile phone (e.g. PIN code set by the user on his/her mobile phone).
	1.0

	CMAPI-HLF-025
	The Open CM API enabler SHALL support same functionalities (e.g. feature as connect/disconnect, capabilities of get strength signal, SMS features) regardless whether the Open CM API enabler is used in tethering situation or not.
	1.0

	CMAPI-HLF-026
	The OpenCMAPI enabler SHALL be able to support  Wimax Networks


	Future Release

	CMAPI-HLF-027
	The OpenCMAPI enabler SHALL be able to support  Hotspot 2.0
Informational Note: Hotspot 2.0 is the name of a certification and common set of future standards (802.1X and 802.11u) for Wi-Fi networks expected in 2012 and to be provided by the Wi-Fi Alliance. 
	Future Release

	CMAPI-HLF-028
	The OpenCMAPI enabler SHALL be able to support  GPS features

	1.0

	CMAPI-HLF-029
	The OpenCMAPI enabler SHALL be able to support the CS domain service (e.g. voice call, video call, SMS) via GERAN/UTRAN/CDMA2000/EVDO network and WLAN data connection in parallel, subject to device capability.
	1.0

	CMAPI-HLF-030
	The OpenCMAPI enabler SHALL be able to support the PS domain service (e.g. MMS) via GERAN/UTRAN/E-UTRAN/CDMA2000/EVDO network and WLAN data connection in parallel, subject to device capability.
	1.0

	CMAPI-HLF-031
	The OpenCMAPI enabler SHALL be able to support the preferred RAT settings for different service types, subject to operator policy (e.g. WLAN is configured as the  user preferred connection for data service ).
	1.0

	CMAPI-HLF-032
	The OpenCMAPI enabler SHALL support RAT type management function.

Informational Note: Detailed requirements in section X.x.x , label CMAPI-RAT
	1.0

	CMAPI-HLF-033
	The OpenCMAPI enabler SHALL be able to support callbacks to enable CM applications to be notified when specified events of interest occur (e.g. a data session becomes disconnected, signal strength falls below a threshold).
	1.0


Table 1: High-Level Functional Requirements

6.1.1 Security

<intro text for Security requirements here>
	Label
	Description
	Release

	CMAPI-SEC-001
	The OpenCMAPI enabler SHALL support PINs/PUKs management
	1.0

	CMAPI-SEC-002
	The OpenCMAPI enabler SHALL protect against potential security threats
	1.0


Table 2: High-Level Functional Requirements – Security Items

6.1.1.1 Authentication

<intro text for Authentication requirements here>
	Label
	Description
	Release

	
	
	

	
	
	

	CMAPI-AUT-001
	The OpenCMAPI enabler SHALL offer selectable authentication mechanisms for Cellular:

· PAP

· CHAP

· Automatic
	1.0

	CMAPI-AUT-002
	The OpenCMAPI enabler SHALL support EAP SIM authentication using the SIM/RUIM or UICC application credentials.
	1.0

	CMAPI-AUT-003
	The OpenCMAPI enabler SHALL support EAP AKA authentication using the SIM/RUIM or UICC application credentials.
	1.0

	CMAPI-AUT-004
	The OpenCMAPI enabler SHALL support WPA-PSK and WPA2-PSK authentication of WLAN network.
	1.0

	CMAPI-AUT-005
	The OpenCMAPI enabler SHALL support WPS
	1.0


Table 3: High-Level Functional Requirements – Authentication Items
6.1.1.2 Authorization

<intro text for Authentication requirements here>
	Label
	Description
	Release

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.1.2 Administration and Configuration

<intro text for Administration and Configuration requirements here>
	Label
	Description
	Release

	CMAPI-ADM-001
	The OpenCMAPI enabler SHALL work without administrator rights. Administrator rights could be required for installation or other critical operations.
	1.0

	
	
	


Table 5: High-Level Functional Requirements – Administration and Configuration Items

6.2 Network Connectivity Functional Requirements

<intro text for High Level requirements here>
	Label
	Description
	Release

	CMAPI-CON-001
	The OpenCMAPI enabler SHALL be able to use the different types of connection mobile:

· RAS mode

· NDIS

· Wi-Fi
· …
	1.0

	CMAPI-CON-002
	The OpenCMAPI enabler SHALL be able to Connect/Disconnect
	1.0

	CMAPI-CON-003
	The OpenCMAPI enabler SHALL be able to manage the different states of connection:

· Connected

· Disconnected (it may be possible to distinguish between passive and active disconnection)
· Connecting

· Disconnecting

· Connection failed

· Disconnection failed

· Already connected from the bearer wanted by new connection

· Already connected from another bearer

· Connected to Internet

· Connection cancelled

· Unknown state
	1.0

	CMAPI-CON-004
	The OpenCMAPI enabler SHALL be able to cancel the request to connect/disconnect.
	1.0

	CMAPI-CON-005
	The OpenCMAPI enabler SHALL include an Auto Connect Feature with the following options:

· Enabled in all cases

· Enabled only in non-roaming cases

· Disabled (default)
	1.0

	CMAPI-CON-006
	If the application disconnects manually, the OpenCMAPI enabler SHALL temporarily stop the auto-connect function.
	1.0

	CMAPI-CON-007
	If the application reconnects to a network, the OpenCMAPI enabler SHALL re enable the auto-connect function.
	1.0

	CMAPI-CON-008
	If the auto connect function is enabled by an application and the PIN protection is enabled, the application needs to provide the PIN to the OpenCMAPI enabler to be able to connect
	1.0

	CMAPI-CON-009
	If the auto connect function is enabled and in roaming, the OpenCMAPI enabler MAY provide a Notification – Warning
	1.0

	CMAPI-CON-010
	The OpenCMAPI enabler SHALL include an On Demand Feature with the following options:

· Enabled

· Disabled (default)

Informational Note: The “On demand” Feature is the capability to connect on demand of an application. For example, if the “on demand” feature is enabled and an Internet Browser is starting i.e. requesting an internet connection, the connection will be established.
	1.0

	CMAPI-CON-011
	If the "on demand" option has been enabled, the OpenCMAPI enabler SHALL include a time out value to disconnect after no traffic. The time out value shall be configurable.
	1.0

	CMAPI-CON-012
	The OpenCMAPI enabler SHALL provide an auto reconnect functionality for all supported bearers when a connection break down happened (minimum and maximum  re-try parameters are configurable)
	1.0

	CMAPI-CON-013
	The OpenCMAPI enabler SHALL be able to support the retrieval of the following information about the device’s data connection:

· Data connection state (e.g. connected, disconnected)

· IP address

· Data rate

· Packet statistics (e.g. numbers of packets and bytes sent and received)

· Data connection duration

· PLMN mode and name
	1.0

	CMAPI-CON-014
	The OpenCMAPI enabler SHALL provide APIs that enable a CM application to manually establish a data connection with the following parameters:

· DNS addresses

· APN name

· Preferred IP address (if any)

· Authentication information (e.g. user name and password)
	1.0

	CMAPI-CON-015
	The OpenCMAPI enabler SHALL provide an API that enables the automatic establishment of a data connection.
	1.0

	CMAPI-CON-016
	The OpenCMAPI enabler SHALL provide an API that enables the setting of a default connection profile to be used when automatically establishing a data connection.
	1.0

	CMAPI-CON-017
	The OpenCMAPI enabler SHALL provide APIs that enable the scanning for available networks and their associated Radio Access Technologies (RATs).
	1.0

	CMAPI-CON-018
	The OpenCMAPI enabler SHALL provide APIs that enable the device to register with and attach to an available network.
	1.0

	CMAPI-CON-019
	The OpenCMAPI enabler SHALL be able to support the retrieval and setting of the device’s network registration preferences (i.e. which network to register with when multiple networks are available).
	1.0

	CMAPI-CON-020
	The OpenCMAPI enabler SHALL provide APIs that enable a CM application to terminate an active data connection.
	1.0

	CMAPI-CON-021
	The OpenCMAPI enabler SHALL provide APIs that enable a CM application to cancel the establishment of a data connection.
	1.0


Table 6: Network Connectivity Functional Requirements

6.3 RAT Type Functional Requirements

<intro text for RAT type functional requirements here>

	Label
	Description
	Release

	CMAPI-RAT-001
	The OpenCMAPI enabler SHALL distinguish and manage different RAT Types. (e.g. UTRAN, GERAN, WLAN, GAN, HSPA Evolution, E-UTRAN)
	1.0

	CMAPI-RAT-002
	The OpenCMAPI enabler SHALL allow the application client to access the RAT Type which is currently serving the UE.
	1.0

	CMAPI-RAT-003
	The OpenCMAPI enabler SHALL perceive the changes of RAT Type and report the current RAT Type to the application client actively.
	1.0


Table 7: RAT Type Functional Requirements

6.4 WiFi Functional Requirements

<intro text for WiFi functional requirements here>

	Label
	Description
	Release

	CMAPI-WIFI-001
	The OpenCMAPI enabler SHALL be able to enable/disable WiFi
	1.0

	CMAPI-WIFI-002
	The OpenCMAPI enabler SHALL be configured to use the operator defined list of preferred SSID preconfigured in the device and/or the WSID (Wlan Specific Identifier) list in accordance with [3GPP TS 24.234] if present in the SIM/RUIM/NAA on UICC
	1.0

	CMAPI-WIFI-003
	The OpenCMAPI enabler SHALL be able to manage WiFi profile with the following fields:

· SSID

· Secured Network or OPEN Network (Open is referring to a non secured network)

· Security or authentication mechanism used

· Associated security Key if relevant
	1.0

	CMAPI-WIFI-004
	The OpenCMAPI enabler SHALL be able to support and identify two types of WiFi Network:

· Known networks which are prelisted by the operator or that have already been used/predefined by the user

· Unknown networks
	1.0

	CMAPI-WIFI-005
	The OpenCMAPI enabler SHALL be able to access/scan to the list of available SSID and provide the type of network (ex: unknown detected networks…),
	1.0

	CMAPI-WIFI-006
	The OpenCMAPI enabler SHALL be able to force the association on a SSID, visible or not.
	1.0

	CMAPI-WIFI-007
	The OpenCMAPI enabler SHALL be capable of storing several Wi-Fi profiles
	1.0

	CMAPI-WIFI-008
	The OpenCMAPI enabler SHALL be able to add a WiFi profile WiFi.
	1.0

	CMAPI-WIFI-009
	The OpenCMAPI enabler SHALL be able to modify or delete only WiFi profile that are not predefined by the operator.
	1.0

	CMAPI-WIFI-010
	The OpenCMAPI enabler SHALL provide a function which frees the resources allocated by WiFi device.
	1.0

	CMAPI-WIFI-011
	The OpenCMAPI enabler SHALL provide a function call to connect/disconnect To/From an WiFi access point
	1.0

	CMAPI-WIFI-012
	The OpenCMAPI enabler SHALL be able to listen to the WiFi events:

· new available network 

· loss of network

· association successful on a dedicated SSID
	1.0

	CMAPI-WIFI-013
	The OpenCMAPI enabler SHALL support automatic and manual connection modes.
	1.0

	CMAPI-WIFI-014
	The OpenCMAPI enabler SHALL allow the user or the application using the Open CMAPI to connect to Known network or Unknown network manually.
	1.0

	CMAPI-WIFI-015
	The OpenCMAPI enabler SHALL allow the user or the application using the Open CMAPI to connect automatically only to Known networks.
	1.0

	CMAPI-WIFI-016
	The OpenCMAPI enabler SHALL be able to read/modify settings of the WiFi  profile: 

· automatic or manual mode, 

· association priorities

· list of the favourite networks which are associated
	1.0

	CMAPI-WIFI-017
	The OpenCMAPI enabler SHALL be able to access the detailed information of SSID, at least including :

· SSID 

· Signal strength per SSID (active or inactive SSID)

· Security or authentication mechanism used

· Known network or Unknown network
	1.0

	CMAPI-WIFI-018
	The OpenCMAPI enabler SHALL provide a function to reset the WLAN device
	1.0

	CMAPI-WIFI-019
	If the Flight Mode is enabled, the OpenCMAPI enabler SHALL disable WiFi activities.
	1.0

	CMAPI-WIFI-020
	The OpenCMAPI enabler SHALL be able to access the information of WiFi connection which is currently used. At least the following information shall be included:

· IP address

· MAC address

· Subnet address

· HTTP Proxy
	1.0

	CMAPI-WIFI-021
	The OpenCMAPI enabler SHALL be able to modify the WiFi connection information. At least the following information shall be included:

· IP address

· Subnet address

· HTTP Proxy
	1.0


Table 8: WiFi Functional Requirements

6.5 CDMA Specific Functional Requirements

<intro text for cdma2000 networks functional requirements here>

	Label
	Description
	Release

	CMAPI-C2K-001
	The Open CM API enabler SHALL be able to support the specification of Mobile IP profiles (e.g. NAI, home IP address, primary and secondary Home Agent (HA) IP addresses, etc) for cdma2000 networks.
	1.0

	CMAPI-C2K-002
	The Open CM API enabler SHALL be able to support the specification of Mobile IP parameters (e.g. re-registration periods and registration retry configuration) for cdma2000 networks.
	1.0

	CMAPI-C2K-003
	The Open CM API enabler SHALL be able to support the setting and retrieval of cdma2000 network parameters (e.g. Access Overload Class (ACCOLC), roaming preference).
	1.0

	CMAPI-C2K-004
	The Open CM API enabler SHALL be able to support cdma2000 automatic and manual service activation.
	1.0

	CMAPI-C2K-005
	The Open CM API enabler SHALL be able to support the trigger of the available bootstrapped OMA Device Management (DM) client for the configuration of cdma2000 device provisioning data and 3GPP2 Preferred Roaming List (PRL) information.
	1.0


Table 9: CDMA specific Functional Requirements

6.6 Mobile IP Specific Functional Requirements

The following requirements are applicable for cdma2000 devices supporting Mobile IP.
	Label
	Description
	Release

	CMAPI-MIP-001
	The Open CM API enabler SHALL provide APIs to enable and disable the device’s Mobile IP functionality.
	1.0

	CMAPI-MIP-002
	The Open CM API enabler SHALL provide APIs to get and set the Mobile IP profile, which includes

· Home IPv4/IPv6 address

· Primary and secondary Home Agent IP addresses

· Reverse tunneling status (enabled/disabled)

· NAI

· Security parameters and key strings
	1.0

	CMAPI-MIP-003
	The Open CM API enabler SHALL provide APIs to get and set the following Mobile IP parameters:

· Mobile IP mode (on, preferred or off)

· Registration retry attempt limit and interval

· Re-registration period

· Authentication method
	1.0


Table 10: Mobile IP specific Functional Requirements

6.7 WWAN WLAN Module Functional Requirements

<intro text for WWAN WLAN functional requirements here>

	Label
	Description
	Release

	CMAPI-MOD-001
	The Open CM API enabler SHALL provide the following APIs to enable the CM application to manage the WWAN/WLAN modules connected to the host device (laptop, tablet, etc):

· List the available WWAN/WLAN modules

· Connect to a specific WWAN/WLAN module

· Disconnect from a specific WWAN/WLAN module
	1.0

	CMAPI-MOD-002
	The Open CM API enabler SHALL provide an API that enables the execution of the upgrade of a WWAN/WLAN module’s firmware.
	1.0

	CMAPI-MOD-003
	The Open CM API enabler SHALL provide APIs that enables the CM application to obtain information about the WWAN/WLAN module’s currently installed firmware (e.g. firmware version, applicable region).
	1.0


Table 11: WWAN WLAN Functional Requirements

6.8 Network Selection Functional Requirements

<intro text for Network Selection functional requirements here>

	Label
	Description
	Release

	CMAPI-SEL-001
	The OpenCMAPI enabler SHALL be configured to use the national operators network settings according to the SIM/R-UIM/NAA on UICC, if any, inserted in the device in accordance with 3GPP/3GPP2 specifications.[22.011]

Editors’ Note: provide specification details
	1.0

	CMAPI-SEL-002
	The OpenCMAPI enabler SHALL provide the option to configure two modes:

· Automatic Network Selection (default mode)

· Manual Network Selection
	1.0

	CMAPI-SEL-003
	In automatic mode, the network SHALL be selected by the OpenCMAPI enabler according to the preferred network list of the SIM/R-UIM/NAA on UICC or UIM.
	1.0

	CMAPI-SEL-004
	If automatic network selection is activated, the OpenCMAPI enabler SHALL always use the automatic selection irrespective of any manually chosen network.
	1.0

	CMAPI-SEL-005
	When the manual network option is selected, the OpenCMAPI enabler SHALL be able to provide the list of available networks organised as follows:

· Connections defined in the profile. 

· Networks that are available but not defined in the profile
	1.0

	CMAPI-SEL-006
	If a configured connection is selected in the list of available networks, the OpenCMAPI enabler SHALL override to that connection and connect.
	1.0

	CMAPI-SEL-007
	If a not configured connection is selected in the list of available networks, the OpenCMAPI enabler SHALL require the necessary configuration for the connection.
	1.0

	CMAPI-SEL-008
	Only when the connection has been configured, the OpenCMAPI enabler SHALL override to that connection and add the connection to the active profile
	1.0

	CMAPI-SEL-009
	If manual network selection is activated and a connection is selected, the OpenCMAPI enabler SHALL always use the selection until another networks is selected or automatic selection is activated
	1.0


Table 12: Network Selection Functional Requirements

6.9 Information Status Functional Requirements

<intro text for Information status functional requirements here>

	Label
	Description
	Release

	CMAPI-INF-001
	The OpenCMAPI enabler SHALL be able to provide the Status of the PIN code
	1.0

	CMAPI-INF-002
	The OpenCMAPI enabler SHALL be able to provide the Network Name
	1.0

	CMAPI-INF-003
	The OpenCMAPI enabler SHALL be able to provide the network selection mode.
	1.0

	CMAPI-INF-004
	The OpenCMAPI enabler SHALL be able to provide the signal strength.
	1.0

	CMAPI-INF-005
	The OpenCMAPI enabler SHALL be able to provide the CS network registration.
	1.0

	CMAPI-INF-006
	The OpenCMAPI enabler SHALL be able to provide the PS network registration.
	1.0

	CMAPI-INF-007
	The OpenCMAPI enabler SHALL be able to provide the PS network attachment
	1.0

	CMAPI-INF-008
	The OpenCMAPI enabler SHALL be able to provide the APN in use.
	1.0

	CMAPI-INF-009
	The OpenCMAPI enabler SHALL be able to provide the IP address of the connection.
	1.0

	CMAPI-INF-010
	The OpenCMAPI enabler SHALL be able to provide the Roaming Status
· Roaming

· Non Roaming
	1.0

	CMAPI-INF-011
	The OpenCMAPI enabler SHALL be able to provide Driver Version Number
	1.0

	CMAPI-INF-012
	The OpenCMAPI enabler SHALL be able to provide the status of the connection:

· Connected

· Disconnected

· Connecting

· Disconnecting

· Unknown
	1.0

	CMAPI-INF-013
	The Open CM API enabler SHALL be able to support the retrieval of the following network access information:

· Signal strength

· RF info (radio access technology, band class and channel)

· Home network

· Serving network identity and capabilities

· PLMN mode and name
	1.0


Table 13: Information Status Functional Requirements
6.10 Statistic Functional Requirements

<intro text for Statistic functional requirements here>

	Label
	Description
	Release

	CMAPI-STAT-001
	The OpenCMAPI enabler SHALL  be able to provide statistics information on:

· number of kB sent

· number of kB received

· Average upload speed

· Average Download speed

· Max upload speed

· Max Download speed
	1.0

	CMAPI-STAT-002
	The OpenCMAPI enabler SHALL  be able to set up the statistics for:

· current connection

· Particular day

· A week period of time

· A month period of time

· A year period of time

· Since a particular point of time defined previously
	1.0

	CMAPI-STAT-003
	The OpenCMAPI enabler SHALL be able to reset statistics.
	1.0


Table 14: Statistic Functional Requirements
6.11 Profile Management for Cellular Network Functional Requirements

<intro text for Profile Management functional requirements here>

	Label
	Description
	Release

	CMAPI-PRO-001
	The OpenCMAPI enabler SHALL be capable of storing several cellular profiles
	1.0

	CMAPI-PRO-002
	The OpenCMAPI enabler SHALL be able to add/remove a profile in the profile Management list.
	1.0

	CMAPI-PRO-001
	The OpenCMAPI enabler SHALL be able to manage cellular profile with the following fields:

· APN

· User/password (can be empty)

· DNS

· IP
	1.0

	CMAPI-PRO-002
	The OpenCMAPI enabler SHALL be able to support IPv4 / IPv6 addresses
	1.0

	CMAPI-PRO-003
	The OpenCMAPI enabler SHALL be able to configure the APNs and related parameters PDN type (IPv4, IPv6, IPv4v6) per APN.
	1.0

	CMAPI-PRO-001
	The OpenCMAPI enabler SHALL be able to handle multiple APN
	1.0

	CMAPI-PRO-002
	For LTE, the OpenCMAPI enabler SHALL be able to manage 2 APN in parallel:

· 1st APN at initial attach to 4G/LTE (the APN1 is only configured by the OpenCMAPI but never activated) – to simulate attach

· 2nd APN for normal Connection

The 1st APN SHALL not bear any data traffic and shall not be provided to application
	1.0

	CMAPI-PRO-003
	The OpenCMAPI enabler SHALL enable use of different DNS servers on different APNs.
	1.0

	CMAPI-PRO-003
	The OpenCMAPI enabler SHALL be able to configure the value of the timeout for inactive PDN connections.
	1.0


Table 15: Profile Management for Cellular Network Functional Requirements
6.12 SMS Functional Requirements

<intro text for GPS functional requirements here>

	Label
	Description
	Release

	CMAPI-SMS-001
	The OpenCMAPI enabler SHALL be able to send SMS
	1.0

	CMAPI-SMS-002
	The OpenCMAPI enabler SHALL be able to receive/get SMS
	1.0

	CMAPI-SMS-003
	The OpenCMAPI enabler SHALL provide a callback that notifies an application when a new SMS message has been received
	1.0

	CMAPI-SMS-004
	The OpenCMAPI enabler SHALL be able to delete SMS
	1.0

	CMAPI-SMS-005
	The OpenCMAPI enabler SHALL be able to manage the storage of received SMS messages in the SIM or in device memory.
	1.0

	CMAPI-SMS-006
	The OpenCMAPI enabler SHALL be able to get the list of SMS stored on SIM or device.
	1.0

	CMAPI-SMS-007
	The OpenCMAPI enabler SHALL be able to save SMS to device / SIM|
	1.0

	CMAPI-SMS-008
	The OpenCMAPI enabler SHALL be able to modify the status of an SMS stored
	1.0

	CMAPI-SMS-009
	The OpenCMAPI enabler SHALL be able to get the SMSC address
	1.0

	CMAPI-SMS-010
	The OpenCMAPI enabler SHALL be able to change the SMSC address
	1.0

	CMAPI-SMS-011
	The OpenCMAPI enabler SHALL be able to indicate that an SMS stored has been read or not
	1.0

	CMAPI-SMS-012
	The OpenCMAPI enabler SHALL be able to indicate that SMS has been received or not (SMS notification)
	1.0

	CMAPI-SMS-013
	The OpenCMAPI enabler SHALL be able to set the period of validity of a SMS
	1.0

	CMAPI-SMS-014
	The OpenCMAPI enabler SHALL be able to set SMS routing information
	1.0

	CMAPI-SMS-015
	The OpenCMAPI enabler SHALL be able to retrieve SMS routing information
	1.0


Table 16: SMS Functional Requirements
6.13 GPS Functional Requirements

<intro text for GPS functional requirements here>

	Label
	Description
	Release

	CMAPI-GPS-001
	The OpenCMAPI enabler SHALL be able to support the use of both assisted and standalone GPS functionality.
	1.0

	CMAPI-GPS-002
	The OpenCMAPI enabler SHALL enable a CM application to determine the types of GPS support (assisted, standalone, neither or both) that are available, and to select which type will be used for device positioning requests.
	1.0

	CMAPI-GPS-003
	The OpenCMAPI enabler SHALL provide an API that enables a CM application to request the device’s current position.
	1.0

	CMAPI-GPS-004
	The OpenCMAPI enabler SHALL provide APIs for retrieving and setting the GPS state (enabled or disabled).
	1.0

	CMAPI-GPS-005
	The OpenCMAPI enabler SHALL provide APIs for retrieving the GPS tracking status.
	1.0

	CMAPI-GPS-006
	The OpenCMAPI enabler SHALL provide APIs for configuring GPS operational parameters, including position fix timeout, fix request interval and accuracy threshold (in meters).
	1.0

	CMAPI-GPS-007
	The OpenCMAPI enabler SHALL provide an API for specifying a GPS system time reference.
	1.0

	CMAPI-GPS-008
	The OpenCMAPI enabler SHALL provide APIs for the downloading of positioning assistance data.
	1.0

	CMAPI-GPS-009
	The OpenCMAPI enabler SHALL provide APIs for the retrieval and setting of the Assisted GPS Server IP address and port number.
	1.0

	CMAPI-GPS-010
	The OpenCMAPI enabler SHALL provide a callback function to notify a CM application when NMEA positioning data is available.
	1.0

	CMAPI-GPS-010
	The Open CM API enabler SHALL provide APIs for the retrieval and setting the FQDN of the Assisted GPS Server.
	1.0


Table 17: GPS Functional Requirements

6.14 Device Service Functional Requirements

<intro text for Device Service functional requirements here>

	Label
	Description
	Release

	CMAPI-DEV-001
	The OpenCMAPI enabler SHALL be able to provide the Name of the Manufacturer of the device
	1.0

	CMAPI-DEV-002
	The OpenCMAPI enabler SHALL be able to provide the product model ID of the device
	1.0

	CMAPI-DEV-003
	The OpenCMAPI enabler SHALL be able to provide the Device Name
	1.0

	CMAPI-DEV-004
	The OpenCMAPI enabler SHALL be able to provide the Hardware Version
	1.0

	CMAPI-DEV-005
	The OpenCMAPI enabler SHALL be able to provide the product type of the device between:

· WCDMA

· CDMA

· LTE

· SCDMA

· Unknown

· …
	1.0

	CMAPI-DEV-006
	The OpenCMAPI enabler SHALL be able to provide the Name of the operator
	1.0

	CMAPI-DEV-007
	The OpenCMAPI enabler SHALL be able to provide the IMSI
	1.0

	CMAPI-DEV-008
	The OpenCMAPI enabler SHALL be able to provide the MSISDN (if any present)
	1.0

	CMAPI-DEV-009
	The OpenCMAPI enabler SHALL be able to provide the IMEI
	1.0

	CMAPI-DEV-010
	The OpenCMAPI enabler SHALL be able to provide the device Status:

· Available

· Unavailable

· Inserted

· Not inserted

· Unknown
	1.0

	CMAPI-DEV-010
	The OpenCMAPI enabler SHALL be able to provide the PIN Status:

· Ready 

· Not initialised

· Enabled

· Disabled

· Blocked

· Permanently Blocked
	1.0

	CMAPI-DEV-011
	The Open CM API enabler SHALL be able to support the retrieval of the following device  information:

· Device capabilities (max transmit and receive speeds, etc)

· Manufacturer name

· Model ID

· Firmware version

· Voice number (MDN or MSISDN)

· IMSI

· Serial number(s) (ESN, IMEI, MEID)

· Hardware version

· PRL version

· Network time
	1.0


Table 18: Device Service Functional Requirements

6.15 Power Management Functional Requirements

<intro text for Power Management functional requirements here>

	Label
	Description
	Release

	CMAPI-POW-001
	The OpenCMAPI enabler SHALL support hibernation and standby
	1.0

	CMAPI-POW-002
	If a connection is active when the system goes into standby or hibernation, the OpenCMAPI enabler SHALL disconnect before entering standby/hibernation
	1.0

	CMAPI-POW-001
	If the Auto connect function is activated, the OpenCMAPI enabler SHALL connect when the system resumes even if the connections were closed when the system entered standby/hibernation
	1.0

	CMAPI-POW-002
	The OpenCMAPI enabler SHALL provide a configuration option to enable/disable the flight mode (switch Off/On all radio activity)
	1.0


Table 19: Power Management Functional Requirements

6.16 Callback Functional Requirements

<intro text for Callback functional requirements here>

	Label
	Description
	Release

	CMAPI-CBK-001
	The Open CM API enabler SHALL be able to support the registration of callbacks for the following:

· Session state changes (connected, disconnected)

· Data bearer status change (GPRS, WCDMA, etc)

· Traffic channel dormancy status change

· Activation status change for cdma2000 networks

· Power state (on, off, flight mode) change

· Roaming indication

· Signal strength crossing a threshold range

· RF information (radio technology, band class, channel) change

· GPS enablement and tracking status change

· New SMS message received

· Rx/Tx byte counts (periodic notification)

· Card Application Toolkit (CAT) Proactive Command received
	1.0


Table 20: Callback Functional Requirements

6.17 Data Service Functional Requirements

<intro text for Data Services functional requirements here>

	Label
	Description
	Release

	CMAPI-PUSH-001
	The Open CM API enabler SHALL provide an access control mechanism to manage the data service using Push service. When The Push option is turned  ON by the user, application using the CMAPI is able to receive a push service; when the Push option is turned OFF by the user, application using the CMAPI is not able to receive push service without  affecting other data service manually performed by end user.

Informational Note: This requirement is applicable for smartphones and tablets
	1.0


Table 21: Data Services Functional Requirements
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