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1. Introduction
From the OMA Dublin Seminar, materials presented by the speakers as well as key parts of the video recorded proceedings are available here:

OMA Seminar "The era of Big Data, advertising and social media - How standards can fill the gaps in the ecosystem" (06 June 2013, Dublin Ireland)
Alternatively, all the presentations are assembled in the attached zip pack of documents herein.
This document provides a summary of the key issues and discussion from the proceedings of the above-mentioned OMA Big Data Seminar.  A preliminary segmentation of the topics and their potential relevance to OMA future works is also included herein.  Upon review and feedback by other attendees of the event, comments and suggestions will be included in future revisions, as appropriate.

Section numbers in this document correspond to the sequence of presentations in the Seminar. 
Note: This report was originally submitted to the BOD-Evolve Committee for feedback and comments (see OMA-BOD-ITTF-2013-0039-INP_Dublin_Big_Data_Seminar_summary_report).  Herewith, Version 1.0 of this document is provided to the TP audience for further discussion, as appropriate.  All potential new work topics stemming from this seminar and from other sources are intended to be pursued in the REQ WG (“Idea Lab” focus) on an ongoing basis until specific focused New Work Items are formulated.

1.1 Big Data in Context (Futuretext, Ajit Jaokar)
	Topics & Key Issues
	Impact on Industry/Market
	Relevance To OMA & Possible Action

	Big Data is characterised by its Volume, Velocity and Variety.  
	Segments expected to generate such big data include the Internet, Retail, M2M, Internet of Things (IoT), Consumer Data and Commerce
	

	Consumer concerns about the privacy of their personal data will be a critical factor affecting how service providers may utilise such data to provide an enhanced user experience and improved customisation and targeting. 
	
	Consumer data privacy is gaining visibility with growing user participations in social networks, and active interests by regulatory bodies in the developed economies (EU, America and elsewhere).  Effective pursuit of opportunities that Big Data portends certain degree of allowance or clearance from a policy/regulatory perspective.

OMA may need to decide if needs to engage in these matters, in which case specific actions might be required to synchronize its knowledge base and involvement with relevant entities (SDOs, policy-setting bodies, or both).

An alternative passive approach might be to make certain reasonable assumptions sufficient to support further technical investigation to move forward.

	IoT Smart Objects must have three metrics:
-Be uniquely identifiable (e.g. via Ipv6).

-Have a communication mechanism (i.e. radio connectivity).

-Have a set of sensors or actuators.

Plus the ability to generate physical contextual data (e.g. at Starbucks) and/or social context data (e.g. who else).
	
	

	M2M is a subset of IoT.  Connectivity technologies will include Bluetooth, MICS, 802.11, IEEE 802.15.4, 802.11e, Zigbee, Whitehart, ISA100, 6LoWPAN, 6lowpan, LTE/3G/GPRS/GSM.
	
	

	M2M use cases will be broadly based, including cars, energy meter, HVAC, mobile POS terminals, vending machines, security alarms, data storage, devices for navigation and healthcare, etc.
	
	Potential opportunities for defining use cases for M2M and IoT (with leadership by DM WG?)

	5 types/levels of M2M connectivity (see Slide #9, ref: David Wood)
	Standards are essential for adoption and scalability
	Likewise, applicability of the OMA CPNS Enabler for M2M IoT use cases raises interesting possibilities which should be pursued further.

	To achieve the network effect for M2M, the “glue” to spur connectivity between M2M comprise of the following:
Big Data, Smart Cities, Retail (bridging physical to the virtual spaces), Apps and Appstores and Open Source hardware.
	Top 5 areas of time spent by Shopping Consumers:

-Retailer apps

-Price comparison

-Purchase assistant

-Online marketplace

-Daily deals

(Statistics available; see Slides 14 & 15)

	

	More examples of retail engagement:
-Walmart Kosmix – OneRiot (social media)

-ThinkNear (connecting to nearby consumers)

-NFC not just for transactions

-Square (add-on to smartphone to support different use cases)

-Stampt (rewards program tracking& redeeming).
	
	

	Big Data will drive ideas based on larger data sets, should approach “objective truth”.
	IoT M2M service can “sense, compute and actuate” almost in real time.  This will impact on the operations of conventional appstores. There is uncertainty whether the rate of change may affect how standardisation can catch up and be relevant to enable timely the M2M IoT implementations in the new market.
	


1.2 Personal Data in a Mobile Context (Ovum, Mark Little)

	Topics & Key Issues
	Impact on Industry/Market
	Relevance To OMA & Possible Action

	The “Gold Rush” of Big Data for operators:

-Data used internally  

-Data productised as a service

-Data disclosed to 3rd parties 
	MNO should champion the new role of trusted privacy for the customers.
	This is a recurring theme from several other presentations in this Seminar.
It is also observed that a stream of startups is emerging who are specialised in “personal online data management” services [ref:  Personal Data Ecosystem Consortium].  These new market entrants play the role of middleman, or agent, who mediates between the end user and all service providers (including online service providers, social network providers and carriers/MNOs). 

	Mapping sources of the personal data, levels of user control & trust, and treatment of such data by the degree of freedom for disclosure (or not).
	If the Operator have major mis-steps, it could ruin its potential to assume the role of Champion for the customer personal data 
	

	Statistics available (Slide #7) indicating a hardening of user attitudes towards data collection
	
	

	There is a trend for tightening of regulation & standards (i.e. EU Privacy Proposals, GSMA Privacy by Design, W3C DNT standard, Midata Initiative in the UK; IAD and DAA and Adchoices.
	So far, MNOs are relatively untouched by “privacy infringement and error” baggage, unlike other OTT players.
	See comments on Consumer Data Privacy in Section 1.1, same column.
Certain sectors, such as, Healthcare has further specialisation in User/Patient personal data privacy as per HL7 globally, or HIPPA regulations in the U.S.  Such stringent user privacy requirements may or may not apply to mHealth, which tend to focus on wellness, digital lifestyle tracking and automation.

	-Users are growing tired of being the Product; using data privacy tools to become invisible.

-The personal data pipeline is being squeezed
	MNO should leverage the full potential of the customer data that it already collects.
Specific opportunity exists for MNOs to help create a new

User-controlled “personal data ecosystem”.
	

	See Slide #11 for a mapping between ‘User Control’ versus ‘Corporate/Service Provider control’ of the new personal data ecosystem.
	Proposed guidelines required:
-De identification

-IDM & Verification

-Personal data vault

-Personal data exchanges

-Service Procurement
	Also of importance from the user perspective is the right for data portability and the right to be forgotten.


1.3 Social Data (Euler Partners, Philip Sheldrake)

	Topics & Key Issues
	Impact on Industry/Market
	Relevance To OMA & Possible Action

	90% of today’s data was created in the past two years (Ref: IBM)
	
	

	Social Media as a source of data; personal data can be:
-Volunteered (e.g. tweets, blogs, comments)

-Observed (e.g. LOC data, web visits, purchase patterns)

-Inferred (e.g. analytics, credit scores, data mining)
	User is the data subject; however, user can also be the data controller and data processor.
Economic value and innovation come from combining data sets & subsequent uses.
	

	-Individuals can provide legal consent

-Policy framework should focus on balancing user data privacy protection with innovation and uses of the data for individual economic growth.
	
	How is the end user (i.e. data subject) consent recorded and documented in case of downstream repudiation or disputes?  Particularly, if user consent is to be produced/replicated as a consequence of legal hearings or adjudication. 
What is the architectural approach (including protocols) preferred within OMA for user consent management? Are there any standard gaps in this respect?

	The Axiomatic Paradigm:
1.Data (with context & understanding) ( information.

2.Information (build knowledge, identity or interpret patterns) ( knowledge.

3. Need to determine what questions to ask in future.
	
	

	Why social media?
-To communicate

-To Influence
	
	

	Social business means designing an organisation around which influence flows, connecting all data, information, knowledge to achieve openness, productivity and profitability
	The social media-friendly organisation is no longer the sum of its payroll.
“social media” is the egg of the social business cake.”
	

	Need to equip individuals with the same data and analytics tools that Big Company/Big Govt have.
	Vendor Relationship Management (VRM) – to equip the user and liberate him across all his roles (e.g. as customer, citizen, employee, investor, family member)
	VRM, Intention Economy, Intent-cast and Personal Cloud are all related topics that spring from the user’s rising expectations to be able to safeguard, control and selectively share one’s own personal online data for purposes of obtaining services.  This is a potential work area in which gaps may exist that OMA may be equipped to address. 


1.4 On Device Customer Insight (Ciqual, Tom Walls)

	Topics & Key Issues
	Impact on Industry/Market
	Relevance To OMA & Possible Action

	Slide #2 – On Device Solution Overview:

-Device based client

-Cloud based server

-Web based user interface
	
	

	After price, QoS is the #1 source of user dissatisfaction
	On-device roams with the customer providing constant visibility of user experience (as measured from the customer device to provide the end-2-end user experience).

 
	A review of the assertions & ideas from this talk by the champions/supporters of the OMA DANE Enabler may be useful to ascertain if the solution approach herein can be implemented widely.  Specifically, any gaps identified from this analysis may lead to further OMA works that aims to fully enable optimal use of available mobile network QoS.  

	CIQUAL MyOp tool is available to be deployed in the next generation of smartphones to enable customer engagement. (See screen shots of the demo)
	Utilising MyOp tool to streamline the technical support process (Tier 1 – 3).

	

	CIQUAL tools provides the following metrics:

-Per-user visibility

-Enterprise-level visibility

-LTE Performance & Usage

-Worst Per-cell Radio Performance  
	Key areas for improved user experience:
-Page Load Time

-“Pre-flight” determination of QoS prior to complete a critical transaction
-“Bank, or Don’t Bank” indication

-“Play or Don’t Play” indicator prior to streaming content
	

	QoS Utility available to ensure the ‘best’ customer connection:
-Offloading between Wi-Fi and Mobile

-Cross-carrier or partner network while maintaining reports and customer’s user experience dashboard.
	Can EAP support Wi-Fi offload?
Standards are required to achieve ‘best connection’ and On device QoE view for the customer dashboard view.
	


1.5 A System for Exploring Mobility and Optimizing Transport (IBM Research Francesco Calabrese
	Topics & Key Issues
	Impact on Industry/Market
	Relevance To OMA & Possible Action

	This Pilot effectively demonstrates how mobility LOC data can be used to track the time & motion data for the subjects (thousands) throughout the cities under study. Most of the analysis was done using customised applications developed by the Research Team.
	Results from this Pilot demonstrated how Big Data can be used to gather data sets from massive data sets that were applied in planning & optimisation of the system (case in point, Bus Transport) utilisation and payload management.

Data Visualisation of the Pilot results was also showcased.  
	


1.6 Mobile Codes Panel Discussion (OMA, K Kwong)

	Topics & Key Issues
	Impact on Industry/Market
	Relevance To OMA & Possible Action

	This is the preamble for setting the stage of the Mobile Codes Panel Discussion.  Certain facts about the genesis of mobile codes (1D and 2D) were highlighted for historical interests.
	
	

	Observations about the mobile barcodes landscape were provided:

-QR Code has become the most preferred barcode symbology.

-Barcode and NFC tag each occupies a unique set of use cases (due to environment, distance, cost differentials, suitability for print media distribution, etc.)
-Much improved camera quality (resolution and auto-focus) on the smartphones provides reliable reading of both 1D and 2D mobile codes.


	Device API for code scanning can insulate app developers from code scanner design issues and spur innovative uses of mobile codes.
	GS1 and OMA made the joint announcement to develop specifications to enable the vision of “universal mobile codes scanning experience” (2013-05-20). The goal from this development will harmonise support of both GS1 UPC/EAN and GS1 2D and OMA 2D mobile code data formats. In additional the MC API exposed by the MC Client in MCAPI V1.0 will be carried over to the MC V2.0 as a new version of the enabler consolidating all the key features to support the above-mentioned vision.
Beyond completion of MC V2.0, integration of NFC tag scanning and mobile codes scanning will be explored for possible further harmonisation of the user experience where feasible and beneficial.


1.7 Everything You Know About QR codes Is Wrong (Telefonica Lab,  Terence Eden)

	Topics & Key Issues
	Impact on Industry/Market
	Relevance To OMA & Possible Action

	Among different Barcode types in use, QR Code has established itself to be the most preferred mobile code 
	
	

	Key features of a QR Code:
-Free and open standard.
-Can hold URLs (and much more).
-Works on all cameraphones, not just smartphones.
-Free apps for all platforms available.
	
	

	Usage of QR Code is ubiquitous (many interesting examples were provided); Terence has done many campaigns with the public sector, advertisers, network operators, museums, etc.
	
	

	Many of the QR Codes use url shortener to simplify the data that is encoded in the code.

A common misconeption is that QR Code contains only a URL; in fact different types of data can be encoded, including:
-Text, URL, Phone Number, Email Address, SMS, WiFi SSID & Password, maps geo-coordinates, vCal, vCard and some proprietary data (which may require a custom app).
	
	OMA MC V1.0 Section 7 supports Direct Encoding of the mobile code (both QR Code and Data Matrix supported) to convey most of the different data types as mentioned in a standardised way.
It will be incumbent on the continuing work in MC v2.0 (as part of the GS1-OMA joint project) to promote awareness of the code publisher and app developer communities towards adoption of the standard method of encoding and decoding mobile codes.
Use of url shortener in Direct Codes may contribute to the masking effect of phishing attacks.  In fact, the security for Direct Codes in general remains a significant concern (for phishing and malware injection) as it represents a relatively nascent environment and a potential target rich field for creative hackers.  This should be a topic for future enhancements for mobile codes. 


	Best Practice & Guidance in creating a QR Code campaign:
-Built in Error Correction provides recovery of certain amount of damage to the QR Code.

-Ambient light, reflections

-Creative design in the QR Code can be supported by exploiting the redundancy within the Code, including use of colours (examples were provided).
-Deformation of the Code due to curving surface can be pre-compensated.

-QR Code has been used to convey key material to facilitate authentication of the user.
-Size of the Code matters; too small size of QR Code would inhibit proper reading by the cameraphone; similarly, having too much data in the Code would result in a high data density, which can also inhibit reliable code reading.

- Beware of Hijacking (e.g. glued over a code).

-Appropriate proportions and placement of the Code matters.


	
	OMA MC V1.0 Appendix E provides substantial guidance for making mobile code reading successful; much of this input was based on implementation experience in the Japan market where 2D mobile barcode was first deployed.  GS1 also has a document providing significant guidance in this regard.

	
	
	


1.8 State of the Industry in Mobile Scanning (Scanbuy, Mike Wehrs)

	Topics & Key Issues
	Impact on Industry/Market
	Relevance To OMA & Possible Action

	Impressive growth in consumer uses of mobile codes for in-store research:

79% of smartphone users are also smartphone shoppers.

84% of the above shoppers use mobile codes for product research while in the store.
	
	

	Top use cases of mobile codes in retail:

-In store mobile price comparison.

-Smartphone users want more mobile-optimised product information while shopping in stores.
Mobile barcode usage are experiencing impressive growth (ref: Scanbuy published statistics):
-18M barcode scans processed

-6M unique users scanning

-144 countries scanning

-OS identified from the scanning smartphones – Android 57%, Apple iOS 41%
-Age and Gender splits also available
	
	Scanbuy has consistently published updates for market uptakes of 2D barcodes which, due to their diverse market coverage, gives a credible picture of the mobile ecosystem landscape. 

	Big Data allows for enhanced services:
-Rule based engine applied at the Code Resolution server can leverage metadata from the user scanning context supplied by the smartphone (e.g., time/date, language, location, user ID, number of scans) to deliver a personalised consumer experience. 
	
	

	Lessons Learned to spur consumer uptakes of mobile code scanning:
1) Integrate basic scanner capability directly into smartphones to maximise user accessibility
2) Built-in scanner helps to increase consumer awareness & behaviour

3) Enable differentiation in apps that utilise basic scanner functions

4) Fuel app development & advance product innovation

5) Allow for brand differentiation by delivering distinct user experiences (up to 40 metadata types are available)

6) Address commercial ecosystem concerns of potential threats, phishing, malware, etc. – deliver only safe data to consumers
7) Partner with SDOs for access to commodity data to ensure ubiquitous & normalised access to data for all app developers

8) Promote best practices for mobile code campaigns focused on user friendliness and experiences
	
	It may be worth pursuing with Scanbuy to list the full set of metadata that can support the best customized mobile scanning experience.

	Consumers must trust that scanning a code has valuable information that is certified by the brand (or Code Publisher). Brand owners put at risk brand value & consumer loyalty if technology doesn’t work or delivers a non-professional experience
	Key Take Aways:
-Millions of consumers are scanning mobile barcodes (1D, 2D and other technologies, e.g. NFC)

-Consumers are scanning a wide range of product categories and are interested in contextual experiences
-Mobile code ecosystem potential is enormous, but must be harnessed through innovation, collaboration and development.
	The GS1-OMA Collaboration are well aligned with the goals as stated here; in particular, the linking of GS1 UPC/EAN codes and 2D codes to GS1 certified product data pools (via an appropriate Data Aggregator entity) addresses the GS1 goal of trusted source of product data. 


1.9 How Trusted Digital Product Info Benefits Consumers (GS1, Malcolm Bowen)

	Topics & Key Issues
	Impact on Industry/Market
	Relevance To OMA & Possible Action

	GS1 introduction & overview:
-Non Profit; member-drive

-Over 1M member companies in 150 countries

-Key sectors: CPG/Retail, Healthcare, Transport & Logistics

-Standardised use of barcodes (based on different formats) and RFID tags in a variety of sectors
	
	GS1 is the premiere global trade organisation and SDO focused on optimisation of eCommerce and supply chain management. 

	Digital delivery of product information will directly or indirectly influence over 80% of retail growth in next 4 years (U.S. study):

50% use mobile phone to check prices.

75% have uses shopping apps for consumer goods.

50% of shoppers have interacted with a CPG brand online.

Online shopping intentions for grocery 3 to 10 times current rates  
	A significant historical coincidence: UPC Barcode was first used 40 years ago, the same year the first mobile telephone call was made.
	

	Realisation of eCommerce and mCommerce requires brands & retailers to focus on digital enablement – in product data and consumer mobile access
	Missing/incorrect product information in mobile or web apps = Digital Out-Of-Stock
	

	Rising regulatory compliance pressures:
-EU Food Information Regulation (2011/ 1169)

-Starting in Dec 2014, products sold online in the EU must show the same mandatory information online as on the physical packaging label.
	
	

	GS1 Response:  “GS1 Source” initiative
-Framework for sharing product information

-Standards based, scaleable & interoperable

-Joint project with the Consumer Goods Forum (CGF)
	CGF Board comprises of 50 CEOs/chairs of the world’s top manufacturers & retailers, representing over 400 companies across 70 countries. CGF member companies have combined sales over EUR 2.5 trillion. 
	

	“GS1 Source” technical framework to enable consumer access to accurate factual product information supplied by the manufacturer (as an authoritative source):
Architecture and technical specifications available from www.gs1.org/source 
	
	

	GS1 Source multi-phase implementation
-Phase 1: basic product & nutritional (25 attributes)

-Phase 2: EU Food Information Regulations (60 attributes)

-Phase 3: Survey & Consolidation

-Phase 4: Maintenance & Evolution (over 200 attributes)
GS1 and OMA collaboration to develop a new specification to allow new mobile phones to be with built with:

-Universal scanning of standardised barcodes

-Intelligent linking of barcodes with trusted product information 


	
	See comments and status (Section 1.6, same column) on the GS1-OMA Collaboration on the MC v2.0 specification. 


1.10 Value Creation from Big Data (Huawei, Kepeng Li)

	Topics & Key Issues
	Impact on Industry/Market
	Relevance To OMA & Possible Action

	What is Big Data?
“Big data usually includes data sets with sizes beyond the ability of commonly used software tools to capture, curate, manage, and process the data within

a tolerable elapsed time” – wikipedia
While Big Data is manifested in a broad range of sectors, focus of this talk is on its impact on consumer interactions, concerns & opportunities (e.g., eCommerce, mobile advertising, social network, M2M).
	Key characteristics:
-Volume (e.g. Twitter 9.5M rec/day; Facebook 25 TB log/day; YouTube 168TB video/day)
-Variety: Text/Pic/Video/Doc (80% unstructured data, growing at 63% per year)
-Velocity: Demand of timely & effective analysis of massive data 
	This talk provides an overview on Big Data in general and additional focus on potential scenarios whereby carriers/MNOs can leverage relevant types of big data at their disposal for product and service planning & marketing.

	Contention is that carriers/MNOs have more valuable (fact-based) big data about their customers than many Internet companies
	BSS Data (customer profile, product subscription, CDR, bill, terminal, MSISDN, etc.)
Network Data (network probes, DPI, NME/EMS data, user Internet access logs, etc.)
	Key policy questions raised include:
a) Can carriers/MNOs utilise big data collected from various network sub-systems in a data subject identifiable manner (i.e. PII) or is this type of analysis need to be conducted on an aggregated data subject anonymous basis?

b) Is there significant divergence in legal and/or regulatory constraints depending on geo-political locations? 

	Possible value of big data for carriers/ MNOs if such data is mined, processed and utilised appropriately:
-Improved business efficiency

-Enhanced management level

-Efficient technology, lower costs

-Improved customer experience

-Improved business model


	
	More detailed use cases need to be developed to illustrate the operations in the scenarios (including those presented, and others) and to highlight the value proposition of each. 


	Senario1: Real-time Campaign
Aimed at available events with details, promote the product & service to the customer via real-time triggers to meet customer requirements based on context and a high degree of personalisation.
	Triggers accessible to carriers/MNOs (e.g.):
-Network usage events

-Service usage events

-Service process events

-Life-cycle change events
Will require real-time processing of relevant data sets available from event sub-systems to deduce a holistic view of the customer’s online activities & interests in context 
	

	Scenario 2: Personalized Promotion
According to the information from unified view of customer including event details and marketing solution, personalized service or product is promoted to the customer through all kinds of channels based on the co-schedule principle.
	Data sets applicable:
-Unified view of customer; behaviour information

-Calling, downloading & ordering history

-Web searching & browsing history

Through correlation of multiple data sets (technology challenges exist in rule-based algorithms), prospective customers are identified and targeted.  Specific marketing solutions can be promoted to the target customers via multiple channels (ranging from Bill Inserts, IVR, manual calling, SMS, MMS, WAP Batch, Account Manager contact to passive online business web site and business location signage, etc.). 
	

	Scenario 3: Social Media Analysis
-With increasing influence of social media, especially the core people, social media analysis can strengthen the in-depth service of customer segment and enhance the campaign success.
	Micro-blog Promotion:
-Detailed customer segments in social domain are analysed.

-Based on big data, functional topics are formed.

-By associating the user’s social behaviour, comments, notes, voting and blog, different communities of shared orientations & interests (concerns, mutual concerns, and mutual circles) can be solidified.
-Such communities of interests (“mutual circles”) can be the basis to develop highly matched social interests for purposes of marketing campaigns, and/or service tariff package designs.
	

	Scenario 3: Precise Advertising

-Based on user behaviour, event information and the requirements of advertisers, personalized and precise advertising can be pushed to the end users. 
	Data sets applicable:
-Customers’ location (based on tracking signal)

-Customers’ consumption patterns, content preferences, business preferences (based on calling behaviour and online behaviour)
	

	Scenario 4: Data Openness

-The calculation & analysis capability and the corresponding customer information (through big data) may be opened to 3rd parties by way of online analysis, reports or APIs. 
	Aggregated data & trends on customer preferences & behaviour in a variety of topics of public interests may be made available to multiple channels to benefit news, media, and publishing. Advertisers and marketing.
	

	Synergy with TM Forum “Big Data Analytics Project” – ongoing in 2013 comprising of key areas of Big Data as follows:
Analytics Reference Model

Analytics Best Practices

Analytics Technologies

Analytics Business Metrics

Key Participants include: Orange, Verizon, Ericsson, Huawei, Amdocs, Comverse, ALU, NEC, IBM, Oracle, HP, etc.


	TM Forum is creating the essential tools, best practice guidance and leadership for success in Big Data Analytics. Created through industry collaboration and hardened through thousands of implementations worldwide, we offer:

· Research reports covering all aspects of big data analytics 

· The Frameworx enterprise architecture, providing the underpinning business process, information and application definitions and interfaces essential enabling analytics 

· TM Forum’s IPDR provides the protocol for collecting and managing large volumes of usage data operating across any digital service infrastructure 

· A variety of focused conferences covering the latest in Data Analytics 


	Possible work topics (assuming clearance is provided from clarification of the foregoing policy questions):
- Exposure of carrier/MNO relevant analytics derived from big data at their disposal. 

- Key issues include: Determination of specific types of analytics carriers/MNOs may offer; data modelling and data access mechanisms (authentication, authorisation, search, retrieval, etc.)
- Determine if TM Forum specifications and knowledge base are applicable to OMA works in this area and if a liaison with TM Forum would be beneficial.

- Output: Additional Network APIs, as appropriate.
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