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1 Reason for Change

To provide some review comments to sections 3.2 and 5.1 of the AOI enabler release document. 
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

 Review and approve the proposed change in the AOI enabler release document.
6 Detailed Change Proposal

Change 1:  3.2 Definitions
	AOI Enabled Client Application
	An application (see [OMA-DICT]) which can be native or a web application that uses or triggers  the AOI Service using the AOI Client. Examples of AOI Enabled Client Applications can be social networking applications, VoIP and instant messenger applications which reside on the mobile terminal.



	AOI Enabled Server Application
	An application (see [OMA-DICT]) that uses or triggers the AOI Service using the AOI Server. Examples of AOI Enabled Server Applications can be social networking applications, VoIP and instant messenger applications which reside on the network side.



Change 2:  5.1 High-Level Functional Requirements
	AOI-HLF-041
	The AOI Enabler SHALL be able to support AOI service even if the end user moves out of home network of the Network Operator originally providing the AOI Service. 

	
	

	AOI-HLF-043
	The AOI Enabler MAY enable the AOI Service Provider to configure the policies and values of size limitation of messages


	AOI-HLF-049
	The AOI Enabler SHOULD support a backoff mechanism in order to avoid message flooding potential risk. 

Informational Note: as an example, an exponential backoff mechanism may do that AOI Client wait before reattempting to connect to AOI Server for the time which exponentially increases compared to the previous wait time value as the connection attempt is failed due to AOI Server failure.  

	AOI-HLF-052
	The AOI Enabler SHALL be able to update the AOI Client to a newer version of AOI Enabler
.
Informational Note: This requirement is targeting updating for new versions of AOI Enabler, and not update related to bug fix, UI change, etc.

	AOI-HLF-053
	The AOI Enabler SHOULD allow an AOI Enabled Client Application to request statistics information (e.g. connect/disconnect activities, connection history, time period, number of notifications, number of kB sent or received, upload/download speed) related to that specific AOI Enabled Client.


	AOI-HLF-055
	The AOI Enabler SHOULD be able to support the authentication between AOI Enabled Client Application and AOI Enabled Server application, only if user permits and any user-private information not be revealed
.

	AOI-HLF-058
	The AOI Enabler SHALL enable the AOI Enabled Server Application to communicate with (e.g. for sending notifications) an AOI Enabled Client Application, regardless of the AOI server(s) with which the AOI Client serving that AOI Enabled Client Application is connected.



�An application does not enable the AOI service. It can initiate or request, but it is the AOI enabler that enables the service.


�The same as above


�This contradicts requirement AOI-HLF-042 “The AOI Enabler SHALL support size limitation of messages” on size limitations of messages, which is mandatory, while AOI-HLF-043 is optional. 





Who should set/configure the figure for size limitation.


The requirement should be stronger and probably should be said who can set such policies.





�I am not sure if we need this requirement. If we have a new AOI enabler release, it is the new release that should be backward compatible with the old version of AOI Client. 


If we have a major release which is not backward compatible, then the new release will not be able to communicate with the old version AOI client or Server


�Shouldn’t this be per client and not for client application?


�This requirement is not very clear. How can this authentication be achieved if those applications can’t talk directly. Communication between these applications is possible only via the AOI Server and AOI client respectively. 





Authentication of associated applications can be performed by AOI Server and AOI client respectively.  





If I understand the intent of this requirement, which is to support authentication of applications the wording should be along the following lines:





“The AOI Enabler SHOULD be able to support the authentication of AOI Enabled Client Applications and AOI Enabled Server applications by respective entities”





In addition, this requirement should move to the security section of the requirements.





�This requirement is very unclear and very broad. Why should an application on a Server side within a domain should be able to communicate with any application on Earth? 





Too much text to achieve little. 


Direct communication between Applications is not possible anyway, since this has to go via AOI Server and AOI Client, therefore I do not see the value of this requirement, unless somebody brings a specific use case. 
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