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Reason for Change
This CR proposes the resolution of REQ DANE RDRR technical review comments from NEC  
  
Impact on Backward Compatibility
None
Impact on Other Specifications
None
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
It is recommended to the REQ DANE group to review and accept this CR.
Detailed Change Proposal
 Review comment A005 from DANE RDRR

	A005
	2013.03.11
	T/E
	4.1
	Source: NEC
Form: doc #OMA-REQ-2013-0027

Comment: 
I am not sure if ‘DSO inner logics’ is very clear and in line with what we are trying to define. 

Probably it is better to say defining ‘DSO common behaviour’. 
In addition, the following expression “will react consequently to what declared in such request” should be reworded. 

Proposed Change: 

Change second bullet to:

· The DSO common behaviour, such as responding to requests from Device Apps with credentials through specific APIs
	Status: OPEN




· Apps Registration and Events Notification API (API to be exposed by the DANE “Device Service Optimizer”, i.e. a component running on Devices and offering the whole set of DANE functionalities; such API shall be consumed by authorized Device Apps);
· The DSO common behaviour, such as responding to requests from Device Apps with credentials through specific APIsThe DSO inner logics, i.e. having received the Registration request of a Device App with credentials through the Apps Registration API, will react consequently to what declared in such request;
· How the DSO requires a dedicated bearer to the network, i.e. the Optimizer will interact with the 3GPP PCRF (through Rx interface or through a more generic QoS API exposed by the Mobile Network) in order to establish a dedicated bearer for the Device and in particular for a specific IP flow; in case of non-3GPP access, the interaction may be towards an alternative Policy Manager;
· DSO Measurements functionality and the Events Notification side of the API: when a Device App performs a successful registration to the DSO (through the Apps Registration and Events Notification API), the App also subscribes to “QoS level change” Event Notification;
· Policies to manage requests from Device Apps

Review comment A007 from DANE RDRR

PCRF is not for 3GPP only. It is network/bearer agnostic, therefore why suggesting different PCRF if there is no 3GPP bearer.
	A007
	2013.03.11
	T/Q
	5
	Source: NEC
Form: doc # OMA-REQ-2013-0027
Comment: 
The following sentence ”in case of non-3GPP access, the interaction may be towards an alternative Policy Manager”  in the second paragraph of section 5 is not very clear. 
I guess the intent here is to say that if there is no 3GPP bearer, an alternative bearer should be selected.
Proposed Change: 
Please clarify. 
	Status: OPEN



Having received the request of an authorized App through the Device APIs, the Optimizer will react consequently to what is declared in such request. As shown in the figure, in case of 3GPP network, the Optimizer will interact with the 3GPP PCRF (through Rx interface or through a more generic QoS API exposed by the Mobile Network) in order to establish a dedicated bearer for the Device and in particular for a specific IP flow. I; in case of non-3GPP accessnetwork, an alternative bearer should be selected and the associated policy functions, e.g. PCRFthe interaction may be towards an alternative Policy Manager.

Review comment A008 from DANE RDRR


	A008
	2013.03.11
	T
	5
	Source: NEC
Form: doc # OMA-REQ-2013-0027
Comment: 
The following sentence in the third paragraph of section 5 is not clear 
“While an App can own a valid credential and then be able to contact the Optimizer through the Device APIs, not any request can be granted by the Optimizer”.
Proposed Change: 
Please clarify and change accordingly. 
	Status: OPEN




Even though While an App can possessown a valid credentials and then be able to contact the Optimizer through the Device APIs, does not mean that all the requests from that App willnot any request can be granted by the Optimizer. A policy will regulate, for instance, how many simultaneous top QoS levels the Device (i.e. the Optimizer) can successfully request to the Network and if that number is exceeded then the latest App request will be denied with a consistent reason field. The policy mentioned in this example may be formalized as an OMA-DM Management Object and received from the Optimizer by a remote OMA-DM Server managed by the Mobile Operator.

Review comment A009 from DANE RDRR
	A009
	2013.03.11
	Q/E/T
	5
	Source: NEC
Form: doc # OMA-REQ-2013-0027
Comment: 
What is the meaning of ‘’ top QoS levels’ in the third paragraph of section 5? 
Proposed Change: 
Please remove ‘top’ or be more specific. 
	Status: OPEN




While an App can own a valid credential and then be able to contact the Optimizer through the Device APIs, not any request can be granted by the Optimizer. A policy will regulate, for instance, how many simultaneous top highest QoS levels the Device (i.e. the Optimizer) can successfully request to the Network and if that number is exceeded then the latest App request will be denied with a consistent reason field. The policy mentioned in this example may be formalized as an OMA-DM Management Object and received from the Optimizer by a remote OMA-DM Server managed by the Mobile Operator.
Review comment A022 from DANE RDRR


	A022
	2013.03.11
	T
	6.2
	Source: NEC
Form: doc # OMA-REQ-2013-0027
Comment: 
Requirement API-004 is a bit confusing and I am not sure if it is needed or not, since it is assumed by default. What is the point of having a DSO, a key entity on the device if it can’t receive requests from the device apps. 
Proposed Change: 
Remove unless the intent is different and is not expressed clearly. 
	Status: OPEN




	DANE-RN_API-004
	The DSO SHALL support receiving registration requests from Device Apps aiming at exploiting the RN_API.
	1.0




Review comment A027 from DANE RDRR


	A027
	2013.03.11
	T
	6.3
	Source: NEC
Form: doc # OMA-REQ-2013-0027
Comment: 
Requirement DSO-002 and DSO-003 talk about establishing bearers with a specific QoS level for a specific IP flow, but do not explain what happens if the QoS request cannot be satisfied. 
So, there is no requirement to support negotiation for available bandwidth if QoS request cannot be satisfied.
Proposed Change: 
Add a new requirement to support negotiation for available bandwidth when QoS request cannot be satisfied, something as following:
‘DANE Enabler SHALL be able to support DSO to negotiate for available bandwidth of a specific bearer in case the initial requested QOS in the registration request is not satisfied’.
	Status: OPEN




	DANE-DSO-001
	Whenever receiving a registration request from an authorized Device App (and such request satisfies Service Provider’s policy), the DSO SHALL be able to manage the IP flows through:
· the Wi-Fi module of the device, if the preference for Wi-Fi connection (Boolean parameter) was indicated in the registration request and a Wi-Fi connection is available 
· the 3GPP module of the device, if the preference for Wi-Fi connection (Boolean parameter) was not indicated in the registration request;
	1.0

	DANE-DSO-002
	For IP flows to be managed through the 3GPP module of the device, the DSO SHALL associate an IP flow to an already established bearer if and only if such bearer satisfies the QoS level indicated by the Device App in the registration request for that IP flow.

	1.0

	DANE-DSO-003
	For IP flow to be managed through the 3GPP module of the device, if there is no established bearer with the requested QoS level, the DSO SHALL interact with the appropriate network element (e.g. trigger the 3GPP Network PCRF, using a QoS API) in order to establish a dedicated bearer for the device and in particular for that IP flow.
	1.0

	DANE-DSO-004
	The DSO MAY be responsible of mapping IP flows to dedicated bearers for uplink traffic.
	1.0

	DANE-DSO-005
	DANE Enabler SHALL be able to support DSO to negotiate for available bandwidth of a specific bearer in case the initial requested QOS in the registration request is not satisfied
	1.0



Review comment A023 from DANE RDRR


	A023
	2013.03.11
	T
	6.3/1
	Source: NEC
Form: doc # OMA-REQ-2013-0027
Comment: 
Second bullet point in section 1. (Scope)  talks about mapping rules between Apps, IP Flows and network interfaces, but there is no such requirement to address this.
There is one requirement only, DSO-004, but I am not sure that covers it given that it refers to uplink traffic specifically. 
Proposed Change: 
Either modify requirement DSO-004 to make it generic and applicable to both directions, or add another requirement
along the following lines:
“DSO SHALL be able to support QoS mapping of IP flows over different bearers”. 
	Status: OPEN




	DANE-DSO-004
	DSO SHALL be able to support QoS mapping of IP flows over different bearersThe DSO MAY be responsible of mapping IP flows to dedicated bearers for uplink traffic.
	1.0



Review comment A031 from DANE RDRR
DM Server does not generate policies. DM server only make the DM protocol available to be used for carrying these policies and as such the format of those policies should be compatible with DM MOs as defined by OMA DM. 

	A031
	2013.03.11
	T/Q
	6.6
	Source: NEC
Form: doc # OMA-REQ-2013-0027
Comment: 
Requirement POL-003 (If the policy is obtained from an OMA-DM server, then the policy SHALL be defined as an OMA-DM Management Object) is not very clear. 
Is the intent here to say that any policy coming via OMA-DM server should have the DM MO format or is it to say that policies can only come from the DM server. DM server does not generate the policies. 
Proposed Change: Please clarity
	Status: OPEN




	DANE-POL-003
	[bookmark: _GoBack]If athe policy is providedobtained viafrom an OMA-DM server, then the policy SHALL be have the format of defined as an OMA-DM Management Object. 
	1.0
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