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1. Scope (Informative)

This document contains use-cases and requirements for a Presence Service, taking into considerations the demands of end-users, service providers, and system implementers.
2. References

2.1 Normative References
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	[3GPP IM]
	“IP Multimedia System (IMS) Messaging; (Release 6)”, ch. 6-11.3GPP TR 22.340 V6.0.0. December 2002.
URL: ftp://ftp.3gpp.org/specs/latest/Rel-6/22_series/22340-610.zip

	[3GPP PS]
	“Presence Service; (Release 6)”, ch. 5-9. 3GPP TS 22.141 V6.2.0. March 2003.
URL:ftp://ftp.3gpp.org/specs/latest/Rel-6/22_series/22141-620.zip

	[3GPP PS STAGE2]
	“Presence Service; Architecture and functional description (Release 6)”, 3GPP TS23.141 V6.5.0 March 2004
URL:ftp://ftp.3gpp.org/specs/latest/Rel-6/23_series/23141-650.zip

	[3GPP2 IM]
	“Wireless Immediate Messaging; Stage 1 Requirements”. 3GPP2 S.R0061 Version 1.0. October 2002.
URL:http://www.3gpp2.org/Public_html/specs/S.R0061-0_v1.0.pdf

	[3GPP2 PS]
	“Presence for Wireless Systems; Stage 1 Requirements”. 3GPP2 S.R0062 Version 1.0, October 2002.
URL:http://www.3gpp2.org/Public_html/specs/S.R0062-0_v1.0.pdf

	[CPIM]
	Internet Draft: Common Presence and Instant Messaging (CPIM), D. Crocker et al, November 2001, URI: http://www.ietf.org/internet-drafts/draft-ietf-impp-cpim-02.txt

	[FRAMEWORK]
	“WAP Immediate Messaging White Paper”, WAP Forum, 8-January-2002. URL: http://www.wapforum.org/

	[GM]
	“OMA Group Management Requirements”
URL: http://www.openmobilealliance.org/ftp/PD/pending/OMA-PAG-GM-RD-V1_0_0-20040511-D.zip

	[OWSER-BP]
	OMA-OWSER-Best_Practice-WSDL_Style_Guide-V1_0_0-20040216-D

	[OWSER-OWV]
	OMA-OWSER-Overview-V1_0-20040216-D

	[OWSER-Spec]
	OMA-OWSER-Core-Specification-V1_0-20040216-D

	[Privacy]
	“OMA Privacy Requirements for Mobile Services”
URL:http://www.openmobilealliance.org/ftp/PD/OMA-RD_Privacy-V1_0_0-20031104-A.zip

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt

	[RFC2778]
	“A Model for Presence and Instant Messaging”, RFC2778, M. Day et al., February 2000, URL: http://www.ietf.org/rfc/rfc2778.txt

	[RFC2779]
	“Instant Messaging/Presence Protocol Requirements”, M. Day et al., February 2000, URL: http://www.ietf.org/rfc/rfc2779.txt

	[RPID]
	RPID -- Rich Presence Information Data Format
URL: http http://www.ietf.org/internet-drafts/draft-ietf-simple-rpid-00.txt

	[WAPARCH]
	“Wireless Application Protocol Architecture Specification”, WAP-210-WAPArch-20010712-a-p, WAP Forum. URI: http://www.wapforum.org/

	[WAPWAE]
	“Wireless Application Environment Overview”, WAE WAP-236-WAESpec-20010629-p, WAP Forum. URI:  http://www.wapforum.org/
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3. Terminology and Conventions

3.1.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


	Application-specific
	A qualifier that designates an element that is either specific to a communication means (such as PoC or IM), or pertains to an application (such as a networked game application).

	Application-specific availability 
	Available indicates that it is possible to initiate a communication of this type; “Not Available” indicates that it is not possible to initiate a communication of this type. For example, if a user is provisioned with the PoC Service, within coverage, has an appropriate handset, etc., they would be available for PoC, whereas if any of those were not true, they would be ”Not Available”. 
Note: this is mostly unrelated to whether the user is willing or not to accept this particular type of communications. This information would be supplied by various network elements; this is commonly referred to as “network presence”.

	Application-specific willingness 
	Indicates whether the user is willing to accept communications of this type. If the application-specific availability is set to “Not Available” this element has no relevance. If this element is not present in a presence document, it may be deduced from the “Default Willingness” element [see definition]. This value of this element may be overridden by the “Willingness Override” element [see definition].

	Authorization Categories
	An Authorization Category consists of a list of watchers that identifies a trust relation like Family, Friends or Colleagues.

	Authorization Profile
	Is a list of Presence and Availability policies that can be used to easily and securely select what information is sent to requesting watchers or groups of watchers.

	Default willingness 
	Indicates the end-users default willingness to communicate in the absence of an application specific willingness element. For example, if a user is “Available” on a particular application, but has not published their willingness for that application, the default value would be used. This element, where applicable, may still be overridden by the “Willingness Override” element [see definition].

	Element
	A basic unit of unit of presence information.

	Global Do-Not-Disturb
	A presence subscriber is provisioned onone or more presence enabled services but does not wish to accept communication at this time.

	One-time Event Subscription and Notification
	One-time Event Subscription and Notification is an service that enables subscribers to place a subscription that will generate a single notification and then terminate itself.

	Presence
	Ambiguous term. Not used within OMA specifications. 

	Presence Enhanced Phonebook
	A convenient way of referring to a client displaying presence information about one or more presentities. This is a generic name, not mandating nor implying any particular implementation or set of features.

	Service Do-Not-Disturb
	A presence subscriber is provisioned on a presence enabled service but does not wish to accept communication at this time from this service.

	Presentity
	A logical entity that has Presence Information (see definition below) associated with it. This Presence Information may be composed from a multitude of Presence Sources. A Presentity is most commonly a reference for a person, although it may represent a role such as "help desk" or a resource such as " conference room #27". Presentities are generally referenced by distinguished names, such as "dean.willis@softarmor.com" or by phone numbers like "+19724735455". In SIMPLE, Presentities are generally referenced using a sip:, pres: or tel: URL. 

Note: This definition maps better to the RFC2778 definition of a Principal, rather than that of RFC2778 Presentity. This definition is compatible with the 3GPP/3GPP2 definitions of presentity, as well as that of IETF SIMPLE Presence. 

	Presence Information
	Dynamic set of information pertaining to a Presentity that may include items elements such as the status, reachability, willingness, and capabilities of that Presentity. 
Note: This definition is compatible with the 3GPP/3GPP2 definitions, as well as the IETF definition, though the latter is quite generic. 

	Presence Source
	A logical entity that provides Presence Information pertaining to exactly one or more Presentities to the Presence Server. 3GPP/3GPP2 Presence User Agents, Presence Network Agents, and Presence External Agents are examples of Presence Sources. 
Note:  In IETF SIMPLE Presence, Presence Sources are referred to as Presence User Agents. In IETF 2778, they are referred to as Presentities.

	Presence Server
	A logical entity that receives Presence Information from a multitude of Presence Sources pertaining to the Presentities it serves and makes this information available to Watchers according to the rules associated with those Presentities. 

Note: In IETF SIMPLE Presence a Presence Server is referred to as a Presence Agent.

	Principal
	Ambiguous term. Not used within OMA Presence specifications.

Note: Defined in RFC2778. In OMA/3GPP/3GPP2 a Presentity resembles an IETF Principal.


The following definitions are referenced from [RFC2778].

	Access rules
	Constraints on how a presence service makes presence information available to watchers. For each presentity's presence information, the applicable access rules are manipulated by the presence user agent of a principal that controls the presentity. (Identical to [3GPP PS] and [3GPP2 PS]).

	Communication address
	Consists of communication means and contact address.

	Communication means
	Indicates a method whereby communication can take place. Instant message service is one example of a communication means.

	Contact address
	A specific point of contact via some communication means. When using an instant message service, the contact address is an instant inbox address.

	Notification
	A message sent from the presence service to a subscriber when there is a change in the presence information of some presentity of interest, as recorded in one or more subscriptions.

	Subscriber
	A form of watcher that has asked the presence service to notify it immediately of changes in the presence information of one or more presentities.

	Subscription
	The information kept by the presence service about a subscriber's request to be notified of changes in the presence information of one or more presentities.


The following definitions are referenced from [3GPP PS].

	Fetcher
	A form of watcher that has asked the presence service for the presence information of one or more presentities, but is not requesting a notification from the presence service of (future) changes in a presentity's presence information.Description  (Differs slightly from [RFC2778] definition). (Identical to [3GPP2 PS]).

	Poller
	A fetcher that requests presence information on a regular basis.Description (Identical to RFC2778] and [3GPP2 PS] definitions).

	Presence service
	The capability to support management of presence information between watchers and presentities, in order to enable applications and services to make use of presence information. (Differs from [RFC2778] definition, identical to [3GPP2 PS].)

	Subscribed-watcher
	A type of watcher, which requests notification from the presence service of changes in a presentity's presence information, resulting in a watcher-subscription, as they occur in the future.

	Watcher
	Any uniquely identifiable entity that requests presence information about a presentity, or watcher information about a watcher, from the presence service. Special types of watcher are fetcher, poller, and subscribed-watcher. Any watcher shall have one, and only one, principal associated with it. (Differs slightly from [RFC2778], is identical to [3GPP2 PS] definition).

	Watcher information
	Information about watchers that have received or may receive presence information about a particular presentity within a particular recent span of time (Differs slightly from [RFC2778], is identical to [3GPP2 PS] definition).

	Watcher subscription
	The information kept by the presence service about a subscribed-watcher's request to be notified of changes in the presence information of one or more presentities. Note: This definition represents an entity's request to obtain presence information, and is not related to the term "subscription" in [1]. Within this specification the term watcher-subscription (and its derivatives) purely refers to this relationship.


The following definitions are referenced from [3GPP PS STAGE2].

	Presence user agent
	A terminal or network located element that collects and sends user related presence information to a presence server on behalf of a Principal. (Differs from [RFC2778] definition).

	Presence network agent
	network located element that collects and sends network related presence information on behalf of the presentity to a presence server

	Presence external agent
	???


The following definitions are referenced from [3GPP2 PS].

	Interoperable services
	Two implementations are interoperable if they can interact without protocol interworking devices.

	Provisioning
	An action taken by the service provider to make the presence service available to a principal. Provisioning may be general, where the service may be made available to all principals without prior arrangements being made with the service provider, or it may be pre-arranged, where the service is made available to an individual principal only after the necessary arrangements (e.g., login name, password) have been made with the service provider.



	
	

	
	



	
	

	
	



	
	

	
	



	
	

	
	



	
	

	
	


3.3 Abbreviations

	DND
	Do Not Disturb

	PEP
	Presence Enabled Phonebook

	PI
	Presence Information


4. Introduction
(Informative)

4.1 OMA Presence Mandate

SIP/SIMPLE by IETF is accompanied with a set of I-Ds and RFCs (RPID, CIPID, XCAP, etc.). 3GPP and 3GPP2 specify the practical implementations of IETF specifications in their SIP/IP core networks, IMS and MMD respectively. On top of all this, OMA SIMPLE PS specifications, developed in REQ and PAG WGs, define a SIP/SIMPLE-based Presence Service.

The specifications mentioned above leave a number of degrees of freedom open; for example, the tuples as defined by IETF can be used any which way to convey Presence Information (PI). Not even the PI content is specified. The situation is akin to having a functioning phone line but no common language between the conversing parties. This makes it difficult to achieve interoperability between different vendor’s products.

OMA’s role is to create application level specifications for Presence Service. This includes presence information semantics and guidelines for presence applications, please see Figure 1. These specifications shall be agnostic to the underlying network technology, be it specified by 3GPP, 3GPP2, or by somebody else.
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Figure 1. Presence Specification Layers
4.2 Service Overview

A Presence Service is a software system whose role is to collect and disseminate presence information, subject to a wide variety of controls. The requirements established into this document fall into two categories:
· Requirements pertaining to the mechanisms utilized in collecting and disseminating presence information, including the means to do so in a controlled way (e.g. publish, subscribe, notify, etc.)
· Requirements pertaining specific types of presence information content (e.g. willingness to communicate, device/application status, etc.)
Note that the Presence Service features are not limited to any particular type of presence information. However, in the context of this specification we will only be standardizing a limited set of presence information elements.
4.3 Presence Information, Sources and Sinks

WV specifications define a set of attributes that convey various properties of a human user, such as UserAvailability and StatusText. An extension mechanism is also specified. SIP/SIMPLE was originally designed from communication channel point of view, e.g., to express whether a certain communication channel (voice, SMS, etc) is available, and what the priority of that channel is. SIP/SIMPLE has been extended towards more WV-like personal attributes (e.g., RPID).

Developing Presence Service concept requires thinking about presence in broader terms still because both WV and SIP/SIMPLE do only part of the job. We need to be able to convey information about the person using Presence Service, but also about the communication means he or she uses. Further, there may be presentities and watchers that do not correspond to any human being. Finally, also network elements may produce and consume Presence Information.

Figure 2 illustrates the presence information sources and sinks that need to be taken into account in OMA specifications:
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Figure 2. Presence Service Information Sources And Sinks.

1. People, human presence users, publish their personal presence information. To do this, a user may use an application in her mobile phone or a desktop application. Please note that the presentity’s state may also include communication channels’ states, such as VoiP,
 video, or PoC.
2. Non-human principals may also publish presence information, for example, a radio station may want to publish the song currently playing, and a call center might publish information about congestion situation such as waiting line size and expected waiting time.
3. Network elements produce information pertaining to a person’s presence, for example, whether a person is registered to the network or not. Networks elements may also consume Presence Information.

4. Yet another source and sink of presence information are application servers and applications in the network. A corporate calendar application could update an employee’s availability information based on appoinments.
4.4 Some Philosophy

It should be kept in mind that Presence Information is inherently best knowledge –type information – it cannot be trusted to be real-time nor entirely accurate at all times. The fundamental principle is “look before you communicate”, which means that it is the human user who checks the presence information and then decides what to do. Let’s say a person has set the presence to express “in a meeting, please do not disturb” state. This person’s spouse may in an emergency decide to call the person despite the Presence settings.

5. Use Cases
(Informative)

The following use cases are provided to further illustrate the functions and roles of the various system elements in the Presence framework and the inter-related functions performed by the Presence Server

5.1 Provisioning

5.1.1 Setting Up My Presence Service

5.1.1.1  ASK  \* MERGEFORMAT Short Description

This use case shows how mobile subscribers configure their Presence Service preferences (e.g. preferred means of communication, blocking of a user). The mobile subscriber is able to indicate and configure how he/she wants to be contacted (e.g. indicate to others that she wants to be contacted through Instant Messaging when he/she is in a meeting) and to which person(s) he/she does not want to provide his/her presence information.

5.1.1.2 Actors

· Alice – Configures the presence service according to her preferences

· Bob – Wants to get Alice’s presence information and contact her

· John – Wants to get Alice’s presence information and contact her

· Presence Client (PC) – Resides in the mobile device of Alice, Bob and John

· Instant Messaging Client – Resides in the mobile device of Bob and Alice

· Presence Enabled Phonebook – Resides in mobile devices of Bob and John and is able to get presence information from the Presence Client (PC)

· Presence Server (PS)- Resides in the network

5.1.1.3 Actor Specific Issues

Alice wants:

· To configure her presence service in order to indicate that she wants to be contacted only by Instant Messaging, when she is in a meeting

· To configure her presence service in order not to be contacted by Bob at any time, without him knowing that he is blocked (polite blocking)

Bob wants to:

· Get in touch with Alice when she becomes available 

John wants to:

· Get in touch with Alice regardless of the means of communication (e.g. messaging, voice)

The Presence Service to work automatically behind the scenes, requiring a minimal amount of user interaction

5.1.1.4 Actor Specific Benefits

Alice:

· Is able to be contacted by John according to her preferences (only by Instant Messaging when she is in a meeting)

· Is able to block Bob, without him knowing that he is blocked

Bob:

· Is able to get in touch with Alice

5.1.1.5 Preconditions

· Alice, Bob and John are all provisioned to use the Presence Service

· All the actors are able to make changes in their presence information by themselves (i.e. they are in coverage area all the time)

5.1.1.6 Postconditions

· Alice is successfully contacted with Instant Messaging when she is in a meeting

· Bob does not manage to contact Alice

· John manages to contact Alice with Instant Messaging while she is in a meeting

5.1.1.7 Normal Flow

1) Alice invokes her Presence Service Settings menu in her mobile device

2) Alice chooses the “Preferences” option and in the “Profiles” option defines a new profile named “in a meeting” 

3) Alice inside the “in a meeting” profile chooses the “Communication preferences” option and defines that she wants to be contacted only by “Instant Messaging” when she is using this profile

4) Alice chooses again the “Preferences” option and in the “Contact List” option chooses Bob’s entry

5) Alice defines that she does not want Bob to have access to her Presence information and “blocks” him

6) Bob invokes his PEP in his mobile device and chooses Alice’s entry trying to retrieve Alice’s presence information from the Presence Client (PC) in her mobile device

7) As Alice has “blocked” him and the presence information he receives is fake and he sees that Alice is “not available” although in reality she is

8) John tries to retrieve Alice’s presence information from his PEP in his mobile device

9) John sees that Alice is “in a meeting” and the only indicated way he can get in touch with her is through “Instant Messaging”

10) John sends her an instant message asking her what time she finishes her meeting

11) Alice replies back to him with an instant message informing him about the finishing time of meeting

5.1.1.8 Alternative Flow

None

5.1.1.9 Operational and Quality of Experience Requirements

· Bob does not realize that he has been “blocked” and thinks that Alice is not available

· Alice is able to modify her “Profile” Settings according to her preferences in an easy way

· Alice is not contacted with other means of communication apart from the ones indicated (in the example of being “in a meeting” only by Instant Messaging)

5.2 Basic Presence Usage

5.2.1 Sharing Presence Information A

This use case will demonstrate how a user of presence can share their presence information with presence aware applications and users. This will include how to make their presence available and how to manage the authorisation of how/what can use their presence and what piece(s) of their presence information can be accessed. 

5.2.1.1  ASK  \* MERGEFORMAT Short Description

In this use case the presence enabled user wants to share his presence information with applications that require or are enhanced with presence information. This use case focuses on a phonebook application which requests presence information and is authorized access to this information.


5.2.1.2 Actors

Bob – The owner of the presence information

Sue – User of a PEP application

5.2.1.3 Actor Specific Issues

Bob is subscribed to a presence service and can provide presence information about his availability and status to applications that are presence enabled. In this use case Bob gets a request from Sue’s PEP application requesting that he share his presence information. Bob will need to authorise the phonebook application to receive his presence information, what presence information is to be shared, and for how long it can receive presence information without renewing its authorisation from Bob.

Sue is Bob’s new business colleague and she has added his contact information to her phonebook. Her phonebook has the ability to receive and display presence information if authorised to do so. She will indicate in Bob’s information to also display his presence information. The phonebook can display presence information about entries if the entry has a subscription to a presence service.


5.2.1.4 Actor Specific Benefits

Bob will provide better contact information to his co-workers and reduce missed calls.

Sue will not only have Bob’s contact information, but will also be able to see if he is reachable and how.

5.2.1.5 Preconditions

Bob and Sue both have a subscription to a presence service.

Sue will need to have a PEP service.

Sue knows how to enable presence in her phonebook. This may require her to know the presence service provider information (presence server) and any other needed information.

5.2.1.6 Postconditions

Sue will be able to see Bob’s presence information when she looks in her phonebook for him. This will allow Sue to know the best method for contacting Bob.

5.2.1.7 Normal Flow

12) Sue and Bob have recently exchanged business contact information due to a project they will be working on together.

13) Sue enters Bob’s information into her PEP.

14) Once Sue has entered all of Bob’s information into her phonebook she selects the “enable presence” feature.

15) Sue then enters the necessary information to allow her phonebook application to contact the presence server providing Bob’s presence service. Once all needed information is input Sue selects “complete”.

16) The phonebook application will contact Bob’s presence server asking for Bob’s presence information.

17) Bob’s presence server will check to see if Sue’s phonebook is authorised to receive this information.

18) Sue’s phonebook is not currently approved to receive Bob’s presence information.

19) Since Sue’s phonebook does not have authorisation for this information the presence server will send a response to Sue’s phonebook application that it is not authorised for this information, along with an indication to Sue’s phonebook asking if it would like to attempt to receive authorisation.
20) The phonebook provides and indication to Sue that it is not authorised for this information, and asks if she would like to attempt to receive authorisation.

21) Sue selects “yes” and the phonebook sends a request to the presence server to attempt authorisation.

22) When the presence server receives the request from Sue’s phonebook it sends a notification to Bob that Sue’s phonebook would like to receive his presence information.

23) The presence service provided to Bob by the presence server will provide Bob options to deny the request, fully accept the request, or partially accept the request (along with granular options to select what information is to be made available). “Deny” will cause the presence server to not provide presence information to Sue; “accept” will provide all of Bob’s presence information to Sue; and “partially accept” will allow Bob to select what presence information is provided to Sue.

24) Bob selects “Partially Accept” and inputs his settings and conditions

25) The presence service receives Bob’s input and updates its policy information on Bob regarding what can be presented to Sue’s phonebook and for how long.

26) The presence server then sends a notification to Sue’s phonebook approving its authorisation request, and sends the authorised presence information to Sue’s phonebook.

27) The phonebook will notify Sue of the authorisation and will present the presence information about Bob in his entry in Sue’s phonebook.
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5.2.1.8 Alternative Flow

An alternative flow would be that Bob was not available when the phonebook attempted authorisation. If that is the case then there would be a need for the presence server to store the request until Bob was available. The presence server then processes. This would cause a few extra steps to be inserted between steps 10 and 11 to basically store the request until Bob becomes available and to notify Sue’s phonebook that it is attempting authorisation, but that it will be delayed until Bob is available.

5.2.1.9 Operational and Quality of Experience Requirements

By granting his business related presence information to Sue they are able to better coordinate their work activities. Sue is able to know when Bob is available and how best to contact him. This will make their professional interaction more efficient and organized, hopefully reducing costs and improving overall performance.

5.2.2 Sharing Presence Information B

This use case will demonstrate how a user of presence can share their presence information with presence aware applications. This will include how to make their presence available and how to manage the authorisation of who/what can use their presence and what piece(s) of their presence information can be accessed. Presence may be shared from the presence server to another application server (e.g. PoC Server). This use case uses a generic application as the application with which to share presence. 
5.2.2.1  ASK  \* MERGEFORMAT Short Description

In this use case the presence enabled user wants to share his presence information with applications that require or are enhanced with presence information. There are several ways that presence information can be shared. In this use case the presence owner initiates the sharing of presence information.

5.2.2.2 Actors

Bob – The owner of the Presence information

The Team - Bob’s friends and business colleagues. They will be provisioned to the generic application service and will benefit from Bob authorizing the application access to his presence information.

Presence Server – This is the presence server associated with Bob’s Presence information

Application Server – The Server that will receive Bob’s presence information

5.2.2.3 Actor Specific Issues

Bob has presence information about his availability and status. In this use case Bob needs to authorise an application server to receive his presence information.

The Team would like to be able to tell when Bob is available and able to be contacted. They will enjoy the benefits of a presence enabled service.

5.2.2.4 Actor Specific Benefits

The value to Bob is that the application will be able to post his availability to his colleagues and friends.

5.2.2.5 Preconditions

Bob is provisioned to both a Presence service and an application service

Bob’s application service is subscribed to Bob’s presence information.

The presence service is handled by a presence server that is logically separate from the application server.

5.2.2.6 Postconditions

Bob will have authorised the Team’s application to access his presence service information, and. When members of his team use the application they will be able to tell if Bob is available.

5.2.2.7 Normal Flow

1) Bob has a new device that allows him to share his presence information with other users, such as his Team (his old device did not support presence services).

2) Bob decides that allowing his friends and business colleagues to see his presence information would be valuable to him.

3) Bob updates his presence and privacy parameters via his presence application.

Editors note – there is still discussion on the types of interfaces used to update the parameters – programmable vs. non-programmable

Editor’s Note:  Need to determine what presence policy is implemented here in #8

28) The presence service updates its policy information for Bob.

29) Bob receives a positive acknowledgement from the presence server indicating that his update was successful.

30) The application service request Bob’s presence information from his presence service

31) The presence service responds with Bob’s presence information to the application service.

32) Bob accesses his application and identifies who is authorised to receive his presence information, and indicates that all of his presence information should be made available.

33) Bob receives a positive acknowledgement from the server indicating that his update was successful.

34) The application can now use Bob’s presence information. The Team members that are currently connected to the Service will have their presence information on Bob updated accordingly. Team members that connect to the Service later will receive Bob’s updated presence information

35) Bob is able to modify and change his presence information as he needs depending on if he does not want to be disturbed, is in a meeting, or is away from the office, etc.
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5.2.2.8 Operational and Quality of Experience Requirements

· By having the ability to manage and provide his Presence information, Bob is now able to be more effective at work, and to have a more enjoyable life away from work.

5.2.3 Finding Other Presence Users

This use case will demonstrate how a user of Presence can find other users that are also presence enabled.

5.2.3.1  ASK  \* MERGEFORMAT Short Description

In this use case we will see a presence user (Bob) trying to find another user of presence. This use case includes how Bob is authorized for this service, and privacy issues that will need to be considered in this use case. A successful out come of this use case will have Bob successfully find the other user of presence. The term “find” in this use case means that Bob is able to identify the other presence user; it does not mean that he will literally locate the person.

5.2.3.2 Actors

Bob – The person that is attempting to find another presence user.

Jan – This is the presence user that Bob finds

Presence Server [PS] – This is the server that is providing the presence capability to Bob and Jan

5.2.3.2.1 Actor Specific Issues

Bob has just signed up for a new service [Presence] and he is trying to figure out how it works and can be used on his device.

Jan is a subscriber of presence and has been using for sometime, she is also a friend of Bob’s and is helping Bob to understand his service.

The PS is the network entity that manages both Bob and Jan’s presence service.

5.2.3.2.2 Actor Specific Benefits

As a new user, Bob will be able to enable different clients on his device with presence and provide enriched capabilities that will save him time and money, and make him a more effective in his work and day-to-day life.

Since Jan is already a user of presence in her life she is focused on showing Bob how it works and how he will benefit from presence.

5.2.3.3 Preconditions

Bob has just started using the service and has a device with several clients (IM, PoC, and phonebook) that can use and benefit from presence, but he is unsure how to use it. The device also has an application that will allow Bob to learn how to use presence and to locate other presence enabled users, depending on the other user’s privacy configurations. He has called his friend [Jan] and asked if she can help him understand the service.

Jan has been a presence user for sometime and is already enjoying the benefits of the service. She is also competent in how it works and can help Bob to understand his new capability. She is currently with Bob and is working with Bob to understand the service.

Bob and Jan are together with their presence enabled devices.

Bob and Jan both have their wireless access and presence services with the same provider.

Jan has given Bob a brief description on what presence is, and how it can be used on his applications

Jan has already setup her privacy settings to allow Bob to see her “Present/Not Present”

The PS has been provisioned to provide both Bob and Jan with presence capabilities.

The PS in this use case resides in the Operator network. This is not to imply that it could not reside in a 3rd party network.

5.2.3.4 Postconditions

Bob will understand how presence works, and how to use it to enrich his IM, PoC, and phonebook on his devices.

Jan will still be a user of presence and will have successfully demonstrated to Bob how to use the service.

5.2.3.5 Normal Flow

36) Jan shows Bob how to access the presence application on his device. This application will help Bob to find other presence enabled users.

37) The application will prompt Bob to input the information to try and see if the user is presence enabled. This application will allow Bob to either select a contact from his phonebook or to input the user manually.

38) Jan suggest that he select her from his phonebook.

39) Bob selects Jan from his phonebook, and submits the request. The client will then send a “get presence” request to the PS.

40) The PS will take the request and verify first that the user is a valid presence user [which Jan is], and then will check and see what privacy setting the user [Jan] has set up for this requestor.

41) The PS determines the user [Jan] is configured to allow a “present/not present” response to be sent.

42) The PS formats the “response” and sends it back to Bob’s device. The device will display a notification to Bob stating “Jan is present.”

43) Jan then shows Bob how to enable presence for his phonebook, PoC service, and IM service. Bob is amazed at how his user experience is changed [for the better] with this capability. 
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5.2.3.6 Alternative Flow

Editor’s Note:  Need to add an alternate flow including presence server to presence server communications.

There are two basic alternative flows for this use case. Presence being blocked in the “get presence” request and give all presence information for the “get presence” request. Both are included below.

Blocked Presence

44) Jan shows Bob how to access the presence application on his device. This application will help Bob to find other presence enabled users.

45) The application will prompt Bob to input the information to try and see if the user is presence enabled. This application will allow Bob to either select a contact from his phonebook or to input the user manually.

46) Jan suggest that he select her from his phonebook (Jan has her privacy setting for presence set to not give presence information).

47) Bob selects Jan from his phonebook, and submits the request. The client will then send a “get presence” request to the PS.

48) The PS will take the request and verify first that the user is a valid presence user [which Jan is], and then will check and see what privacy setting the user [Jan] has set up for this request.

49) The PS determines the user [Jan] is configured to NOT send her presence information.

50) The PS formats the “response” and sends it back to Bob’s device. The device will display a notification to Bob stating “Presence Unavailable.”

51) Jan then shows Bob how to manage his presence privacy settings. 
Privacy Setting for Presence has been setup to allow all Presence Information

52) Jan shows Bob how to access the presence application on his device. This application will help Bob to find other presence enabled users.

53) The application will prompt Bob to input the information to try and see if the user is presence enabled. This application will allow Bob to either select a contact from him phonebook or to input the user manually.

54) Jan suggest that he select her from his phonebook.

55) Bob selects Jan from his phonebook, and submits the request. The client will then send a “get presence” request to the PS.

56) The PS will take the request and verify first that the user is a valid presence user [which Jan is], and then will check and see what privacy setting the user [Jan] has set up for this request.

57) The PS determines the user [Jan] is configured to allow detailed presence information in the response to be sent.

58) The PS formats the “response” and sends it back to Bob’s device. The device will display a notification to Bob stating “Jan is present via PoC, IM, and phonebook on her mobile device.”

59) Jan then shows Bob how to enable presence for his phonebook, PoC service, and IM service. Bob is amazed at how his user experience is changed [for the better] with this capability. 
5.2.3.7 Operational and Quality of Experience Requirements

The PS has the ability to modify/manage the level of presence information provided to the presentity based on privacy rules set by both the presentity [Bob] and the watcher [Jan]. This use case does not define how the PS gets the information. It could be managed on the PS or could be via an external database that the PS can access. 

The PS will need to have access to the information on what type of device the users have and their presence capabilities. This could be internally or externally available to the PS.

5.2.4 Updating Presence Information

5.2.4.1 Short Description

This use case shows how the Presence Service is updated when a mobile subscriber changes his/her presence status (e.g. he/she is becoming “online” from “offline”). Also the friends of this user that have subscribed to get his presence information are getting notified about the change in his presence status.

5.2.4.2 Actors

· Alice – The user that changes her presence status

· Alice’s Friends – Number of users that have subscribed to have access to Alice’s presence information

· Presence Client (PC) – Resides on the mobile devices of all human actors

· Presence Enabled Phonebook – Resides in mobile devices of all human actors and is able to get presence information from the Presence Client (PC)

· Presence Server (PS)- Resides in the network

5.2.4.3 Actor Specific Issues

Alice wants to:

· allow all her friends to have access to her presence status

Alice’s Friends want to:

· get a notification when Alice becomes “online”

5.2.4.4 Actor Specific Benefits

Alice’s Friends:

· Get notifications when Alice is becoming “online” and they are able to contact her

Alice:

· Shows to her friends her presence status and she is able to be contacted when it is appropriate

5.2.4.5 Preconditions

· Alice and Alice’s friends are all provisioned to use the presence service

· Alice allows her friends to get notifications when is changing presence status

· Alice’s presence service is configured to automatically update her presence status from « offline » to « online »  when she is switching on her mobile phone

· Alice’s friends have all subscribed in order to get notifications when Alice changes her presence status

· Alice’s mobile phone is able to perform presence service related actions for all the duration of the use case (meaning that it has coverage all the time)

5.2.4.6 Postconditions

· Alice’s friends successfully manage to get a notification when Alice changes her presence status

5.2.4.7 Normal Flow

60) Alice has her mobile switched off as she is in the cinema and her friends see in their PEP in their mobile phones that she is “offline

61) Alice switches on her mobile and as it is configured to automatically update her presence status when she switches it on, her status is updated in the Presence Server (PS).
62) The Presence Server (PS) generates notifications to Alice’s Friends Presence Clients (PCs) to inform them that Alice is now “online”.
63) The presence status of Alice in Alice’s Friends PEP in their mobile phones is now changed from “offline” to “online”
5.2.4.8 Alternative Flow

None

5.2.4.9 Operational and Quality of Experience Requirements

· The Presence Server (PS) shall be able to generate notifications for Alice’s presence status on behalf of Alice when she is not able to update her presence status by herself (e.g. her mobile is out of coverage).

· Alice’s Friends shall be able to define how often they will receive notifications about Alice’s status changes

· The Presence Service shall be able to send notifications about Alice’s presence information to her friends only for the elements that change or that they are interested in.

5.2.5 Presence-enabled Address-book

5.2.5.1  ASK  \* MERGEFORMAT Short Description

This use case describes how two wireless subscribers can utilize the Presence Service to initiate different types of communication sessions. In the flows presented below, Alice is trying to reach Bob through her presence-enabled address-book. In each of the flows, Bob becomes available via different means (voice, MMS, and IM, respectively), and Alice initiates communications using each of those means.

5.2.5.2 Actors

· Alice 

· Bob

· Presence Service (PS)

5.2.5.3 Actor Specific Issues

Alice wants to:

· Get in touch with Bob as soon as possible

· Use the most appropriate means (e.g. send an MMS message instead of calling Bob so as not to disturb him if he’s in a meeting)

Bob wants:

· To be able to express a set of preferences, regarding how he wants to be contacted. 

· Telephone call vs. text messaging

· Home vs. Office vs. Cell phone

· The Presence Service to work automatically behind the scenes, requiring a minimal amount of user interaction.

5.2.5.4 Actor Specific Benefits

Alice:

· Is able to contact Bob according to her preferences

Bob:

· Get better control of his incoming communications

5.2.5.5 Pre-conditions

64) Alice and Bob are both provisioned to use the Presence Service

65) Bob has his phone turned off

66) Bob is not logged in his Instant Messaging service

67) Bob has two profiles set-up on the Presence Server: “Available”, and “In Meeting”. The former shows Bob as reachable via all available communication means, whereas the latter shows him as available only via text communications. 
68) The “Available” profile is the default profile that it automatically selected when a device is powered up.

5.2.5.6 Postconditions

69) Alice successfully manages to communicate with Bob

5.2.5.7 Normal Flow – Voice call

70) Alice invokes her presence-enabled address-book

71) Alice scrolls down to Bob, and sees he is not available 

72) Alice selects an option to be alerted when Bob becomes available

73) Later, Bob turns on his cell-phone, and the “Available” profile is automatically selected

74) Bob’s cell-phone publishes his availability, as well as some additional information such as the capability of his phone to send and receive MMS messages to the Presence Service
75) The Presence Service generates a notification which is routed to Alice’s phone

76) Alice’s phone displays an alert and/or makes an alert sound

77) Alice selects the alert which takes her to her address-book and automatically scrolls to Bob 

78) Alice sees he is available for telephone calls, and places the call

5.2.5.8 Alternative Flow 1 – MMS message

79) Alice invokes her presence-enabled address-book

80) Alice scrolls down to Bob, and sees he is not available 

81) Alice selects an option to be alerted when Bob becomes available

82) Later, Bob turns his cell-phone on, and he selects the “In Meeting” profile

83) Bob’s cell-phone publishes Bob’s availability, as well as some additional information, such as the capability of the phone to send and receive MMS messages to the Presence Service
84) The Presence Service generates a notification which is routed to Alice’s phone

85) Alice’s phone displays an alert and/or makes an alert sound

86) Alice selects the alert which takes her to her address-book and automatically scrolls to Bob 

87) Alice sees he is available for text messaging, composes a text message and sends it to Bob

88) Bob receives the message as an MMS message

5.2.5.9 Alternative Flow 2 – IM Session

89) Alice invokes her presence-enabled address-book

90) Alice scrolls down to Bob, and sees he is not available 

91) Alice selects an option to be alerted when Bob becomes available

92) Later, Bob logs on to the Instant Messaging application on his desktop PC, and the “Available” profile is automatically selected

93) Bob’s Instant Messaging application publishes Bob’s availability, as well as some additional information, such as the capability of the Instant Messaging application to send and receive IM message to the Presence Service

94) The Presence Service generates a notification which is routed to Alice’s phone

95) Alice’s phone displays an alert and/or makes an alert sound

96) Alice selects the alert which takes her to her address-book and automatically scrolls to Bob 

97) Alice sees he is available for text messaging, composes a text message and sends it to Bob

98) Bob receives the message via Instant Messaging

5.2.5.10 Operational and Quality of Experience Requirements

· The Presence Service should have response times such that the end-user does not experience any significant delays when using applications that require the retrieval of presence information

· The Presence Service should be able to generate notifications in a timely fashion, after relevant presence information has been published to it.

5.2.6 Validity Period 
5.2.6.1  ASK  \* MERGEFORMAT Short Description
Certain presence attributes such as a user's availability, their location, and address are subject to the elapse of time. For example, a person's availability may change over time. The validity period is used to describe this time duration. In this use case it's shown how the validity period can be used to eliminate the task of an end user having to modify their presence information. 

5.2.6.2 Actors
Sally – End user who subscribes to a presence service.

Tom – End user who subscribes to a presence service. 

Presence Client – Application in Sally's and Tom's mobile device. 

Presence Server – Server that communicates with the presence client in managing the presence service.

5.2.6.2.1 Actor Specific Issues
No specific issues exist with any actors.
5.2.6.2.2 Actor Specific Benefits
Sally

· Availability status is automatically updated based on the validity period. 

· Eliminates the problem of Sally forgetting to reset or update her availability manually.

· Sally is able to override an attribute that was earlier set with a validity period. 

5.2.6.3 Pre-conditions
Sally's mobile device is enabled with a Presence service. 

Sally's mobile device is powered on and in a good coverage area. 

5.2.6.4 Postconditions
Sally's presence availability status is accurate according to her settings. 

5.2.6.5 Normal Flow
99) Sally has an appointment for a scheduled time of 2 hours. 

100) Just before her appointment, Sally modifies her presence status to unavailable, and adds the validity period qualifier of 2 hours. 

101) The presence client in Sally's mobile device communicates with the presence server to update Sally's status, including the validity period. 

102) Sally's updated presence information is available to all those who have subscribed to watch her status, including Tom. 

103) Before calling Sally, Tom decides to retrieve an update of Sally's presence information and receives her unavailability status, along with the validity period for which that status applies. 

104) Tom decides not to call Sally based on her unavailable presence status and its validity period. 

105) Some time later, Tom again retrieves Sally's presence information. Sally's presence status is available and therefore Tom calls her. 

5.2.6.6 Alternative Flow
106) Sally has an appointment for a scheduled time of 2 hours. 

107) Just before her appointment, Sally modifies her presence status to unavailable, and adds the validity period qualifier of 2 hours. 

108) The presence client in Sally's mobile device communicates with the presence server to update Sally's status, including the validity period. 

109) Sally's updated presence information is available to all those who have subscribed to watch her status, including Tom. 

110) Before calling Sally, Tom decides to retrieve an update of Sally's presence information and receives her unavailability status, along with the validity period for which that status applies. 

111) Sally's appointment is finished well before the 2 hour scheduled period, and therefore Sally modifies her presence status to available.

112) The presence client in Sally's mobile device communicates with the presence server to update Sally's status. Sally's updated presence information is available to all those who have subscribed to watch her status, including Tom. 

113) Some time later, Tom again retrieves Sally's presence information. Sally's presence status is available and therefore Tom calls her.

5.2.6.7 Operational and Quality of Experience Requirements
· Sally is eliminated the task of modifying her availability when using the validity period qualifier.

· Sally's subscribers are confidant that her presence information is accurate and timely. 

· Presence attributes having an associated validity period can be modified by the end user.

5.2.7 One-time Event Subscription and Notification

5.2.7.1 Short Description

One-time Event Subscription and ‘unavailable->available’ Notification  

NEC’s proposal suggests using a one-time subscription and notification mechanism, which enables the caller to get notified of a callee’s availability. As a result of this mechanism monitoring the busy/unreachable callee the caller can decide whether to call the callee again upon notification of the callee’s availability status. 

The caller is eligible for a one-time “unavailable->available” Event Subscription though may or may not be in the callee’s contact list. The callee in this case may put a request to the Presence server to allow subscription to his/her presence only for people in his/her contact list and also request only people in his/her contact list can subscribe to the one-time event notification. 
5.2.7.2 Actors

· Bob – who wants to make a voice call from his mobile to Sue

· Sue – who does not want to be disturbed while on a PoC session 

· Presence client (PC) – resides in Bob’s and Sue’s mobile devices
· Presence server (PS) – resides in the network

· Voice Call system and Voice Mail System – reside in the network 

5.2.7.3 Actor specific Issues

· Bob wants to contact Sue via a voice call 

· Sue is currently unreachable for voice calls

· Bob wants to know about Sue’s presence availability as soon as Sue becomes available

· Sue wants to make sure that Bob calls her only when she is available

 Actor Specific benefits

· Bob wants to receive a notification from Sue’s presence about her availability therefore giving him the option to call her as soon as possible
5.2.7.4 Pre-conditions

· Both, Sue and Bob have cell phones capable of Presence capabilities supporting new feature proposed in this CR

· Both of them are registered users in the Presence Service

· Bob MAY or MAY not be in Sue’s Contact List (This is a policy issue which can be agreed by Sue, but the idea is to allow some flexibility for the first time users not in Sue’s contact list such as some travel agents, mortgage advisers etc that would be of interest for Sue). 

· Bob is not subscribed to Sue’s Presence

· The Presence Server supports one-time event subscription and notification. 
5.2.7.5 Postconditions

Bob made a one-time event subscription to Sue’s Presence Client and was notified of Sue’s availability when Sue became available
5.2.7.6 Normal flow

114) Sue is currently unreachable (out of coverage, for example) for voice calls  

115) Bob makes a voice call to Sue from his mobile

116) Since Sue is unreachable, Bob’s call is forwarded to VMS
117) A response from VMS system goes to Bob telling him that Sue’s phone is “unavailable” and asks him if he wants to leave a message. 
118) Bob decides not to leave a message because he wants to talk to her as soon as she becomes available. 
119) Bob makes a one-time subscription request to Sue’s Presence Server.
120) Sue’s Presence Server checks Sue’s policy for the one-time event subscription and then decides if the subscription from Bob is allowed or not. 
121) If it’s allowed, the event subscription is successful and Bob gets acknowledged then knows that he will be notified as soon as Sue becomes available
122) Sue becomes available again. 
123) Sue’s Presence server notifies Bob about her availability with a status change unavailable -> available only, therefore protecting her other private information
124) Bob makes a voice call to Sue knowing her status is available
5.2.7.7 Alternative flow 

5.2.7.8 Operational and quality of Experience Requirements

· The advantage of this added feature over VMS is the caller is notified when the callee is available. In the case of VMS the callee may be reluctant to call back for different reasons, such as cost, not recognizing the caller etc.
· If for some reason (due to unstable coverage and weak radio reception etc) the one-time event subscription request is delayed from Bob to Sue and in this time Sue becomes available, Bob is notified immediately

· Sue’s Presence service should be able to generate notifications within a defined time frame, so the end-user does not experience significant delays.  

· By understanding the callee’s presence status a caller can make a decision whether or not to call and therefore the caller avoids unnecessary and unsuccessful call attempts. 
5.3 Presence Information

5.3.1 P2P, Presence Information

5.3.1.1  ASK  \* MERGEFORMAT Short Description

This use-case is intended to illustrate how Presence Information can be:

· Used to concisely express the state and preferences of end-users.

· Re-used across multiple applications, in a consistent manner.

5.3.1.2 Actors

Alice, Bob: Users that wants to communicate with other users using a variety of communication means.

Presence-enhanced Phonebook (PEP):  One out of many potential presence-enhanced applications. In this instance, it used to view the presence information of other contacts. 

Presence Service: Collects and disseminates presence information, subject to a variety of controls.

5.3.1.3 Actor Specific Issues

Presence-enhanced Phonebook:  This type of Presence-enhanced application utilizes two types of Presence Information elements: “availability” and “willingness”. 
“Availability” for a particular communication means specifies whether it is possible, at that point in time, to initiate a session using that communication means. Several factors may be used to determine this, such as network status, device status, device capabilities, subscriber provisioning, etc. 
“Willingness” for a particular communication means specifies whether the end-user, at that point in time, is willing to receive communications of that type. This element is meaningful only if the user is also “available” for that communications means.

This type of PEP is extensible, such that it can initiate communications for any communication means, by launching an appropriate application handler. Should it need to initiate communications for an application that is not supported on the device, it may prompt the user to download that application. There are several ways to do this that are beyond the scope of this use-case.

This type of PEP will display an icon, next to every contact. This icon will show as green if the user is available and willing to communicate with at least one communication means, and red in all other cases.

5.3.1.4 Actor Specific Benefits

· Alice and Bob can initiate sessions with different types of communication means, without having to constantly upgrade their PEPs.

5.3.1.5 Pre-conditions

· Alice and Bob are provisioned as users of the Presence Service, and any other communication services they want to initiate (e.g. SMS, OMA IMPS, etc.)

5.3.1.6 Postconditions

· Alice and Bob were able to communicate successfully according to their presence preferences
5.3.1.7 Normal Flow

125) Alice invokes her Presence-enhanced Phonebook (PEP) on her mobile terminal.

126) Alice sees that Bob’s icon is green, meaning he is available and willing to receive at least on type of communication.

127) Alice selects the entry representing Bob and is presented with the different types of communications Bob is currently publishing as available and willing

128) Alice selects one of those communication means (say, SMS) and initiates such a session with Bob

5.3.1.8 Alternative Flow

129) Alice invokes her Presence-enhanced Phonebook (PEP) on her mobile terminal.

130) Alice sees that Bob’s icon is green, meaning he is available and willing to receive at least on type of communication.

131) Alice selects the entry representing Bob and is presented with the different types of communications Bob is currently publishing as available and willing.

132) Alice selects on of those communication means (say, OMA IMPS messaging) but does not have the appropriate application on her terminal, so she is prompted to download it. (Note: additional presence information would be required to implement this mechanism, and indeed other mechanisms are also possible. This aspect of the use-case is intended only as an example, and is not meant to be prescriptive.)

133) Alice accepts the download, and installs the application on her terminal.

134) An OMA IMPS session is initiated with Bob.

5.3.1.9 Operational and Quality of Experience Requirements

· Presence Information elements are defined in an extensible way, such that applications, such as PEP, know exactly how to interpret their meaning and appropriately act on them.

5.3.2 P2P, User Setting Presence

5.3.2.1  ASK  \* MERGEFORMAT Short Description

This use-case highlights the many different mechanisms that can be used to update one’s presence information.

5.3.2.2 Actors

Alice, Bob, Charlie: End-users that own one or more presence-enabled applications.

Presence-enhanced Phonebook (PEP):  One out of many potential presence-enhanced applications. In this instance, it used to view the presence information of other contacts. 

Presence-enhanced Phonebook on Steroids (PEPoS):  One out of many potential presence-enhanced applications. This is a very sophisticated version of PEP, intended for advanced users that have complex communications requirements.

Presence-enhanced PoC client:  One out of many potential presence-enhanced applications. This is a normal PoC client that enables the end-user to see whether the user’s contacts are available and willing to accept PoC communications. Similarly it can be used to select whether the user is willing to accept incoming PoC communications.

Presence Service: Collects and disseminates presence information, subject to a variety of controls.

5.3.2.3 Actor Specific Issues

· Each actor uses different applications, and has different communication preferences.

5.3.2.4 Actor Specific Benefits

· Alice, Bob & Charlie can communicate their presence information to each other, according to their preferences, regardless of the applications that they each use.

· Alice, Bob & Charlie get a consistent view of each other’s presence information, regardless of the applications that they use.

5.3.2.5 Pre-conditions

Note: the profiles defined below are UI concepts that conveniently combine a set of end-user preferences.  They are unrelated to application specific statuses such as the OMA PoC states (Reachable, Busy, DND, etc.), or OMA IMPS states (Available, Discreet, etc.) defined in the relevant specifications.
· Alice is provisioned to use the Presence Service and the PEP.

· Alice has configured her “Discreet” profile to silence her ringer and indicate willingness to accept only text-based communications.

· Alice has configured her “Normal” profile to show her as willing to accept any type of communication that her device supports and set her ringer to “loud”. 

· Alice has configured her “DND” profile to show her as unwilling to accept any type of communication.

· Bob is provisioned to use the Presence Service and the PoC Service

· Bob uses a simplified PoC client that uses only “Available” and “Unavailable” presence states. The manual of Bob’s phone states that if Bob wants to receive PoC calls he should set this feature to “Available” and if not to “Unavailable”. 
· Charlie is provisioned to the Presence Service and the PEPoS.

· Charlie has defined several profiles such as “Work”, “Work – discreet”, “Traveling”, “Home – working”, “Private time”, and more.

· Each of Charlie’s profiles contains setting with respect to published presence information, ringer settings, call forwarding features, and more. In addition, some of those profiles can be automatically engages, as triggered by events such as change of physical device location.  For example his “Work” profile allows all types of communications (voice, PoC, SMS, etc.) whereas his “Private time” profile only allows only voice and text from a certain list of individuals.

· The PEPoS application also allows Charlie to associate each of his profiles with a text message that is shown to other PEPoS users, or users of other applications that support this text field.

· Alice, Bob and Charlie are subscribed to each other’s presence information, each through their own preferred application.

5.3.2.6 Postconditions

· Alice, Bob and Charlie receive each other’s presence information in a consistent way.
5.3.2.7 Normal Flow

135) Alice is going into a meeting.

136) Alice invokes her Presence-enhanced Phonebook (PEP) on her mobile terminal.

137) Alice invokes the “Select Profile” feature and is presented with the following list: “Normal”, “Discreet”, and “DND”.

138) Alice selects the “Discreet” feature.

139) Later, Alice is finished with her meeting and uses the above sequence to select the “Normal” profile.

140) Later, Alice wants to focus on finishing a report and uses the above sequence to select the “DND” profile.

5.3.2.8 Alternative Flow 1

141) Bob is going into the library.

142) Bob invokes his PoC client and sets his status to “Unavailable”. 

143) Bob’s terminal, directly or indirectly updates Bob’s presence information to the Presence Server. Other actions may also need to be taken (e.g. inform the PoC server of this selection), but those are out of scope for this use-case. 

144) Bob comes out of the library.

145) Bob invokes his PoC client and sets his status to “Available”.

5.3.2.9 Alternative Flow 2

146) Charlie is in a meeting and thus has his “Work – discreet” profile selected.

147) Charlie exits the meeting and selects his “Work” profiles.

148) Charlie receives incoming voice, PoC calls and SMS messages.

149) Charlie goes home and his “Personal Time” profile is automatically triggered due to his change of location. 

150) Charlie only receives voice calls and text messages from his friends.

5.3.2.10 Alternative Flow 3

151) The three flows above are happening simultaneously.

152) Alice, Bob & Charlie can see each other’s presence state, as presented by their respective applications.

Notes:

a) Alice’s PEP allows her to have a fairly comprehensive view her contacts’ presence information, as it supports multiple types of communication. However, this type of PEP doesn’t support the “text field” and as such she cannot see that information from, say, Charlie. 

b) Bob is using a PoC client; therefore he can only see PoC-related presence information, and initiate PoC sessions only.

c) Charlie’s PEP allows him to have a fairly comprehensive view his contacts’ presence information, as it supports multiple types of communication. In addition, Charlie can see the “text field” from those contacts of his that publish it.

5.3.2.11 Operational and Quality of Experience Requirements

· The Presence Service SHALL support a wide variety of mechanisms for the end-users to set their presence information.

Presence information SHALL be specified in an extensible manner, such that a wide variety of terminals with different applications and capabilities will be able to meaningfully and consistently interpret it.

5.3.3 Set Global Do-Not-Disturb (DND)

This use case will demonstrate how presence users can set their Do-Not-Disturb parameters. The behaviors of other services to the DND are out the scope of this use case. 

5.3.3.1  ASK  \* MERGEFORMAT Short Description

In this use case, we will see a presence user (Bob) setting up his Do-No-Disturb (DND) status to block all incoming communications. A successful out come of this use case will have Bob successfully setup his DND status and will have the ability of the Presence server to communicate this status with the different Presence enabled services.

5.3.3.2 Actors

Bob – The person that is attempting to setup the DND status to block all incoming communications.

Jan – This is the presence user that attempts to communicate with Bob via IM.

John - This is the presence user that attempts to communicate with Bob via PoC.

Presence Server [PS] – This is the server that is providing the presence capability to Bob, Jan, and John

5.3.3.3 Actor Specific Issues

Bob is subscribed to the Presence Service and he would like to block all incoming communications during his meeting.

Jan and John would like to communicate with Bob using IM and POC.

The PS is the network entity that manages Bob, John, and Jan’s presence service.

5.3.3.4 Actor Specific Benefits

Bob will be able to enable different clients on his device with presence and provide capabilities to set his presence status. Bob will use the Do-Not-Disturb (DND) presence status to block all the incoming communication to him during the meeting.

5.3.3.5 Preconditions

Bob has a device with several profiles setup (e.g., General, Meeting, Silent, etc.) in his client. For the meeting profile one of these profile attributes sets the presence status to DND. 

Bob also has several clients (IM, PoC, and Gaming) that can use and benefit from presence. 

Jan, John, and Bob have already setup their privacy settings to allow each other access to their presence status.

The PS has been provisioned to provide Bob, John, and Jan with presence capabilities.

The PS in this use case resides in the Operator network. This does not imply that it could not reside in a 3rd party network.

5.3.3.6 Postconditions

Bob is able to set his DND status and the IM and PoC communications are blocked.

Jan and John are still users of presence and are able to access Bob’s presence status.

All communications from presence enabled services to Bob will be blocked

5.3.3.7 Normal Flow

153) Bob will access his presence client and will setup his profile to “meeting”, which sets Bob’s presence status as DND.

154) Jan will attempt to send Bob an IM. When Jan starts her IM client, the client will show Bob’s status as DND.

155) In the same time, John will attempt to use POC to communicate with Bob.

156) When John starts his PoC client, he will be notified that Bob is in the DND mode and will not accept any PoC communications.

157) If John attempts to communicate with Bob, the POC service will block John’s attempt.

5.3.3.8 Alternative Flow: Restricted Presence Views
Bob has blocked his presence information being delivered to Jan and John.

158) When Jan accesses her IM client, Jan will not be able to determine Bob’s status.

159) When Jan attempts to send an IM to Bob, the message will not be delivered to Bob immediately and Jan may get a notification that her IM was not delivered.

160) When John accesses his PoC client, John will not be able to determine Bob’s status.

161) John will not be able to communicate with Bob using POC.

5.3.3.9 Alternative Flow: Using Service- Specific DND

Bob set his POC DND status and did not set his global DND

162)  Jan will be able to successfully send and receive IM with Bob

163) John will not be able to communicate with Bob using PoC

5.3.3.10 Operational and Quality of Experience Requirements

The presence user has the ability to manage and edit his presence status such as DND. This use case does not define how the PS gets the information. It could be managed on the PS or could be via an external database that the PS can access.

The different presence enabled services such as IM, and POC have the capability to access presence users’ status. The behavior of these services to the different presence statuses are specific to these services and are defined by these services.

Each Presence enabled service need to have a separate DND presence status that can be independently set by the presentity and can be notified to a watcher. 

5.3.4 Reset Global DND

5.3.4.1  ASK  \* MERGEFORMAT Short Description

A user has set Global DND presence subscriber status and now intends to reset that Global DND subscriber status i.e., the presence user’s Willingness Override value is reset. In this context, when Global DND presence subscriber status is reset, the result is that the application-level status information settings to take precedence.

5.3.4.2 Actors

Bob – The presence service end user that is resetting his Global DND presence information.

Jan – This is the presence user that attempts to communicate with Bob using an IM application.

John - This is the presence user that attempts to communicate with Bob using a PoC application and also a Voice application.

Presence Server – This is the network server that is providing presence capability to Bob, Jan, and John.

Presence Client – This is part of the presence application that resides at the end user’s terminal that is able to send and receive presence information to and from the Presence Server on behalf of the presence service end user. 

5.3.4.3 Actor Specific Issues

When a presence end user sets Global DND Presence Subscriber Status to block incoming requests for new communications, a mechanism is needed that allows the presence end user to revert back to the condition where the Global DND status is reset in a manner that allows application-level presence status to take precedence. This use case addresses the issue of resetting the Global DND subscriber status.

5.3.4.4 Actor Specific Benefits

The presence end user is able to revert to a presence status that removes effect of the Global DND Presence Subscriber Status.

Presence users allowed to subscribe for presence information of other presence users have the capability to be aware of the Global DND Presence Subscriber Status of other presence users.

5.3.4.5 Pre-conditions

Bob has SET his Global DND Presence Subscriber Status information as described in section Use Case - Set Global Do-Not-Disturb (DND).
Bob, Jan, and John’s presence-enabled multimedia services include IM, PoC and Voice.

Bob has allowed both Jan and John to subscribe to receive his presence information, including Global Presence information.

Bob’s IM subscriber presence is set to ‘Available’ and  ‘Willing’.

Bob’s PoC subscriber presence status is set to ‘Available’ and  ‘Unwilling’.

Bob’s Voice subscriber presence status is set to ‘Available’ and ‘Willing’.

Both Jan and John have subscribed to receive updates to Bob’s presence information, including Global Subscriber Status Presence information.

5.3.4.6 Postconditions

Bob’s Global DND presence subscriber status is reset on, or removed from, the Presence Server.

Jan and John’s Presence Clients have received Bob’s updated application-specific and Global presence subscriber status.

5.3.4.7 Normal Flow

164) Bob indicates to his Presence Client that Global DND presence subscriber status is now reset.

165) The Presence Client forwards the updated Global DND presence information to the Presence Server.

166) Jan and John’s Presence Clients receive the updated Global DND presence information and make this information available to Jan and John.

167) Jan is able to see that Bob has reset his Global DND presence subscriber status and is now ‘Available’ to receive IM communications. Jan uses her IM application to communicate with Bob.

168) Bob receives Jan’s IM communication and is able to respond.

169) John is able to see that Bob has removed his Global DND presence subscriber status, however John is also able to see that Bob remains ‘Unavailable’ to receive PoC communications. John remains unable to communicate with Bob using the PoC application.

170) John is able to see that Bob is ‘Available’ for Voice communications and sends Bob an invitation to talk using the Voice application.

5.3.5 Use Case – Global DND with Interactions

This Use Case is intended to demonstrate how applications are effected when Global DND presence subscriber status is set, i.e., the presence user’s application-specific status is ‘Available and Willing’, and  the Willingness Override value is set to ‘Unwilling’. When the Global DND status is set, service enablers that subscribe to receive Global DND information will receive and act on the Global DND status according to the rules defined by that service enabler, to achieve the Global DND effect. 

5.3.5.1  ASK  \* MERGEFORMAT Short Description (Global DND with Interactions)

When Bob engages in a PoC session with John, Bob sets his Global DND status so that he can communicate undisturbed. Jan intends to communicate with Bob using an IM application, however seeing Bob’s DND status, Jan does not initiate the IM session. 

5.3.5.2 Actors

Bob – The presence service end user that is resetting his Global DND presence information.

Jan – This is the presence user that attempts to communicate with Bob using an IM application.

John - This is the presence user that attempts to communicate with Bob using a PoC application and also a Voice application.

Robert – This is a IM user that attempts to communicate with Bob, but does not receive Bob’s presence information. 

Presence Server – This is the network server that is providing presence capability to Bob, Jan, and John.

Presence Client – This is part of the presence application that resides at the end user’s terminal that is able to send and receive presence information to and from the Presence Server on behalf of the presence service end user. 

5.3.5.3 Actor Specific Issues

End users of presence service enablers should experience a consistent behavior when using application-level and global-level DND presence subscriber status.

5.3.5.4 Actor Specific Benefits

When a presence end user sets Global DND Presence Subscriber Status to block incoming requests for new communications, the Global DND status is treated in a consistent manner by each presence service enabler in accordance to that enabler’s specific rules for DND.

5.3.5.5 Preconditions

Bob has SET his Global DND Presence Subscriber Status information as described in section Use Case - Set Global Do-Not-Disturb (DND).
Bob, Jan, Robert and John’s presence-enabled multimedia services include IM, PoC and Voice.

Bob has allowed both Jan and John to subscribe to receive his presence information, including Global Presence information.

Both Jan and John have subscribed to receive updates to Bob’s presence information, including Global Subscriber Status Presence information.

Bob’s application-level presence subscriber status for IM is ‘Available’ and  ‘Willing’.

Bob’s application-level presence subscriber status for Voice is ‘Available’ and  ‘Willing’.

Bob’s application-level presence subscriber status for PoC is ‘Busy’. Bob is currently engaged in a PoC session with John. 

Robert is able to use his IM application to communicate with Bob but does not receive Bob’s presence information. 

5.3.5.6 Postconditions
Bob’s Global DND presence subscriber status is reset and published by the Presence Server.

Jan and John’s Presence Clients have received Bob’s updated application-specific and Global presence subscriber status.

5.3.5.7 Normal Flow

171) Bob, while engaged in a PoC session with John, Bob sets his Global DND presence subscriber status as described in section Use Case - Set Global Do-Not-Disturb (DND).

172) Bob and John are able to continue their PoC session.

173) Jan is aware of Bob’s Global DND presence subscriber status anddoes not nitiate an IM session with Bob.

5.3.6 Alternative Flow 

In this flow a user, Robert, who does not subscribe to Bob’s presence information wants to initiate an IM session with Bob. This flow demonstrates how Bob is not disturbed by Robert.

174) Bob, while engaged in a PoC session with John, Bob sets his Global DND presence subscriber status as described in section Use Case - Set Global Do-Not-Disturb (DND)

175) Bob and John are able to continue their PoC session.

176) Robert is not aware of Bob’s presence status and invites Bob to join an IM session. 

177) Robert receives an indication that Bob is not able to receive the IM invitation.

178) Bob is not disturbed by the IM invitation from Robert. 

5.4 Network Presence

5.4.1 Update the presence status when the mobile is out of coverage

5.4.1.1  ASK  \* MERGEFORMAT Short Description

This use case describes how the presence status of a user is updated when his/her mobile device is out of coverage. 

5.4.1.2 Actors

· Alice – Moves to an area where her mobile does not have coverage 

· Bob – Wants to see Alice’s presence status in his PEP

· Network Presence Agent – Detects that Alice is out of coverage by getting information from various network elements (e.g. SGSN,GGSN).

· Bob’s PEP

· Presence Server (PS)

5.4.1.3 Actor Specific Issues

Bob:

· Wants to get Alice’s Presence status in his PEP

5.4.1.4 Actor Specific Benefits

Bob:

· Is able to get Alice’s accurate Presence status even when she is out of coverage

5.4.1.5 Pre-conditions

· Alice and Bob are provisioned to use the Presence Service

· Network Presence Agent is able to detect when Alice is out of coverage and is not able to update her Presence status by getting information from various network elements (e.g. SGSN,GGSN etc)

· When Alice is out of coverage, her status shall be shown as “Not available”

5.4.1.6 Postconditions

· Bob is successfully getting Alice’s accurate Presence status, although she does not have coverage

5.4.1.7 Normal Flow

179) As Alice is in an area that has coverage her entry in Bob’s PEP is shown as “Available”

180) Alice moves to a no-coverage area. The Network Presence Agent by getting information from network elements detects that she is not connected to the network anymore and informs the Presence Server (PS) about that.

1. The Presence Server (PS) notifies Bob about this change in Alice’s Presence status and now her entry in Bob’s Presence-enabled Address is shown as “Not Available”.

5.4.1.8 Alternative Flow

None

5.4.1.9 Operational and Quality of Experience Requirements

· It shall be possible to determine how often Alice’s Presence status gets updated as a result of notifications from the Network Presence Agent, as it is a trade off between Presence information accuracy and network efficiency

5.5 Application-Specific Use Cases

5.5.1 Event Buddy
5.5.1.1  ASK  \* MERGEFORMAT Short Description
This use case describes an individual who subscribes as a watcher to presentities that represent social events (e.g., football game, music concert, or a live internet web cast) and is notified of status changes of these social events. 

5.5.1.2 Actors
John – end user with a mobile device enabled with presence service. 

Content Server – Server having the responsibility of managing media content and communicating it to other servers. 

Presence Client – Application on John's mobile device that manages the presence service. 

Presence Server – Entity providing the necessary server requirements of a Presence service. 

5.5.1.3 Actor Specific Issues
None.

5.5.1.4 Actor Specific Benefits
John can easily monitor events on subjects that he's interested in. 

5.5.1.5 Pre-conditions
· John is a subscriber to presentity A which represents the Chicago Auto Show.

· John is a subscriber to presentity B which represents the Acme Corporation's quarterly CEO live web broadcast. 

· The Content Server is the Presentity of events A and B. 

5.5.1.6 Postconditions
No particular post conditions exist. 

5.5.1.7 Normal Flow
181) The Presence Client on John's mobile phone shows Events A and B along with their pertinent information. 

182) Time elapses and presence information for Event B changes. 

183) The Content Server communicates with the Presence Server providing the updated presence information for Event B. 

184) Since John is a subscriber of Event B, the Presence Client reflects Event B's updated presence information. 

185) John selects the relevant information for Event B that being a URL to the corporation's web site. 

186) The browser on John's phone shows the live web broadcast0

5.5.1.8 Alternative Flow
No alternate flow exists.

5.5.1.9 Operational and Quality of Experience Requirements
· Subscribing to events shall be intuitive. 

· Presence service may be preconfigured with presentities that represent specific social events such that presence service users can subscribe to them. 

5.6 Security And Privacy

Privacy protects user data against unwanted and unauthorized access. The presence privacy protects the data about the availability and presence of a mobile user against unwanted and unauthorized data access. 

All watchers that want to get data about the Presence Information (PI) status of another user need to be authorized for their access. This authorization is realized in three different modes:

· The user who owns the mobile terminal (presentity) is directly asked for permission if a watcher tries to fetch or subscribe his PI. (Reactive Authorization mode) To accomplish users comfort the reactive mode should enable the transition to proactive mode by decision reuse.

· A system that acts on behalf of the user (principal) decides for permission if a watcher that is known tries to fetch or subscribe his PI. (Proactive Authorization mode) 

· Reactive Authorization and Transition mode could be substantially enhanced, if decision supporting features are available as basis for the principal’s evaluation. (Decision Support Mode)

Effective support during the decision process for reactive authorization mode will be very beneficial for the user (principal). For the users comfort the number of decisions should be as small as possible decisions. Define once reusable for future access. 

Since the proactive authorization is normally done without any notification to the principal, he needs to be sure that his privacy is managed in a way he is able to control and to understand completely. 

For authorization the principal is thinking in relation of trust. Therefore authorization lists (Family, Friend, Colleague…) that connect contacts with the same relation should be used. Since the trust relations normally didn’t drive the list generation of communication lists (e.g. used for Instant Messaging and Chat session) a reuse of such lists should normally be avoided.

Additionally it might be meaningful to support relations that are hosted outside the mobile domain. (E.g. Companies Directory Service to decide for proactive authorization or support with public key infrastructure)

5.6.1 Presence Privacy

5.6.1.1  ASK  \* MERGEFORMAT Short Description

This use case describes how two wireless subscribers can configure the Presence Service such that their privacy preferences are taken into consideration when their presence information is disseminated.

5.6.1.2 Actors

· Alice 

· Bob

· Presence Service (PS)

· Presence-enabled Address-book

5.6.1.3 Actor Specific Issues

Alice wants to:

· Share all her presence information to a few family members

· Share most of her presence information with her colleagues

· Share some presence information with a few friends

· Prevent anyone else from receiving her presence information

Bob wants to:

· Share all his presence information with his boss & wife

· Block a few people from receiving any presence information

· Share his cell-phone number & approximate location (e.g. state or region) with everyone else

5.6.1.4 Actor Specific Benefits

Alice & Bob:

· Get better control of their incoming communications

· Allow certain individuals to receive relevant information

· Prevent others from receiving private information

5.6.1.5 Pre-conditions

· Alice and Bob are both provisioned to use the Presence Service

· Alice and Bob are both provisioned with three default groups (Friends, Family & Colleagues)

· Alice and Bob access the Presence Service through their presence-enabled address-books

5.6.1.6 Postconditions

None. 

5.6.1.7 Normal Flow

187) Alice invokes her presence-enabled address-book.

188) Alice selects the “Edit Privacy Options” menu.

189) Alice goes through her address-book and associates some of her contacts with particular groups.

190) Alice specifies that her “Family” group should receive all her presence information.

191) Alice specifies that her “Colleagues” group should receive several parts of her presence information.

192) Alice specifies that her “Friends” group should receive very few parts of her presence information.

193) Alice specifies a default rule (for watchers not belonging to any group), where no presence information is shared.

194) Alice updates her presence information using some mechanism provided by the presence-enabled address-book.

195) The Presence Server applies Alice’s preferences and sends out appropriate notifications to each of her subscribed watchers.

5.6.1.8 Alternative Flow 1

196) Bob invokes his presence-enabled address-book.

197) Bob selects the “Edit Privacy Options” menu.

198) Bob doesn’t like the default groups so he removes them all.

199) Bob creates a “VIP” group.

200) Bob creates a “Blocked” group.

201) Bob assigns his wife and boss to the “VIP” group.

202) Bob assigns a few of his unwanted contacts to the “Blocked” group.

203) Bob allows the “VIP” group to access all his presence information.

204) Bob does not allow the “Blocked” group to access any of his presence information.

205) Bob specifies a default rule (for watchers not belonging to any group), where only his cell-phone and obfuscated location are allowed.

206) Bob updates his presence information using some mechanism provided by the presence-enabled address-book.

207) The Presence Server applies Bob’s preferences and sends out appropriate notifications to each of his subscribed watchers.

5.6.1.9 Operational and Quality of Experience Requirements

· Alice and Bob are able to specify different rules for different watchers.

5.6.2 Rules determine how Alice and Bob’s presence information is disseminated. Using Presence for Advertising Capabilities

5.6.2.1  ASK  \* MERGEFORMAT Short Description

This use case describes how presence information can be used in order to advertise specific capabilities. In this specific example the capabilities advertised are those of the access network and they are used to adapt the streaming content delivered to a user.

5.6.2.2 Actors

· Alice – Is downloading a video stream in a multi-access network environment and has Presence Service Client (PSC) and a Streaming Client (SC) installed in her mobile phone

· Presence-enabled Streaming Server (PSS) – Delivers the video stream to Alice’s streaming client

· Streaming Client (SC) – Gets the video stream from the streaming server

· Presence Client (PC) – Resides in the mobile device of Alice

· Presence Server (PS)- Resides in the network

· Alice’s multi-access network mobile phone

5.6.2.3 Actor Specific Issues

Alice wants:

· To configure her presence service in order to indicate to the PSS the type of access network that she is attached to such that the video stream server can adapt the video in the appropriate format.

5.6.2.4 Actor Specific Benefits

Alice:

· Is able to get the video stream in her mobile phone in the most appropriate format according to the access network that she is attached to

5.6.2.5 Pre-conditions

· Alice and the PSS are all provisioned to use the Presence Service

· Alice is willing to get adaptable content (e.g. have reduced quality when the access network that she is attached to is not fast)

· The Streaming Client (SC) in Alice’s mobile phone has the capability to play all the types of the content required (e.g. both high quality and low quality)

· PC is configured to automatically get information from Alice’s mobile phone for the access network that it is attached to

· All the actors are able to make changes in their presence information by themselves (i.e. they are in coverage area all the time)

· Access network information is included in the Presence information elements

5.6.2.6 Postconditions

· Alice is successfully getting the video stream in her mobile in the most appropriate format according to the access network that she is attached to

5.6.2.7 Normal Flow
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208) Alice’s mobile phone is attached to a fast access network (such as a UMTS or WLAN network). Alice wants to download a video stream in her mobile phone while she is on the move from a Presence-enabled Streaming Server (SS) and invokes her Streaming Client (SC) to do so. The Streaming Client requests the specific stream from the Presence-enabled Streaming Server (PSS).

209) The Presence-enabled Streaming Server (PSS) is subscribing in Alice’s Presence Service Server (PS) to get Alice’s presence information regarding the “Access Network” that she is attached to. 

210) The Presence Server (PS) informs the Presence Client (PC) in Alice’s mobile phone about the request and Alice sees in the screen of the her mobile phone “Do you want to use adaptive streaming?” 

211) Alice accepts and the Presence Client (PC) authorizes the Presence Server (PS) to disseminate Alice’s presence information regarding the access network that she is attached to.

212) The Presence Server (PS) informs the Presence-enabled Streaming Server (PSS) that Alice is attached at the moment in a fast access network.

213) The Presence-enabled Streaming Server (PSS) sends the video stream to Alice’s Streaming Client (SC) in “high quality” format as she is attached in a high bandwidth access network.

214) As Alice is moving her mobile does a handover in a slow access network (such as GPRS). As the Presence Client (PC) is informed about that reports this change in her presence status to the Presence Server (PS).

215) The Presence Server (PS) informs the Presence-enabled Streaming Server (PSS) about the change in Alice’s presence status including the information element indicating that she is now attached in a slow access network (such as GPRS).

216) As this access network has lower bandwidth in comparison to the previous one, the Presence-enabled Streaming Server (PSS) adapts the video stream in the conditions by reducing the quality.

5.6.2.8 Alternative Flow

None

5.6.2.9 Operational and Quality of Experience Requirements

· Alice should be able to selectively disseminate her device capability to relevant services

5.6.3 Reactive Authorization

5.6.3.1 Short Description for Reactive Use Case:

A watcher named Maria is unknown to the principal named Juliet. Therefore Maria is authorized reactively. (Juliet didn’t have Maria in her phonebook) Additionally Juliet wants to reuse her decisions about watcher requests. She likes to decide spontaneously about new contacts and data access of people she will meet in the future. Therefore a watcher unknown to her like Maria shall be authorized reactively only the first time. Future requests should be handled proactively but depend on her decisions during first access request.

5.6.3.2 Actors for Reactive Use Case:

The pure reactive Use Case has only two Actors but decision reuse also needs the Privacy Enforcement entity too:

· Watcher: Maria is interested in the PI of Juliet (Asks for Data Access). Maria got Juliet’s number from a common friend and wishes to contact her. 

· Principal: Juliet decides about the authorization for Data Access and possibly wants to assign Maria a member of her “known by friend” list. (Decide about the Data Access and Decision Reuse)

· Privacy Enforcement Entity: Needs preparation to act on behalf of the Juliet during future request from Maria. (Store Authorization/Identification data for future use)

5.6.3.3 Actors Benefits:

· Watcher: The watcher can hope to get data access even if he is not known to the principal since the principal has different options to answer his requests. Due to his willingness to present additional information (Call the principal or send him an SMS before the data request arrives) about himself the watcher can hope for a proactive authorization for future requests.

· Principal: The principal has the ability to decide once and to reuse his decision for future calls if he trusts the watcher and is able to find an appropriately attribute setting. If he is not sure about the watcher he can also allow the data request directly but not persistently. 

5.6.3.4 Pre-conditions for Reactive Use Case:

· Watcher:  Maria wants to subscribe to PI of Juliet but is unknown to her
· Principal: Juliet is willing to decide about data access on request as scarce as possible and is willing to delegate authorization in a controlled manner to the privacy enforcement Entity. 
· Privacy Enforcement Entity: Supports decision reuse if there is enough information delivered about the watcher to securely identify a second call of the same watcher. 

5.6.3.5 Postconditions for Reactive Use Case:

· Watcher: 

In the case: Authorized and proactive enabled 

Maria is informed by sending status and/or PI information and her proactive authorization privilege may be shown to her.

In the case: Authorized once

Maria is informed by sending status and/or PI information and the duration her request is active

In the case: Not Authorized:

Maria is informed by sending status (failed or not allowed)

· Principal:

In the case: Authorized and proactive enabled
Record the actual decision to support Juliet to allow her to remember the event when she decided the proactive authorization. One option may be to allow the principal to trace his decisions taken in the past.

In the case: Authorized once
Record the actual decision to support Juliet during next request of the same watcher that was not allowed the proactive authorization. One option may be to propose the principal an authorization category for a watcher if he got authorized several times in the past. 

In the case: Not Authorized
Make a record for the decision with a time stamp to block watchers from fast retry. One option may be an automatic entry in the black list with information to Juliet after a fixed number of not authorized requests is reached.

· Privacy Enforcement Entity: 

In the case: Authorized and proactive enabled
Supports decision reuse of Julies by storing them. If there is enough information delivered about the watcher to securely identify a second call of the same watcher he will be authorized proactively during future requests. 

In the case: Authorized once
Record the decision to allow additional support of Julie during future requests of Maria.

In the case: Not Authorized


Record the decision to avoid fast retry of unwanted requests.

5.6.3.6 Normal Flow for Reactive Use Case:

217) Maria sends a request to Juliet

218) The Juliet receives the request

219) The Juliet decides but would like to know more about the watcher (See also the use cases for Decision Support). She calls Maria and identified her as a friend of a common friend.

220) Maria gets the requested information and is informed about Julie’s decision to assign her to the authorization category friends

5.6.3.7 Alternative Flow for Reactive Use Case 1:

221) Maria sends a request to Juliet

222) Juliet receives the request

223) Juliet decides but would like to know more about the watcher (See also the use cases for Decision Support). Since she is in a hurry she is only willing to allow Maria to get the default requesters access rights once for a short lifetime. (Authorization Category – Default; Lifetime)

224)  4) Maria gets the requested information Julie allows her to see for the default lifetime.
5.6.3.8 Alternative Flow for Reactive Use Case 2:

225) Maria sends a request to Juliet

226) Juliet receives the request

227) Juliet decides to disallow Maria to get any information 

228) Maria is assigned to a black list.

229) Maria gets the information that Julie didn’t want to give her the requested data.

5.6.3.9 Operational and Quality of Experience Requirements for Reactive Use Case:

Juliet is able to decide once and to let the system reuse her decision. Juliet is flexible in her decision: 

· Since she felt secure she allows proactive authorization for the requesting watcher

· Since she felt insecure about a request she can allow limited access for a small time period but can also disallow any information going to the requestor.

5.6.4 Proactive Authorization:

5.6.4.1 Short Description for Proactive Use Cases:

· A watcher named Romeo is known to the principal (named Juliet) is authorized due to his membership to an authorization category of Juliet called “friends”
5.6.4.2 Actors for Proactive Use Cases:

The simple proactive Use Case needs:

· Watcher: Romeo is interested in the Juliet’s PI (Asks for Data Access)

· Privacy Enforcement Entity: Acts on behalf of the Juliet. Normally she is not informed about the data access during proactive authorization.

5.6.4.3 Actors Benefits: 

· Watcher: The proactive authorization disables the need to disturb the principal for PI access. Presence enhanced callers can chose if their call is acceptable (depending on the item of the call) for the called party (e.g. respectfully call).

· Principal:  Is not disturbed by request for data access for PI he would allow anyway. Allowing automated PI distribution to selected communication partners enables more convenient communication. 

5.6.4.4 Pre-conditions for Proactive Use Cases:

· Watcher: Romeo is member of Juliet’s authorization category called friends and is allowed to get access to her PI.

· Principal: Juliet delegates the authorization to the Privacy Enforcement Entity and has assigned the watcher (e.g. Romeo) as member of a watcher list with an authorization category (e.g. friends) in the past

· Privacy Enforcing Entity: Acts on behalf of Juliet and record some information
5.6.4.5 Postconditions for Proactive Use Cases:

· Watcher: Romeo receives the requested data as result of the proactive authorization
· Principal: Juliet is able to access recorded information that contain information who has been watching her PI
· Privacy Enforcing Entity: Save recorded information to support Juliet with information about watcher activities
5.6.4.6 Normal Flow for Proactive Use Cases:

230) Romeo wants to subscribe or fetch Juliet’s PI

231) The Privacy Enforcement Entity acting for Juliet verifies if Romeo is known and enabled for proactive authorization and which authorization category he is assigned to

232) Due to a positive result for authorization Romeo is subscribed for the PI as requested

233) Romeo receives the PI that reflects the result of his request

5.6.4.7 Operational and Quality of Experience Requirements for Proactive Use Cases:

The authorization for PI access of known communication partners is automated and is under the principal’s control.

5.6.5 Proactive Authorization – Common Group, Strictly Secure

5.6.5.1 Short Description for Proactive Use Cases:

This use case describes a scenario where membership in common groups is strictly secure, i.e. the group owner has specified a closed membership model that he or she controls.

A watcher (new colleague named Bob) unknown to the principal (named Juliet) is authorized proactively because both are members [metadata membership] of the same potentially externally hosted group (Company, Division, Department…). 

· The principal’s authorization engine needs support by the group owner to identify if the watcher asking for PI is really a member of the group as he disclosed to the principal. Therefore the privacy enforcement entity sends a request to the group owner’s entity (E.g. Companies Directory Service) asking for verification of the identity delivered by the requesting watcher. Only positive return values from the verification authority enable the watcher automatically. (First contact of watcher may be shown optional to the principal.)
5.6.5.2 Actors for Proactive Use Cases:

For the “common group” use case two modes for authorization arise alternatively:

· Watcher: Bob (a new colleague of Juliet) is interested in Juliet’s PI since he is asked by their boss to harmonize a presentation he should finish since Juliet is on a business trip but he didn’t know where she is. The PA service is able to inform Bob about her time zone details to support him making respectful calls (E.g. don’t disturb her during the night hours).

· Privacy Enforcement Entity: Acts on behalf of Juliet which is normally not informed about the data access requests

· Directory Service (Company, Operator) activated by the Privacy Enforcement Entity of the principal identifies that Bob as a group member of department (May be with Certificate)

5.6.5.3 Actors Benefits:

· Watcher can use its membership as authorization to get information that supports his mobile communication. 

· Principal doesn’t need to handle his own lists if he allows team members to get parts of his PI. (Company, Sport Club)

· Organizations: Members are able to communicate more efficient. They do not spend time to manage other team members. The centralized directory service exists anyway within organizations and could be reused rather simple to support the organization members during mobile communication.

5.6.5.4 Pre-conditions for Proactive Use Cases:

· Watcher: Bob is known to the company’s directory service. Bob and Juliet share the membership to a list called like their department hosted by their company. This enables him to send Juliet as unknown watcher a request for her PI.

· Principal: Trust the Privacy Enforcement Entity using groups to verify watcher identity

· Privacy Enforcing Entity: Proactive authorization of external groups is enabled and Juliet allows the verification of the watchers identity as a key to automatically access her presence data (e.g. verify watchers metadata signature…) 
5.6.5.5 Postconditions for Proactive Use Cases:

· Watcher : Bob receives the requested data or an error message depending on the result of the proactive authorization 

· Principal: Juliet receives a notice that someone unknown before is accessing her PI and is able to watch the membership assigned authorization lists attributes. (If notification of new proactive watchers is enabled)

· Privacy Enforcing Entity: Store the subscription of the requesting watcher to the PI of Juliet. Keys received from the Directory Service during watcher identification might be stored to reduce transaction costs for future requests (proxy for the keys).

· Directory Service (Company, Service provider, …) Record information about approved identity and supporting information for identity verification. (E.g. public keys)
5.6.5.6 Normal Flow for Proactive Use Cases:

234) Bob also sending metadata with signature about his relation to a common group (e.g. Company employee) wants to subscribe or fetch Juliet’s PI 

235) The Privacy Enforcement Entity tries to verify the group relation

236) Due to the group type "Hosted by my Company" high security is necessary

237) The Identity delivered by the watcher is send to the company’s certification authority

238) The Company’s Certification Authority sends the public key of the watcher to the Privacy Enforcement Entity

239) The Privacy Enforcement Entity is now able to verify the metadata signature

240) In the positive case Bob unknown before but verified now is allowed to see the requested PI controlled by the mapping between authorization profile and the group membership.

241) Juliet may be informed about the watcher that got her data

5.6.5.7 Operational and Quality of Experience Requirements for Proactive Use Cases:

Supporting managed and externally hosted groups for proactive authorization simplifies the group communication for all group members. Groups are very effective in reaching a common treatment for a class of subscribers that need information to enable services that deliver more comfort to its users (e.g. respectfully call by using PI). 

This has to be done carefully since the service provider has to guarantee fraud protection in his own and the user’s interest. Privacy needs to be enforced since membership declaration to a group could be faked. 

5.6.6 Proactive Authorization – Common Group

5.6.6.1 Short Description for Proactive Use Cases:

Due to different common group categories different levels of trust should be supported. This use case describes a model where a relationship of trust exists, as described below:

A watcher (new team member of a Volleyball team named Francesca) unknown to the principal (named Julie) is authorized proactively because both are members of a group moderated by their trainer. Since Julie trusts her trainer that he is moderating the group very responsible she allows all group members to request her PI with the authorization profile used for the group.

· Trust by relation: The moderator and owner of the group is someone the principal trusts. He is the only one that is able to change membership. (E.g. Trainer of the Volleyball team) Any request for PI the principal allows if the watcher is a member of the moderated group (E.g. Volleyball team). The privacy enforcement entity should verify for the principal if the watcher is known as group member. (New group member requests may be shown optional to the principal.)

5.6.6.2 Actors for Proactive Use Cases:

For the “common group” use case two modes for authorization arise alternatively:

· Watcher: Francis (a member of Juliet’s Volleyball team) is interested in Juliet’s PI to identify if Juliet or some one else of the team is able to guide her to the match.

· Privacy Enforcement Entity: Acts on behalf of Juliet which is normally not informed about the data access requests

· Trust by relation: The principal (Juliet) allows the Privacy Enforcement Entity to approve group members (e.g. Volleyball team) to access her PI. May be restricted to a time frame booked as activity with that group (e.g. match of the Volleyball team Juliet is member of). (May be without Certificate)

5.6.6.3 Actors Benefits:

· Watcher can use its membership as authorization to get information that supports his mobile communication. 

· Principal doesn’t need to handle his own lists if he allows team members to get parts of his PI. (Company, Sport Club)

· Organizations. Members are able to communicate more efficient. They do not spend time to manage other team members. The centralized directory service exists anyway within organizations and could be reused rather simple to support the organization members during mobile communication. 
5.6.6.4 Pre-conditions for Proactive Use Cases:

· Watcher: Bob is known to the company’s directory service. Bob and Juliet share the membership to a list called like their department hosted by their company. This enables him to send Juliet as unknown watcher a request for her PI.

· Principal: Trust other members moderating the group member list

· Privacy Enforcing Entity: Proactive authorization of external groups is enabled and Juliet allows the automatic access of the group members

5.6.6.5 Postconditions for Proactive Use Cases:

· Watcher: Bob receives the requested data or an error message depending on the result of the proactive authorization 

· Principal: Juliet receives a notice that someone unknown before is accessing her PI and is able to watch the membership assigned authorization lists attributes. (If notification of new proactive watchers is enabled)

· Privacy Enforcing Entity. Store the subscription of the requesting watcher to the PI of Juliet. Keys received from the Directory Service during watcher identification might be stored to reduce transaction costs for future requests (proxy for the keys) 

· Directory Service (Company, Service provider, …) Record information about approved identity and supporting information for identity verification. (E.g. public keys)
5.6.6.6 Normal Flow for Proactive Use Cases:

This flow demonstrates the behavior in a group where the group moderator is a person the principal knows and trusts.
242) Francis is sending metadata about relations to a common group (e.g. Volleyball team) wants to subscribe or fetch Juliet’s PI 

243) The Privacy Enforcement Entity verifies the group relation delivered by Francis. (Group Type "Hosted by a moderator of trust")

244) Francis is allowed to see the PI of Juliet if the verification results are positive

245) The principal may be informed about the authorization of a new group member

5.6.6.7 Operational and Quality of Experience Requirements for Proactive Use Cases:

Supporting managed and externally hosted groups for proactive authorization simplifies the group communication for all group members. Groups are very effective in reaching a common treatment for a class of subscribers that need information to enable services that deliver more comfort to its users (e.g. respectfully call by using PI). 

This has to be done carefully since the service provider has to guarantee fraud protection in his own and the user’s interest. Privacy needs to be enforced since membership declaration to a group could be faked. 

5.6.7 Authorization Category:
5.6.7.1 Short Description for Authorization Category:
All decision supporting use cases try to reduce the effort necessary for the principal to decide about data requests by watchers. They are mainly relevant for the reactive mode since they support the principal to prepare the proactive uses case.

Authorization Categories (ACs) support the principal to categorize incoming requests of watchers by identifying and selecting a relation of trust. This selection automatically assigns all presence tuples at once since they are predefined (normally by the service provider) for every single ACs. If the principal needs other ACs he should be able to change them or to create new ACs. 

Reactive authorization decisions about access to presence elements should be as much simplified as possible. Therefore ACs should be used by the principal to formulate groups of people he has the same relation with. (E.g. Family, Colleagues, Friends, interesting Man…)  The assigned presence tuples for every AC guarantees the principal the control of the attributes shown to requesting watchers.

5.6.7.2 Actors for Decision Support Use Cases:
· Watcher: Harry wants to fetch or subscribe to PIdata of Juliet

· Principal: Juliet is willing to decide on request about her PI  (During reactive use case)

· Privacy Enforcing Entity:

· Stores and manages supporting features (e.g. Authorization categories)

· Enable persistency for decisions

5.6.7.3 Actors Benefits:

· Watcher: Due to the simplified transaction for the principal the chances to get what the watcher wants improve since it is less complicated to judge about data requests. 

· Principal: The assignment of a watcher to an Authorization Category is a very intuitive and easy understandable way to decide about privacy settings. The number of decision is reduced significantly without losing control

· Privacy Enforcing Entity: Due to a common mindset of the principal and the watcher about a common AC it might be meaningful to support sharing them as an option.

5.6.7.4 Pre-conditions for Decision Supporting Use Cases:

· Watcher:  Harry wants to fetch or subscribe to the PI of Juliet

· Principal: Juliet wants to use ACs to decide about publishing her data. She owns some ACs (e.g. Operator defaults and/or self generated)

· Privacy Enforcing Entity: ACs are supported (e.g. Storage; Management; Predefined)
5.6.7.5 Postconditions for Decision Supporting Use Cases:
· Watcher: Acknowledge for the request getting PIdata and/or status
· Principal: Harry is assigned to a dedicated AC. 
· Privacy Enforcing Entity: AC assignment is stored (Storage; Management)
5.6.7.6 Normal Flow for Decision Supporting Use Cases:

246) Harry starts a request for Juliet’s PI

247) Juliet receives the request as reactive authorization request

248) Juliet decides to assign Harry for the AC “interesting Man” 

249) Harry gets an acknowledge that reflects Juliet’s decision

5.6.7.7 Alternative Flow for Decision Supporting Use Cases:

250) Harry starts a request for Juliet’s PI 

251) Juliet receives the request as reactive authorization request

252) Juliet couldn’t remember Harry very well therefore she decides to assign Harry for the AC “interesting man” but only for a small time period not for proactive requests.

253) Harry gets an acknowledge that reflects Juliet’s decision

5.6.7.8 Operational and Quality of Experience Requirements for Decision    Supporting Use Cases:

Juliet needs to understand and to easy control her presence data shown to different watchers. Additionally the number of decision about presence tuples should be as low as possible. Therefore:

· Authorization Categories significantly reduce the number of decisions necessary to control data access for watchers 

5.7 WSI

5.7.1 Level 0

5.7.1.1 Corporate Directory

This use case describes a user (U1) using a desktop computer to access a corporate personnel directory (A) that uses the web service interface of the presence service (B) to find out the presence information of a co-worker (U2). Co-worker (U2) uses a presence-enabled terminal connected to presence service B to publish their availability. 

U1 wants to contact co-worker U2 to ask about the meeting tomorrow. In order to check the best way to contact U2, U1 accesses the company’s personnel directory service in the intranet, and searches for U2’s information entry. The directory service then asks for U2’s presence information from the IMPS server using WSI, so that it can also embed the presence information to the information it returns to U1. U1 gets the information and can see from that that U2 is in a meeting so U1 sends a text message instead of calling U2.

5.7.1.2 Mobile Information Service

This use case describes the user (U1) using a presence-capable mobile terminal to receive value-added information as presence information of a company that has subscribed to the presence system as a presence user. The company uses an existing web-based service (A) and the web service interface of a presence service provider’s presence service (B) to publish and update the information.

U1 subscribes to the presentity representing the company A because A provides timely information about the happening in U1’s home city. A publishes information about new movie having its premiere next week. A sends an update to its presence information in the server B using WSI, with an eye-catching image and a status text about the premiere of the movie. B sends updates on A’s presence information to all Subscribers subscribing to A’s presence information. U1 gets this information in the mobile terminal, and sees it.

5.7.1.3 Mobile Gaming Service using Presence

This use case describes a mobile gaming service (A) subscribing to the presence information of users that have registered to use the gaming service using WSI of an IMPS service (B). This is an additional feature to an online gaming service where the users can play against each other using service specific access technology. 

User (U1) authorizes A to subscribe to their presence information to see when U1 is available for a game. A user (U2) accesses the game and wants to play a game of chess with a better-than-average player. A checks possible opponents from its ranking list and sees that U1 is the most suitable player that has updated their presence information to “available”. A then sends a message to U1 saying that U1 could advance 5 steps by winning against this challenger. U2 decides to accept the challenge t gain positions in the ranking. 

5.7.2 Fetch Presence 

This use case introduces the Presence WSI case of enhancing a web service by fetching a set of the presence information of presentity from presence server using WSI. 

This use case shows the use of presence information retrieval as the information is needed in the context of a web based corporate directory that can be accessed using intranet-connected workstations. Specifically, this use case takes into account the specific issues of the work item, such as using WSI and providing basic presence functionality with as small changes to the existing service as possible.

Presence service system’s internal interaction is not discussed in detail. Also, the user’s access to the web service is not discussed in detail.

5.7.2.1  ASK  \* MERGEFORMAT Short Description

This use case describes a web-based service (Web Service Consumer) fetching the Presence Information of Presentity in the Presence Service (Web Service Provider) using WSI. 

This use case is applicable to any service/application using IMPS WSI, but, as an example, the level 0 use case context in this is a web-based corporate directory service that can be accessed with terminals using web technologies and connected to the corporate Intranet. The directory service has an entry for all employees showing - in addition to other information – a set of presence information of the employees using a presence-enabled terminal. User #1 uses a desktop computer to access the corporate directory that uses the WSÍ provided by the Presence Service to find out the Presence Information of a co-worker (User #2).

In the corporate directory setting, presence information is only requested when the user asks for a certain user’s directory entry.

5.7.2.2 Actors

· Corporate Directory Service (A) – Web Service Consumer. Acts as a role of the Watcher (Fetcher) User Agent. A corporate directory service using the WSI to fetch the Presence Information of U2’s Presentity from B.

· Presence Service (B) – Web Service Provider. Acts as a role of Presence service. A service provider for Presence Service implementing the web service interface for presence. 

· User #1 (U1) – User looking for the contact and availability information of U2 from A.

· User #2 (U2) – Co-worker of U1 updating their presence information utilizing B using a presence-enabled terminal.

5.7.2.3 Pre-conditions

· U1 can access A

· U2 is registered to use B

· U2 can publish its Presentity’s Presence Information in B

· U2 has authorized A to fetch their Presentity’s Presence Information

· A is registered to use B

· B implements the presence WSI

· A can use WSI according to the OMA WSF

5.7.2.4 Postconditions

· U1 has the presence information of U2

5.7.2.5 Normal Flow
254) U2 updates their presence information in presence service B.

255) U1 accesses A, and queries for U2’s directory entry

256) A sends FetchPresence request to B with the credentials of U2 and the set of presence information A wants to show on the directory entry to U1.

257) B sends FetchPresence response to A with the current presence information of U2.

258) A shows this information as part of the directory entry
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1 These messages are not in scope of this document, and are presented here only for sake of completeness

5.7.3 Update Presence 

This use case introduces the Presence WSI case of enhancing a web service by updating the presence information of a user or a service using WSI instead of the presence system protocols. 

This use case shows the use of presence update in the context of a source of information (e.g. advertisements, weather information) using presence status of a business with a web service. Specifically, this use case takes into account the specific issues of the work item, such as using WSI and providing basic presence functionality with as small changes to the existing service as possible.

Presence service system’s internal interaction is not discussed in detail. Also, the user’s access to the web service is not discussed in detail. 

5.7.3.1  ASK  \* MERGEFORMAT Short Description

This use case describes a Content Service (Web Service Consumer) publishing and updating information (e.g. advertisement, weather information) as presence information in a Presence Service (Web Service Provider) using WSI. User receives this information as the presence information of the Presentity of the Content Service using Presence Service specific access methods.

This use case is applicable to any service/application using IMPS WSI, but, as an example, the level 0 use case context in this is a Content Service as an information service provider. Information service publishes and updates the value-add information as the presence information of its Presentity in the Presence Service.

5.7.3.2 Actors

· Information service (A) – Web Service Consumer. Acts as a role of Presentity User Agent. Company providing value-add information by publishing and updating the information using the WSI of Presence Service B to reach customers  (U1) subscribed to the Presentity’s Presence Information. 

· Presence Service (B) – Web Service Provider. Acts as a role of Presence service. A service provider for Presence Service implementing the web service interface for presence.

· Mobile User #1 (U1) –User using a presence capable terminal to receive information from company A by subscribing to that company’s Presentity’s Presence Information in Presence Service B.

5.7.3.3 Pre-conditions

· U1 is registered to use B

· U1 is subscribed to the presence information of A utilizing B

· A has published the information as a presence attribute utilizing B

· A can update the information as a presence attribute utilizing B

· B implements the presence WSI

· A can use WSI according to the OMA WSF

5.7.3.4 Postconditions

· A has received information from B showing that update was successful

· U1 has received the value-add information after A has updated its presence status in B

5.7.3.5 Normal Flow

259) A sends Update request to B with the information presence attributes and corresponding values that need to be changed

260) B sends Update response to A informing of success
261) B sends a notification to U1 about the changed state of A’s presence
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5.7.4 Subscribe, Get Notifications and Unsubscribe to Presence 

This use case introduces the Presence WSI case of enhancing a web service by subscribing to presence information of the service users using WSI. As parts of the subscription feature, this use case covers subscribing, getting notifications and unsubscribing.

This use case shows the use of subscriptions in the context of a mobile service (e.g. gaming service), where the service can subscribe to the availability to use the mobile service of the users of the presence system. The mobile service can use the users’ availability information to see if they are available to use the mobile service. Specifically, this use case takes into account the specific issues of the work item, such as using WSI and providing basic presence functionality with as small changes to the existing service as possible.

Presence service system’s internal interaction is not discussed in detail. Also, the user’s access to the web service is not discussed in detail. 

5.7.4.1  ASK  \* MERGEFORMAT Short Description

This use case describes a Mobile Service (Web Service Consumer) subscribing to the Presence Information of the Presentities in the Presence Service (Web Service Provider) using WSI. This use case also includes getting the notifications based on the subscriptions generated in the Presence Service to the Mobile Service using WSI. 

This use case is applicable to any service/application using IMPS WSI, but, as an example, the level 0 use case context in this is a mobile gaming service. It subscribes to the changes in the Presence Information of the users, who are registered to use the gaming service. The mobile gaming service can use the information, for example, to check who would be available to play and could be asked to join a game. 

5.7.4.2 Actors

· Mobile Gaming Service (A) – Web Service Consumer. Acts as a role of the Watcher (Subscriber) User Agent. A service provider for the gaming service using WSI to get the user’s availability to play from Presence Service B.

· Presence Service (B) – Web Service Provider. Acts as a role of Presence service. A service provider for Presence Service implementing the web service interface for presence.

· Mobile User #1 (U1) – User registered to use the mobile gaming service A and presence service B publishing their Presentity’s Presence Information in B.

5.7.4.3 Pre-conditions

· U1 is registered to use A

· U1 is registered to use B

· U1 has published their Presentity’s Presence Information utilizing B

· U1 can update their Presentity’s Presence Information utilizing B

· U1 has authorized A to access their Presence Information

· B implements the Presence WSI

· A can use WSI according to the OMA WSF

5.7.4.4 Postconditions

· A has access to the Presence Information of U1

5.7.4.5 Normal Flow

262) A sends a Subscribe request to B for U1’s presence parameters.

263) B sends Subscribe response to A with the current status of the presence information subscribed to.

264) U1 updates their presence information in B.

265) A sends Get Notifications request to retrieve the all the notifications that have been created in B based on A’s subscriptions.

266) B sends Get Notifications response with a list containing all of the notifications created in B based on A’s subscriptions since the last Get Notifications transaction. This includes the notification based on the change to U1’s presence information.

267) When A no longer needs the presence information changes of U1, it sends Unsubscribe request with the user id of U1 to B.

268) B sends Unsubscribe response back.
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1 These messages are not in scope of this document, and are presented here only for sake of completeness
5.7.4.6 Alternative flow

This alternative flow clarifies the flow in case of several updates from a user or multiple users between Web Service Consumer’s two successive messages to get notifications from the Web Service Provider.

269) A sends a Subscribe request to B with U1’s credentials and the presence parameters A wants to subscribe to.

270) B sends Subscribe response to A with the current status of the presence information subscribed to.

271) U1 updates their presence information in B using their mobile terminal.

272) U1 updates their presence information in B using their mobile terminal.

273) U1 updates their presence information in B using their mobile terminal.

274) A sends Get Notifications request to retrieve the all the notifications that have been created in B based on A’s subscriptions.

275) B sends Get Notifications response with a list containing all of the notifications created in B based on A’s subscriptions since the last Get Notifications transaction. This includes all three notifications based on the changes to U1’s presence information in the order they have been created in B.

276) When A no longer needs the presence information changes of U1, it sends Unsubscribe request with the user id of U1 to B.
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1 These messages are not in scope of this document, and are presented here only for sake of completeness
5.8 Open Issues

<Anything that the author(s) want to mention and which needs further clarification. (optional)>
6. Requirements
(Normative)

[At this stage of the requirements document development, the actual requirements are collected and handled in the Detailed Requirements sheet in Appendix B. These will be moved to the normative part of the document after the requirements categories to be used have been identified.]

6.1 High-Level Functional Requirements

6.1.1 General

277) The Presence Service SHALL be specified in such a manner that no specific execution environment, operating system, or programming language is unfairly favored for the implementation of a conforming Presence Service. 

278) Required interfaces to the Presence Service SHALL not be specified in terms that unfairly favor any execution environment, operating system, or programming language.

279) The Presence Service SHALL be independent of the technology of the access network. For example, it would be inappropriate to specify a Presence Service that works only for GPRS networks. This requirement SHALL NOT preclude making information specific to an access network available to the Presence Service.

280) The Presence Service SHALL interact with external presence services using industry-standard protocols and data formats to the extent enabled by those industry-standard protocols and data formats.

281) OMA SHALL work with other specifying bodies to extend industry-standard protocols and data formats as needed to meet the requirements of any interfaces between the Presence Service and external presences services that cannot be effectively met with available industry-standard protocols and data formats. 

282) The Presence Service SHALL leverage existing and developing presence technology as defined in existing standards if that is possible and propose extensions to them in case it is necessary.

283) The Presence Service SHALL continue to be supported when the user roams to another network that supports the presence service. 
284) The Presence Service SHOULD take into account changes in the network derived availability (e.g. the user is in a no coverage area) or the mobility (e.g. the user is in the home or visited network) of users.

285) The Presence Service SHALL comply with the privacy requirement described in [Privacy].

286) The presence service SHOULD allow efficient use of transport resources.
6.1.2 User Experience

287) It SHALL be possible for Presence Service Users to utilize the presence service in order to communicate to others certain information and preferences (presence information), such as their willingness and availability to communicate using particular communication means.

288) The Presence Service MAY allow Presence Service Users to communicate this information by creating and activating “profiles” such as “Working”, “Meeting”, “Out to lunch”, “Discreet”, “Busy”, “Do Not Disturb”, etc. 

289) The Presence Service SHALL not limit such profiles to pre-specified content.

290) The Presence Service SHALL allow for such profiles to be suitably customized to meet the needs of a variety of applications and end-users.

291) While the number and content of those profiles will vary, the Presence Information elements that will be communicated as a result SHALL be defined such that their semantics are very precise in order to ensure that they are consistently interpreted across applications. [For more information see Section 6.1.4 Presence Information]

6.1.3 Features

[Note that the term “Presence Service user” refers to any entity accessing the Presence Service, and not necessarily an end-user.]

292) Presence Service users SHALL be able to configure the Presence Service, as detailed below.

293) Presence Service administrators SHALL be able to configure the Presence Service, to override any or all settings of individual users.

294) Presence service SHALL support presence information for multiple, concurrent presence enabled services for each presence subscriber.

295) Presence service SHALL support  concurrent, multiple terminal devices for each presence subscriber.
6.1.3.1 Publish

296) Presence Service users SHALL be able to publish presence information on their own.

297) Presence Service users SHALL be able to publish presence information on behalf of other users.

298) The Presence Service SHALL be able to aggregate and store multiple presence elements for each user.

299) Presence sources SHALL be able to publish one or more presence elements at a time.

300) The Presence Service SHALL be able to retrieve presence information from presence sources (network entities, end-users, etc.) either ad-hoc or on a periodic basis

301) The Presence Service SHALL be able to accept presence information received from user-authorized presence sources (network entities, end-users, etc.)

302) More than one Presence Service users MAY publish the same presence elements on their own or on behalf of other users. 

6.1.3.2 Subscribe

303) Presence Service users SHALL be able to request the presence information of other users (including group lists that represent multiple users), on an ad-hoc basis.

304) Presence Service users SHALL be able to request that notifications are sent on a subscription basis when there is new or modified presence information.

305) Presence Service users SHALL be able to request the presence information of other users (including group lists that represent multiple users) on subscription basis, where notifications are sent periodically.

306) Presence Service users SHOULD be able to specify other conditions upon which presence notifications are generated and sent to them.

307) Presence Service users SHALL be able to specify that a particular subscription generates full or partial (i.e. incremental) notifications.

308) Presence Service SHALL support a mechanism through which users can choose to accept or reject incoming subscriptions that are requesting partial notifications.

309) Presence subscriptions MAY have an expiration time (a.k.a. duration). When the duration of a subscription elapses, the subscription is terminated.

310) The Presence Service SHALL notify a subscribed watcher when their subscription expires.

311) The Presence Service SHALL provide the means for a subscribed watcher to renew a subscription before it expires.

312) The Presence Service SHALL provide a mechanism for the subscribing watcher and subscribed-to presentity to negotiate the subscription duration. . Negotiation should be between the subscriber suggesting a duration and the subscribed-to presentity determining the actual subscription duration.

313) The Presence Service SHALL provide a mechanism for a presentity to cancel a subscribed watcher’s subscription. 
314) The Presence Service SHALL provide a mechanism that can be used to notify a subscribed watcher of the cancellation of their subscription, subject to the preferences of the presentity.

315) The Presence Service SHALL provide a mechanism for a subscribed watcher to cancel their subscription(s).

316) A presentity MAY accept or deny incoming subscriptions. This MAY be done in advance, or as those subscriptions arrive.

317) A subscribing watcher SHALL be notified as to whether the requested subscription was accepted or denied.

318) A presentity MAY deny an incoming subscription, while indicating it accepted it (polite blocking).

319) The Presence Service SHALL provide the means to enable presentities be notified of any requests (whether ad-hoc, subscription-based, or otherwise) for their presence information.

320) The Presence Service SHALL provide the means to enable presentities be notified of any subscriptions to their presence information that have just expired.

321) A presentity SHALL be able to authorize a watcher to retrieve its presence information, via one or more of the mechanisms described here, on behalf of another watcher.

322) A presentity SHALL be able to authorize a user to cancel a subscription on its behalf.

323) It SHALL be possible for a watcher to request that they receive a particular subset of a presentity’s presence information, subject to the presentity’s preferences.

324) It SHALL be possible for a Presence service user to perform subscription-related operations in bulk, i.e. where the target is more than one presentity. 

325) It SHALL be possible for a subscribing watcher to specify a maximum desired notification frequency.

6.1.3.3 Notify

326) The Presence Service SHALL be able to generate asynchronous notifications in response to subscribed-to events.

327) The Presence Service SHALL support a mechanism such the order of transmitted notifications can be maintained

328) The Presence Service SHALL cancel a subscription, if the notifications pertaining to that subscription are undeliverable.

329) It MAY be possible for the Presence Service to buffer or otherwise store notifications, so that the subscribed watcher, in lieu of asynchronous notifications, can retrieve them.

330) The Presence Service SHALL implement a FIFO ordering mechanism for the purpose of the above requirement. The Presence Service MAY also implement additional ordering mechanisms.

331) It MAY be possible to retrieve buffered notifications pertaining to more than one user in bulk.

6.1.3.4 Preferences

332) Presence Service users SHALL be able to control how their presence information is disseminated

333) Presence Service users SHALL be able to define policies such that the Presence Service disseminates different information to individual watchers or groups of watchers. 
334) The defined policies SHALL cover the possibility of anonymous or unauthenticated watchers.

335) It SHALL be possible to define default policies that apply to watchers that do not fall in any of the specified groups.

336) It SHALL be possible to apply a policy to a particular watcher or to a particular request. In other words, the policy for a particular watcher can be defined once, or it can be evaluated every time a request from that watcher is made.

337) For each said watcher or group of watchers, Presence Service users SHALL be able to define policies such that the Presence Service will reveal all their presence information, a subset of their presence information, or any other information (whether that is true or not), fully or partially based on their presence information.

338) The Presence Service SHALL provide mechanisms which may be used to limit the number of times a watcher can retrieve the Presence Information of a presentity.

339) Administrators SHALL be able to define default policies for all their users.

340) Administrators SHALL be able to define default policies on a per-user basis or per group basis.

6.1.3.5 Delegation

341) The Presence Service SHOULD allow the selective authorization of Presence Service users to perform publication related features on behalf of other Presence Service users.

342) The Presence Service SHOULD allow the selective authorization of Presence Service users to perform subscription related features on behalf of other Presence Service users.

343) The Presence Service SHOULD allow the selective authorization of Presence Service users to configure preferences on behalf of other Presence Service users.

344) The Presence Service SHOULD allow the selective delegation of features to the Presence Service, such that those features can be applied by the service when the Presence Service users are out of contact.

6.1.4 Presence Information

Presence Information Content

345) Presence information relating to a particular presentity SHALL be segmented in zero or more presence elements.

346) The Presence Service SHALL provide the means to associate priority levels with presence elements regarding communications means, communication addresses, and any other elements where priority may be meaningful.

347) Presence Service SHALL provide a means where Presence Information elements may be associated with a time at which the element should no longer be considered valid

Presence Information Format

348) The Presence Service SHALL support a format that is able to represent a rich set of presence information.

349) Presence Information SHALL be represented using a standard format, for the purpose of exchanging presence information.

350) A standard format and information semantics (including values where applicable) SHALL be defined for the following common information:

a) Default Subscriber Willingness (e.g. willing, not willing, etc.)

b) Application-specific Subscriber Willingness (e.g. willing for PoC, not willing for IM etc);
c) Overriding Subscriber Willingness (e.g. willing, not willing);
d) Application-specific Availability (e.g. registered with the PoC service);
e) Network Availability (e.g. the phone is attached to the network, out-of-coverage, etc.);
f) Communication address (e.g. email address, phone number, etc.);

g) User supplied activity and location
i) Activity (e.g. in a meeting, at the movies, on the phone etc.);

ii) Textual location (e.g. at home, at work, at the supermarket, etc.);

h) Location (e.g. device-derived location, network-derived location, etc.);
i) Client device capabilities
i) Application capabilities(e.g. voice, text,, multimedia, etc.);

ii) Bearer capabilities (e.g. UMTS, GPRS etc);
j) Time-zone (e.g. GMT etc);
k) Personal information

i) Mood (e.g. textual: happy, angry, sad, etc. or picture: smiley face, frowning face, etc.)

ii) Hobbies (football, fishing, computing, dancing, etc.).

iii) Preferred language (e.g. English, Spanish etc);

iv) Icon (e.g. a status icon of the user’s choice)
351) The Presence Information format SHALL comply with standard IETF formats, where relevant.

352) The Presence Information format SHALL be registered with IANA as a MIME-type.

353) The Presence Information format SHOULD use a standard mark-up language.

354) In order to transfer Presence Information over a wireless link (e.g. low bandwidth, high latency, and high error rate link) it may be necessary to define an additional format. In this case, appropriate mappings to the standard format SHALL be defined.

355) The Presence Information format SHALL be able to represent the Presence Information as a set of zero or more elements.

356) The Presence Information format SHALL provide the means to uniquely identify an element.

357) The Presence Information format SHALL provide the means to associate an element with an expiration date.

358) It SHOULD be possible to extend the presence format, without affecting previously defined aspects.

359) The Presence Information format SHALL support multiple character sets.

360) The Presence Information format SHALL include a way to identify the presentity to which it pertains.

361) The Presence Information format SHOULD include a way to include Presence Information indirectly (e.g. by providing a link to a different location)

Enabler specific issues

362) The Presence Service SHALL specify the presence information elements in such a way that they can be used consistently and without ambiguity across multiple enablers.

363) Enablers that use the presence service SHOULD re-use the elements defined above where appropriate, instead of redefining them in an application-specific manner.

364) The Presence Service SHALL allow other enablers to define new presence information elements that are application specific.

365) Enablers that use the presence service and need to define new presence information elements SHOULD define a standard format and information semantics (including values where applicable) for those elements.

6.1.5 Group Management in Presence

366) The Presence Service SHALL allow Presence Service users to utilize group lists, e.g. contact lists.

367) Definitions and requirements of/for group lists are found in [GM].

6.1.6 Network Interfaces

368) The Presence Service SHALL support a SIP/SIMPLE-based network interface

369) The Presence Service SHALL support a Web Services-based network interface

370) The WSI interface of the Presence Service SHALL conform to the OMA Mobile Web Services (MWS) specifications [OWSER-OWV], [OWSER-Spec], [OWSER-BP].

371) The supported network interfaces SHALL make it possible for a logical entity to simultaneously access the Presence Service from multiple physical locations.

372) The supported network interfaces SHALL be suitable for a variety of other services to access the Presence Service.

373) The supported network interfaces SHALL be designed to support extensions, while maintaining backwards compatibility.

6.1.7 Security
Editors Note: This set needs to be reviewed by Security WG as suggested by contribution 2004-REQ-0093
374) Presence Service SHALL include mechanisms to securely authenticate entities that require access to the Presence Service.

375) The supported network interfaces SHALL include mechanisms to support non-authenticated users that require access to the Presence Service.

376) The supported network interfaces SHALL include suitable mechanisms to prevent denial-of-service attacks.

377) The supported network interfaces SHALL include suitable mechanisms to prevent replay attacks.

378) The supported network interfaces SHALL include suitable mechanisms to prevent maintain the privacy of exchanged information.

379) The supported network interfaces SHALL include suitable mechanisms to prevent third parties from interfering with the provided services.

380) The supported network interfaces SHALL include suitable mechanisms to verify the authenticity of exchanged messages.

381) The supported network interfaces SHALL include suitable mechanisms to verify the integrity of exchanged messages.

6.1.8 Devices

6.1.9 Charging
6.1.10 Administration & Configuration
6.1.11 Overall System 
Appendix A. Detailed Requirements
(Informative)

This appendix provides summary of the detailed requirements, and is explicitly identified as being informative. The summary is in the form of an embedded spreadsheet to facilitate sorting and ordering of the requirements. The spreadsheet also provides columns for selected criterion for each requirement.

	Unique identifier for the requirement
	The source for the requirement.
	The description of the requirement with "requirement level" as defined by www.ietf.org/rfc/rfc2119.txt
	Release number (1..3)., Where 1 means the release being targeted by the requirements, 2 means the next release and 3 meaning some future release.
	Priority number (1..3), means the implementation requirement level defined by RFC2119. Where 1=MUST, 2=SHOULD, 3=OPTIONAL
	Identifier of any related requirement(s)
	Use Case reference
	Other information

	Req UID
	Source
	Requirement
	Rel 
	Pri
(1=MUST
2=SHOULD
3=OPTIONAL)
	Rel Req
	UC
	Comment

	GO-3
	[OMA1]
	The ability to correlate user accounts with subscriber identities for billing and policy management 
	 
	 
	 
	 
	 Kennie Kwong

	PP-51
	As specified in [3GPP PS] 8
	"The presence service shall be able to support various charging mechanisms both for On-line and Off-line charging. The following charging characteristics shall be considered:

- charging for a user's registration as a presentity

- charging for each subscription to presence information for a user

- charging for presence information retrieval for users

- charging for presence information notifications received for users

- charging for presence information usage when in a visited network"
	 
	 
	 
	 
	 Kennie Kwong

	PP2-67
	As specified in [3GGP2 PS] PRV-01
	"The standardized presence service shall comply with specific local, national, and regional privacy regulations. "
	 
	 
	 
	 
	Indaka WeerasekeraGuirguis


Appendix B. IETF Protocol Requirements 
(Informative)

RFC2779 (http://www.ietf.org/rfc/rfc2779.txt)was created by the IMPP Working Group to serve as informative guidance as to the messaging and presence protocol requirements that any IM and Presence protocol proposed by an IETF should adhere to.  Some RFC2779 recommendations are applicable to mobile immediate messaging and may provide some guidance while developing IM protocols.

CPP (http://www.ietf.org/internet-drafts/draft-ietf-impp-pres-03.txt

) is an Internet Draft created by the IMPP Working Group that serves as informative guidance as a framework for common operations with specific presence protocols, a presence schema and message format. CPP is only an internet draft (and thus subject to change), but may provide guidance while developing Presence protocols.

Appendix C. Change History
(Informative)
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	Section
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