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1. Scope
(Informative)

This document describes use cases of Immediate Messaging (IM) in mobile and requirements for a wireless IM solution within OMA.

The overall goal of this requirements document is to investigate IM service in mobile from service provider, technological and end-users’ demands. This document contributes the development of an IM Solution for OMA. 
The overall goals of a OMA IM Solution can be stated as:

· Low latency (i.e. as close to real time as possible for an IM message exchange )

· Optimized and efficient use of available wireless resources

· Interoperability & Interworking with other standardized IM solutions

· Security

· Mobility

· Unrestricted by content type

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt
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	“IP Multimedia Subsystem (IMS) group management, (Release 6)”, ch. 5-7. 3GPP TS 22.250 V6.0.0. December 2002.
URL: ftp://ftp.3gpp.org/specs/latest/Rel-6/22_series/22250-600.zip

	[3GPP IM]
	“IP Multimedia System (IMS) Messaging; (Release 6)”, ch. 6-11. 3GPP TR 22.340 V6.0.0. December 2002.
URL: ftp://ftp.3gpp.org/specs/latest/Rel-6/22_series/22340-610.zip

	[3GPP PS]
	“Presence Service; (Release 6)”, ch. 5-9. 3GPP TS 22.141 V6.1.0. September 2002.
URL:ftp://ftp.3gpp.org/specs/latest/Rel-6/22_series/22141-620.zip

	[3GPP2 IM]
	“Wireless Immediate Messaging; Stage 1 Requirements”. 3GPP2 S.R0061 Version 1.0. October 2002.
URL:http://www.3gpp2.org/Public_html/specs/S.R0061-0_v1.0.pdf

	[3GPP2 PS]
	“Presence for Wireless Systems; Stage 1 Requirements”. 3GPP2 S.R0062 Version 1.0, October 2002.
URL:http://www.3gpp2.org/Public_html/specs/S.R0062-0_v1.0.pdf

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt

	[WAPARCH]
	“Wireless Application Protocol Architecture Specification”, WAP-210-WAPArch-20010712-a-p, WAP Forum. URI: http://www.wapforum.org/

	[WAPWAE]
	“Wireless Application Environment Overview”, WAE WAP-236-WAESpec-20010629-p, WAP Forum. URI:  http://www.wapforum.org/

	[FRAMEWORK]
	“WAP Immediate Messaging White Paper”, WAP Forum, 8-January-2002. URL: http://www.wapforum.org/

	[CPIM]
	Internet Draft: Common Presence and Instant Messaging (CPIM), D. Crocker et al, November 2001, URI: http://www.ietf.org/internet-drafts/draft-ietf-impp-cpim-02.txt

	[RFC2778]
	“A Model for Presence and Instant Messaging”, RFC2778, M. Day et al., February 2000, URL: http://www.ietf.org/rfc/rfc2778.txt

	[RFC2779]
	“Instant Messaging/Presence Protocol Requirements”, M. Day et al., February 2000, URL: http://www.ietf.org/rfc/rfc2779.txt
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2.2 Informative References

	[OMA1]
	OMA-IMPS-2003-169- IM and Presence Requirements, Input Contribution

	[OMA2]
	OMA-IMPS-WG_WSIREQ-V1_0_1-20030818-D, Permanent WG Document
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	
	

	Conversation
	An ordered exchange of immediate messages in the context of a session between users.

	Instant Messaging Service (IM Service)
	A system application by which a client is able to provide (near)

real-time messaging capabilities.

	IM Client
	An IM Service endpoint

	IM Mobile Client
	An IM Service endpoint located on a wireless device.

	IM Server
	A network entity that provides real-time messaging, directory and presence functionality.

	Presence
	Presence, or a model for presence, may include a combination of network state information (online or offline, location), application state information (idle or active) and user specified state information (available or busy).

	Session
	A stateful association of presence and other user preference, capability and identity data through which it is possible to communicate immediate messages. A session may be established between IM users or between an IM user and an IM Server.

	
	


The following definitions are referenced from [3GPP IM].

	<<definition>>
	description

	<<definition>>
	description


The following definitions are referenced from [3GPP PS].

	<<definition>>
	description

	<<definition>>
	description


The following definitions are referenced from [3GPP GM].

	<<definition>>
	description

	<<definition>>
	description


The following definitions are referenced from [3GPP2 IM].

	<<definition>>
	Description

	<<definition>>
	Description


The following definitions are referenced from [3GPP2 PS].

	<<definition>>
	Description

	<<definition>>
	Description


3.3 Abbreviations

	<<abbreviation>>
	Explanation

	<<abbreviation>>
	Explanation


4. Introduction
(Informative)

< This clause contains an overview of this requirements specification, describing the background and general objective of this requirements specification>

5. Use Cases
(Informative)

The following use cases are provided to further illustrate the functions and roles of the various system elements in the IM framework and the inter-related functions performed by the IM Server

5.1 Use Case – Setting Up My IM Service

This use case will demonstrate how a new use of IM service would configure their client and start using IM Services.  In this use case we will have a new user of the service that has a device capable of support IM, there will also be an IM server that will provide the IM services and manage buddy lists.  The user will need to be able to take his new device once provisioned for the access network, and walk through getting an IM user ID, setting up connectivity to the IM server, and setting up his IM buddies for easy access.  This will include setting up individual IM members, and creating a group IM list from the individual members.

5.1.1  ASK  \* MERGEFORMAT Short Description

This use case will describe how a new user of IM service will setup there account and gain access to the IM server.
5.1.2 Actors

Bob – The new IM User “scubabob”

Jan – Friend of Bob’s that he wants to add to his buddy list, IM screen name is “scubajan”

IM Server

5.1.2.1 Actor Specific Issues

Bob has just purchased a device that is IM capable and he wants to set it up and start “IM’ing” his friends.

5.1.2.2 Actor Specific Benefits

Bob will be able to participate in IM sessions with his friend and will quit missing out on the great parties and nights out he has been missing.

5.1.3 Pre-conditions

The device Bob has purchased needs to be provisioned and have a valid account on the access network.  This is to allow Bob access to the IM service so he can complete his IM setup.

Bob will have connected to the network so that he has connectivity to the IM server.

The IM server is connected to an IP network and is accessible via the access network Bob has connectivity through.

5.1.4 Post-conditions

Bob should have successfully configured his IM client and be able to send/receive instant messages to people in his buddy list, including groups.  He should also be able to add/delete/modify members and groups from his buddy list. 

The IM Server should have the necessary credentials to allow Bob to use the IM services available.

5.1.5 Normal Flow

1) Bob verifies that he has connectivity to the IP network from his access network (i.e. GPRS, CDMA2000™, UMTS, WLAN, etc.).  This can be done by simply observing a connectivity icon, or other methods (no part of this use case).

2) Bob selects the “IM” icon from his device and launches the service.

3) The IM Server will receive a request for IM service from Bob’s IM Client, but since the service request does not contain existing service information, but instead has the “New User” information the server will respond to the IM client with a “set up new service” response.

4) The IM client will display a message to Bob asking if he would like to setup a new service.

5) Bob selects “yes” and sends the request to the IM server.

6) The IM server will receive the request for new service from Bob, and initiates the process for defining a new user.

7) The IM server will establish a secure connection to Bob’s IM client (this could be HTTPS, TLS, or any other secure mechanism).

8) The IM server will send a form to Bob asking to input his name, and other necessary personal information (i.e. could require address, company, credit card, etc. depending on the service Bob is subscribing too).

9) Bob inputs the required information and sends it to the IM server.  The IM service received the information and processes the necessary information to validate Bob (this could be done via AAA, a credit card company, HLR, or other method).

10) The IM server gets a positive validation from Bob and creates a profile for Bob.

11) The IM server will then send a request to Bob asking him to select a screen name and password, indicating that the screen name must be between 5 – 10 characters and the password must be between 6 – 8 characters.  It also indicated the only numbers and letters maybe used and they are case sensitive.

12) Bob inputs a screen name of “scubabob” for a user name and “Divedeep” as his password and he select “continue”

13) The IM Client sends this information to the IM server over the secure connection.

14) The IM server received the information and compares the requested screen name with existing screen names to validate that it is a unique screen name and available to use.

15) The IM server validates that the screen name is OK and completes the creation of Bob’s profile and submits to its permanent IM user records.

16) Once the profile is saved the IM server sends a reply back to Bob stating profile creation completed, and ask Bob if he would like to connect to the IM service.

17) Bob (who is excited about his new service) selects “yes” and is connected to the default IM screen for new users.  This screen indicated that he has no one in his buddy list and would he like to add anyone to his list.

18) Bob selects “Add” and sends the request to the IM server.

19) The IM server receives Bob’s request and send a response to Bob asking for the IM screen name of the entry to add to his buddy list (he could also have selected entering a person via their name). 

20) Bob inputs “scubajan” to enter to his buddy list and submits it to the IM server (there could also be a need to enter both the screen name and a domain, depending if the uses are within the same system or not).

21) The IM server receives Bob’s request and looks for “scubajan” in its list of users, and locates the user.

22) The IM server checks “scubajan”’s profile and determines that to add it to Bob’s buddy list that permission must be received.

23) A notification of the approval is sent to Bob and asked if he would like to continue.

24) Bob selects “Yes-and invite “scubabob” to be added to “scubajan’s” buddy list” and submits the request to the IM server.

25) The IM server receives Bob request and generates and IM to “scubajan” stating “scubabob” would like to add “scubajan” to his buddy list, is this OK and send the request to “scubajan.

26) The IM server will go ahead and add “scubajan” to Bob’s buddy list, but will show the status as waiting on approval.

27) The IM server notifies Bob that the request is sent and waiting for authorization.

28) IM server then sends a message to Bob asking if he would like to add another buddy.

29) Bob decides he needs to get to work, so he selects “No” to add another user and submits it to the IM server.

30) The IM server receives Bob’s response and acknowledges it to Bob.

31) Bob then closes his terminal (with the IM client still running in the background) and goes to work.

32) Several hours may pass.

33) Jan logs into her IM service as “scubajan”

34) Once she is logged in and connected to the service the IM server sends her a notification that “scubabob” would like to add her to his buddy list, is this OK?

35) Jan (excited to see Bob has finally gotten into the world of IM) accepts the request and responds with an approval to have her added to Bob’s buddy list, and she accepts the request to add Bob to her buddy list.

36) The IM server receives Jan’s response.  It adds “scubabob” to Jan’s buddy list.

37) The IM server then updates Bob’s buddy list to show Jan available.

38) The IM server then sends a message to Bob indicating the “scubajan” has approved his request and she has been added to his buddy list.

39) Bob is at work, but on a coffee break and sees that Jan is online, so he selects her from his buddy list and initiates a chat session with her.

40) The IM server receives the request from Bob and sends an invite to “scubajan”

41) Jan gets the invite to join “scubabob” in a chat session and accepts the request.

42) The IM server then creates the chat session between the two and the uses “chat”.

5.1.6 Alternative Flow

1) Instead of Bob setting up his session via his mobile IM client, he has access to a high speed connection from his PC at home.

2) Bob decides to setup his IM profile via his Computer instead of his mobile IM client since the user interface is simpler.

3) Bob is connected to the Internet via his high speed connection and has his preferred browser open to his start page.

4) Bob enters the URL of the IM service he wants to subscribe to as www.GreatIM.com and send the request.

5) The IM server received the HTTP request and sends the “index” page to Bob.

6) On the index page Bob sees a link for “new service” and clicks on the link.  This sends a HTTP Get to the IM server.

7) The IM server receives the request and sends the “New User” web page to Bob.

8) The IM server establishes a secure HTTPS connection with Bob.

9) The new page is displayed to Bob as a secure connection (HTTPS)

10) Bob enters the necessary required information, including screen name and password and submits it.

11) The IM server received Bob’s information and validates the information and screen name requested.  Everything is OK so the IM server creates Bob’s profile and sends a positive acknowledgement to Bob.

12) Bob received the acknowledgement and clicks “Continue.”

13) The IM server then sends the initial setup screen to Bob.

14) Bob received the setup screen.  It is prompting him on being available through his mobile device as well as from his PC along with directions on downloading the necessary client software.  It also will allow Bob to build and manage his buddy list from either device.

15) Bob adds his friends to his buddy list and downloads the necessary clients and installs them.

16) He is now able to connect to his IM service from either his PC or his mobile device.

5.1.7 Operational and Quality of Experience Requirements

1) The user interface with the client needs to clearly define what the user should input.

2) All personal data and authorization information must be sent via some secure link.

3) All users must have control over their personal data and privacy setting.

5.2 Use Case – IM Media Sub-type

<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>

5.3 Use Case – IM Message Composition

<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>

5.4 Use Case – IM Message Persistence

<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>

5.5 Use Case – IM Conversation History

<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>

5.6 Use Case – IM Notification

This use case will demonstrate how a user of IM services will receive a notification indicating that he has received an IM.  It will describe the event through the IM system and to the users IM client.

5.6.1  ASK  \* MERGEFORMAT Short Description

In this use case there will be two IM users, and IM server, and the network needed to connect the service.  One of the users will send an IM to the other user and it will go through the network to the IM server, where it will be handled accordingly, and then a notification will be sent to the receiving user.
5.6.2 Actors

Sam (samtheman) – The user that will be receiving the notification.  In this use case this user will have a device that has an IM client installed.

Betty (bettybopp) – Will be originating an IM and sending it to Sam.  In this use case this user will have a device that has an IM client installed.

IM Server

5.6.2.1 Actor Specific Issues

Betty is a friend of Sam’s, and she wants to invite Sam to join a chat session with her to discuss plans for the evening.

Sam is busy washing his car (anticipating his evening with Betty) and has his IM client connected to his belt and is not watching his IM service, but does want to be notified of incoming IM request.

5.6.2.2 Actor Specific Benefits

Sam will be able to be notified when an IM is delivered, and Betty will be able to complete her IM session with Sam and make plans to get together later.

5.6.3 Pre-conditions

Both Sam and Betty have mobile devices with IM capability and are intelligent users of the service.  Both have their IM client online and with them. Both have the other in their IM address book.

The IM Server is in service and able to handle the IM request as defined in the user profiles.

5.6.4 Post-conditions

Sam should be notified of the incoming IM from Betty, and he is able to join the IM chat request and plan there evening.

5.6.5 Normal Flow

1) Betty realizes that Sam has not confirmed their plans for the evening and wishes to contact Sam to finalize the details.  To do this she decides to use her IM service.

2) Betty opens her IM client’s address book and selects Sam (samtheman) and inputs a message “sam r u coming this evening?” and sends it.

3) The IM client will interpret the address “Sam” as samtheman and send the message to the IM server.

4) The IM Server receives the message from Betty (bettybopp) addressed to Sam (samtheman).

5) The IM server then processes the message by checking both profiles to validate they are configured to send/receive messages between each other.  This is a valid message.

6) The IM server then verifies Sam’s current availability settings and privacy setting.  Sam is OK to receive messages.

7) The IM server now generates the outbound message to Sam and sends it.

8) The message is received by Sam’s IM client.

9) Sam’s client receives the message from the IM server and sends an acknowledgement to the IM server.

10) The IM client then generates a pop-up screen, audible alarm, and vibrates the device.  This is the actually notification.

11) Bob hears the alarm and looks at his device and sees a message from Betty (bettybopp) and accepts the chat request.

12) They chat and agree on the evenings plans.  Sam then finishes cleaning his car.

5.6.6 Alternative Flow

In this flow Sam decides he does not want to chat with Betty and declines the chat request (he has a date with Jan!).  In this instance the flow is the same as before until the IM server checks Sam’s privacy settings.

1) Betty realizes that Sam has not confirmed their plans for the evening and wishes to contact Sam to finalize the details.  To do this she decides to use her IM service.

2) Betty opens her IM client’s address book and selects Sam (samtheman) and inputs a message “sam r u coming this evening?” and sends it.

3) The IM client will interpret the address “Sam” as samtheman and send the message to the IM server.

4) The IM Server receives the message from Betty (bettybopp) addressed to Sam (samtheman).

5) The IM server then processes the message by checking both profiles to validate they are configured to send/receive messages between each other.  This is a valid message.

6) The IM server then verifies Sam’s current availability settings and privacy setting.  The IM server determines that Sam has setup his privacy setting to send an unavailable message back to Betty, and to send a notification to himself indicating the attempt.

7) The IM server generates an “Unavailable” response and sends it to Betty.

8) The IM server generates a notification message to Sam stating “attempted contact from bettybopp” and sends the notification back to Sam.

9) Betty receives a response back from the IM server indicating Sam is “unavailable”.  She is obviously upset and I feel sorry for Sam the next time she sees him!

10) Sam’s client receives the message from the IM server and sends an acknowledgement to the IM server.

11) The IM client then generates a pop-up screen, audible alarm, and vibrates the device.  This is the actually notification.

12) Bob hears the alarm ad looks at his device and sees that Betty had attempted to contact him, but was informed he was unavailable.

13) Sam then finishes cleaning his car and has a nice evening with Jan, but the following Monday at school he pays the price when Betty finds him!

5.6.7 Operational and Quality of Experience Requirements

· The receiving user shall receive notifications based on their privacy and availability settings.

· Users should be able to interpret the notifications easily

Notification should include visual, audible, and vibrating as supported by the device.

5.7 Use Case – IM Message Transfer

<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>

5.8 Use Case – IM Use of Presence

<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>

5.9 Use Case – IM Use for Group Management

5.9.1  ASK  \* MERGEFORMAT Short Description

This use case shows how mobile subscribers are making use of Group Management functionalities (e.g.: add to contact list, delete from contact list, initiate groups for IM chat). The GM functionalities can be classified either as: 

· Dynamic: These are the ones used over group IM communications (chat).  

· Static: These are the ones allowing the creation, management and deletion of IM communication groups (chat rooms). 

The mobile subscriber is given the ability:

· To decide how to manage his/her contact list(s). 

· To engage group mode communications using the specified IM service.

5.9.2 Actors



· Julia – She is the primary user to make use of Group Management functionalities. Both to manage her contact list(s) and to create/initiate a group IM communication. 

· Romeo – He acts as an example of a potential contact, i.e.: one to be added in Julia’s contact list(s). When added, either by invitation or by joining, Romeo’s contact details constitute a given contact and member of the group. 

· Maria – She acts as an example of a given contact, i.e.: one to be managed within Julia’s contact list and able to participate in chat communication initiated and controlled by Julia. 

· Instant Messaging (IM) service.

· Group Management (GM) functionalities.

5.9.2.1 Actor Specific Issues

Julia wants:

· To configure her contact list by adding a contact – in this case, Romeo.

· To configure her contact list by modifying the contents of the contact list. 

Romeo and Maria are:

· Members of the Julia’s contact list management requirements. 

The IM service provides:

· The communication(s) facilitated by GM functionalities between Julia and Romeo and/or Maria.

The GM functionalities: 

· To be able of supporting the above manipulations in the most efficient way possible.

· To work according to the commands of Julia. 

5.9.2.2 Actor Specific Benefits

Julia:

· Is able to add Romeo to her contact list according to her preferences.

· Is able to manipulate her contact list and place Romeo’s details accordingly.

Romeo:

· Becomes member of chat rooms created by Julia 
· Is able to participate in group-mode IM communication controlled and moderated by Julia.
Maria: 

· Is already in Julia’s contact list 

· Can be invited or join after request Julia’s chat room(s).

5.9.3 Pre-conditions

· Julia, Romeo and Maria are all provisioned to use the IM Service.

· The IM service they are all subscribed to is enabled by GM functionalities. 
5.9.4 Post-conditions
Julia has added Romeo to her contact list(s) and creates a chat room inviting him as well as Maria.

Romeo and Maria engage to the chat session but with limited privileges. They are able to leave the group IM communication at any time they choose.

5.9.5 Normal Flow
1. Julia decides to input Romeo’s contact details in her contact list in order for him to able to join her chat rooms. She inputs the Romeo’s contact details under her contact list “colleagues”. 

2. Julia invites Romeo to her chat room.

3. Romeo accepts invitation. Romeo is a member of the group assigned “colleague discussions” .

4. Julia notifies Maria for the chat in that group. Maria’s contact details are in contact list “friends”.

5. Maria joins the group (“colleague discussions”) IM communication.

6. Julia and her two friends are in group mode IM communication.

7. After a while Maria decides to leave the group – she does so.

8. Julia and Romeo continue the IM communication (still group, but two participating users).

9. Both decide to terminate the communication – First Romeo, then Julia leave the group.

10. After termination, Julia decides to include Romeo to her “friends” contact list. She does so by adding his details in that list and then deletes it from the list “colleagues”.

5.9.6 Alternative Flow

1. Julia decides to input Romeo’s contact details in her contact list in order for him to able to join her chat rooms. She inputs the Romeo’s contact details under her contact list “colleagues”. 

2. Julia invites Romeo to her chat room.

3. Romeo accepts invitation. Romeo is a member of the group assigned “colleague discussions” .

4. Julia invites Maria for the chat in that group. Maria’s contact details are in contact list “friends”.

5. Maria joins the group (“colleague discussions”) IM communication.

6. Julia and her two friends are in group mode IM communication.

7. After a while Maria decides to leave the group – she does so.

8. Julia and Romeo continue the IM communication (still group, but two participating users).

9. Both decide to terminate the communication – First Romeo, then Julia leave the group.

10. After termination, Julia decides to include Romeo to her “friends” contact list. She does so by moving his details in that list from the list “colleagues”.

5.9.7 Operational and Quality of Experience Requirements

· Julia has control over her contact lists(s) and she is able to modify them accordingly.

· Romeo is added to Julia’s contact list and in invited to participate in the chat room.

· Julia also invites Maria to join the group IM communication.

All three engage to group IM communication.
5.10 Use Case – IM Privacy

5.11 Use Case – Modify Contact Entry

5.11.1  ASK  \* MERGEFORMAT Short Description

This use case demonstrates a situation where an end user has the need to modify contact list information. An end user adds a couple of new entries in their contact list, yet afterwards decides that a modification is necessary. In this case the change being made is to the name, or nick nam' associated with the contact, however other information associated with an entry could also be modified. 

5.11.2 Actors

User A – An end user with mobile device having a IM client. 

'Crazy-Girl' aka 'Pretty-Girl' – An end user having access to an IM client. 

'Curly-Top' aka 'No-Hair' – An end user having access to an IM client. 

5.11.2.1 Actor Specific Issues

User A – Has a need to update information in contact list entires. 

5.11.2.2 Actor Specific Benefits

User A – Benefits from an easy method of modifing entries in a contact list such as the name identifier, phone number, and picture.

5.11.3 Pre-conditions

User A – Mobile device is enabled with a provisioned and working IM client. 

5.11.4 Post-conditions

User A – Entries in the IM contact list reflects the information User A desires. 

5.11.5 Normal Flow

1) Using his IM client, User A establishes a chat room called 'disco dancing' to attract others who are interested in his hobby of disco dancing.

2) The 'disco dancing' chat room attracts two individuals identified by 'Crazy-Girl' and 'Curly-Top'. 

3) User A requests the IM server to add 'Crazy-Girl' and 'Curly-Top' to his contact list. 

4) User A establishes an IM session with 'Crazy-Girl' and 'Curly-Top'.

5) The 3 individuals decide to meet in person the following night at a dance club. 

6) After spending the evening socializing and dancing, User A decides that the names of 'Crazy-Girl' and 'Curly-Top' don't describe his new friends. Instead, User A decides better nick names are 'Pretty-Girl' and 'No-Hair'. 

7) User A requests the IM server to modify the name identifiers of 'Crazy-Girl' to 'Pretty-Girl'.

8) The IM server accepts this name modification request and responds with updated contact list information.

9) User A requests the IM server to modify the name identifier of 'Curly-Top' to 'No-Hair'. 

10) The IM server accepts rhis mane modification request and responds with updated contact list information. 

5.11.6 Alternative Flow

<Alternative flows are needed to make the description complete, if a single flow of events does not cover the use case completely. However, avoid going into detail and do not describe all the exception handling as alternative flows. Exception handling shall be described only, if it leads to specific requirements for the overall system. (optional)>

5.11.7 Operational and Quality of Experience Requirements

User A is provided with a more convenient way of modifying entries in his contact lists.  

5.12 Use Case - Temporary Group

5.12.1  ASK  \* MERGEFORMAT Short Description

The group persistency feature allows an end user to make the decision when creating a group whether the group is to be temporary or permanent. In the event of creating a temporary group, an end user specifies a duration period for the transitory group. The group exists during this duration period and beyond if an active session is taking place at the end of the duration period. This use case describes a scenario of an end user creating  a temporary group and using this temporary group in a chat session. 

5.12.2 Actors

· Mary - End user with mobile phone provisioned with IM client.

· Tina - End user with a mobile phone provisioned with an IM client.

· Ian - End user with a mobile phone provisioned with an IM client.

· IM Client – Application resident in a mobile phone managing the IM service for the end users.

· IM Server – Network entity that communicates with the IM Client to achieve the IM service. 

5.12.2.1 Actor Specific Issues

No specific issues with any of the actors. 

5.12.2.2 Actor Specific Benefits

· Mary the end user is relieved of the burden of managing a newly created group.

5.12.3 Pre-conditions

· Mary has a mobile phone that is enabled with IM client.

· Mary has concert tickets to her favourite band, the Zombies.

5.12.4 Post-conditions

· The groups defined in Mary's IM client reflect what she desires, and the fact that the temporary 'Zombie Concert' group is not present.

5.12.5 Normal Flow

1) On the evening of the Zombie concert about 3 hours before it starts, Mary decides to create a temporary IM group to chat about the concert.

2) The IM client in Mary's mobile phone requests the IM serverto create a temporary group providing a group name of 'Zombie Concert', the fact it is a temporary group,  and the duration period of the group being 3 hours. 

3) The IM Server responds to the group creation request from Mary's IM Client with an updated contact list which includes the new 'Zombie Concert' group identified as temporary. Mary's IM Client processes this contact list update showing the 'Zombie Concert' group. 

4) In route to the concert, Mary invites Tina to join the Zombie Concert group. Tina accepts the invitation to the Zombie Concert group and says 'Hello' to the group.

5) Mary invites Ian to joing the Zombie Concert group. Ian accepts the invitation to the Zombie Concert group and says 'Hello Everyone' to the group. 

6) Three hours after Mary created the temporary Zombie Concert group Mary, Tina, and Ian are still in an active chat session and therefore the IM Server maintains the group. 

7) Sometime later Ian, Tina, and Mary exit the Zombie Concert group chat session.

8) The IM server recognizes that the active chat session has ended in the Zombie Concert group and that it is a temporary group past its expiration time. Therefore the IM server deletes the group and provides Mary's IM Client with an updated contact list, which doesn't include the Zombie Concert group.

5.12.6 Alternative Flow

<Alternative flows are needed to make the description complete, if a single flow of events does not cover the use case completely. However, avoid going into detail and do not describe all the exception handling as alternative flows. Exception handling shall be described only, if it leads to specific requirements for the overall system. (optional)>

5.12.7 Operational and Quality of Experience Requirements

· Minimizes maintenance of groups by the end user.

· Minimizes memory in an IM client to store groups. 

5.13 Use Case - Mobile Originated Chat

5.13.1  ASK  \* MERGEFORMAT Short Description

Bob sends an Instant Message to this friend Sue. Sue replies, and a conversation starts.
5.13.2 Actors

· Sue

· Bob

· IM Service Provider

5.13.2.1 Actor Specific Issues

Bob wants to determine if Sue is online, and to send her an IM.

Sue will determine if she wants to IM with Bob

5.13.2.2 Actor Specific Benefits

Bob can converse with Sue via IM

Sue can control if she responds or not

5.13.3 Pre-conditions

Both Bob’s and Sue’s mobile must have an IM client.

Bob must be logged-in with the IM Server.

Bob’s IM client has already synchronized its contact information with the IM server.

Sue’s client should already be synchronized with the IM server.

Sue should be on Bob’s contact list.

5.13.4 Post-conditions

The IM interaction between Bob and Sue is completed and both IM clients return to the pre-condition states

5.13.5 Normal Flow

1) Bob decides he would like to start an IM session with Sue

2) Bob selects Sue from contact list (or directly enters her user name to contact).

3) Bob composes initial message

4) Bob sends the Instant Message addressed to Sue.

5) The server checks that Sue is online.

6) IM Server forwards the message to Sue using rules and settings to choose the appropriate target device or devices to alert. 

7) Sue’s terminal receives the IM indication and provides an alert to Sue. Sue’s terminal returns a confirmation of message delivery to the server.

8) The server returns a confirmation of message delivery to Bob.

9) Sue accepts invitation and may instantiate an IM session by replying, in which case;

a. Bob and Sue exchange messages. The IM Server and Mobile IM Clients, maintain synchronization. 

b. Bob or Sue may return to the contact list and invite additional participants at any time.

c. IM session continues until all participants exit the IM session or the IM session times out.

5.13.6 Alternative Flow

Offline Messaging: If Sue is offline, the server will store the message and deliver it the next time Sue logs in. She receives a notification that messages are waiting for him.

5.13.7 Operational and Quality of Experience Requirements

· Client should provide a Contact list.

· Status of contacts in the Contacts list should be displayed.

· Mobile device should provide a method to input text for sending to other terminal.

· Mobile device should support a method to notify the user of an incoming request for an IM session.

5.14 Interoperation between wireless and wired IM services

5.14.1 Short Description

The following usage case assumes solely for illustrative purposes that each client is connected to a home IM server and that all service to service communication occurs between the home IM servers – alternative network topologies and functional distributions could be employed.

5.14.2 Actors

IM Client A

IM Client B

IM Server A

IM Server B

5.14.3 Pre-conditions

A connection existing between IM Server A andIM Server B.

5.14.4 Post-conditions

5.14.5 Normal Flow

1. IM Client A connects to IM Server A and IM Client B connects to IM Server B

2. Either the IM server or the IM client maintains the users' contact list

3. In order to interoperate, services must agree on a common addressing scheme (for example, MSISDN and/or name@domain) and server to server protocol. 

4. Presence information is retrieved or pushed from the IM server A to IM Client A and from IM Server B to IM Client B.

5. IM Client A selects IM Client B contact from contact list (or directly enters a user name to contact).

6. IM Client A composes initial invite message

7. IM Client A submits the message to IM Server A.

8. IM Server A routes message to IM client via IM Server B. 

9. IM Client B accepts the initial invitation and responds.  

10. Subsequent messages can either be addressed directly to the target user address or an intermediate session server can be employed

5.14.6 Alternative Flow

None

5.14.7 Operational and Quality of Experience Requirements

Both IM Clients should communicate without the users knowing they are connected to different IM servers.

5.15 WSI Instant Messaging Use Cases – Level 0

5.15.1 Mobile Gaming Service using IM

This use case describes a mobile gaming service (A) adding Instant Messaging capability to its games using WSI to send and receive messages to/from the IM services that the players are using. This is an additional feature to an online gaming service where the users can play against each other using service specific access technology

User (U1) registers to A to play a game of chess. U1 also gives A their IM information. Another user (U2) also registers to A to play a game of chess. U2 also gives A their IM information. A sets up the game between U1 and U2. U1starts with a brave move down the middle, but U2 defends beautifully. The game is exciting and close, until U1 makes a combination of moves to force U2 to defend with only a slim hope of a tie game. U2 notices the skill of the opponent and sends the opponent an instant message congratulating him and asking for a rematch. U1 gets the message, but has to run, and has to decline the rematch. U1 thanks U2 anyway for an exiting match.

5.16 WSI Instant Messaging Use Cases – Level 1

5.16.1 Get and Send Instant Messages

[More detailed version of this use case can be found in Appendix B, Section 1.]

This use case introduces the Instant Messaging WSI case of getting instant messages to a web-based service from Senders and sending instant messages to Instant Inboxes in an Instant Messaging Service using WSI.

This use case shows the sending and receiving of IM messages using the web service interface in the context of a mobile service that incorporates an IM capability to its service. The users of several IM service domains can communicate using instant messages within this mobile service using usernames specific to this mobile service. 

The application is a mobile gaming service, to which the gamers connect with instant messaging capable mobile terminals. Specifically, this use case takes into account the specific issues of the work item, such as using WSI and providing basic IM functionality with as small changes to the existing service as possible.

Instant messaging service system’s internal interaction is not discussed in detail. Also, the user access to the mobile gaming service is not discussed in detail. 

5.16.1.1  ASK  \* MERGEFORMAT Short Description

This use case describes a Mobile Web Service (Web Service Consumer) receiving Instant Messages sent to its Instant Inbox in the Instant Messaging Service (Web Service Provider) by the users as Senders in the same Instant Messaging Service using WSI. It also describes sending Instant Messages to the Instant Inboxes in the Instant Messaging Service (Web Service Provider) using WSI.

This use case is applicable to any service/application using IM WSI, but, as an example, the level 0 use case context in this is a mobile gaming service that allows users to send messages to the other users in the same game. Users do not need to be using the same Instant Messaging Service, and the usernames are specific to the mobile gaming service.

5.16.1.2 Actors

· Mobile Gaming Service (A) – Web Service Consumer. Acts as a role of the Inbox User Agent. A mobile gaming service provider getting messages sent to its Instant Inbox using WSI.

· IM Service #1 (B1) – Web Service Provider. Acts as a role of IM Service. A service provider for instant messaging implementing the web service interface.

· IM Service #2 (B2) – Web Service Provider. Acts as a role of IM Service. A service provider for instant messaging implementing the web service interface.

· User #1 (U1) – Acts as a role of the Sender. User registered to B1 playing a game with U2 in A, sending a message to U2 in the same game.

· User #2 (U2) –User registered to B2 playing a game with U1 in A, receiving a message from U1.

5.16.1.3 Pre-conditions

· U1 is registered to use A

· U1 has registered its IM information with A

· U1 is a registered to use B1

· U1 can send and receive IM messages using B1

· U2 is registered to use A

· U2 has registered its IM information with A

· U2 is a registered to use B2

· U2 can send and receive IM messages using B2

· A is registered to use B1

· A is registered to use B2

· B1 implements the IM WSI

· B2 implements the IM WSI

· A can use WSI according to the OMA WSF

· U1 and U2 are online playing a game in A

5.16.1.4 Post-conditions

· U2 has received the message sent by U2 via A and addressed using U2’s credentials in A.

· A has received information from B2 showing that the message was sent successfully

5.16.1.5 Normal Flow

1. U1 sends an instant message addressed to the U2’s username in the gaming service.

2. A sends a GetMessages request at some suitable point in time to B1. 

3. B1 send a response with the messages sent to the Instant Inbox of A.

4. A translates the address from the username in A to the IM address of U2 in B2.

5. A sends a SendMessages request at some suitable point in time to the B2 with the message addressed to U2 in B2.

6. B2 sends a response with the success status.

5.17 
5.18 Use Case Public Chat

5.18.1  ASK  \* MERGEFORMAT Short Description

The user navigates to and opens a Public Chat. Within this setup he can chat with other users. Each user is identified by a Screen Name, so that the participants don’t know each other’s real identity. 

Actors

· User A

· Other Public Users

· Instant Messaging Service Provider

5.18.1.1 Actor Specific Issues

5.18.1.2 Actor Specific Benefits

· User A and other Public Users: can communicate anonimously with other public users

5.18.2 Pre-conditions

· User A: Anonomity MUST be ensured.

· Other Public Users: Anonimity MUST be ensured.

5.18.3 Post-conditions

-

5.18.4 Normal Flow

The workflow is comprised of the following steps:

· User A navigates to and opens a Public Chat on his IM device.

· The user’s alias (assumed to be entered in profile) is used as a default Screen Name.

· The client sends a request to join the Chat Room

· The server acknowledges User A’s entry into the Chat Room (we assume that the Screen Name is not taken by another user).

· He sees contributions from other users, and contributes his own thoughts/opinions.

· All messages are shown to all users.

5.18.5 Alternative Flows 

5.18.5.1 User’s Alias not available

· If the user has not yet filled his profile, then he will have to enter a Screen Name in step 2 in the Normal Flow.

5.18.5.2 User’s Screen Name is already taken by another User

·  If the default Screen Name is already in use within this Chat Room, the server returns a list of suggestions to use instead.

· User A chooses a Screen Name from this list, or alternatively opts to enter a new screen name.

5.18.6 Operational and Quality of Experience Requirements

Public Chat has acquired a dubious reputation in the public mind. Many users are concerned about abuse of personal information for spam marketing, fraud or sexual predation. It SHOULD be ensured that:

· Identity information is not displayed in the public domain

· Underage users are protected from rogue users.

· It MUST be possible to remove rogue users.

A Public Chat MAY not be converted to a Private Conversation.

It MUST be possible to switch off the Public Chat functionality on the server, should the service provider feel that user’s privacy and/or safety is compromised.

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

Editors Note:  Not sure where these should be inserted.  They are part of 0229 accepted text.

	Mobile originated chat
	The client or mobile device SHOULD provide a Contact list which contacts can be added, modified, removed by the user.

	Mobile originated chat
	The Contacts list SHOULD display contact status.

	Mobile originated chat
	Mobile device should provide a method to input  text for sending.

	Mobile originated chat
	Mobile device should support a method to notify the user of an incoming request for  an IM session.

	Public Chat
	Public Chat User’s anonomity MUST be ensured.

	Public Chat
	It MUST be possible to have a public chat using Instant Messaging.

	Public Chat
	All messages sent MUST be shown to all Users.

	Public Chat
	The user MUST be able to choose a screenname.

	Public Chat
	Identity information MUST NOT be displayed in the public domain



	Public Chat
	It  MUST be possible to protect underage users from rogue users.



	Public Chat
	It MUST be possible to remove rogue users.



	Public Chat
	It MUST be possible to prohibit conversion from public to private conversation.



	Public Chat
	It MUST be possible to switch off the Public Chat functionality by the Service Provider, should the service provider feel that user’s privacy and/or safety is compromised.



	Public Chat
	It MUST be possible for an IM Service Provider to identify anonymous users if they want to have a private conversation.

	Public Chat
	It MUST be possible to prohibit anonymous users on public chat.

	Add Contact To Contactlist by User-ID or MSISDN or Search.
	It SHOULD be possible for a user to add someone to his/her contact list or send an invitation by using an MSISDN/MDN. This implies there SHOULD be a mechanism that allows to resolve MSISDN/MDN into IM identifiers. The mechanism SHALL work across domains (i.e. when adding/inviting another IM Service Provider's user)


6.1.1 IM Data Model

<This clause identifies the high level needs to support the data model of IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.2 IM Composition

<This clause identifies the high level needs to support the IM composition requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.3 Sending IM

<This clause identifies the high level needs to support the sending IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.4 Receiving IM

<This clause identifies the high level needs to support the receiving IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.5 IM Message Persistence

<This clause identifies the high level needs to support the IM message persistence requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.6 IM Message Delivery

<This clause identifies the high level needs to support the IM message delivery requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.7 IM Notification

<This clause identifies the high level needs to support the IM notification requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.8 Conversation History

<This clause identifies the high level needs to support the conversaton history requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.9 Presence in IM

<This clause identifies the high level needs to support the presence in IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.10 Group Management In IM

<This clause identifies the high level needs to support the group management in IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.11 Controlling Privacy In IM

<This clause identifies the high level needs to support the controlling privacy in IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.12 Security

6.1.13 Charging

6.1.14 Administration and Configuration

6.1.15 Usability

6.1.16 Interoperability

<This clause identifies the high level interoperability needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.17 Privacy

<This clause identifies the high level privacy needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.2 Overall System Requirements

6.3 System Elements

<This section identifies the high level requirements, on each system element in the use cases, identified in this specification, including the user’s device(s) if relevant. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Each subsection should have a sub-section(s) covering the requirements on interfaces>

6.3.1 IM User Agent

<This section contains numbered high level requirements on IM User Agent>

6.3.1.1 Interfaces to IM User Agent

<This subsection and the following subsections describe the high level requirements on the interfaces from IM User Agent to the other Elements in the Presence System.>

6.3.2 IM Service Proxy

<This section contains numbered high level requirements on IM User Agent>

6.3.2.1 Interfaces to IM Service Proxy

<This subsection and the following subsections describe the high level requirements on the interfaces from IM Service Proxy to the other Elements in the IM System.>

6.3.3 Network Interfaces

Appendix A. Detailed Requirements
(Informative)

This appendix provides summary of the detailed requirements, and is explicitly identified as being informative. The summary is in the form of an embedded spreadsheet to faciliate sorting and ordering of the requirements. The spreadsheet also provides columns for selected criterion for each requirement.

	Unique identifier for the requirement
	The source for the requirement.
	The description of the requirement with "requirement level" as defined by www.ietf.org/rfc/rfc2119.txt
	Release number (1..3)., Where 1 means the release being targeted by the requirements, 2 means the next release and 3 meaning some future release.
	Priority number (1..3), means the implementation requirement level defined by RFC2119. Where 1=MUST, 2=SHOULD, 3=OPTIONAL
	Identifier of any related requirement(s)
	Use Case reference
	Other information

	Req UID
	Source
	Requirement
	Rel 
	Pri
(1=MUST
2=SHOULD
3=OPTIONAL)
	Rel Req
	UC
	Comment

	 
	 
	 
	 
	 
	 
	 
	 

	GIM-1
	[OMA1]
	The IMPS system shall support the exchange of presence information between users, mobile devices, mobile services and Internet-based instant messaging services
	 
	 
	 
	 
	 

	GIM-2
	[OMA1]
	The IMPS system shall support the exchange of instant messages between users, mobile devices, mobile services and Internet-based instant messaging services
	 
	 
	 
	 
	 

	GIM-3
	[OMA1]
	The IMPS system shall support one-to-one messaging
	 
	 
	 
	 
	 

	GIM-4
	[OMA1]
	The IMPS system shall support many-to-many messaging
	 
	 
	 
	 
	 

	GIM-5
	[OMA1]
	Instant Messages shall support text-based messaging
	 
	 
	 
	 
	 

	GIM-6
	[OMA1]
	Instant Messages shall support multimedia content
	 
	 
	 
	 
	 

	GIM-7
	[OMA1]
	The IMPS system shall support the creation and management of groups:  User created groups, and Operator created groups
	 
	 
	 
	 
	 

	GIM-8
	[OMA1]
	Groups may have open or closed membership
	 
	 
	 
	 
	 

	GIM-9
	[OMA1]
	The IMPS system shall support Shared Content folders where users or operators can post content that can be accessed by other users of the system
	 
	 
	 
	 
	 

	GIM-10
	[OMA1]
	The IMPS system shall support the interoperability of clients.
	 
	 
	 
	 
	 

	GIM-11
	[OMA1]
	The IMPS system shall support interoperability between IMPS domains
	 
	 
	 
	 
	 

	GIM-12
	[OMA1]
	The IMPS system shall support interconnection between IMPS systems on the Internet
	 
	 
	 
	 
	 

	GIM-13
	[OMA1]
	The IMPS system shall support both operator-hosted solutions, as well as, enterprise and Internet based deployments
	 
	 
	 
	 
	 

	GIM-14
	[OMA1]
	The IMPS system shall support deployments where the service enabler is deployed within the Mobile Operator domain
	 
	 
	 
	 
	 

	GIM-15
	[OMA1]
	The IMPS system shall support deployments where the service enabler is deployed at the Corporate Enterprise
	 
	 
	 
	 
	 

	GIM-16
	[OMA1]
	The IMPS system shall support deployments where the service enabler is deployed at the Internet Service Provider or Portal
	 
	 
	 
	 
	 

	GIM-17
	[OMA1]
	The IMPS system shall support deployments where the service enabler and Service Access Point are distributed.
	 
	 
	 
	 
	 

	GIM-18
	[OMA1]
	The IMPS system shall support access of IMPS services from a mobile terminal
	 
	 
	 
	 
	 

	GIM-19
	[OMA1]
	The IMPS system shall support mobile terminals that do not contain an IMPS User Agent
	 
	 
	 
	 
	 

	GIM-20
	[OMA1]
	The IMPS system shall support access of IMPS services from an Internet terminal
	 
	 
	 
	 
	 

	GIM-21
	[OMA1]
	The IMPS system shall support interconnection between mobile and Internet terminals
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 

	GU-1
	[OMA1]
	The ability to associate IM accounts or sessions with a device 
	 
	 
	 
	 
	 

	GU-2
	[OMA1]
	The ability to access an account from multiple physical devices
	 
	 
	 
	 
	 

	GU-3
	[OMA1]
	The following session management facilities will be available
	 
	 
	 
	 
	 

	
	
	-    start a session with IM Server
	 
	 
	 
	 
	 

	
	
	-    stop a session with IM Server
	 
	 
	 
	 
	 

	
	
	-    Restart a session with IM Server
	 
	 
	 
	 
	 

	GU-4
	[OMA1]
	Messaging Service should be able to access presence information.
	 
	 
	 
	 
	 

	GU-5
	[OMA1]
	Opt-in privacy policy for presence and messaging relating to:
	 
	 
	 
	 
	 

	
	
	       visibility of presence data to outside of specific user groupings
	 
	 
	 
	 
	 

	
	
	       ability to send messages to user’s not on a presence list.
	 
	 
	 
	 
	 

	GU-6
	[OMA1]
	The The following session management facilities will be available
	 
	 
	 
	 
	 

	
	
	-    suspend a session with IM Server
	 
	 
	 
	 
	 

	
	
	-    resume a session with IM Server
	 
	 
	 
	 
	 

	
	[OMA1]
	
	
	
	
	
	

	 
	 
	 
	 
	 
	 
	 
	 

	GT-1
	[OMA1]
	In communication with mobile devices the IM solution is required to make efficient use of bandwidth using compression / encoding techniques suitable for the transport.
	 
	 
	 
	 
	 

	GT-2
	[OMA1]
	Support for WAP J2K and WAP 2.x Terminals 
	 
	 
	 
	 
	 

	GT-3
	[OMA1]
	IM solution must support a range of character sets for internationalization 
	 
	 
	 
	 
	 

	GT-4
	[OMA1]
	Mobile IM system should consider supporting interoperability with legacy services (legacy services may include SMS as a bearer. Interoperation with SMS as a service is not required.
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 

	GO-1
	[OMA1]
	The service should be available to a user who has a range of device types each of which has different capabilities. Combined with GU-X the user should be able to stop a [user/chat] session on one device type and restart it on another.
	 
	 
	 
	 
	 

	GO-2
	[OMA1]
	The ability to provision, control and administer user accounts 
	 
	 
	 
	 
	 

	GO-3
	[OMA1]
	The ability to correlate user accounts with subscriber identities for billing and policy management 
	 
	 
	 
	 
	 

	GO-4
	[OMA1]
	The ability to control and manage inter-service and intra-service traffic (e.g. access control, throttling, etc.) 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 

	MU-1
	[OMA1]
	Ability to have conversations with one or more users 
	 
	 
	 
	 
	 

	MU-2
	[OMA1]
	Ability to invite additional users to a group conversation
	 
	 
	 
	 
	 

	MU-3
	[OMA1]
	Reliable but not guaranteed delivery of messages; in the case where the recipient is out-of-coverage or otherwise temporarily unavailable this will require non-guaranteed message caching by the IM server. However this does not require the sender to specify specific Time-to-Live on a message. 
	 
	 
	 
	 
	 

	MU-4
	[OMA1]
	Support for multiple active conversations with a user or group (a user may be in multiple groups) 
	 
	 
	 
	 
	 

	MU-5
	[OMA1]
	Ability to start and stop conversations 
	 
	 
	 
	 
	 

	MU-6
	[OMA1]
	Ability to detect when users leave a conversation
	 
	 
	 
	 
	 

	MU-7
	[OMA1]
	Ability to view a chat history of a current conversation
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 

	MT-1
	[OMA1]
	The ability to alert/notify to another user; messages may not be delivered immediately for one of the following (non-exhaustive) reasons:
	 
	 
	 
	 
	 

	
	
	       Intended recipient is unresponsive
	 
	 
	 
	 
	 

	
	
	       Capabilities of recipient mobile device
	 
	 
	 
	 
	 

	MT-2
	[OMA1]
	Ability to provide non-delivery notification 
	 
	 
	 
	 
	 

	MT-3
	[OMA1]
	Ability to maintain message sequencing and synchronization to preserve the order of a conversation or message flow.
	 
	 
	 
	 
	 

	MT-4
	[OMA1]
	The service must support message content types in addition to plain-text 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 

	MO-1
	[OMA1]
	The ability to inter-work with other IM services particularly those based on widely accepted standardized protocols.
	 
	 
	 
	 
	 

	MO-2
	[OMA1]
	Ability to filter service based overall traffic type ( message/presence etc. ) based on at least the following criteria, on a per account basis:
	 
	 
	 
	 
	 

	
	
	       message size
	 
	 
	 
	 
	 

	
	
	       traffic volume
	 
	 
	 
	 
	 

	
	
	       number of messages
	 
	 
	 
	 
	 

	
	
	       type of content 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 

	GS-1
	[OMA1]
	The ability of the IM server to authenticate a user accessing the IM system; Authentication may be user level authorization or network/device level authorization.
	 
	 
	 
	 
	 

	GS-2
	[OMA1]
	The ability of the user to confirm the identity of a user in the following cases:
	 
	 
	 
	 
	 

	
	
	       A user initiating a message
	 
	 
	 
	 
	 

	
	
	       A user accessing profile data (from the perspective of managing policy)
	 
	 
	 
	 
	 

	
	
	       A user initiating privacy policy changes
	 
	 
	 
	 
	 

	
	
	In the case of anonymous users the act of confirmation provides an indication that the user’s assigned identity the only available information.
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 

	GS-3
	[OMA1]
	Support anonymous user registration
	 
	 
	 
	 
	 

	GS-4
	[OMA1]
	Protection against denial-of-service, infiltration, and other attacks on the system 
	 
	 
	 
	 
	 

	GS-5
	[OMA1]
	Transport level security must be available to the user for IM Traffic ( messages, management commands, presence data etc.) between IM Client and IM Server, in cases where the transport has an established security mechanism. 
	 
	 
	 
	 
	 

	GS-6
	[OMA1]
	It should be possible for the user to be assured that the IM message is received by the intended recipient. This may be achieved for example by explicitly requesting that the receiving user is authenticated at the application or transport level.
	 
	 
	 
	 
	 

	
	
	Note in implementation this requirement is superseded by the service provider’s privacy policy. 
	 
	 
	 
	 
	 

	GS-7
	[OMA1]
	Individual Application level security for message exchange and presence data.
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 

	GM-1
	[OMA1]
	Alignment and compatibility with the OMA architecture 
	 
	 
	 
	 
	 

	GM-2
	[OMA1]
	Support  for standardized markup language 
	 
	 
	 
	 
	 

	GM-3
	[OMA1]
	The ability to operate on a non-persistent connection (may require synchronization and message caching)
	 
	 
	 
	 
	 

	WSI-1
	[OMA1]
	The IMPS WSI must be conformant with the OMA Web Services Framework.
	 
	 
	 
	 
	 

	WSI-2
	[OMA2]
	It must be possible to use IM and Presence WSI’s together
	 
	 
	 
	 
	 

	WSI-3
	[OMA2]
	The IMPS WSI must be technology neutral.
	 
	 
	 
	 
	 

	WSI-4
	[OMA2]
	WSI must allow for different attribute schemes 
	 
	 
	 
	 
	 

	WSI-5
	[OMA2]
	WS consumer must be able to send IM messages to an Instant Inbox in the WS provider IM system using WSI.
	 
	 
	 
	 
	 

	WSI-6
	[OMA2]
	WS consumer must be able to receive messages sent to its Instant Inbox by a Sender in the WS provider IM system using WSI.
	 
	 
	 
	 
	 

	WSI-7
	[OMA2]
	WS consumer must be able to receive either all IM messages sent to its Instant Inbox or a maximum number of messages, where the WS consumer defines the maximum number on a per request basis.
	 
	 
	 
	 
	 

	WSI-8
	[OMA2]
	WS consumer must be able to send one IM message to one Instant Inbox in the WS provider IM system using one SOAP request.
	 
	 
	 
	 
	 

	WSI-9
	[OMA2]
	WS consumer must be able to send one IM message to multiple Instant Inboxes in the WS provider IM system using one SOAP request.
	 
	 
	 
	 
	 

	WSI-10
	[OMA2]
	WS consumer must be able to send separate IM messages to each of multiple Instant Inboxes in the WS provider IM system using one SOAP request.
	 
	 
	 
	 
	 

	WSI-11
	[OMA2]
	WS consumer must send IM messages to the users of an IM service using recipient based addressing.
	 
	 
	 
	 
	 

	WSI-12
	[OMA2]
	WS consumer must be able to send and receive IM messages containing any MIME type using WSI
	 
	 
	 
	 
	 

	WSI-13
	[OMA2]
	The IMPS WSI must conform to the security requirements of the OMA WSF.
	 
	 
	 
	 
	 

	WSI-14
	[OMA2]
	The IMPS WSI must not specify any additional security features outside of the OMA WSF.
	 
	 
	 
	 
	 

	WSI-15
	[OMA2]
	Any security features required by IMPS WSI currently not in OMA WSF must be proposed to and specified in OMA MWS WG for future release of OMA WSF.
	 
	 
	 
	 
	 

	WSI-16
	[OMA2]
	The IMPS WSI must conform to the charging features of the OMA WSF.
	 
	 
	 
	 
	 

	WSI-17
	[OMA2]
	The IMPS WSI must not specify any additional charging features outside of the OMA WSF.
	 
	 
	 
	 
	 

	WSI-18
	[OMA2]
	Any charging features required by IMPS WSI currently not in OMA WSF must be proposed to and specified in OMA MWS WG for future release of OMA WSF.
	 
	 
	 
	 
	 

	WSI-19
	[OMA2]
	The IMPS WSI must conform to the administration features of the OMA WSF.
	 
	 
	 
	 
	 

	WSI-20
	[OMA2]
	The IMPS WSI must not specify any additional administration features outside of the OMA WSF
	 
	 
	 
	 
	 

	WSI-21
	[OMA2]
	Any administration features required by IMPS WSI currently not in OMA WSF must be proposed to and specified in OMA MWS WG for future release of OMA WSF.
	 
	 
	 
	 
	 

	WSI-22
	[OMA2]
	The IMPS WSI must optimise the amount of messages needed to use the WSI.
	 
	 
	 
	 
	 

	WSI-23
	[OMA2]
	The IMPS WSI must make use of the WSI predictable to the WS consumer
	 
	 
	 
	 
	 

	WSI-24
	[OMA2]
	Only WS consumer can initiate a service request
	 
	 
	 
	 
	 

	WSI-25
	[OMA2]
	WS consumer must be able to determine how time-critical its operations are, and control the frequency of the service requests accordingly.
	 
	 
	 
	 
	 

	WSI-26
	[OMA2]
	The IMPS WSI must be conformant with the platform related requirements of OMA WSF.
	 
	 
	 
	 
	 

	WSI-27
	[OMA2]
	The IMPS WSI must follow the guidelines regarding execution environment neutrality in [EENCR].
	 
	 
	 
	 
	 

	WSI-28
	[OMA2]
	It must be possible to use the same user id for presence and IM over the WSI in case IM and Presence WSI’s are both implemented.
	 
	 
	 
	 
	 

	WSI-29
	[OMA2]
	WS consumer must be able to send IM messages to an Instant Inbox in the WS provider IM system using WSI.
	 
	 
	 
	 
	 

	WSI-30
	[OMA2]
	WS consumer must be able to receive messages sent to its Instant Inbox by a Sender in the WS provider IM system using WSI.
	 
	 
	 
	 
	 

	WSI-31
	[OMA2]
	WS consumer must be able to receive either all IM messages sent to its Instant Inbox or a maximum number of messages, where the WS consumer defines the maximum number on a per request basis.
	 
	 
	 
	 
	 

	WSI-32
	[OMA2]
	WS consumer must be able to send one IM message to one Instant Inbox in the WS provider IM system using one SOAP request.
	 
	 
	 
	 
	 

	WSI-33
	[OMA2]
	WS consumer must be able to send one IM message to multiple Instant Inboxes in the WS provider IM system using one SOAP request.
	 
	 
	 
	 
	 

	WSI-34
	[OMA2]
	WS consumer must be able to send separate IM messages to each of multiple Instant Inboxes in the WS provider IM system using one SOAP request
	 
	 
	 
	 
	 

	WSI-35
	[OMA2]
	WS consumer must send IM messages to the users of an IM service using recipient based addressing
	 
	 
	 
	 
	 

	WSI-36
	[OMA2]
	WS consumer must be able to send and receive IM messages containing any MIME type using WSI
	 
	 
	 
	 
	 

	PP-1
	[3GPP IM] 6.1.b
	"Within the capabilities of networks and terminals, the user shall have a consistent experience regardless of the access network e.g. 3GPP systems, fixed networks, the Internet."
	 
	 
	 
	 
	 

	PP-2
	[3GPP IM] 6.1.c
	"Immediate messaging shall support a minimum set of functionality for message delivery, management and filtering to ensure interoperability between different terminals and networks."
	 
	 
	 
	 
	 

	PP-3
	[3GPP IM] 6.1.d
	"Immediate messaging shall be able to support the ability of the recipient's network to take into account the recipient's terminal capabilities. In addition, the originating network/terminal may also be able to take into account recipient's terminal capabilities. Specifically the recipient's terminal capabilities that may be taken into account at a minimum include:
1) Display capabilities (including screen size, number of colours, number of lines of text, etc)
2) Media content types supported (Audio, Video etc)
3) Media content formats supported (JPEG, GIF, etc)
4) Media Storage capacity
5) Encryption/Security mechanisms supported"
	 
	 
	 
	 
	 

	PP-4
	[3GPP IM] 6.1.e
	"Immediate messaging should be able to take into account the availability and changes of the state of availability of the terminal. Immediate messaging shall be able to make use of the Presence Service, if provided by the network."
	 
	 
	 
	 
	 

	PP-5
	[3GPP IM] 6.1.g
	"It shall be possible to send and receive immediate messages without prior establishing a messaging session."
	 
	 
	 
	 
	 

	PP-6
	[3GPP IM] 6.2.a
	"Content size shall not be limited by technology."
	 
	 
	 
	 
	 

	PP-7
	[3GPP IM] 6.2.b
	"It shall be possible to carry different media including text, images, video and audio within a single message. Media types shall be MIME encoded."
	 
	 
	 
	 
	 

	PP-8
	[3GPP IM] 6.2.d
	"Content formats shall be defined so that interworking with 3GPP and Internet messaging solutions is facilitated."
	 
	 
	 
	 
	 

	PP-9
	[3GPP IM] 6.2.e
	"It shall be possible to compose message of either a single medium (e.g. voice) or multi-media (e.g. voice and video). The IMS Messaging service shall be able to support a request for media sequencing."
	 
	 
	 
	 
	 

	PP-10
	[3GPP IM] 6.3.a
	"The IMS service provider shall be able to enable/disable message delivery and submission."
	 
	 
	 
	 
	 

	PP-11
	[3GPP IM] 6.3.b
	"Immediate messaging shall be able to support a request from the user to enable/disable message delivery."
	 
	 
	 
	 
	 

	PP-12
	[3GPP IM] 6.3.d
	"Immediate messaging shall allow an IMS service provider to configure Immediate messaging environment e.g. in such a way that submitted and/or incoming Immediate messages of a particular user are stored in a network based repository."
	 
	 
	 
	 
	 

	PP-13
	[3GPP IM] 6.4.a
	"Message delivery shall be immediate i.e. messages are transported by the IMS system to the recipient's terminal (without notifications) subject to message filtering settings defined by the recipient or by the recipient's IMS service provider."
	 
	 
	 
	 
	 

	PP-14
	[3GPP IM] 6.4.b
	"Messages shall not be stored by the network. If supported by the recipient's network as an application option messages may be stored in the recipients network."
	 
	 
	 
	 
	 

	PP-15
	[3GPP IM] 6.4.c
	"It shall be possible for the sender to receive delivery acknowledgements (success/failure) for sent messages."
	 
	 
	 
	 
	 

	PP-16
	[3GPP IM] 6.5.a
	"It shall be possible for a sender to request to persistently store a sent Immediate message in a network based repository at the time of sending if the IMS service provider provides such application level service."
	 
	 
	 
	 
	 

	PP-17
	[3GPP IM] 6.5.b
	"Immediate messaging shall be able to support a request from a user to retrieve messages that are stored in a network based repository."
	 
	 
	 
	 
	 

	PP-18
	[3GPP IM] 6.5.c
	"Immediate messaging shall be able to support a request from a user to delete messages that are stored in a network based repository."
	 
	 
	 
	 
	 

	PP-19
	[3GPP IM] 6.5.d
	"Immediate messaging shall be able to support a request from a user to forward one or more messages that are stored in a network based repository to another destination."
	 
	 
	 
	 
	 

	PP-20
	[3GPP IM] 6.5.e
	"Immediate messaging shall be able to support a request from a user to view the list of messages and message related attributes, such as sender, recipient, subject and date/time, in a network based repository."
	 
	 
	 
	 
	 

	PP-21
	[3GPP IM] 6.5.f
	"Immediate messaging shall be able to support a request from a user to upload one or more Immediate messages into a network based repository for persistent storage."
	 
	 
	 
	 
	 

	PP-22
	[3GPP IM] 6.6.a
	"It shall be possible for the recipient to see the public ID of the sender of the message unless the sender has requested to hide it."
	 
	 
	 
	 
	 

	PP-23
	[3GPP IM] 6.6.b
	"It shall be possible for the sender of the message to request to hide its public ID from the recipient (anonymous sender).  The sender's public ID shall not be delivered to the recipient. The capability of public ID hiding is an IMS service provider and legislation issue and it may or may not be available. If the service is not available the message shall not be delivered to the recipient."
	 
	 
	 
	 
	 

	PP-24
	[3GPP IM] 6.7.a
	"It shall be possible to define specific message treatment based on following criteria:
1) sender address (including anonymous senders)
2) message size
3) message class (e.g. advertisement, private....)
4) message priority
5) message content type (e.g. video, audio....)
6) message content format (e.g. mpeg, jpeg....)
7) message type (e.g. immediate message, deferred delivery message)
8) message subject
9) availability of the recipient
10) additional criteria maybe possible but are outside the scope of this document.."
	 
	 
	 
	 
	 

	PP-25
	[3GPP IM] 6.7.a
	"It shall be possible to specify the following message treatments in a filter:
1) Block the delivery of the message content.
2) Store the message content and notify recipient.
3) Store the message content for a specific time or until the recipient requests delivery. 
4) Store and push the message content to recipient when available.
5) Redirect the message to another address.
6) Additional treatments maybe possible but are outside the scope of this document."
	 
	 
	 
	 
	 

	PP-26
	[3GPP IM] 7. 2.f
	"It shall be possible for the administrator of a messaging session to control who is allowed to participate in the messaging session."
	 
	 
	 
	 
	 

	PP-27
	[3GPP IM] 7.1.f
	"It shall be possible for the subscribers to join to a session e.g. chat room."
	 
	 
	 
	 
	 

	PP-28
	[3GPP IM] 7.1.g
	"It shall be possible for the subscribers to leave a session e.g. chat room."
	 
	 
	 
	 
	 

	PP-29
	[3GPP IM] 7.1.h
	"It shall be possible to send a message to all the participants of a messaging session without specifying the individual participant's addresses or using a message delivery list."
	 
	 
	 
	 
	 

	PP-30
	[3GPP IM] 7.1.i
	"It shall be possible to invite new participants to the existing messaging session.
1) The invitations shall be semi permanent i.e. it is not required that invitee will act immediately.
2) It shall be possible to cancel the invitation by the inviter.
3) It shall be possible for the inviter to define the validity period of the invitation.
4) It shall be possible for the invitee to see the originator of the invitation unless the inviter has required hiding his public ID.
5) It shall be possible for the inviter to define the messaging session to which the invitation is made.
6) It shall be possible for the invitee to identify the messaging session to which he was invited."
	 
	 
	 
	 
	 

	PP-31
	[3GPP IM] 7.1.j
	"It shall be possible for the recipient of the message to identify from which messaging session the message came from (for both public and private messages)."
	 
	 
	 
	 
	 

	PP-32
	[3GPP IM] 7.1.k
	"It shall be possible for the recipient to identify the sender (unless the sender has required hiding its public ID) of the message in addition to the messaging session from which the message came from."
	 
	 
	 
	 
	 

	PP-33
	[3GPP IM] 7.1.l
	"It shall be possible for the sender to send a private message for a selected recipient."
	 
	 
	 
	 
	 

	PP-34
	[3GPP IM] 7.1.m
	"It shall be possible for the recipient to determine if the message was send as a private message within a messaging session."
	 
	 
	 
	 
	 

	PP-35
	[3GPP IM] 7.1.n
	"It shall be possble for the subscriber to request the message session properties e.g. list of active members."
	 
	 
	 
	 
	 

	PP-36
	[3GPP IM] 7.1.o
	"It shall be possible for the subscriber to automatically receive updates containing the changes in message session properties e.g. change in the list of active members."
	 
	 
	 
	 
	 

	PP-37
	[3GPP IM] 7.1.q
	"It shall be possible for a subscriber in an IMS Messaging session to request and to receive an indication of when user is entering a message ("Is typing"). This request may apply to a specific user or users in the same session. 
Subject to privacy requirements, the corresponding indications will identify the persons who are entering a message."
	 
	 
	 
	 
	 

	PP-38
	[3GPP IM] 7.2.d
	"It shall be possible for IMS service provider to configure messaging session environment e.g. in such a way that all incoming IMS Messages are stored in a network based repository."
	 
	 
	 
	 
	 

	PP-39
	[3GPP IM] 7.2.e
	"It shall be possible for an authorized user or an IMS service provider enable session based messaging (e.g. create chat room) and thus become an administrator of messaging session." 
	 
	 
	 
	 
	 

	PP-40
	[3GPP IM] 7.2.g
	"It shall be possible for the IMS service provider or administrator of a messaging session to disable messaging session (e.g. close a chat room). "
	 
	 
	 
	 
	 

	PP-41
	[3GPP IM] 7.2.h
	 "It shall be possible for the administrator of the messaging session (to set properties related to the messaging session (e.g. the chat room name, topic, maximum number of active users)."
	 
	 
	 
	 
	 

	PP-42
	[3GPP IM] 7.3.a
	"It shall be possible for a participant to request to persistently store a sent Session Based Message or all messages associated with a session in a network based repository if the IMS service provider provides such application level service."
	 
	 
	 
	 
	 

	PP-43
	[3GPP IM] 7.4.c
	"It shall be possible for the sender to use nickname when sending messages.
In case of nickname the recipient shall only be able to see the nickname but not the real address from which the message came from. It shall be possible to use nicknames for public and private messages. It shall be possible for the recipient to reply to the message sent with a nickname."
	 
	 
	 
	 
	 

	PP-44
	[3GPP IM] 7.4.d
	"It shall be possible for a member of an IMS Messaging session to disable the reporting of the indication that they are entering a message ("Is Typing") on a per session basis."
	 
	 
	 
	 
	 

	PP-45
	[3GPP IM] 8. 
	"It shall be possible to use a single address to identify the recipient. The single address shall be either a SIP URL, a network address identifier (NAI as defined in RFC2486 [3]) or a MSISDN."
	 
	 
	 
	 
	 

	PP-46
	[3GPP IM] x.x.x
	"It should be possible for the IMS Messaging subscriber to send/receive messages to/ from subscribers of 3GPP defined messaging services (SMS, EMS, MMS). Optionally, it should be possible to send/receive messages to/from users of fixed Internet messaging service (e.g. SMTP and SIMPLE based services)."
	 
	 
	 
	 
	 

	PP-47
	[3GPP IM] 10
	"IMS Messaging shall be able to support various charging models, including:
a) sender only pays
b) both sender and recipient pay their respective charges for message delivery
c) recipient pays
d) sender pays for reply message on a per message basis in deferred delivery messaging type. "
	 
	 
	 
	 
	 

	PP-48
	[3GPP IM] 10
	"IMS Messaging shall be able to support different charging approaches:
a) volume based charging
b) QoS based charging
c) service based charging
d) number of messages sent and/or received
e) offline charging or/and online charging." 
	 
	 
	 
	 
	 

	PP-49
	[3GPP IM] 10
	"IMS Messaging shall be able to support various charging mechanisms. The following charging characteristics may be considered:
a) message content type and length
b) roaming conditions
c) indication of charging
d) prepaid subscriptions
e) time when the message is sent
f) time when the message is delivered
g) message origin and destination
h) access network employed
i) the charging information shall describe the amount of data sent and received to and from the external data network" 
	 
	 
	 
	 
	 

	PP2-1
	[3GPP2 IM] [security 1]
	"The IM service shall have the ability to authenticate and authorize a user when they access the IM system"
	 
	 
	 
	 
	 

	PP2-2
	[3GPP2 IM] [security 2]
	"The IM service shall have the ability to positively determine the identity of a subscribing or contacting user"
	 
	 
	 
	 
	 

	PP2-3
	[3GPP2 IM] [security 3]
	"The IM service shall support protection against denial-of-service, infiltration, and other attacks on the system."
	 
	 
	 
	 
	 

	PP2-4
	[3GPP2 IM] [security 4]
	"The IM service shall support IM delivery in a secure manner."
	 
	 
	 
	 
	 

	PP2-5
	[3GPP2 IM] [security 5]
	"The standardized IM service shall comply with specific local, national, and regional privacy regulations."
	 
	 
	 
	 
	 

	PP2-6
	[3GPP2 IM], [accounting 1]
	"IM services shall support accounting usage records on a chat session and/or message basis."
	 
	 
	 
	 
	 

	PP2-7
	[3GPP2 IM], [accounting 2]
	"The IM shall support prepaid and post paid accounting."
	 
	 
	 
	 
	 

	PP2-8
	[3GPP2 IM], [operator requirements 1]
	"The IM server shall support the capability to allow a user to access the service regardless of the access device (e.g. laptop, cell phone, PDA, etc.)"
	 
	 
	 
	 
	 

	PP2-9
	[3GPP2 IM], [operator requirements 2]
	 "The IM server shall support the capability to provision, control and administer user accounts"
	 
	 
	 
	 
	 

	PP2-10
	[3GPP2 IM], [operator requirements 3]
	"The IM server shall support the capability to correlate user accounts with subscriber identities for billing and policy management"
	 
	 
	 
	 
	 

	PP2-11
	[3GPP2 IM], [operator requirements 4]
	"The IM server shall support the capability to monitor service activity."
	 
	 
	 
	 
	 

	PP2-12
	[3GPP2 IM], [operator requirements 5]
	"The IM server shall support the capability to control and manage inter-operator domain and intra-operator domain traffic."
	 
	 
	 
	 
	 

	PP2-13
	[3GPP2 IM], [operator requirements 6]
	"The IM server shall support the capability to maintain message sequencing."
	 
	 
	 
	 
	 

	PP2-14
	[3GPP2 IM] [operator requirements 7]
	"The service shall support messages with any content type."
	 
	 
	 
	 
	 

	PP2-15
	[3GPP2 IM], [operator requirements 8]
	"The IM shall support the capability to notify the client on new chat requests."
	 
	 
	 
	 
	 

	PP2-16
	[3GPP2 IM], [operator requirements 9]
	"The IM service shall be able to interoperate with other IM services using relevant IETF standards (per the IETF interoperability model)."
	 
	 
	 
	 
	 

	PP2-17
	[3GPP2 IM], [operator requirements 10]
	"The IM server shall support the capability to control message size, length, number of messages, and type of content on a per user/subscription basis."
	 
	 
	 
	 
	 

	PP2-18
	[3GPP2 IM], [operator requirements 11]
	"The IM server shall support the capability to control IM traffic load on the network through mechanisms such as controlling data rate, the size of each message and throttling the number of incoming/receiving messages for some period;  this control shall be able to be performed system wide."
	 
	 
	 
	 
	 

	PP2-19
	[3GPP2 IM], [operator requirements 12]
	"The IM solution shall support internationalization character set."
	 
	 
	 
	 
	 

	PP2-20
	[3GPP2 IM], [operator requirements 13]
	"The network shall be capable of forwarding and receiving immediate messages."
	 
	 
	 
	 
	 

	PP2-21
	[3GPP2 IM], [operator requirements 14]
	"The network shall be capable of interworking with other messaging services." 
	 
	 
	 
	 
	 

	PP2-22
	[3GPP2 IM] [user requirements 1]
	"Users shall be able to provide alternative contact information (e.g. Another phone #, NAI, etc.)"
	 
	 
	 
	 
	 

	PP2-23
	[3GPP2 IM], [user requirements 2]
	"The IM services shall support the ability to block messages to and from particular users and/or user defined lists."
	 
	 
	 
	 
	 

	PP2-24
	[3GPP2 IM], [user requirements 3]
	"A user shall be able to create his own alias to hide his identity."
	 
	 
	 
	 
	 

	PP2-25
	[3GPP2 IM], [user requirements 4]
	"A user may have multiple Aliases for one account."
	 
	 
	 
	 
	 

	PP2-26
	[3GPP2 IM], [user requirements 5]
	"Message recipient shall be able to add the sender's contact information to their address book"
	 
	 
	 
	 
	 

	PP2-27
	[3GPP2 IM], [user requirements 6]
	"Address books may be stored in the network or in the device."
	 
	 
	 
	 
	 

	PP2-28
	[3GPP2 IM], [user requirements 7]
	"The user shall be able to specify a communication address to which messages or notifications would be sent if the user is not logged into the IM service."
	 
	 
	 
	 
	 

	PP2-29
	[3GPP2 IM], [user requirements 8]
	"The user shall be able to specify a device to which they would be notified if not logged in the IM service."
	 
	 
	 
	 
	 

	PP2-30
	[3GPP2 IM], [user requirements 9]
	"If the recipient is not available or off-line, the IM service shall be able to forward the message to other messaging service to deliver the message when the user is available before the message expiration."
	 
	 
	 
	 
	 

	PP2-31
	[3GPP2 IM], [user requirements 10]
	"If a message is non-deliverable, an error message may be returned to the sender, e.g., message addressed to an invalid destination."
	 
	 
	 
	 
	 

	PP2-32
	[3GPP2 IM], [user requirements 11]
	"The operator shall be able to block the error messages returned to the senders due to invalid or blocked destination, especially if there is an IM server failure that results in numerous error messages being sent to the user."
	 
	 
	 
	 
	 

	PP2-33
	[3GPP2 IM] [user requirements 12]
	"An immediate message shall have a configurable expiration time. If the sender does not specify the expiration time, the default expiration shall be used." 
	 
	 
	 
	 
	 

	PP2-34
	[3GPP2 IM] [user requirements 13]
	"The messages shall be stored until the expiration time is expired."
	 
	 
	 
	 
	 

	PP2-35
	[3GPP2 IM], [user requirements 14]
	"The user shall be able to reply to a sender, multiple recipients, or the user defined list"
	 
	 
	 
	 
	 

	PP2-36
	[3GPP2 IM] [user requirements 15]
	"A user shall be able to generate immediate messages with any content type." 
	 
	 
	 
	 
	 

	PP2-37
	[3GPP2 IM] [user requirements 16]
	"The user shall be able to send a message to a recipient, multiple recipients, or the user defined list."
	 
	 
	 
	 
	 

	PP2-38
	[3GPP2 IM], [user requirements 17]
	"The service shall have the capability to associate IM accounts (e.g. as identified by an NAI) with a user and a chat session."
	 
	 
	 
	 
	 

	PP2-39
	[3GPP2 IM], [user requirements 19]
	"The service shall have the ability to provide a default profile for the user that is enabled upon registration. In the absence of a client supplied profile, the service shall behave as though a default profile has been supplied"
	 
	 
	 
	 
	 

	PP2-40
	[3GPP2 IM], [user requirements 20]
	"The service shall support the user to have chat sessions with one or more users."
	 
	 
	 
	 
	 

	PP2-41
	[3GPP2 IM], [user requirements 21]
	"The service shall support the user to invite additional users to a group chat session."
	 
	 
	 
	 
	 

	PP2-42
	[3GPP2 IM], [user requirements 23]
	"There shall be support for multiple simultaneous chat sessions with a user or group (a user may be in multiple groups)."
	 
	 
	 
	 
	 

	PP2-43
	[3GPP2 IM], [user requirements 24]
	"There shall be the ability to terminate chat session."
	 
	 
	 
	 
	 

	PP2-44
	[3GPP2 IM], [user requirements 25]
	"There shall be a method to detect when other users have left the conversation."
	 
	 
	 
	 
	 

	PP2-45
	[3GPP2 IM], [user requirements 26]
	"The user may have the ability to store and view a chat session history"
	 
	 
	 
	 
	 


Appendix B. Detailed Use Cases
(Informative)

This appendix contains more detailed information of the use cases presented in section 5.

7. WSI: Get and Send Instant Messages

This use case introduces the Instant Messaging WSI case of getting instant messages to a web-based service from Senders and sending instant messages to Instant Inboxes in an Instant Messaging Service using WSI.

This use case shows the sending and receiving of IM messages using the web service interface in the context of a mobile service that incorporates an IM capability to its service. The users of several IM service domains can communicate using instant messages within this mobile service using usernames specific to this mobile service. 

The application is a mobile gaming service, to which the gamers connect with instant messaging capable mobile terminals. Specifically, this use case takes into account the specific issues of the work item, such as using WSI and providing basic IM functionality with as small changes to the existing service as possible.

Instant messaging service system’s internal interaction is not discussed in detail. Also, the user access to the mobile gaming service is not discussed in detail. 

7.1  ASK  \* MERGEFORMAT Short Description

This use case describes a Mobile Web Service (Web Service Consumer) receiving Instant Messages sent to its Instant Inbox in the Instant Messaging Service (Web Service Provider) by the users as Senders in the same Instant Messaging Service using WSI. It also describes sending Instant Messages to the Instant Inboxes in the Instant Messaging Service (Web Service Provider) using WSI.

This use case is applicable to any service/application using IM WSI, but, as an example, the level 0 use case context in this is a mobile gaming service that allows users to send messages to the other users in the same game. Users do not need to be using the same Instant Messaging Service, and the usernames are specific to the mobile gaming service.

7.2 Actors

· Mobile Gaming Service (A) – Web Service Consumer. Acts as a role of the Inbox User Agent. A mobile gaming service provider getting messages sent to its Instant Inbox using WSI.

· IM Service #1 (B1) – Web Service Provider. Acts as a role of IM Service. A service provider for instant messaging implementing the web service interface.

· IM Service #2 (B2) – Web Service Provider. Acts as a role of IM Service. A service provider for instant messaging implementing the web service interface.

· User #1 (U1) – Acts as a role of the Sender. User registered to B1 playing a game with U2 in A, sending a message to U2 in the same game.

· User #2 (U2) –User registered to B2 playing a game with U1 in A, receiving a message from U1.

7.3 Pre-conditions

· U1 is registered to use A

· U1 has registered its IM information with A

· U1 is a registered to use B1

· U1 can send and receive IM messages using B1

· U2 is registered to use A

· U2 has registered its IM information with A

· U2 is a registered to use B2

· U2 can send and receive IM messages using B2

· A is registered to use B1

· A is registered to use B2

· B1 implements the IM WSI

· B2 implements the IM WSI

· A can use WSI according to the OMA WSF

· U1 and U2 are online playing a game in A

7.4 Post-conditions

· U2 has received the message sent by U2 via A and addressed using U2’s credentials in A.

· A has received information from B2 showing that the message was sent successfully

7.5 Normal Flow

(Message sequence chart can be found in Appendix B, section x.x)

7. U1 sends an instant message addressed to the U2’s username in the gaming service.

8. A sends a GetMessages request at some suitable point in time to B1. 

9. B1 send a response with the messages sent to the Instant Inbox of A.

10. A translates the address from the username in A to the IM address of U2 in B2.

11. A sends a SendMessages request at some suitable point in time to the B2 with the message addressed to U2 in B2.

12. B2 sends a response with the success status.
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1 These messages are not in scope of this document, and are presented here only for sake of completeness

7.6 Alternative Flow

7.6.1 Multiple messages in Instant Inbox

This alternative flow clarifies the Get and Send Messages -functionality when there’s more than one message in the Instant Inbox of A to be received and sent to other Instant Inbox/es.

1. U1 sends an instant message addressed to the U2’s username in A.

2. U1 sends another instant message addressed to the U2’s username in A.

3. A sends a GetMessages request at some suitable point in time to B1. 

4.  B1 sends a response to A containing the messages sent to the Instant Inbox of A

5. A translates the addresses in the messages sent by U1 from the username in A to the IM address of U2 in B2.

6. A sends a SendMessages request at some suitable point in time to B2 with a list containing the messages to B2 both addressed to U2.

7. B2 replies with the success status.
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1 These messages are not in scope of this document, and are presented here only for sake of completeness

Appendix C. IETF Protocol Requirements
(Informative)

RFC2779 (http://www.ietf.org/rfc/rfc2779.txt)was created by the IMPP Working Group to serve as informative guidance as to the messaging and presence protocol requirements that any IM and Presence protocol proposed by an IETF should adhere to.   Some RFC2779 recommendations are applicable to mobile immediate messaging and may provide some guidance while developing IM protocols.

CPIM (http://www.ietf.org/internet-drafts/draft-ietf-impp-cpim-02.txt) are Internet Drafts created by the IMPP Working Group that serves as informative guidance as a framework for common operations with specific IM protocols, a presence schema and message format.  CPIM is only an internet draft (and thus subject to change), but may provide guidance while developing IM protocols.
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