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1 Reason for Change

This CR sorts the requirements related to the Personal Contact Card / Contact Views and the Contact Subscription functionality. No change to the requirements is made but these ones:
· Requirement HLF-020 is deleted since it is covered by VIEW-005.

· Requirement HLF-022 is deleted since it is covered by VIEW-006, except for the reference to the “CAB User preferences and service provider policy”, which is added at the end to HLF-022
This CR is intended to solve the following RDRR comments:

	A328
	2008.04.24
	T
	6.1 CAB-HLF-020
	Source: Telefonica SA

Form: doc #0087 

Comment: CAB-HLF-010, and from CAB-HLF-020 to CAB-HLF-023: Requirements related to the contact subscription functionality.
Proposed Change: 
Move requirements to section 6.2 and reword this section to “Personal Contact Card Requirements”

EN: See also  [A249], [A339], [A344], [A353]
	Status: OPEN

[2008.05.08 Mail by CAB Chair]

Resolution assigned to NSN (proposed).

[2008.05.13 F2F]

This item would be handled separately by Telefonica.

	A339
	2008.04.24
	T
	6.1 CAB-HLF-021
	Source: Telefonica SA

Form: doc #0087 

Comment: CAB-HLF-010, and from CAB-HLF-020 to CAB-HLF-023: Requirements related to the contact subscription functionality.
Proposed Change: 
Move requirements to section 6.2 and reword this section to “Personal Contact Card Requirements”

EN: See also  [A249], [A328], [A344], [A353]
	Status: OPEN

[2008.05.08 Mail by CAB Chair]

Resolution assigned to NSN (proposed).

[2008.05.13 F2F]

Resolution in Doc #0121 was discussed and decided the further consideration would be required.

[2008.05.21 CC]

Resolution in Doc #0121R01 was presented. There was a comment that which part of service provider's policy is clarified was needed as [A342]. The meeting decided to put this proposal to 7-day R&A (closing at 18:00 GMT on 29 May). Nonetheless, this item may separately be handled by Telefonica. 

[2008.06.02 R&A]

Resolution in Doc #0121R01 was not agreed in R&A. This item is kept OPEN until the revised resolution is agreed.

[2008.06.04 CC]

Although the resolution in Doc #0121R03 and R04 were discussed and agreed, this item is a separate issue and kept OPEN.

	A555
	2008.04.24
	E
	6.2 Title
	Source: Telefonica SA

Form: doc #0087 

Comment: This section should refer to the broader term “Personal Contact Card” instead of the ”Contact View”

Proposed Change: 

Reword the title of this section to “Personal Contact Card Requirements”
	Status: OPEN

[2008.05.08 Mail by CAB Chair]

Resolution assigned to OZ (proposed).


2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the group reviews and incorporate this CR in the CAB RD.

6 Detailed Change Proposal

5. Requirements
(Normative)

5.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	CAB-HLF-001
	The CAB Enabler SHALL provide a network based address book for the CAB User.
	CAB V1.0

	
	
	

	CAB-HLF -003
	The CAB Enabler SHALL include contact information such as:

· Full name

· Display name

· Addresses (e.g. CPM Address, email address, phone number, SIP address, home address)

· Basic personal data (e.g. birth date, description, gender, height) 

· Extended personal data (e.g. areas of expertise, avatars data, hobbies, interests, photo or video data, title)

 Web resources (e.g. homepage url, weblog url, publications url)

· Organisational data (e.g. business category, department name, job title, alternative contact or agent)
	CAB V1.0

	
	
	

	CAB-HLF -005
	The CAB Enabler MAY include as a part of the contact information, the information required for Presence Subscription.
	CAB V1.0

	
	
	

	CAB-HLF -007
	The CAB Enabler SHALL allow the CAB User to add/change/delete contacts information of any Contact Entry in his address book e.g. display name, picture.
	CAB V1.0

	
	
	

	CAB-HLF -011
	The CAB Enabler SHALL, according to the CAB User’s preferences and/or service provider's policy, be able to either automatically or by request keep up-to-date all information of the address books of all the CAB-enabled registered devices of a CAB. 


	CAB V1.0

	CAB-HLF-013a
	The CAB Enabler SHALL support named  lists of Contact Entries which can be managed (i.e. created, deleted, edited) by Authorized Principals.
	CAB V1.0

	CAB-HLF-013b
	The CAB Enabler SHALL permit a Contact Entry to appear in any number of named lists.
	CAB V1.0

	CAB-HLF -014
	The CAB Enabler SHALL support a mechanism for the CAB User to manage access and modification rights to all or a subset of  the contact information stored in his Converged Address Book to an Authorized Principal.
	Future Release

	CAB-HLF-016
	The CAB MAY support one address book per CPM Address of the CPM User.


	CAB V1.0

	CAB-HLF -017
	The CAB Enabler SHALL be able to receive contact information in legacy standard format including vCard based on user settings. 
	CAB V1.0



	CAB-HLF -017a
	The CAB Enabler MAY be able to receive contact information in other Legacy Formats based on user settings. 
	CAB V1.0

	CAB-HLF -018
	The CAB Enabler SHALL be able to Contact Send stored contact information in a standard format (e.g. vCard format), based on user settings and service provider's policy.
	CAB V1.0

	CAB-HLF -018a
	The CAB Enabler MAY be able to Contact Send stored contact information in other Legacy Formats, based on user settings and service provider's policy.
	CAB V1.0

	CAB-HLF-018b
	The CAB Enabler SHALL support the following communication methods (based on the recipient’s service capability) when sending 3rd party contact information to others:

1) CAB server to CAB server communication

2) SMS with appropriate format (such as vCard)

3) MMS with appropriate format (such as vCard)

4) EMAIL with appropriate format (such as vCard)

5) IM with appropriate format (such as vCard)
	CAB V1.0

	
	
	

	
	
	

	
	

	

	
	
	

	
	
	

	CAB-HLF-024
	The CAB Enabler SHALL be able to notify a CAB User (e.g. User A) when another CAB User (e.g. User B) added him/her (A) to his/her contacts (B), based on CAB User preferences (A and B) and service provider policy.
	CAB V 1.0

	CAB-HLF-025
	The CAB Enabler SHALL be able to notify a CAB User (A) when one of his/her contacts becomes a CAB User (B), based on CAB User preferences (A&B) and service provider policy.


	CAB V 1.0

	CAB-HLF-029
	The CAB Enabler SHALL allow a registered device to manage (e.g. modify, delete, access, keep up to date) a local subset of the Converged Address Book that is resident in the network.


	CAB V1.0

	CAB-HLF-031
	The CAB Enabler SHALL be able to provide a CAB User the CAB status  information (e.g. CAB or legacy contact, pending authorisation, corresponding CAB provider, source of contact data, …) of each of his/her contacts, based on service provider policy.
	CAB V1.0

	CAB-HLF-032
	The CAB Enabler SHALL expose to other Enablers (e.g. Messaging enabler, CPM enabler) an interface to obtain CAB information related to CAB User's contacts, subject to user authorization and/or service provider policies.
	CAB V1.0


Table 2: High-Level Functional Requirements

5.1.1 Security

<editor’s note: To be removed if it remains empty>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Security Items

5.2.1.1 Authentication

	Label
	Description
	Enabler Release

	CAB-AUC-001
	The CAB Enabler SHALL support a Principal to be authenticated by the CAB service provider domain.
	CAB V1.0

	CAB-AUC-002


	The CAB Enabler SHALL support a Principal to authenticate the CAB service provider domain.
	CAB  V1.0

	CAB-AUC-003
	The CAB Enabler MAY leverage the authentication capabilities of the underlying IP network to authenticate a Principal.
	CAB V1.0

	CAB-AUC-004
	The CAB Enabler MAY leverage the authentication capabilities of the underlying IP network to allow a Principal to authenticate the service provider domain.
	CAB V1.0


Table 4: High-Level Functional Requirements – Authentication Items
5.2.1.2 Authorization

	Label
	Description
	Enabler Release

	CAB-AUT-004a
	The CAB Enabler SHALL allow the CAB User to manage authorisation rules that allow others to obtain information from the Published Contact Card (e.g. to satisfy Contact Subscriptions, contact searches).
	


Table 5: High-Level Functional Requirements – Authorization Items

5.2.1.3 Data Integrity

<editor’s note: To be removed if it remains empty>

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Data Integrity Items

5.2.1.4 Confidentiality

<editor’s note: To be removed if it remains empty>

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Confidentiality Items

5.1.2 Charging

<editor’s note: To be removed if it remains empty>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 8: High-Level Functional Requirements – Charging Items

5.1.3 Administration and Configuration

<editor’s note: To be removed if it remains empty>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Administration and Configuration Items

5.1.4 Usability

<editor’s note: To be removed if it remains empty>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Usability Items

5.1.5 Interoperability

	Label
	Description
	Enabler Release

	CAB-IOT-001
	The CAB Enabler SHALL provide a network-based interface for the interoperation between service providers.
	CAB V1.0


Table 11: High-Level Functional Requirements – Interoperability Items

5.1.6 Privacy

<editor’s note: To be removed if it remains empty>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 12: High-Level Functional Requirements – Privacy Items

5.1.7 Lawful Interception

NOTE:  The capability to intercept CAB telecommunications traffic and related information is always implemented in accordance with national or regional (e.g. European Union) laws or technical regulations applicable to the service provider. Nothing in these requirements, including the definitions, is intended to supplant such applicable laws or regulations. 

	Label
	Description
	Enabler Release

	CAB-LI-001
	The CAB Enabler SHALL support capabilities to allow lawful interception.
	CAB V1.0

	CAB-LI-002
	The CAB Enabler SHALL support lawful interception unobtrusively (e.g.  transparently to the CAB User)
	CAB V1.0

	CAB-LI-003
	The CAB Enabler SHALL be able to provide CAB related information whether persistent or traffic related to support lawful interception of an identified CAB User by regional law enforcement authorities.
	CAB V1.0

	CAB-LI-004
	When supporting a lawful interception request, the CAB Enabler SHALL be able to provide the available CAB information regardless of the privacy settings set by intercepted CAB Users on their CAB related information.
	CAB V1.0

	CAB-LI-005
	Available and applicable underlying network (e.g. SIP/IP Core) capabilities SHOULD be used to support lawful interception requirements as much as possible (e.g. re-use of 3GPP/3GPP2 lawful interception in case of 3GPP/3GPP2 IMS and/or other national or regional technical specifications).
	CAB V1.0


Table 13: High-Level Functional Requirements – Lawful Interception Items

5.1.8 Presence

	Label
	Description
	Enabler Release

	CAB-PRS-001
	If Presence Information is available, the CAB Enabler SHALL be able to use that information to enhance the user experience.
	CAB V1.0

	CAB-PRS-002
	The CAB Enabler MAY support a set of presence parameters on behalf of the CAB Users. that derive from different services. 
	CAB V1.0

	CAB-PRS-003
	The CPM Enabler SHALL be able to subscribe/unsubscribe a CAB User to one of his contacts’ presence according to his active user preferences profile.
	CAB V1.0

	CAB-PRS-004
	The CAB Enabler MAY support a mechanism for the CAB User to be able to select different groups of contacts or single contacts in his/her address book and indicate the values of presence attributes to be exposed to those contacts
	CAB V1.0


Table 14:High-Level Functional Requirements – Presence Items

5.2 Personal Contact Card Requirements

	Label
	Description
	Enabler Release

	CAB-HLF -008
	The CAB Enabler SHALL allow the CAB User to manage (e.g. add/change/delete) his/her Personal Contact Card information.
	CAB V1.0

	CAB-VIEW-001
	The CAB Enabler SHALL allow a CAB User to manage (e.g. create, delete, modify, name ) Contact Views of their Personal Contact Card.
	CAB V1.0

	CAB-VIEW-001a
	The CAB enabler SHALL allow a CAB User to associate same fields to more than one Contact View.
	CAB V1.0

	CAB-VIEW-002
	The CAB Enabler SHALL permit a CAB User to select the Contact View to be provided to a user requesting Personal Contact Card information .
	CAB V1.0

	
	
	

	CAB-VIEW-004
	The CAB Enabler SHALL permit a CAB User to set a Contact View to be public.

Editor’s note: public concept needs to be discussed and defined later.
	CAB V1.0

	
	
	

	
	
	

	CAB-VIEW-007
	The CAB Enabler SHALL produce contact information, for distribution to others, by including only information whose attributes are selected in the associated Contact View with the user making the request.
	CAB V1.0

	CAB-VIEW-008
	The CAB Enabler SHALL utilize a CAB-common data format for providing Personal Contact Card information derived from a Contact View to requests generated from CAB Systems.
	CAB V1.0

	CAB-VIEW-010
	The CAB Enabler MAY provide contact information in a requested data format (e.g., vCard format, web page).
	CAB V1.0

	CAB-VIEW-014
	The CAB Enabler SHOULD utilize the data format for Contact Views to include a Contact View Display Name (i.e. the source display name associated to a Contact View that is made available to other users. The name is used to reflect the user’s external identity or personality.), which will be included in contact information sent to others, where the encoding format supports it. This may be displayed in the contact entry of the other user’s address book.
	CAB V1.0


Table 15: Contact Views Requirements

5.3  Contact Subscription Requirements

	Label
	Description
	Enabler Release

	CAB-VIEW-005
	The CAB Enabler SHALL support a mechanism by which other users  obtain a Contact Subscription to the  Published Contact Card information of a CAB User based on Service Provider policies.
	CAB V1.0

	CAB-HLF-020a
	The CAB Enabler SHALL allow a CAB User to invite other CAB users to subscribe to his/her Published Contact Card information based on service provider’s policy.
	CAB V1.0

	CAB-HLF -021
	The CAB Enabler SHALL provide a means to notify a CAB User about a request for a Contact Subscription, based on user preferences and service provider policy.


	CAB V1.0

	CAB-VIEW-006
	The CAB Enabler SHALL have a mechanism by which a notification is generated for Published Contact Card activity toward all active Contact Subscriptions when either the value of an attribute in the Contact View changes, an attribute is added or removed from the Contact View or the subscribing user is mapped to a different Contact View, based on CAB User preferences and service provider policy.
	CAB V1.0

	CAB-HLF -023
	The CAB Enabler SHALL update the CAB User’s address book with contact information from Contact Subscriptions, based on the CAB User preferences. 
	CAB V1.0

	CAB-HLF -004
	The CAB Enabler SHALL be able to combine information from the Contact Subscriptions with the information that the CAB User customizes about the associated contacts.
	CAB V1.0


5.4 Table 16: Contact Subscription Requirements












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 9)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 9 (of 9)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

