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1. Scope
(Informative)

This document defines the requirements for the Converged Address Book (CAB) Enabler.

The CAB Enabler is based on the CPM CAB requirements, with the aim to expand on them in selected areas.

As telecommunications are evolving towards all-IP based networks, many innovative and flexible services emerge to facilitate peer-to-peer and community communications, most using an address book as a launch pad for these services. Users are dealing with many address books (such as device resident, SIM resident, service dependent and ISP offered) that cause difficult and bad user experience. In order to avoid market fragmentation and improve user experience a common standard for Address Book is required. 
The aim is to use and refer to existing relevant standards and specifications to develop an enabler for a network based address book that allows the use of a single address book by a variety of services and devices.  

The services that can use the address book include: messaging, gaming, conferencing, browsing and Value Added Services.
The services provided by the CAB enriches the end user experience by providing additional information such as presence, communication capabilities and other service related data available for any of the user's contacts.The standard should consider the different use cases for the Converged Address Book starting with private (personal) address books and extending further with other use cases (e.g. enterprise).   

The scope of the work of CAB includes:

· Define an extensible CAB data structure ensuring that it shall be able to incorporate data fields from existing formats (e.g., vCard specifications supported in today’s devices).
· Define the organization of information related to contacts

· Integrate other information to contact information like bookmarks.

· Develop features which allow access from different networks and services 

· Supporting for a user to provide his own up-to-date contact information to others, to populate their respective address book

· Providing access and synchronization for various devices registered by the same user across IP networks.

· To develop a framework that allows interworking with available network based address book(s) provided by (for example) messaging and email services. This framework is expected to use standard data formats.
· Integrating the existing device based address book into CAB 
· Providing different views of CAB content depending on the context and/or the device.
· The requirements, architecture and technical specifications for the Converged Address Book should be derived and evolved from the CPM requirements on Converged Address Book (CAB).

· Align the requirements and ensure compatibility with the Converged Address Book activities of the CPM enabler.

2. References

	 [RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.6, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_6, URL:http://www.openmobilealliance.org/

	
	


2.1 Informative References

	 [OMADICT]
	“Dictionary for OMA Specifications”, Version 2.6, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_6, URL:http://www.openmobilealliance.org/

	[OMA XDM]
	"XML Document Management", Version 1.0, Open Mobile Alliance™, 
OMA-XDM-V1_0, URL: http://www.openmobilealliance.org

	[OMA Presence]
	"Presence SIMPLE", Version 2.0, Open Mobile Alliance™,
OMA-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Converged Address Book
	A set of entries called "contacts" commonly available to any registered device. Each contact entry consists of a set of static and/or dynamic information (e.g. name, address, Presence Subscription information, display name). Entries in the database support various addresses from different addressing schemes.

	User Communication Preferences
	The preferences that the CPM User sets regarding the way he prefers to communicate.

	User Preferences Profile
	A set of user settings which controls aspects of how a user perceives and receives services; a user may have several such profiles.


3.3
Abbreviations

	CAB
	Converged Address Book

	CPM
	Converged IP Messaging

	OMA
	Open Mobile Alliance

	XDM
	XML Document Management

	XML
	eXtensible Markup Language


4. Introduction
(Informative)

<editor’s note: To be completed>

The CAB Enabler provides the following functions:

1) Function 1
2) …
4.1 Version 1.0

<editor’s note: To be completed>

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the RD.  The description should be brief, target length should be a few paragraphs.   When the enabler or reference release is finished, this description should be aligned with the final functionality.   

DELETE THIS COMMENT

5. Use Cases
(Informative)

5.1 Converged Address Book

5.1.1 Short Description

The user can have multiple devices and needs to have a single address book across all his devices. This use case describes how converged messaging can ensure a consistent user experience by providing synchronisation of all the information of the address book on all the user's devices.

5.1.2 Actors

Alice: a user that uses the converged messaging service, who has several devices.

Bob: a user that uses the converged messaging service, who has several devices.

5.1.2.1 Actor Specific Issues

Alice has three devices: a mobile, a PDA, and a PC. She is on her PC and she wants to reorganize her address book (change display names, organise the contacts into groups…). 

Bob has two devices: a mobile and a PC. He is first connected on his mobile device, then he is connected also on his PC and wants his friends to know what Communication Capabilities are available to contact him at any time based on what is supported by his device(s) and his own preferences.

5.1.2.2 Actor Specific Benefits
Alice can organize her address book on one device, and all the modifications are automatically made available on the other devices. She can access the same information from a new device, or even from a web page in a cyber cafe.

Alice is aware of the Communication Capabilities supported by her contacts and their User Communication Preferences to initiate appropriate communications with them.

Bob is able to suggest to others how they should contact him in different situations.

5.1.3 Pre-conditions

Alice, Bob are both provisioned to use the converged messaging service.

Alice and Bob's devices are registered with the CPM System.

5.1.4 Post-conditions

Alice is able to update her address book on one device and the modification is automatically reflected in the address book on the other devices.

5.1.5 Normal Flow
3) Alice is working on her PC. She wants to reorganize her address book. 

4) She selects the contact named "Bob" and requests to change the display name to "Bobby" instead. 

5) Once Alice has validated the modification on her PC, the modification is automatically reflected on Alice's other devices.

6) Alice decides to subscribe to Bob’s Presence Information from her PC. Based on Alice’s subscription request, Bob’s presence status is automatically reflected on her PDA and her mobile.

7) Once the subscription is accepted by Bob, Alice is notified of Bob’s Presence Information on all of her devices. 

8) Alice has a group named "Friends" in her address book. Alice has three contacts in this group: Claire, David and Eric.

9) Alice requests to add Bob to this group. Bob then appears as "Bobby" under the group named "Friends" in the address book.

10)  Once Alice has validated the modification on her PC, the modification is automatically reflected in the address book on Alice's other devices.

11) Alice wants to initiate a conversation with her group "Friends". She can see the Communication Capabilities of each member of the group and their User Communication Preferences.

12) So Alice selects the group name "Friends" on her address book and starts a text conversation.

13) At this time of the conversation, Bob is only available on his mobile.  Bob then connects also to his PC later on.

14) Alice sees in her address book that the information about her friend "Bobby" has been updated. Bob appears available with capability to receive streamed videos. This information is also automatically updated on Alice's other devices' address books.

15) Alice then decides to share a streamed video with Bob by selecting "Bobby" in her address book under "Friends" group while continuing her conversation with the group.

5.1.6 Alternative Flow
16) Alice purchases a new mobile device which is added to her CPM Service subscription.

17) Alice’s new device is able to synchronize with Alice’s address book data stored on the network.

18) Alice’s environment is restored on the new device: static contact information, group definitions, User Communication Preferences, Presence Subscriptions, etc., are recovered on the new device.

5.1.7 Operational and Quality of Experience Requirements

A user shall be able to know the Communication Capabilities supported by his contacts in his address book.

A user shall be able to add/delete/modify contacts in the address book of one of his devices and the modification is made available on all the other devices.
5.2 <Use Case Title>

<< For the second and subsequent Use Cases, the template for section 5.1 should be followed.  DELETE THIS COMMENT >>

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	CAB-HLF-001
	The CAB Enabler SHALL provide at least one network based address book for the CAB User.
	CAB V1.0

	CAB-HLF -002
	The CAB Enabler SHALL provide the CAB User with all available information which may enable him to invoke any kind of service (e.g. CPM Conversation).
	CAB V1.0

	CAB-HLF -003
	The CAB Enabler SHALL include contact information such as:

· Full name

· Display name

· Addresses (e.g. CPM Address, email address, phone number, SIP address, home address)

· Basic personal data (e.g. birth date, description, gender, height) 

· Extended personal data (e.g. areas of expertise, avatars data, hobbies, interests, photo or video data, title)

·  Web resources (e.g. homepage url, weblog url, publications url)
· Organisational data (e.g. business category, department name, job title, alternative contact or agent)
	CAB V1.0

	CAB-HLF -004
	The CAB Enabler SHALL be able to combine information coming from the personal profile published by theCAB User's contacts with the information that the CAB User customizes about these contacts.
	CAB V1.0

	CAB-HLF -005
	The CAB Enabler MAY include as a part of the contact information, the information required for Presence Subscription.
	CAB V1.0

	CAB-HLF -006
	
The CAB Enabler MAY support a mechanism for the CAB User to be able to select different groups of contacts or single contacts in his/her address book and indicate the values of presence attributes to be exposed to those contacts
	CAB V1.0

	CAB-HLF -007
	The CAB Enabler SHALL allow the CAB User to add/change/delete contacts information in his address book e.g. display name, picture.
	CAB V1.0

	CAB-HLF -008
	The CAB Enabler SHALL allow the CAB User to manage (e.g. add/change/delete) his own personal contact information and to share it (either completely or partially) with other authorized users.
	CAB V1.0

	CAB-HLF -009
	The CAB Enabler SHALL allow the CAB User to set up individual authorisation rules for sharing his own personal contact information on a per-user or a per group basis.
	CAB V1.0

	CAB-HLF -010
	The CAB Enabler SHALL allow the CAB User to request to be notified whenever a contact changes his own personal contact information.
	CAB V1.0

	CAB-HLF -011
	The CAB SHALL, according to the user’s preferences and/or service provider's policy, be able to either automatically or by request keep up to date all address books (e.g. addition, deletion, modification of contacts or groups of contacts, address book structure) in all CPM enabled registered devices bound with the associated registered CPM Address(es).
	CAB V1.0

	CAB-HLF -012
	The CAB SHALL, according to the user’s preferences and/or service provider's policy, be able to either automatically or by request keep all CPM enabled registered devices bound with the associated registered CPM Address(es) up to date with information required for Presence Subscription, User Communication Preferences, and Communication Capabilities.
	CAB 1.0

	CAB-HLF -013
	The CAB SHOULD provide the CPM User with the ability to organize his contacts into different categories of contacts (e.g. family, friends, colleagues).
Editorial note: need to identify what is the difference between “groups of contacts” and “categories of contacts”? If none are found, need to delete/change/alter appropriately requirements 006 & 013.
	CAB V1.0

	CAB-HLF -014
	The CAB Enabler SHALL support a mechanism for the CAB User to be able to give selective access and modification rights for his CAB to an Authorized Principal.
	CAB V1.0

	
	
	

	CAB-HLF-016
	The CAB MAY support one address book per CPM Address of the CPM User.
<Editor’s note: it is not clear whether this requirement should be kept or deleted. The minutes OMA-REQ-CAB-2007-0008-MINUTES_13Nov2007RDDEV_CAB_CC indicate to delete the requirement but they are ambiguous. Should teh requirement be delted from teh RD or CR 0001R02? >
	CAB V1.0

	CAB-HLF -xxx
	New CAB WID 0155 requirement
	CAB V1.0


Table 1: High-Level Functional Requirements

6.1.1 Security
<editor’s note: To be completed>

<< This clause identifies the high-level security needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements. 

Please refer to the Requirements Best Practises Document for an overview of OMA-SEC interests in this area.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.1.1.1 Authentication

<editor’s note: To be completed>

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to authenticate the {requestor of this function | user | device | initiator | ...} {if required by the applicable policies}.
	

	
	This function MUST be able to authenticate the {provider of this function | server | proxy | responder | ...} {if required by the applicable policies}.
	

	
	This function MUST be able to provide data origination authentication {if required by the applicable policies}. This means, it MUST be possible to ensure confidence that a received message or piece of data has been created by a certain party at some (unspecified) time in the past, and that this data has not been corrupted or tampered with.
	

	
	This function MUST be able to provide replay protection {if required by the applicable policies} to ensure confidence that a received message has not been recorded and played back.
	

	
	This function MUST be able to authenticate the source of the broadcast or streaming {if required by the applicable policies}.
	

	
	This function MUST be able to implicitly authenticate the destinations of the broadcast or streaming {if required by the applicable policies}.
	

	
	This function MUST allow the user to authenticate himself to the {device | agent} e.g., by entering a PIN code or by using biometrics if applicable.
	

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
6.1.1.2 Authorization

<editor’s note: To be completed>
<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to authorize access only to requestors entitled to access the function.
	

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.1.1.3 Data Integrity

<editor’s note: To be completed>

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

6.1.1.4 Confidentiality

<editor’s note: To be completed>
<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

6.1.2 Charging
<editor’s note: To be completed>
<< This clause identifies the high-level charging needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

<editor’s note: To be completed>
<< This clause identifies the high-level administration and configuration needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

<editor’s note: To be completed>
<< This clause identifies the usability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

<editor’s note: To be completed>
<< This clause identifies the high-level interoperability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

<editor’s note: To be completed>
<< This clause identifies the high-level privacy needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

6.1.7 Lawful Interception
<editor’s note: To be completed>

	Label
	Description
	Enabler Release

	
	
	


Table 12:High-Level Functional Requirements – Lawful Interception Items
6.1.8 Presence

	Label
	Description
	Enabler Release

	CAB-PRS-001
	If Presence Information is available, the CAB Enabler SHALL be able to use that information to enhance the user experience.
	CAB V1.0

	CAB-PRS-002
	The CAB Enabler MAY support a set of presence parameters on behalf of the CAB Users. that derive from different services. 
	CAB V1.0

	CAB-PRS-003
	The CPM Enabler SHALL be able to subscribe/unsubscribe a CAB User to one of his contacts’ presence according to his active User Preferences Profile.
	CAB V1.0


Table 13:High-Level Functional Requirements – Presence Items

6.2 Overall System Requirements

<editor’s note: To be completed>

<<This clause describes the general behaviour and characteristics of the enabler such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:

The XYZ enabler MUST NOT restrict deployment options

The XYZ enabler MUST be defined in an execution environment neutral manner

The XYZ enabler MUST specify interfaces that are access technology neutral

The XYZ enabler MUST be able to support services applicable to any kind of users or segments

It SHOULD be possible to use existing OMA Device Management and Provisioning enablers.

This clause can optionally include requirements describing how the actors identified in section 5 interact with this enabler.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 14: High-Level System Requirements

Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


A.2 Draft/Candidate Version <current version> History
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If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.
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