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1 Reason for Contribution

The CBCS group has asked for use case.  This document contains a use case.
R01: only recommendation section is modified as no comments/suggestions were received.
2 Summary of Contribution

This document contains a use case that is offered for discussion and requested to be included in the CBCS RD.
3 Detailed Proposal

5. Use Cases
(Informative)

<< This clause provides high-level use cases providing a backdrop or “storyboard” to the user experience within the scope of this requirements document and from which some or all of the requirements for this enabler will be derived.  In order to expedite the development of this requirements document, it is recommended that the total number of use cases be minimised, into a set (of as few as possible but in any case no more than approximately 10) that captures the essential purpose of the enabler from a user perspective.

Use cases do not contain any normative requirements and should not try to overly specify details of interactions or message flows between enablers or the components of this enabler.  Time spent on this section should be minimised, and the requirements development cycle should focus on the normative sections of this document.  Contributions providing new use cases should include relevant additions to the Requirements section as well.  Beyond the initial set of use cases, further use cases should be avoided and only be added in exceptional situations where people are unclear about the need for a new requirement, and the use case material is needed to explain why the requirement is needed.
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5.1 Screening content of multiple sources
<< The level of detail of descriptions in this Requirements Document shall be above technical implementations of protocols.  It shall be as detailed as to fully guide a non-technical reader from start to end, defining the behavior of each actor.
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This use case considers the use of a single content screening service that filters content over multiple delivery mechanisms. 

5.1.1  ASK  \* MERGEFORMAT Short Description

<< In one or two sentences, describe the interaction that occurs in this use case.  Try not to regurgitate the basic course of events.  The short description may provide context that other sections do not contain.
(mandatory)
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Suppose the subscriber of Category Content Based Screening has selected a Content Screening level appropriate for the users managed by this subscriber (e.g. parental control). The subscriber now wishes to see screening rules uniformly applied to all delivery mechanisms (e.g. SMS, MMS, Push, IM). If content fails the screening test, if appropriate, the content at fault will be replaced with a message explaining why the content could not be presented and whom to contact in case the user questions the appropriateness of the screening result.
5.1.2 Actors

<< A list of involved actors and a description of their specific role in this use case.  Actors are people, organisations or applications that interact during the course of events in the use case.  It might be useful to have a list of standard actors for mobile services such as End User (private/corporate), Network Operator, Service Provider, Content Provider etc., but we will also need freedom to introduce further actors in order to capture our requirements.
(mandatory)
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Content screening authority
· The content screening authority uses the Category Based Content Screening service’s management interface.  The authority assigns users to the Category Based Content Screening service, applies desired Category Based Content Screening levels per user, and identifies the content delivery means that need to be screened.

Content screening user

· The content received by the content screening user has been screened and has met the Category Based Content Screening level provisioned by the content screening authority. In case content destined to the user fails the test, in some cases the failing content is replaced.
Service provider

· Offers the Category Based Content Screening service.

5.2.1.1 Actor Specific Issues

<< A list of specific issues for each actor in the defined use-case.  Listed issues shall highlight the important issues seen by each actor in the interaction with the enabler.
(mandatory)
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Service provider

· The service provider must be able to rate the content efficiently and accurately. Content may reach the user over multiple delivery mechanisms.  It is expected that content delivered over various delivery mechanisms will see the same screening rigour.
Content screening authority

· The content screening authority can securely manage service parameters, such as the users that are subject to screening and the screening level.  
Content screening user

· The content destined to the content screening user will be screened.  In case content fails the screening test, the user may be informed through replacement of the content.  The information accompanying a rejection notice could include an override or the rationale for rejection as well as explaining what the user could do if the user feels the content should not have been rejected.
5.2.1.2 Actor Specific Benefits

<< A list of specific benefits for each actor in the defined use-case.  Shall be used in the valuation of the defined use-case.
(mandatory)
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Service provider

· This service and its versatility could differentiate the service provider from others. In certain regions there may be regulatory requirements that, if not met, could bar the service provider from being active in that market.

Content screening authority

· The content screening authority can have screening and resolution uniformly applied over different content delivery mechanisms.  The content screening rigour would conform to the policies and values of the regulator, cooperation or family.
Content screening user

· The user is not exposed to content that does not conform to the values or policies that are in effect.
5.1.3 Pre-conditions

<< Pre-conditions are steps that must be in place before the normal or alternative flow of the use case can occur.  They are part of the contract between this use case and the outside world.
(mandatory)
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· The service provider must select a content categorization scheme and make sure that content providers apply it appropriately. Uncategorized content may be rejected by default or may be categorized on the fly.
· The content screening authority must select initial screening levels and associate them with content screening users before this service’s subscription can be activated.

5.1.4 Post-conditions

<< Like pre-conditions, post-conditions are part of the contract between this use case and the outside world. After this use case has been completed successfully, the post-conditions are satisfied. Post-conditions should be independent of the alternative (successful) paths taken inside the use case.
(mandatory)
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· The content screening user should not receive any content that does not meet the screening levels provisioned by the content screening authority, regardless of the delivery mechanism.
5.1.5 Normal Flow

<< This is the meat of the use case.  Describe the steps that each actor and the system go through to accomplish the goal of the use case.  The normal flow represents the ‘simple, correct path’ through the use case.  It is the most common path taken. For example, think of a use case that applies to 80% of the users, but for some reason, 20% of the users need to take an alternative path (they might come with different pre-conditions, for example, they might have ‘no credit card’).

The basic format here is a numbered list of steps that describe the actions of the actors and the system behaviour.  If it helps, a UML diagram might be added.
(mandatory)
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1. A content screening authority securely assigns content screening levels to users and selects a content screening resolution preference.

2. At some later point in time, content is sent to the content screening user using some content delivery mechanism.
3. Prior to delivery to the content screening user, the content is screened according to the content screening level assigned to the content screening user. If the content fails the screening levels, the message carrying the content is either silently rejected or modified conforming to the preferences of the content screening authority.  Content that does not fail the screening levels continues its path to the user using the content delivery mechanism.
5.1.6 Alternative Flow

<< Alternative flows are needed to make the description complete, if a single flow of events does not cover the use case completely. However, avoid going into detail and do not describe all the exception handling as alternative flows unless it leads to specific requirements for the overall system.
(optional)
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N/A
5.1.7 Operational and Quality of Experience Requirements

<< Operational and Quality of Experience (QoE) requirements apply to the use case from the perspective of involved actors. Unlike pre- or post-conditions, operational requirements are relevant for the use case as whole (not just particularly before or after it). These may be along some or all of the following dimensions depending on the application: ease of use, performance, reliability and security.  Please refer to the OMA Technical Report on Applications Performance Issues for more information and guidance on Quality of Experience Requirements. [REFERENCE TO BE INSERTED].

Examples for such requirements are 

'The customer contact is always with a sales person' 

'The system shall allow for at least 1,000 concurrent transactions' 

'The order confirmation shall be sent not later than 1 hour after purchase' 

'If 5 items are purchased, there is a special discount on the sixth'

'The user shall have full control over his personal data' 

'The response time for receiving an acknowledgement of the on-line e-commerce transaction shall be no longer than 4 seconds.'
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· Updated screening levels shall be applied instantly to all content delivery mechanisms
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask the group to agree on inclusion of this UC in the CBCS RD.
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