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1 Reason for Contribution

The ongoing CBCS-eMail-discussion affords new terms used to classify content and treated screening and scanning. 
The main purpose of this IC is therefore to describe terms and including as well a flowchart to have a common picture in mind during the ongoing discussion.
2 Summary of Contribution

The document provides a list of identified relevant terms used in the CBCS discussion with proposed definitions for each one. Also a flowchart is showing the possible use of this terms (this picture is included only as an example for common understanding for what the different terms could be used and does not imply or suppose any architecture decision).
3 Detailed Proposal

Proposed definitions:

There are different types of undesired content,

Malicious Content 
The content can be malicious in itself, by causing damage in the user environment (i.e. the mobile phone), or it can be put to malicious use, e.g. to create excessive traffic; content can either be intentionally malicious (e.g. Viruses and Trojans), or it can be unintentionally malicious (buggy software);
Inappropriate Content 
e.g. adult content for minors, depending on the preferences set by the parents ore existing policy considering the legislation of countries, could be controlled and restricted. Furthermore, companies may want to control the content their employees can access and deny access to non-work-related content;
Unsolicited Content 
e.g. spam messages, usually sent to a large number of recipients, often for advertising purposes;

Content Scanning & Screening

Content Scanning

The act of looking at the content to determine which type of content it is.
Content Screening

The act of blocking or allowing delivery of content based on content categorization information and content screening criteria. 




Categorized Content
Categorized content includes information to classify the content (labeling).  


Non-Categorized Content
Non-categorized content without content classification information about the content-type.







The flowchart proposes a way how CBCS could work. This is included only as an example for common understanding for what the different terms could be used and does not imply or suppose any architecture decision. 
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4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration. These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask the group to discuss the proposed terms and definitions, providing feedback and consider inclusion in the CBCS RD in section “3.2 Definitions”. 
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