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1 Reason for Contribution

Some CPM requirements are, in our opinion, duplicated with respect to the OMA-RD-IM-V1_0-20060606-C requirements. 

2 Summary of Contribution

This contribution identifies CPM requirements which are duplicated with respect to the OMA-RD-IM-V1_0-20060606-C requirements. 
It then ask the group:

1) to assess if our analysis is correct, 

2) if so, what to do with duplicated requirements.

a. The option that we elected to apply in this contribution is to mark duplicate requirements as “fulfilled by” and then to identify the source requirement(s), 

b. Another option could be to delete the duplicates, keeping the reference to the source requirement(s), 
c. Another option would be to do nothing, and address any duplication later in the requirements review process.

We also believe it would be beneficial to explain in the RD that the IM requirements we refer to in the CPM RD shall be understood as being valid for the CPM enabler and therefore add a sentence saying that to chapter 6. 

3 Detailed Proposal

Changes to the RD –  

6. Requirements
To avoid duplication of requirements, this CPM RD refers to requirements in the IM RD. Those requirements, when referred to from this CPM RD, shall be understood as being valid for the CPM enabler. 


(Normative)

6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	CPM-HLF-001
	The CPM system SHALL allow an integrated user experience centred around messaging, yet including address-book-integrated presence, real time voice, real time video and file transfer.
	CPM V1.0

	CPM-HLF-002
	The CPM system SHALL provide the means to transfer a sound clip which is immediately played at the recipient end, if enabled by the recipient user.
	CPM V1.0

	CPM-HLF-003
	The user SHALL be able to set preferences based on his addresses, his devices, the message type and/or media type.
	CPM V1.0


Table 1: High-Level Functional Requirements

Editor's note 1: "CPM system" should be replaced by "CPM enabler" in the above section as agreed in IC 0033.

6.1.1 Conversation

	Label
	Description
	Enabler Release

	CPM-CONV-001
	The CPM enabler SHALL allow for message exchange independent of the presence status of the users.
	CPM V1.0

	CPM-CONV-002
	The CPM enabler SHOULD deliver CPM messages in immediate mode.
Fulfilled by…

GR-1 The IM system SHALL support access of IM services from a mobile device
GR-2 The IM system SHALL support access of IM services from an Internet device
	CPM V1.0

	CPM-CONV-003
	The CPM enabler SHOULD deliver CPM messages in deferred delivery mode with intermediate network storage.
Fulfilled by…

SND-3 The IM Service SHALL allow users to send messages to offline members in their Contact List that are not available to receive messages, according to Service Provider policies.
	CPM V1.0

	CPM-CONV-004
	In case of notification sent to the user’s device, the CPM system SHALL allow the user to download all or part of the message (e.g. indicating a link)
	CPM V1.0

	CPM-CONV-005
	The CPM enabler MAY support moderated conversations. The CPM enabler MAY support moderation for selected media.
	CPM V1.0

	CPM-CONV-006
	The CPM enabler SHALL support 1-1and 1-N conversations.
Fulfilled by…

GR-3 The IM system SHALL support one-to-one messaging
GR-4 The IM service SHALL support many-to-many instant messaging, including private and public chat
	CPM V1.0

	CPM-CONV-007
	The CPM enabler SHALL provide CPM message delivery in a deferred manner if the CPM user is not connected.
	CPM V1.0

	CPM-CONV-008
	The CPM enabler MAY provide notifications of message retrieval or attempts for service invocations.
Fulfilled by…

NOT-5 The user MAY be notified when there is a new incoming message
NOT-6 When the user has the conversation screen closed, the user MAY be notified of incoming messages
	CPM V1.0


Table 2: High-Level Functional Requirements – Conversation Items

6.1.2 Group communication

	Label
	Description
	Enabler Release

	CPM-GRP-001
	User SHALL be able to initiate group communication with selected media types.  
	CPM V1.0

	CPM-GRP-002
	User SHALL be able to initiate group communication with selected participants in ad-hoc manner or by using a pre-defined group definition. It SHOULD be possible for the user to pre-define parameters (e.g. permission rules, starting and ending criteria etc.) of the group.
	CPM V1.0

	CPM-GRP-003
	Invited users SHALL be able to accept or reject the invitation and negotiate the used media types.
Fulfilled by…

CHAT-15 Mobile device SHOULD support a method to invite a user for a conversation.
Note: As well negotiation is a SIP/IP core requirement
	CPM V1.0

	CPM-GRP-004
	It SHALL be possible to add/remove media to/from an ongoing group communication.
	CPM V1.0

	CPM-GRP-005
	It SHALL be possible to invite/remove participants to/from the ongoing group communication.
Fulfilled by…

CHAT-15 Mobile device SHOULD support a method to invite a user for a conversation.
GM-14a The IM Service SHALL provide easy ways for the user to Give/Refuse authorization to see his presence status based on the identity of the requestor.
ADM-1 It SHALL be possible for the service provider to remove rogue users from the public chat room and/or from the IM service.
	CPM V1.0

	CPM-GRP-006
	It SHALL be possible for participants to get information about changes of group participants (e.g., new participant joins).
Fulfilled by…

NOT-10 IM service SHALL support a method to notify a user participating in a Chat Session that a new user has joined or left the session
	CPM V1.0


Table 3: High-Level Functional Requirements – Group Communication Items

Editor's note 2: CPM-GRP-004 already covered in CPM-SES-002.
6.1.3 CPM session

	Label
	Description
	Enabler Release

	CPM-SES-001
	A user SHALL be able to retrieve the list of ongoing sessions and their media from his/her CPM system 
	CPM V1.0

	CPM-SES-002
	It SHALL be possible to dynamically add/modify/remove media during a CPM session.
	CPM V1.0

	CPM-SES-003
	A user SHALL be able to accept/reject a request for dynamic CPM session modification received from the other counterpart. 
	CPM V1.0


Table 4: High-Level Functional Requirements – CPM session Items

6.1.4 Presence

	Label
	Description
	Enabler Release

	CPM-PRS-001
	The CPM enabler MAY provide presence support for the CPM user.
Fulfilled by…

PRE-4 It SHALL be possible for IM users to use presence capabilities.
	CPM V1.0

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Presence Items
6.1.5 Media support

	Label
	Description
	Enabler Release

	CPM-MED-001
	The CPM enabler SHALL provide support to add any kind of discrete and continuous media.
	CPM V1.0

	CPM-MED-002
	The CPM enabler SHALL allow for direct delivery of discrete media.
	CPM V1.0

	CPM-MED-003
	The CPM enabler SHALL allow for temporary storing of received discrete media in the centralized media storage while providing an indicator to the stored media, depending on media size, user settings or provider's policy.
	CPM V1.0

	CPM-MED-004
	The CPM enabler MAY allow for storing of temporary media data into the user’s centralized storage depending on user’s preferences and provider’s policy.
Fulfilled by…

SND-3 The IM Service SHALL allow users to send messages to offline members in their Contact List that are not available to receive messages, according to Service Provider policies.
RCV-5 Immediate messaging shall be able to support a request from a user to view the list of messages and message related attributes, such as sender, recipient, subject and date/time, in a network based repository.
Note 1: In MWG IM this requirement addresses deferred messages.
RCV-6 Immediate messaging shall be able to support a request from a user to retrieve messages that are stored in a network based repository.
Note 1: In MWG IM this requirement addresses deferred messages.
	CPM V1.0

	CPM-MED-005
	The CPM enabler SHALL allow for user-initiated retrieval of temporary stored discrete media.
Fulfilled by…

RCV-5 Immediate messaging shall be able to support a request from a user to view the list of messages and message related attributes, such as sender, recipient, subject and date/time, in a network based repository.
Note 1: In MWG IM this requirement addresses deferred messages.
RCV-6 Immediate messaging shall be able to support a request from a user to retrieve messages that are stored in a network based repository.
Note 1: In MWG IM this requirement addresses deferred messages.
	CPM V1.0


Table 6: High-Level Functional Requirements – Media Support Items

6.1.6 Centralized storage

	Label
	Description
	Enabler Release

	CPM-STOR-001
	The CPM enabler SHALL provide centralised network-based storage for a user’s contact lists to be available to the user via all IP network accesses.  The CPM service provider SHALL be able to determine the network access types which can be used by the user for this purpose.
	CPM V1.0

	CPM-STOR-002
	The CPM enabler SHOULD provide synchronization of the user’s network-based contact lists to user's devices.
	CPM V1.0

	CPM-STOR-003
	The CPM enabler SHOULD support centralized, network-based storage capability for conversation and communicated media.
	CPM V1.0

	CPM-STOR-004
	The CPM service provider MAY store messages in the personal user's storage 
in the CPM Service Provider domain to make it available for the user.
Fulfilled by…

SND-3 The IM Service SHALL allow users to send messages to offline members in their Contact List that are not available to receive messages, according to Service Provider policies.
RCV-5 Immediate messaging shall be able to support a request from a user to view the list of messages and message related attributes, such as sender, recipient, subject and date/time, in a network based repository.
Note 1: In MWG IM this requirement addresses deferred messages.
RCV-6 Immediate messaging shall be able to support a request from a user to retrieve messages that are stored in a network based repository.
Note 1: In MWG IM this requirement addresses deferred messages.
	CPM V1.0

	CPM-STOR-005
	The CPM service provider MAY store sent messages in the personal user's storage of sent messages in the CPM Service Provider domain.
Fulfilled by…

SND-3 The IM Service SHALL allow users to send messages to offline members in their Contact List that are not available to receive messages, according to Service Provider policies.
RCV-5 Immediate messaging shall be able to support a request from a user to view the list of messages and message related attributes, such as sender, recipient, subject and date/time, in a network based repository.
Note 1: In MWG IM this requirement addresses deferred messages.
RCV-6 Immediate messaging shall be able to support a request from a user to retrieve messages that are stored in a network based repository.
Note 1: In MWG IM this requirement addresses deferred messages.
	CPM V1.0

	CPM-STOR-006
	The CPM System SHALL support a device to access the list of messages stored in the user's personal network storage

	CPM V1.0

	CPM-STOR-007
	The CPM System SHALL support the ability to retrieve all or part of a message that is stored in the personal network storage, either directly from a link or from a list of messages

	CPM V1.0

	CPM-STOR-008
	The user SHALL be able to delete a message locally on one of his registered devices and keep the message notification for possible later retrieval using the same device.
	CPM V1.0


Table 7: High-Level Functional Requirements – Centralized storage Items

Editor's note 3: "CPM system" should be replaced by "CPM enabler" in the above section as agreed in IC 0033.

Editor's note 4: "personal user's storage" & "personal network storage" should be replaced by "network-based storage" in the above section as agreed during the scope discussion.

Editor's note 5: CPM-STOR-005 already covered by CPM-STOR-004.

6.1.7 Multi-devices environment

	Label
	Description
	Enabler Release

	CPM-MLD-001
	The CPM system SHALL be able to notify the arrival of new CPM messages to all or a subset of the devices on which the user is registered dependent upon the user's preferences, device capabilities and/or operator's settings.
Fulfilled by…

Note: SIP/IP core base requirements
	CPM V1.0

	CPM-MLD-002
	The CPM system SHALL be able to send either the entire CPM message or a notification to all devices on which the user is registered based on message characteristics, device capabilities, user's preferences and/or operator's settings. 
Fulfilled by…

Note: SIP/IP core base requirements
	CPM V1.0

	CPM-MLD-003
	If the user sending a message requested a delivery and/or read report, the CPM system SHALL send him/her the delivery and/or read report to all or a subset of the devices on which the user is registered dependent upon the user's preferences and/or operator's settings.
	CPM V1.0

	CPM-MLD-004
	When the message status (from new to read) changes, the CPM system SHALL synchronize the other registered devices of the user dependent upon the user's preferences and/or operator's settings. In case one of the user’s devices is not registered when the user modifies the status of a message, this device SHALL be synchronized immediately after the registration. The message SHALL have the same status on all the registered devices.
	CPM V1.0

	CPM-MLD-005
	When a user requests the deletion of a message on all devices from one of his/her devices, the CPM system SHALL synchronize all the other registered devices of the user dependent upon the user's preferences and/or operator's settings. In case one of the user’s devices is not registered when the user deletes the message, this device SHALL be synchronized immediately after the registration. The message SHALL be deleted from all the registered devices.
	CPM V1.0

	CPM-MLD-006
	The CPM system SHALL notify the arrival of new CPM session request to all or a subset of the devices on which the user is registered dependent upon the user's preferences, device capabilities and/or operator's settings
Fulfilled by…

Note: SIP/IP core base requirements
	CPM V1.0

	CPM-MLD-007
	The CPM system SHALL allow the user to accept and start the CPM session on one of the devices that received the CPM session request notification. After the user accepted the incoming CPM session request, the CPM system SHALL delete the notifications on all the other devices on which the user received the incoming CPM session request notification.
	CPM V1.0

	CPM-MLD-008
	It SHALL be possible for a user to switch a CPM session from one device to another device without any interruption of the conversation.
	CPM V1.0

	CPM-MLD-009
	When a user requests to switch a CPM session from one device to another one, the user SHALL be able to have the conversation history (i.e. the list of exchanged messages) or part of it (based upon user's preferences and/or the operator's settings) displayed on the new device.
	CPM V1.0

	CPM-MLD-010
	It SHALL be possible for a user to use multiple devices for a single CPM session.
	CPM V1.0

	CPM-MLD-011
	In dynamic session modification operations, it SHALL be possible for the user to choose which devices he/she will use for the added/modified media.
	CPM V1.0

	CPM-MLD-012
	A user SHALL be able to access/retrieve the list of his/her registered devices and the available media on the user and his/her counterpart(s) from one of his/her device.
	CPM V1.0


Table 8: High-Level Functional Requirements – Multi-devices envrionment Items

Editor's note 6: "CPM system" should be replaced by "CPM enabler" in the above section as agreed in IC 0033.

6.1.8 Third Party Applications

	Label
	Description
	Enabler Release

	CPM-VAS-001
	There SHALL be a single protocol that will allow the exchange of any message between the VASPs and the Converged IP Messaging system regardless of:

· the content of the message (text or multimedia)

· the desired user experience

· the number of recipients

the messaging technologies supported by end user’s device
	CPM V1.0

	CPM-VAS-002
	The functionalities of the different existing protocols for message exchange between VASPs and current messaging platforms (e.g. MM7) SHOULD be preserved.
	CPM V1.0

	CPM-VAS-003
	The Converged IP Messaging system SHALL be able to forward the messages received from a VASP to the most appropriate legacy messaging platform in case that the intended recipient does not have a CPM capable device.
	CPM V1.0

	CPM-VAS-004
	The Converged IP Messaging system SHALL be able to receive messages intended for a VASP from the different legacy messaging platforms, in case that the users have sent them from a non CPM-capable device. The Converged IP Messaging system SHALL subsequently forward the messages to the intended VASP
	CPM V1.0


Table 9: High-Level Functional Requirements – Third Party Applications Items

Editor's note 7: "Converged IP Messaging system" should be replaced by "CPM enabler" in the above section as agreed in IC 0033.
6.1.9 Security

	Label
	Description
	Enabler Release

	CPM-SEC-001
	The use of the CPM enabler MUST not degrade the security level required by other OMA enablers which are involved in offering the services.
	CPM V1.0

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Security Items

6.1.9.1 Authentication

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to authenticate the {requestor of this function | user | device | initiator | ...} {if required by the applicable policies}.
	

	
	This function MUST be able to authenticate the {provider of this function | server | proxy | responder | ...} {if required by the applicable policies}.
	

	
	This function MUST be able to provide data origination authentication {if required by the applicable policies}. This means, it MUST be possible to ensure confidence that a received message or piece of data has been created by a certain party at some (unspecified) time in the past, and that this data has not been corrupted or tampered with.
	

	
	This function MUST be able to provide replay protection {if required by the applicable policies} to ensure confidence that a received message has not been recorded and played back.
	

	
	This function MUST be able to authenticate the source of the broadcast or streaming {if required by the applicable policies}.
	

	
	This function MUST be able to implicitly authenticate the destinations of the broadcast or streaming {if required by the applicable policies}.
	

	
	This function MUST allow the user to authenticate himself to the {device | agent} e.g., by entering a PIN code or by using biometrics if applicable.
	

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Authentication Items
6.1.9.2 Authorization

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to authorize access only to requestors entitled to access the function.
	

	
	
	

	
	
	


Table 12: High-Level Functional Requirements – Authorization Items

6.1.9.3 Data Integrity

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	

	
	
	

	
	
	


Table 13: High-Level Functional Requirements – Data Integrity Items

6.1.9.4 Confidentiality

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	
	

	
	
	


Table 14: High-Level Functional Requirements – Confidentiality Items

6.1.10 Charging

	Label
	Description
	Enabler Release

	CPM-CHA-001
	The CPM system SHALL provide charging information for all facilities used in a session.
Fulfilled by…

CRG-3 The IM service entity SHALL be able to collect sufficient information needed for charging.
CRG-6 The IM service entity SHALL support sufficient mechanisms to allow various forms of charging such as event-based, volume-based, time-based or a combination of these. Information of relevance SHOULD include but not be limited to, the following items. (See CRG-7, CRG-8, CRG-9)
	CPM 1.0

	
	
	

	
	
	


Table 15: High-Level Functional Requirements – Charging Items

6.1.11 Administration and Configuration

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 16: High-Level Functional Requirements – Administration and Configuration Items

6.1.12 Usability

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 17: High-Level Functional Requirements – Usability Items

6.1.13 Interoperability

	Label
	Description
	Enabler Release

	CPM-IOP-001
	The CPM enabler SHALL be interoperable on all IP networks.
	CPM V1.0

	CPM-IOP-002
	The CPM enabler SHALL provide interworking functions to legacy messaging services.
	CPM V1.0

	
	
	


Table 18: High-Level Functional Requirements – Interoperability Items

6.1.14 Privacy

	Label
	Description
	Enabler Release

	CPM-PRI-001
	The use of the CPM enabler MUST not degrade the protection level of the privacy required by other OMA enablers which are involved in offering the services.
	CPM V1.0

	
	
	

	
	
	


Table 19: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 20: High-Level System Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the texts provided in the Detailed Proposal are included in the OMA CPM RD.












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 12)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 11 (of 12)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

