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1 Reason for Contribution

Contributions 0123R02 from LogicaCMG / Ericsson and 0143R01 from Nortel propose two alternative definitions for what a CPM Message is and in particular with respect to whether a message shall be discrete. A joint action on LogicaCMG and Nortel was taken in the Washington DC meeting to try and converge the two views.
R01 takes into account comments received on the mailing list and offline and incorporates the following major changes:
· merge of conversation and session concepts into a CPM Conversation with related impacts on the Thread concept and on requirements
· refined definition of CPM Stream to stress that bi-directionality is also encompassed
2 Summary of Contribution

The approach taken during the study was to compare side by side the alternate definitions and assess the impact of implementing those within the CPM RD to derive a way forward. The impact assessment has been focused on the normative section of requirements rather than on the use cases portion. The conclusion drawn is a middle ground allowing for precise expression of the requirements depending on the behaviour expected based on the communication type used.

Note: the study raised a few ambiguous cases where the authors are requesting for guidance from the CPM group as to what is the expected behaviour of the system.
Shall the proposed changes be accepted by the group, a new revision of the CR would be required to handle the resolution of the ambiguous cases.
3 Detailed Proposal

1. Alternate definitions
1.1 Historical definitions
Extract from OMA-RD-CPM-V1_0-20070111-D:

	CPM Message
	A message sent to one or more recipients. The message can contain several media (e.g. text, images, audios, videos). The message can be sent either by an end-user using his/her device or by an application.

	CPM Message Thread
	Set of CPM messages that due to common characteristics may be considered as part of the same conversation (e.g. same subject and participants)

	CPM Conversation
	An exchange of CPM messages between one or more CPM Users

	CPM Session
	Exchange of CPM Messages where the senders and recipients join together for a period of time. The CPM session is established at some moment in time, continues for a finite duration and then is dissolved. Messages exchanged are associated together in the context of this session.


It is also deemed necessary to bring to this study the definitions of media & media types adopted by the CPM group which are key to the debate.

	Media
	Forms of information that are exchanged between Principals. Media may come in different forms, which are referred to as Media Types.

	Media Type 
	[OMADICT] A MIME media type or an identifier for a given data type.


We also reproduce here the definitions for “immediate delivery” and “deferred delivery” modes from the OMADICT:

	Deferred delivery messaging
	A type of IMS Messaging service by which the sender expects the network to deliver the message as soon as the recipient becomes available

	Immediate messaging
	A type of IMS Messaging service by which the sender expects immediate message delivery in (near) real time fashion


1.2 Tagline: messages are in nature discrete – 123R02

Extract from OMA-REQ-CPM-2006-0123R02-CR_CPM_Message_Definition:
	CPM Message
	Information of a discrete nature that is sent to one or more recipients. A CPM Message can contain several discrete media types (e.g. text, images, audio-clips, video-clips). A CPM Message can be sent either by an end-user using his/her device or by an application.

	CPM Message Thread
	Set of CPM messages that due to common characteristics may be considered as part of the same conversation (e.g. same subject and participants)

	CPM Stream
	Information of a continuous nature sent to one or more recipients. A CPM stream can only contain one continuous media at the same time. A CPM stream can be initiated either by an end-user using his/her device or by an application.

	CPM Conversation
	An exchange of CPM messages between one or more CPM Users


	CPM Session
	Exchange of information where the senders and recipients join together for a period of time. The information can be exchanged via a series of CPM Messages, via any number of CPM streams, or by combinations thereof. The CPM session is established at some moment in time, continues for a finite duration and then is dissolved. The CPM Messages and CPM Streams exchanged are associated together in the context of the CPM Session.


123R02 also indicates:

Another beneficial side-effect of the proposal is that it allows for the CPM enabler to introduce discrete messages and continuous media streams in different phases of CPM.

1.3 Tagline: discrete messaging is a specialization of general messaging – 143R01

Extract from OMA-REQ-CPM-2006-0143R01-CR_New_Definition_for_CPM_Message:
	CPM Message
	Information that is sent by a sender and can be received by one or more recipients. A sender or a recipient can be either an end user or an application. The information can contain several media. . Sending continuous media as part of a message exchange requires sending a separate CPM Message.

	CPM Discrete Message
	A CPM message solely containing discrete media.

	CPM Message Thread
	Set of CPM messages that due to common characteristics may be considered as part of the same conversation (e.g. same subject and participants)

	CPM Conversation
	An exchange of CPM messages between one or more CPM Users

	CPM Session
	Exchange of CPM Messages where the senders and recipients join together for a period of time. The CPM session is established at some moment in time, continues for a finite duration and then is dissolved. Messages exchanged are associated together in the context of this session.


143R01 also indicates:
A message cannot mix continuous and discrete media as continuous media are of a transient nature and cannot be enclosed in a discrete message envelope. Continuous media are nevertheless felt as applicable as an information exchange between participants of a conversation. The proposed definition intends to consolidate the two distinct flavours of messages into a common definition.

1.4 Proposed way forward: a general overarching term and two definitions of messages depending on media nature
As demonstrated further in this document, it is the authors’ understanding that for greater flexibility, it is preferable two have two distinct definitions depending on the media nature (continuous vs. discrete) and a general overarching term to cover both types of communication.

This contribution hence proposes to introduce the following terms: CPM Communication, CPM Message and CPM Stream. Please note that the study revealed requirements where the applicability to one or the other type of communication type wasn’t clear and that subsequent definition changes may be required as a result of the agreement on this contribution (for example for the definition of a communication thread).

	CPM Communication
	A CPM Message or a CPM Stream.

	CPM Message
	Information of a discrete nature that is sent to one or more recipients. A CPM Message can contain several discrete media types (e.g. text, images, audio-clips, video-clips). A CPM Message can be sent either by an end-user using his/her device or by an application.

	CPM Stream
	Information of a continuous nature sent to one or more recipients. A CPM stream can only contain one continuous media type at the same time. A CPM stream can be initiated either by an end-user using his/her device or by an application. A CPM stream can be unidirectional (e.g. a  streamed video) or bidirectional (VoIP call between participants). 

	CPM Thread
	Set of CPM Communications that due to common characteristics (e.g. same subject and participants) may be considered as part of the same discussion A CPM Thread might span over multiple CPM Conversations.

	
	

	
	

	CPM Conversation
	Exchange of information where the senders and recipients join together for a period of time. The information can be exchanged via a series of CPM Messages, via any number of CPM streams, or by combinations thereof. The CPM Conversation is established at some moment in time, continues for a finite duration and then is dissolved. The CPM Communications exchanged are associated together in the context of a CPM Thread
.

	Moderated CPM Conversation
	A type of CPM Conversation in which an Authorized Principal has the ability to control the CPM Communications exchange between a group of CPM Users


Note: it is important to note that a consequence of the above definitions is that the storage of a CPM Stream changes its nature into a CPM Message as the continuous media it contained is stored into discrete media types containers.
2. Impact on requirements

2.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	CPM-HLF-001
	The CPM enabler SHALL allow an integrated user experience centred around messaging, yet including address-book-integrated presence, real time voice, real time video and file transfer.
	CPM V1.0

	CPM-HLF-002
	The CPM enabler SHALL provide the CPM user with a mechanism to set preferences based on his addresses, his devices, the CPM Communication type and/or media type.
	CPM V1.0

	CPM-HLF-003
	The CPM enabler SHALL be allowed to send a CPM Communication or initiate a CPM conversation on behalf of a user (e.g. for scheduled conferencing or when the recipient(s) become(s) available).
	CPM V1.0


Table 1: High-Level Functional Requirements

Editor's note 2: CPM-HLF-003 should be moved to Conversation requirements section

2.1.1 Conversation

	Label
	Description
	Enabler Release

	CPM-CONV-001
	The CPM enabler SHALL allow for CPM Communication exchange independent of the presence status of the CPM users.
	CPM V1.0

	CPM-CONV-002
	The CPM enabler SHOULD be able to deliver CPM Communications in immediate mode.
	CPM V1.0

	CPM-CONV-003
	The CPM enabler SHOULD be able to deliver CPM Messages in deferred delivery mode with intermediate network storage.
NOTE> Deferred delivery of continuous media would mean either buffering or recording and subsequent streaming. Buffering is most certainly not considered by the group. It is therefore ASSUMED here that the deferred delivery mode doesn’t apply from a sender perspective (i.e. if he gets connected to an answering machine able to record a CPM Stream, the CPM Stream gets stored and becomes a CPM Message. It is then the resulting CPM Message that gets delivered to the recipient in deferred delivery mode.
	CPM V1.0

	CPM-CONV-004
	In case of notification sent to the CPM user’s device, the CPM enabler SHALL allow the CPM user to download all or part of the CPM Message (e.g. indicating a link) 
NOTE> The term “download” implies that some form of storage happened and it is hence not applicable to CPM Streams.
	CPM V1.0

	CPM-CONV-005
	The CPM enabler MAY support moderated CPM Communication in CPM Group Conversations. The CPM enabler MAY support moderation for selected media
.
	CPM V1.0

	CPM-CONV-006
	The CPM enabler SHALL support 1-1and 1-N CPM Conversations
.
	CPM V1.0

	CPM-CONV-007
	The CPM enabler MAY provide notifications of message retrieval or attempts for service invocations.
NOTE> Based on the new definition, that requirement may require some update, e.g The CPM enabler MAY provide notifications of CPM Messages retrieval or attempts for service invocations.
	CPM V1.0

	CPM-CONV-008
	The CPM enabler SHALL provide the means to recognize messages as part of a CPM Message Thread
NOTE> The notion of a CPM Thread needs to be discussed amongst the CPM group as the notion of a Thread when it includes CPM Streams is subject to interpretation.

What is the expected behaviour if the thread is started with a CPM Stream? Shall we “store” (aka record) the continuous media with associated thread meta-data? Shall we store a specific meta-type of message indicating that a continuous media had been used and assign the thread id to that meta-message? Subsequently, how shall we display the thread when it is retrieved from network-storage.
What is the expected behaviour if the thread is enriched with a CPM Stream post Thread initiation? Shall we store (aka record) the continuous media stream with associated thread meta-data? Shall we store a specific meta-type of message indicating that a continuous media had been used and assign the thread id to that meta-message?

From the premises that any media, i.e. any CPM Communication, can start a CPM Conversation and hence a Thread, it shall be possible that CPM Streams are tagged as being part of a CPM Thread.
Subsequently, based on the conclusion drawn by the group, the term “CPM Message Thread” shall be renamed to “CPM Communication Thread” or “CPM Thread” and the corresponding definition needs to become: Set of CPM Communications that due to common characteristics may be considered as part of the same CPM Conversation (e.g. same subject and participants).
	CPM V1.0

	CPM-CONV-009
	The CPM enabler SHALL be able to manage as a whole (i.e. forward, delete, upload to the network-based storage) those messages recognized as part of a CPM Message Thread
NOTE> A consequence of the above discussion on the concept of a “CPM Thread is that this requirement may be impacted if we consider that a CPM Stream can be made part of a CPM Thread.

In particular, if we consider the change of “those messages” into “CPM Communications”, this implies we can upload a CPM Stream (e.g. record it into a CPM Message), forward it (aka “refer” the recipient of the forward to the source of the Stream) and more generally define what is being meant here.

Similarly, if we consider an ongoing CPM Thread which incorporates a live / running CPM Stream , this requirement might have border effects on CPM functionalities such as switching over a CPM Conversation to another CPM device or replaying the history of a CPM Conversation (i.e. shall we transfer or replay the running CPM Stream?). 
	CPM V1.0

	CPM-CONV-010
	CPM-enabled devices SHOULD be able to present messages belonging to a CPM Message Thread in a threaded view according to the user’s preferences.
NOTE> In line with the notes of CPM-CONV-008 & CPM-CONV-009, the CPM group shall decide what is meant by presenting a CPM Thread when it contains CPM Streams.
	CPM V1.0

	CPM-CONV-011
	A CPM User MAY be able to set a preference for the delivery mechanism used by the CPM enabler in case he is not available for receiving the message (e.g. not registered in the home network):

· Remove the message
· Store the message in temporary storage for later delivery (when the user is available again)
· Store the message in user’s network-based storage, notifying the user for retrieving the message (when the user is available again).
NOTE>the authors feel it would be required to split this requirement into two depending on the CPM Communication type, i.e. Message or Stream, as the meaning of temporary storage  for a CPM Stream needs to be specified (see comment on the deferred delivery mode).

The proposal would be hence to delete CPM-CONV-011 altogether.
	CPM V1.0

	CPM-CONV-011a
	A CPM User MAY be able to set a preference for the delivery mechanism used by the CPM enabler in case he is not available for receiving a CPM Message (e.g. not registered in the home network):

· Remove 
the CPM message
· Store the CPM Message in temporary storage for later delivery (when the user is available again)
· Store the CPM Message in user’s network-based storage, notifying the user for retrieving the CPM Message (when the user is available again).
	CPM V1.0

	CPM-CONV-011b
	A CPM User MAY be able to set a preference for the delivery mechanism used by the CPM enabler in case he is not available for receiving a CPM Stream (e.g. not registered in the home network):

· Discard the CPM Stream
· Store the CPM Stream in user’s network-based storage as a CPM Message, notifying the user for retrieving the resulting CPM Message (when the user is available again)
	CPM V1.0

	CPM-CONV-012
	A CPM User SHALL be able to invite another user to start a CPM Conversation by some other means than having to compose a message to that other user.
	CPM V1.0



	CPM-CONV-013
	A CPM User SHALL be able to associate a validity period with an invitation for a CPM Conversation he/she wants to send
	CPM V1.0

	CPM-CONV-014
	A CPM User SHALL be able to accept or deny a request to start a CPM Conversation by some other means than having to compose a message to that other user.
	CPM V1.0



	CPM-CONV-015
	The CPM enabler SHALL NOT allow the CPM Conversation to be started for a particular CPM user when that CPM user has not responded to an invitation within the associated validity period, or denies the request to start a CPM Conversation.
	CPM V1.0

	CPM-CONV-016
	An originating user SHALL be notified of the acceptance, denial, or failure to respond within the associated validity period of a request to start a CPM Conversation with another user.
	CPM V1.0

	CPM-CONV-017
	The CPM enabler MAY notify the recipient of an invitation that he/she failed to respond to an invitation within the associated validity period.
	CPM V1.0


Table 2: High-Level Functional Requirements – Conversation Items

2.1.2 Group communication

	Label
	Description
	Enabler Release

	CPM-GRP-001
	The CPM enabler SHALL allow CPM user to initiate group communication with selected media types. 
NOTE> We shall clarify what is being meant by initiating with selected media types here. A CPM Group Communication is an exchange of CPM Communication. The CPM is enabling exchanges of media as part of a CPM Communication ”container” (be it discrete or continuous). 
	CPM V1.0

	CPM-GRP-002
	The CPM enabler SHALL allow CPM user to initiate group communication with selected participants in ad-hoc manner or by using a pre-defined group definition. 
	CPM V1.0

	CPM-GRP-003
	The CPM enabler SHOULD allow CPM user to pre-define parameters (e.g. permission rules, starting and ending criteria etc.) and set of membership rules for the group.
	CPM V1.0

	CPM-GRP-004
	The CPM Enabler SHALL allow CPM User to join or rejoin an ongoing CPM group Conversation if the set of membership rules for the Group can be evaluated and are matched.
	CPM V1.0

	CPM-GRP-005
	The CPM enabler SHALL allow invited CPM users to accept or reject the invitation and negotiate the used media types.
	CPM V1.0

	CPM-GRP-006
	The CPM enabler SHALL provide the CPM user with a mechanism to invite/remove participants to/from the ongoing group communication.
	CPM V1.0

	CPM-GRP-007
	The CPM enabler SHALL provide the CPM user with a mechanism to get information about changes of group participants (e.g., new participant joins).
	CPM V1.0

	CPM-GRP-008
	The CPM enabler SHALL allow anonymous group communication participation depending on the group and operator policies
	CPM V1.0

	CPM-GRP-009
	The CPM enabler SHOULD allow CPM user to use a pseudonym as the user identity when participating anonymously in group communication depending on the group and operator policies.
	CPM V1.0

	CPM-GRP-010
	The CPM enabler SHOULD provide the CPM user with a mechanism to negotiate or reserve a unique pseudonym for a group communication
	CPM V1.0

	CPM-GRP-011
	The CPM enabler SHOULD provide the CPM user with a mechanism to change the pseudonym.
	CPM V1.0

	CPM-GRP-012
	The CPM enabler MAY provide the CPM user a mechanism to change the pseudonym during a group communication.
	CPM V1.0

	CPM-GRP-013
	The CPM enabler SHOULD provide a mechanism for CPM users to contact other CPM users using the pseudonym during a group communication.
	CPM V1.0

	CPM-GRP-014
	The CPM enabler SHOULD provide a possibility for CPM user to use different pseudonyms in different group communications.
	CPM V1.0

	CPM-GRP-015
	The CPM enabler SHALL allow CPM users to join a pre-defined group communication.
	CPM V1.0

	CPM-GRP-016
	The CPM enabler SHALL allow CPM user to re-join an active group communication.
	CPM V1.0

	CPM-GRP-017
	The CPM enabler MAY allow mechanism for searching pre-defined group communications based on given criteria, e.g., keywords.
	CPM V1.0

	CPM-GRP-018
	The CPM enabler MAY support private messages in group communication depending on the group and operator policies. 
	CPM V1.0

	CPM-GRP-019
	The CPM enabler SHALL allow for storing of group definition in the network storage.
	CPM V1.0

	CPM-GRP-020
	The CPM enabler MAY support informing group members about the intended group communication well before the group communication starts.
	CPM V1.0

	CPM-GRP-021
	The CPM enabler MAY allow also other CPM users than the owner of the group to access (at least certain parts of) group information. The CPM enabler MAY allow a creator to create the group definition on behalf of the owner.
	CPM V1.0

	CPM-GRP-022
	The CPM enabler MAY allow definition of different roles for group members, e.g., a moderator and host of the group communication.
	CPM V1.0

	CPM-GRP-023
	The CPM enabler MAY allow real-time media specific floor control e.g. for the moderator. 
	CPM V1.0

	CPM-GRP-024
	The CPM enabler MAY allow a Principal with appropriate privileges to join a group communication in a "hidden mode"; that is, his/her presence in the communication and identity are not to be disclosed to other participants.
	CPM V1.0

	CPM-GRP-025
	A Principal who has joined a group communication in “hidden mode” SHALL disclose his/her presence in the communication and some form of identity (including anonymity) to the other participants before being allowed to send messages within the group communication.
	CPM V1.0


Table 3: High-Level Functional Requirements – Group Communication Items

2.1.3 CPM Conversation

	Label
	Description
	Enabler Release

	CPM-SES-001
	The CPM enabler SHALL allow CPM user to retrieve the list of ongoing CPM Conversations and their media from his/her CPM enabler. 
	CPM V1.0

	CPM-SES-002
	The CPM enabler SHALL allow CPM user to dynamically add/modify/remove CPM Streams during a CPM Conversation.
NOTE> The authors feel that the dynamic modification / removal of media applies mainly to the usage of continuous media which are carried as part of CPM Streams. It is therefore recommended to change the wording accordingly.
	CPM V1.0

	CPM-SES-003

	The CPM enabler SHALL allow CPM user to accept/reject a request for dynamic CPM Conversation modification received from the other participants. 
	CPM V1.0


Table 4: High-Level Functional Requirements – CPM Conversation Items

2.1.4 Presence

	Label
	Description
	Enabler Release

	CPM-PRS-001
	The CPM enabler MAY provide presence support for the CPM user.
	CPM V1.0

	CPM-PRS-002
	The CPM enabler MAY use the presence functionality for CPM enabler’s server functions, e.g.:

· CPM Communication delivery 

· Invocation of service interworking methods

· Availability of CPM service capabilities.

· Publish presence status on behalf of the CPM user
	CPM V1.0

	CPM-PRS-003
	The CPM enabler MAY have a set of CPM-specific presence parameters to be published on behalf of different service capabilities. e.g. . voice-Do-not-disturb, video-busy.
	CPM V1.0

	CPM-PRS-004
	The CPM enabler SHALL reuse appropriate features from the Presence standard [OMA Presence].   

Editor’s Note:  As of today, we have not fully completed the study of new presence feature needs versus the re-use of existing presence capabilities.  If this is done, the appropriate OMA Presence enabler version to support the CPM presence needs can be assigned.
	CPM V1.0


Table 5: High-Level Functional Requirements – Presence Items
2.1.5 Media support

	Label
	Description
	Enabler Release

	CPM-MED-001
	The CPM enabler SHALL provide support to add any kind of discrete and continuous media as part of a CPM Communication.
NOTE> It shall be noted that inside a CPM Communication, one cannot mix discrete and continuous media in the same envelope and that sending continuous media implies sending a separate CPM Stream for each.
	CPM V1.0

	CPM-MED-002
	The CPM enabler SHALL allow for direct delivery of CPM Messages.
NOTE> It is the author’s understanding that the CPM enabler allows exchange / delivery of media in the context of a CPM Communication. Hence the proposed rewording.
	CPM V1.0

	CPM-MED-003
	The CPM enabler SHALL allow for user-initiated retrieval of temporary stored CPM Messages.
NOTE> It is the authors’ understanding that the retrieval of media is a network-storage feature while this requirement would apply to CPM Messages that have been stored in temporary storage.
	CPM V1.0

	CPM-MED-004
	The CPM enabler SHALL provide the means to transfer within a CPM Message a sound clip which is immediately played at the recipient end, if supported and enabled by the recipient user or pre-configured by the operator, and if allowed by the recipient user.
NOTE> Shouln’t this requirement rather read:

The CPM enabler SHALL provide the means to transfer within a CPM Message a sound clip which is immediately played at the recipient end, if enabled by the recipient user.
	CPM V1.0

	CPM-MED-005
	The CPM enabler SHALL be able to modify the CPM Communication (e.g:

content adaptation and/or content removal) considering the receiver's preference and/or device capabilities.
	CPM V1.0

	CPM-MED-006
	The CPM enabler SHALL provide the sending CPM user with a mechanism to set preferences for receiving notifications when the content of the CPM Communication he/she sent is adapted and/or removed
.
	CPM V1.0

	CPM-MED-007
	The CPM enabler SHALL be able to redirect an incoming CPM Communication based on the user defined preference/settings. Some of the proposed forwarding criteria could be: 
- If content is removed from a CPM Communication (content adaptation)
- if user is not reachable within a period of time
- etc.
	CPM V1.0

	CPM-MED-008
	The CPM enabler SHALL allow an inviting CPM user to indicate dependencies between the offered media types 
such that secondary media (less important ones) would depend on the presence of primary media (the crucial ones for the CPM Communication) so that the invited CPM user can accept an offered media type only if the other media types on which the media type depends are accepted too.
	CPM V1.0

	CPM-MED-009
	A CPM user/VASP SHOULD be able to indicate that content adaptation shall not be performed on the current CPM Communication.
	CPM V1.0

	CPM-MED-010
	The CPM enabler SHALL honour the request from the sender to not perform content adaptation.
	CPM V1.0

	CPM-MED-011
	The CPM enabler MAY notify the sender of the CPM Communication based on the user settings/preference and/or operators preference/setting in case of content adaptation.
	CPM V1.0


Table 6: High-Level Functional Requirements – Media Support Items

Editor's note 3: CPM-MED-009, 010 & 011 need further refinement.

2.1.6 Network-based storage

	Label
	Description
	Enabler Release

	CPM-STOR-001
	The CPM enabler SHALL provide centralised network-based storage for a CPM user’s contact lists to be available to the user via any CPM-enabled device.  
	CPM V1.0

	CPM-STOR-002
	The CPM enabler SHOULD provide synchronization of the user’s network-based contact lists to CPM user's devices.
	CPM V1.0

	CPM-STOR-003
	The CPM enabler SHALL allow CPM user to delete a CPM Message locally on one of his registered devices and keep the CPM Message in the network-based storage for later retrieval using the same device.
NOTE> Assumed as applicable only to CPM Communications with discrete media, aka CPM Messages.

Alternatively, the “deletion” of a continuous media / of a CPM Stream on a device can signify close of the related continuous media session while preserving ability to re-establish the CPM Stream on the same device.
	CPM V1.0

	CPM-STOR-004
	The CPM service provider SHALL be able to determine the network access types which can be used by the user for retrieving a message from the user’s network-based storage.
	CPM V1.0

	CPM-STOR-005
	The CPM enabler SHALL be able to store 

· single CPM Messages

· complete conversations (e.g. conversation history)

· media

in the user's network-based storage in the CPM Service Provider domain according to the user's preferences and/or operator's settings.
	CPM V1.0

	CPM-STOR-006
	The CPM enabler SHALL allow the user to process (e.g. download, upload, forward) a media item independently of the message 
or the conversation 
history it was attached to.
	CPM V1.0

	CPM-STOR-007
	The CPM enabler SHALL support access to all CPM Messages, conversation history, media, etc. stored in the user's network-based storage from any of the user's CPM capable devices.
	CPM V1.0

	CPM-STOR-008
	The user's devices local storage SHALL be able to be automatically synchronized with the user's network-based storage based on the user's preferences (e.g. filtering criteria) and/or operator's settings.
	CPM V1.0

	CPM-STOR-009
	The CPM Enabler  SHALL  support  to the  synchronization (e.g. periodically and/or partially) of : 

· the CPM Messages or conversation  histories 

· the media

· the  list of CPM Messages and/or conversation  histories and/or media 

between the local storage of the CPM user’s device(s)  and CPM User’s network-based storage according to the user’s preferences  and/or the operator’s settings.
	CPM V1.0

	CPM-STOR-010
	The CPM enabler SHALL allow the CPM user to forward CPM Messages and conversation history stored in his network-based storage in the CPM Service Provider domain without previously downloading them to the device.
	CPM V1.0

	CPM-STOR-011
	The CPM enabler SHALL allow the CPM user to download all or part of a CPM Message that is stored in his network-based storage either directly from a link or from a list of CPM Messages.
	CPM V1.0

	CPM-STOR-012
	The CPM enabler SHALL allow the CPM user to download media that is stored in his network-based storage either directly from a link or from a list of media.
	CPM V1.0

	CPM-STOR-013
	The CPM enabler SHALL allow the CPM user to download a preview of media stored in his network-based storage in the CPM Service Provider domain.
	CPM V1.0

	CPM-STOR-014
	The CPM enabler SHALL allow the CPM user to upload CPM Messages and conversation history to his network-based storage in the CPM Service Provider domain 

· automatically (when messages are received and sent), or

· manually

on the basis of user’s preferences (e.g. filtering criteria) and/or operator’s settings.
NOTE> “Upload messages” in the context of communications including continuous media would mean recording. Do we want to limit that to communications including discrete media? This is what is ASSUMED here.


	CPM V1.0

	CPM-STOR-015
	The CPM enabler SHALL allow the CPM user to upload media to his network-based storage in the CPM Service Provider domain.
	CPM V1.0

	CPM-STOR-016
	The CPM enabler SHALL allow the CPM user to create new folders in his network-based storage in the CPM Service Provider domain.
	CPM V1.0

	CPM-STOR-017
	The CPM enabler SHALL allow the CPM user to move 
· messages and conversation history, and/or

· media

from one folder to another in his network-based storage in the CPM Service Provider domain.
	CPM V1.0

	CPM-STOR-018
	The CPM enabler SHALL allow the CPM user to delete
· messages and conversation history, and/or 

· media

from his network-based storage in the CPM Service Provider domain.
	CPM V1.0

	CPM-STOR-019
	The CPM enabler SHALL allow the CPM user to access a list of 
· messages or conversation histories, and/or

· media

stored in his network-based storage that match with some specific criteria (e.g. recipient, originator, date, stored in a specific folder…).
	CPM V1.0

	CPM-STOR-020
	The CPM enabler SHALL allow the CPM user to compose a CPM Message with or without media stored locally on his device and add media which are stored in his network-based storage in the CPM Service Provider domain without previously downloading them on his device. 
	CPM V1.0

	CPM-STOR-021
	The CPM system SHALL be able to retrieve the media in the user's network-based storage, add them to the CPM Message and then send the entire message according to user's preferences and/or operator's settings.
	CPM V1.0

	CPM-STOR-022
	The CPM enabler SHALL allow the CPM user to set his preferences to store media from incoming CPM Communications in his network-based storage and receive only CPM Messages including the link to access this media on his network-based storage.
NOTE> The change made assumes that the CPM would allow storage of incoming CPM Streams into CPM Messages and allow the CPM User to subsequently retrieve the CPM Messages including links to the corresponding media.

	CPM V1.0

	CPM-STOR-023
	The CPM enabler SHOULD support a search function to search for media, messages or conversation histories stored in a network-based storage to allow CPM user to search in an efficient manner.
	CPM V1.0

	CPM-STOR-024
	The CPM enabler SHALL allow the CPM user to give permission to other user(s) to access a piece of media when he/she uploads it to his network-based storage in the CPM Service Provider domain.
	CPM V1.0

	CPM-STOR-025
	The CPM enabler SHALL allow the CPM user to give permission to other user(s) to access some media in his network-based storage
	CPM V1.0

	CPM-STOR-026
	The CPM enabler SHALL allow the CPM user to give to other user(s) access and/or writing permission to a folder in his network-based storage and the media stored in it.
	CPM V1.0

	CPM-STOR-027
	The CPM enabler SHALL allow the CPM user to manage (e.g. give/modify/revoke) the permissions associated to the media and folders in his/her network-based storage.
	CPM V1.0

	CPM-STOR-028
	The CPM enabler SHALL be able to notify to a user that he/she has been given permission to access some media or to access and/or write in a folder in another user’s network-based storage, and explain the way to do it.
	CPM V1.0

	CPM-STOR-029
	The CPM enabler SHALL allow the CPM user to access the media and folders in another user's network-based storage for which the user has access permission
	CPM V1.0

	CPM-STOR-030
	The CPM enabler SHALL allow the CPM user to upload media to folders in another user's network-based storage for which the user has writing permission.
	CPM V1.0

	CPM-STOR-031
	The CPM enabler SHALL allow the CPM user to give permission over media and folders in the network-based storage to a limited set of users (whitelist); to everybody; or to everybody except a set of users (blacklist)
	CPM V1.0

	CPM-STOR-032
	The CPM enabler SHALL ensure that DRM rules are respected when a user gives permission to access media in his/her network-based storage.
	CPM V1.0


Table 7: High-Level Functional Requirements – Network-based storage Items

2.1.7 Multi-devices environment

	Label
	Description
	Enabler Release

	CPM-MLD-001
	The CPM enabler SHALL be able to notify the arrival of new CPM Communications to all or a subset of the devices on which the CPM user is registered dependent upon the user's preferences, device capabilities and/or operator's settings.
	CPM V1.0

	CPM-MLD-002
	The CPM enabler SHALL be able to send either the entire CPM Communication or a notification to all devices on which the CPM user is registered based on message characteristics, device capabilities, user's preferences and/or operator's settings. 
	CPM V1.0

	CPM-MLD-003
	If the CPM user sending a message requests a delivery and/or read report, the CPM enabler SHALL send him/her, if authorized by the message recipient, the delivery and/or read report to all or a subset of the devices on which the CPM user is registered dependent upon the user's preferences and/or operator's settings.
NOTE> Do we want delivery or read report to apply to CPM Communications in general or just to CPM Messages?
	CPM V1.0

	CPM-MLD-004
	The CPM enabler SHALL notify the arrival of new CPM Conversation requests to all or a subset of the devices on which the CPM user is registered dependent upon the user's preferences, device capabilities and/or operator's settings
	CPM V1.0

	CPM-MLD-005
	The CPM enabler SHALL allow the CPM user to accept and start the CPM Conversation on one of the devices that received the CPM Conversation request notification. After the CPM user accepted the incoming CPM Conversation request, the CPM enabler MAY delete the notifications on all the other devices on which the CPM user received the incoming CPM Conversation request notification.
	CPM V1.0

	CPM-MLD-006
	The CPM enabler SHALL allow CPM user to switch a CPM Conversation from one device to another device without any interruption of the conversation
.
	CPM V1.0

	CPM-MLD-007
	When a CPM user requests to switch a CPM Conversation from one device to another one, the CPM enabler SHALL allow CPM user to have the conversation history (i.e. the list of exchanged CPM Communications)
 or part of it (based upon user's preferences and/or the operator's settings) displayed on the new device.
NOTE> The CPM group shall decide what is meant by “conversation history” in case the “conversation history” includes CPM Streams, especially in cases where those CPM Streams are still active and have not been recorded into CPM Messages. The above assumes the general case where both Streams & Messages are considered part of the CPM Conversation History.
	CPM V1.0

	CPM-MLD-008
	The CPM enabler SHALL allow CPM user to use multiple devices for a single CPM Conversation.
	CPM V1.0

	CPM-MLD-009
	In dynamic CPM Conversation modification operations, the CPM enabler SHALL allow CPM user to choose which devices he/she will use for the added/modified CPM Stream.
NOTE> See CPM-SES-002, the dynamic modification / removal of media applies mainly to the usage of continuous media. 


	CPM V1.0

	CPM-MLD-010
	The CPM enabler SHALL provide CPM user with a mechanism to access/retrieve, from one of his/her devices, a list of his/her registered devices and the available media on them.
NOTE> Available media as part of ongoing sessions? Would that include ongoing streams?
	CPM V1.0

	CPM-MLD-011
	The CPM enabler SHALL provide CPM user with a mechanism to access/retrieve, from one of his/her devices, a list of his/her counterpart’(s’) registered device(s) and the available media on them.
NOTE> Available media as part of ongoing sessions? Would that include ongoing streams?
	CPM V1.0

	CPM-MLD-012
	The CPM enabler SHALL be able to synchronize all CPM Messages or a subset of the CPM Messages to all of the end-user’s devices, irrespective of on which device these CPM Messages are created (e.g. drafts) and/or received, depending on operator policies and/or end-user preferences and filtering-rules.
	CPM V1.0

	CPM-MLD-013
	The CPM enabler SHALL be able to synchronize the full message folder hierarchy or a subset of the message folder hierarchy (and the changes thereto) to all of the end-user’s devices, irrespective of on which device the folder hierarchy changes occur, depending on operator policies and/or end-user preferences and filtering-rules.
	CPM V1.0

	CPM-MLD-014
	The CPM enabler SHALL be able to synchronize all message-state changes (e.g. “read-indications”, “reply-indications”, etc) to all of the end-user’s devices, irrespective of on which device these message-state changes occur, depending on operator policies and/or end-user preferences and filtering-rules.
	CPM V1.0


Table 8: High-Level Functional Requirements – Multi-devices environment Items
2.1.8 Support of multiple CPM addresses

	Label
	Description
	Enabler Release

	CPM-MAD-001
	The CPM enabler SHALL allow a CPM user to register several CPM addresses to be associated with a single CPM-enabled device.
	CPM V1.0

	CPM-MAD-002
	The CPM enabler SHALL allow a CPM user to use multiple CPM addresses in parallel.
	CPM 1.0

	CPM-MAD-003
	The CPM enabler SHALL be able to provide each CPM address with a distinct network-based storage (e.g. contact list, storage of media).
	CPM V1.0

	CPM-MAD-004
	The CPM enabler SHALL support configuration and preference settings on a per-address basis.
	CPM V1.0

	CPM-MAD-005
	The CPM enabler SHALL support replying to messages by using the CPM address that the original message was received on.
	CPM V1.0

	CPM-MAD-006
	The CPM enabler SHALL support identification of the source CPM address of received messages.
	CPM V1.0

	CPM-MAD-007
	The CPM enabler SHALL allow a CPM user to have a common network-based storage (e.g. contact list, storage of media) for all or a subset of his/her CPM addresses.
	CPM V1.0

	CPM-MAD-008
	The CPM enabler SHALL allow a CPM user to have a common set of preference settings for all or a subset of his/her CPM addresses.
	CPM V1.0


Table 9: High-Level Functional Requirements – Multiple CPM addresses Items
2.1.9 Third Party Applications

	Label
	Description
	Enabler Release

	CPM-VAS-001
	The CPM enabler SHALL provide a single protocol that will allow the exchange of any CPM Communication between the VASPs and the CPM enabler regardless of:

· the content of the CPM Communication (text or multimedia)

· the desired user experience (e.g. immediate or deferred delivery)
· the number of recipients
· the messaging technologies supported by end user’s device
· whether the intended recipient is a CPM user or not
	CPM V1.0

	CPM-VAS-002
	The CPM enabler SHOULD preserve the functionalities of the different existing protocols for message exchange between VASPs and current messaging platforms (e.g. MM7).
	CPM V1.0

	CPM-VAS-003
	The CPM enabler SHALL be able to receive messages intended for a VASP from the different legacy messaging platforms, in case that the users have sent them from a non CPM-capable device. The CPM enabler SHALL subsequently forward the messages to the intended VASP
	CPM V1.0

	CPM-VAS-004
	The CPM enabler SHALL provide an open interface that would allow  messaging functionality to be accessible by third-party applications
	CPM V1.0

	CPM-VAS-005
	The CPM enabler SHALL support an indication of source application within messages.
	CPM V1.0

	CPM-VAS-006
	The CPM enabler SHALL support an indication for a target application on the CPM enabled device that should receive a message for proper processing.
	CPM V1.0


Table 10: High-Level Functional Requirements – Third Party Applications Items

2.1.10 Security

	Label
	Description
	Enabler Release

	CPM-SEC-001
	The use of the CPM enabler MUST not degrade security levels required by other OMA enablers.
	CPM V1.0

	CPM-SEC-002
	The CPM enabler MAY provide content screening support as enabled by the CBCS enabler.
	CPM V1.0

	CPM-SEC-003
	The CPM enabler SHOULD provide support for protection against unsolicited messaging.
	CPM V1.0

	CPM-SEC-004
	The CPM enabler MAY support malware protection.
	CPM V1.0

	CPM-SEC-005
	The CPM enabler SHALL deny service to unidentified and unauthenticated Principals.
	CPM V1.0

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Security Items

2.1.10.1 Authentication

	Label
	Description
	Enabler Release

	CPM-AUC-001
	The CPM enabler SHALL authenticate a Principal before that Principal is allowed to submit or receive CPM Communications.
	CPM V1.0

	CPM-AUC-002
	The CPM enabler MAY leverage the authentication capabilities of the underlying IP network to authenticate a Principal.
	CPM V1.0

	
	
	

	
	
	


Table 12: High-Level Functional Requirements – Authentication Items
2.1.10.2 Authorization

	Label
	Description
	Enabler Release

	CPM-AUT-001
	The CPM enabler SHALL verify whether a Principal is authorized to perform the action(s) it requested, if applicable by the operator’s policies.
	CPM V1.0

	
	
	

	
	
	


Table 13: High-Level Functional Requirements – Authorization Items

2.1.10.3 Data Integrity 

	Label
	Description
	Enabler Release

	
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	

	
	
	

	
	
	


Table 14: High-Level Functional Requirements – Data Integrity Items

2.1.10.4 Confidentiality 
	Label
	Description
	Enabler Release

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	
	

	
	
	


Table 15: High-Level Functional Requirements – Confidentiality Items

2.1.11 Charging

	Label
	Description
	Enabler Release

	CPM-CHA-001
	The CPM enabler SHALL provide charging information for all CPM Communications that are exchanged.
	CPM V1.0

	CPM-CHA-002
	The CPM enabler SHALL provide charging information for all CPM Conversations that are created.
	CPM V1.0

	CPM-CHA-003
	The CPM enabler SHALL allow for correlation between the charging information provided for the CPM Communications exchanged within a CPM Conversation and the charging information provided for the CPM Conversation.
	CPM V1.0

	CPM-CHA-004
	The CPM enabler SHALL allow for correlation between the charging information provided by the CPM enabler and the charging information provided by the underlying IP network.
	CPM V1.0

	CPM-CHA-005
	The CPM enabler SHALL include the application indication in charging records.
	CPM V1.0

	
	
	


Table 16: High-Level Functional Requirements – Charging Items

2.1.12 Administration and Configuration

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 17: High-Level Functional Requirements – Administration and Configuration Items

2.1.13 Usability

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 18: High-Level Functional Requirements – Usability Items

2.1.14 Interoperability

	Label
	Description
	Enabler Release

	CPM-IOP-001
	The CPM enabler SHALL be interoperable on all IP networks.
	CPM V1.0


Table 19: High-Level Functional Requirements – Interoperability Items

2.1.15 Interworking

	Label
	Description
	Enabler Release

	CPM-IWF-001
	It SHALL be possible to send a CPM Communication from a CPM-enabled device to a device containing a messaging client of a non-CPM messaging service.
	CPM V1.0

	CPM-IWF-002
	When sending a CPM Communication from a CPM-enabled device to a device with a messaging client of a non-CPM messaging service, the sender SHALL not have to know or manually determine the messaging technology that will be used for delivering the message.
	CPM V1.0

	CPM-IWF-003
	It SHALL be possible to send a message from a device with a messaging client of a non-CPM messaging service to a CPM-enabled device.
NOTE> In that context, the term “message” is used as seen from the non-CPM messaging service perspective. Do we want to specify that streams would be applicable as well?
	CPM V1.0

	CPM-IWF-004
	The CPM enabler SHALL be able to deliver the received messages using the most appropriate non-CPM messaging technology in case that the intended recipient does not have a CPM capable device, is not a CPM user, or is roaming in a network where the CPM service is not supported.
	CPM V1.0


Table 20: High-Level Functional Requirements – Interworking Items
2.1.16 Privacy

	Label
	Description
	Enabler Release

	CPM-PRI-001
	The use of the CPM enabler MUST not degrade privacy protection levels required by other OMA enablers.
	CPM V1.0

	
	
	

	
	
	


Table 21: High-Level Functional Requirements – Privacy Items

2.2 Overall System Requirements

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 22: High-Level System Requirements

3. Additional points
As outlined in the preceding section, there are a few grey areas that have been put into light by this study. The following highlights the major points for more detailed discussions by the group:

· Does the concept of a CPM Thread encompass CPM Streams?

· If so, what is the expected behaviour / properties of CPM Streams when considered as part of a Thread and / or as part of a CPM Conversation History for display and /or management of a Thread as a whole?

· Is there agreement on the notion that the CPM enabler allows for exchange of CPM Communications and not directly of media?

· Do we want to allow the transfer / forward of a CPM Stream?

· Can we delete a CPM Stream from a CPM Device for later retrieval on the same CPM Device?

· Do we expect CPM Streams to get recorded into CPM Messages by the CPM enabler?

Separately, assuming that the definitions in section 1.4 are acceptable to the group, shall we be more consistent and change the name of the CPM enabler from “Converged IP Messaging” enabler to “Converged IP Communication” enabler to reflect more closely its scope and hence reduce probable future confusion on the market?
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The authors would like the foreseen impacts to be discussed by the REQ-CPM group.









�Note: CPM Conversation was not present in 123R02 but has been inserted for completeness.


�Well, a communication “between one” CPM User sounds strange, except if the end point is an application. 


�Shall we add: “that may pre-exist the CPM Conversation”.


�Does moderation apply to media or to the CPM Communications exchanged between the parties as part of the CPM Conversation?


�Assumed to be between CPM Users.


�“Discard” instead?


�Need a new term for this sub-section.


�Need to rename into the proper label identifiers.


�Suggest “discarded” instead?


�I’d suggest removing types as the intent is really to apply some dependencies between the media pieces which compose the CPM Communication and not depencies between the actual media types.


�Shouldn’t we say (CPM) Message?


�Shouldn’t we say CPM Thread instead?


�Shall we use discussion instead?


�Shouldn’t we just define the term Conversation History that may or may not be the same as the underlying CPM Thread?
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