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1 Reason for Change

Resolve the following RDRR comments:
	A561
	2007.02.23
	T
	6.1.1

CONV-019,

CONV-027, CONV-028
	Source: Telefonica SA

Form: <INP doc >

Comment: We don’t agree with hidden or anonymous participation as this allows bullying and spying.  Participation with a pseudonym is fine as long as the pseudonym is agreed with the operator and the participant’s identity can be determined by the operator should complaints from users arise.

Proposed Change: Delete the concepts of anonymous and hidden participation.  Beef up the definition of use of pseudonym if needed.
	
Status: CLOSED

See CR in 2007-0248

	A562
	2007.02.21
	E/T
	6.1.1

CONV-027, 028
	Source: Cingular Wireless

Comment: Is CPM-CONV-027 and 028 contradicting to each other? 

027 states that a “hidden mode” participant’s presence and ID are not to disclose to others and 028 states that a “hidden mode” participant SHALL disclose presence and ID before communicating in the group session.

Proposed Change: Clarification to both requirements is needed. 
	
Status: CLOSED

A hidden participant is only hidden until they start to communicate.

	A563
	2007.03.02
	T
	6.1.1

CONV-027
	Source: Ericsson
Form: OMA-RD-CPM-v1_0-20070208-D

Comment: 027 reads “The CPM enabler MAY allow a Principal with appropriate privileges to join a CPM Group Session in a "hidden mode"; that is, his/her presence in the communication and identity are not to be disclosed to other participants” 

We see that having a non-legal intercept user attending a CPM session in a hidden mode may be against (e.g., national) legislations and are reluctant in having this requirement in CPM. 

Proposed Change: CPM-CONV-027 The CPM enabler MAY allow a Principal with appropriate privileges to join a CPM Group Session in a "hidden mode"; that is, his/her presence in the communication and identity are not to be disclosed to other participants 


	
Status: CLOSED
Added text relating to service provider policies.

	A564
	2007.03.03
	E
	6.1.1

CONV-027
	Source: Orange

Form: <INP doc >

Comment: regarding CONV-027, Would this not allow eavesdropping a conversation and therefore violating user’s privacy? Should this functionality not be limited to legal authorities at best?

Proposed Change: we suggest to clarify this point.
	
Status: CLOSED
Added text relating to service provider policies.

	A565
	2007.03.04
	T
	6.1.1

CONV-027
	Source: LogicaCMG

Form: OMA-REQ-CPM-2007-0063

Comment: CPM-CONV-027: Requested functionality makes much more sense for 1-1 communication (e.g. in a call-centre).

Proposed Change: Update requirement to also be applicable to 1-1 communication
	
Status: CLOSED
Solved as suggested.

	A566
	2007.03.02
	T
	6.1.1

CONV-028
	Source: Ericsson
Form: 

Comment: 027 reads “The CPM enabler MAY allow a Principal with appropriate privileges to join a CPM Group Session in a "hidden mode"; that is, his/her presence in the communication and identity are not to be disclosed to other participants. “.

Same comment as for CPM-CONV-027, as a user can’t join as “hidden”, then requirement 028 is inapplicable.

Proposed Change:
A Principal who has joined a CPM Group Session in “hidden mode” SHALL have to disclose his/her presence in the CPM Group Session and some form of identity (including anonymity) to the other participants before being allowed to send CPM Messages and/or Continuous Media within the CPM Group Sessions.
	
Status: CLOSED
CONV-028 rewritten to make the principal non-hidden for CONV-028.

	A567
	2007.03.02
	T
	6.1.1

CONV-028
	Source: Nokia

Form: INP

Comment: CONV-028: “…before being allowed to send…”; presence could be disclosed already when joining in hidden mode (or is the purpose of this requirement to enable LI)

Proposed Change: consider changing
	
Status: CLOSED
CONV-028 rewritten.

	A568
	2007.03.03
	T
	6.1.1

CONV-028
	Source: China Mobile

Form: <INP doc >

Comment: Group moderators should have the capability to disclose “hidden” user for management propose.

Proposed Change: Add “whom are not the group moderators” at the end of the sentence.
	
Status: CLOSED
In CR CPM-2007-0248., “Subject to Service Provider policies” covers this.

	A569
	2007.03.03
	T
	6.1.1

CONV-028
	Source: Orange

Form: <INP doc >

Comment: CONV-028 is not clear. If the principal has chosen to be in hidden mode, then it is up to the CPM enabler not to disclose the principal's personal information. Why is it an obligation for the principal and not an obligation for the CPM enabler to respect the choice of the principal to be in hidden mode?

If the participant does not disclose his identity, what does "including anonymity" means?

Proposed Change: we suggest clarifying this requirement
	
Status: CLOSED
CONV-028 rewritten to make it clear that participant becomes non-hidden before sending.


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree this CR.
6 Detailed Change Proposal

	CPM-CONV-019
	The CPM Enabler SHALL allow for participation in a CPM Group Session using a pseudonym depending on the CPM Group and operator policies.
	CPM V1.0

	CPM-CONV-020
	The CPM Enabler SHOULD allow a CPM User to negotiate and use a unique pseudonym as his user identity when participating anonymously in a CPM Group Session depending on the CPM Group and operator policies.
	CPM V1.0

	CPM-CONV-020a
	The CPM Enabler SHOULD provide a mechanism for a CPM User to allow CPM Users to contact each other using pseudonyms assigned to them for a CPM Group Session. 
	CPM V1.0

	CPM-CONV-022
	The CPM Enabler MAY provide the CPM User a mechanism to change the pseudonym during a CPM Group Session.
	CPM V1.0

	CPM-CONV-024
	The CPM Enabler SHOULD provide a possibility for CPM Users to use different pseudonyms in different CPM Group Sessions.
	CPM V1.0

	CPM-CONV-027
	The CPM Enabler MAY allow an Authorised Principal to join a CPM Session in a "hidden mode"; that is, his/her presence in the communication and identity are not to be disclosed to other participants, subject to service provider policies.
	CPM V1.0

	CPM-CONV-028
	The CPM Enabler SHALL ensure that a Principal who has joined a CPM Session in “hidden mode” becomes a non-hidden Participant prior to sending CPM Messages and/or Continuous Media from that Principal to the CPM Session.
	CPM V1.0
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