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1 Reason for Change

This contribution try to describe couple of real life use cases for sending discrete media (e.g., images, video clip) and introduce corresponding requirement.

This document also covers the RDRR comment A861

	A861
	2007.02.21
	T
	6.1.5

MED-010a
	Source: Cingular Wireless

Proposed Change: Add a new requirement to compensate CPM-MED-010 which covers only continuous media.

CPM-MED-010a

The CPM enabler SHALL allow CPM user to accept/reject a request for receiving discrete media.
	Status: OPEN, Jerry Shih
Closed, if this CR is accepted.


Use case A. Send video clip within conversation incorporated into the message
· User A is chatting with User B. User A wants to share a video clip (1Mbyte) with User B inside the chat conversation. 
· User A composes a message and includes the video clip into the message and sent the message to User B. User B starts to receive the message with video clip. Depending on the client implementation there might be notification to user “User A is sending large file, do you want to close the connection?”. If there is low bandwidth connection, receiving the message with attached video clip takes some time and depending on charging model cause some cost for User B. After message is received, User B is notified that message consist also video clip and he/she is able to play the video clip. User B did not have possibility to accept/reject the video clip reception. 
This mechanism is suitable for small discrete media contents such as images etc., but it does not provide good user experience in case of large discrete media contents.
 

Use case B. Send video clip within conversation as separate transaction
· User A is chatting with User B. User A wants to share a video clip (1Mbyte) with User B inside the chat conversation. 

· User A select menu option “Send file” and select the right video clip to be sent to User B. User B receives a notification “User A wants to send a video clip <Holiday memories> size 1Myte, Do you want to receive it, Accept/Reject” in the chat window or as popup depending on the client implementation. User B selects “Accept” and video clip transmission is started. Both users are able to continue the chatting and see the progress bar showing the status of transfer in the chat window. After video clip is completely received, User B can play it. 
This mechanism is suitable for sending large discrete media contents such as video clips since it provides the receiving user with a possibility to accept/reject the transmission in case that User B does not want to receive the media content because of filename, file size, content type etc.
Use Case A is covered in CPM RD, but Use case B is not explicitly covered. It is proposed to introduce corresponding requirement about use case B and to close the RDRR comment. 
R03 adds in an update to CPM-HLF-010 and incorporates some changes to the new CPM-MED reqs based on discussions.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Incorporate the proposed requirement into CPM RD and close the related RDRR comment.
6 Detailed Change Proposal

Change 1:  Update CPM-HLF-010 
6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	CPM-HLF-001
	The CPM Enabler SHALL allow an integrated user experience centred around CPM Conversations.
	CPM V1.0

	CPM-HLF-003
	The CPM Enabler SHALL provide the CPM User with a mechanism to set preferences based on:

· his addresses
· his devices
· the message type
· the Media Type
· the message priority
	CPM V1.0

	CPM-HLF-004
	The CPM Enabler SHALL allow the inclusion of URI schemes in a CPM Message.
	CPM V1.0

	CPM-HLF-005
	The CPM Enabler SHALL allow the CPM User to initiate a CPM Conversation using a CPM Address.
	CPM V1.0

	CPM-HLF-005a
	The CPM Enabler SHALL allow the CPM User to initiate a CPM Conversation with a non-CPM User using an appropriate address.
	CPM V1.0

	CPM-HLF-005b
	The CPM Enabler SHALL allow the CPM User to attach a subject to a CPM Message or a CPM Session Invitation.
	CPM V1.0

	CPM-HLF-006
	The CPM Enabler SHALL support the use of privacy indications in CPM Messages, e.g. that requests that the content not be forwarded
	CPM V1.0

	CPM-HLF-007
	The CPM Enabler SHALL support the use of priority indications in CPM Messages.
	CPM V1.0

	CPM-HLF-008
	The CPM Enabler SHALL allow an Authorized Principal to request that its identity is not disclosed to the recipient of the CPM Messages and CPM Sessions initiated by it, if allowed by service provider policies.
	CPM V1.0

	CPM-HLF-009
	The CPM Enabler SHALL allow a CPM User sending a message, to specify one or more reply CPM Address(es) distinct from the CPM Address used to send the CPM Message.
	CPM V1.0

	CPM-HLF-010
	The CPM Enabler SHALL be able to reject a CPM Message or a CPM Session invitation based on the user’s preferences, e.g. originator address (blacklist), undisclosed sender identity, or message type/content.
	CPM V1.0

	CPM-HLF-011
	The CPM User SHALL be able to store user preferences in multiple profiles and indicate one as an active profile. The profiles may be set for different scenario, such as Home, Office, Travel, Sleep, Meeting etc.
	CPM V1.0

	CPM-HLF-012
	The CPM Enabler SHALL be allowed to send a CPM Message or initiate a CPM Session on behalf of a user (e.g. for scheduled conferencing).
	CPM V1.0

	CPM-HLF-901
	The CPM User SHALL be able to request, on a per-message basis, to be notified of delivery or non-delivery of CPM Messages he/she has sent towards the recipient(s) independent of whether the recipient(s) are CPM Users or Non-CPM users.
	CPM V1.0

	CPM-HLF-902
	The CPM User SHALL be able to request to be notified when a CPM Message he/she sent is read by the recipient(s).
	CPM V1.0

	CPM-HLF-903
	The CPM Enabler SHALL send a delivery notification and/or read report to the CPM Message originator, on a per-recipient basis, if requested by him/her and authorized by the CPM Message recipient.
	CPM V1.0

	CPM-HLF-904
	The CPM Enabler SHALL support CPM Conversations between a CPM user and at least:
· SMS users

· MMS users

· IMPS users

· SIMPLE IM users

· POC users

· Email users

· PSTN/PLMN voice users

· PSTN/PLMN video users

within the capabilities of the Non-CPM Communication Services
	CPM V1.0

	CPM-HLF-905
	Recognizing the existence of current standards-based communication services (messaging, telephony, etc), the CPM Enabler SHOULD re-use as appropriate (e.g. through reference) relevant parts of the associated supporting specifications from OMA, 3GPP, 3GPP2, IETF, TISPAN, etc.
	CPM V1.0

	CPM-HLF-906
	The CPM Enabler SHALL allow the CPM User to use any type of connectivity, subject to service provider policies and the capabilities of the CPM enabled-network (e.g. to access his/her network storage).
	CPM V1.0


Table 1: High-Level Functional Requirements
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