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	Source:
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1 Reason for Change
The current version of the RD misses some of the sections included in the latest RD template. Some of them were deleted e.g. the “Privacy” sub-section in the Requirements section, because no privacy-related requirement was available. 
However, the OMA drafting guidelines (OMA-ORG-DraftingGuidelines-V1_0-20070615-A.doc) mentions the following:

“Sections prescribed in the template that are not needed shall not be deleted but shall be left marked to show they are deliberately left blank”
To follow this guideline, the CR proposes to restore the sections that were previously removed and in the order given by the template (which implies moving some sections, in “Detailed Change Proposal”).
Also, the RD template includes an “Overall Systems Requirements” section, which describes the general behaviour and characteristics of the enabler such as the use of existing technologies and specifications. Among the existing requirements, CPM-HLF-024 is rightly about “[re-using] as appropriate (e.g. through reference) relevant parts of the associated supporting specifications from OMA, 3GPP, 3GPP2, IETF, TISPAN, etc.” So the CR proposes to move CPM-HLF-024 to the new “Overall Systems Requirements” section.
2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is recommended to agree on the proposed changes.
6 Detailed Change Proposal

Change 1:  Changes in Sections 5.1 (“Multiple Service Converged IP Messaging” use case), 5.8 (“Multiple CPM Addresses” use case), 5.10 (“Absence Service” use case)
Add the following section after the “Normal Flow” section:
5.X.X   Alternative Flow

None.
Change 2:  Add missing sub-sections from the RD template under the “Requirements” section, and move other existing sections to preserve the same order as in the RD template.
Lawful Intercept
Note: (…)
	Label
	Description
	Enabler Release

	…
	…
	…


Table 12: High-Level Functional Requirements –Lawful Intercept Items
6.1.11 Interworking

	Label
	Description
	Enabler Release

	…
	…
	…


Table 13: High-Level Functional Requirements – Interworking Items
6.1.12 Security

	Label
	Description
	Enabler Release

	CPM-SEC-001
	The CPM Enabler SHALL provide a Principal with at least the same security level as is provided with the existing messaging services (e.g. SMS, MMS, SIMPLE IM, POC, VoIP).
	CPM V1.0

	CPM-SEC-002
	The CPM Enabler SHALL allow a CPM Service to provide CPM Users with Content Screening based on user preferences and service provider policies.
	CPM V1.0

	CPM-SEC-003
	The CPM Enabler SHOULD allow a CPM Service to protect CPM Users against Unwanted Messaging, according to the user’s preferences and service provider policies.
	CPM V1.0

	CPM-SEC-004
	The CPM Enabler MAY allow a CPM Service to protect CPM Users against Malware, according to the user’s preferences and service provider policies.
	CPM V1.0

	CPM-SEC-005
	Unauthorized Principals SHALL be denied access to the functions of the CPM Enabler.
	CPM V1.0

	CPM-SEC-006
	It SHALL be possible to preserve the integrity and confidentiality of communication between a CPM Client and CPM network based functionality.
	CPM V1.0

	CPM-SEC-007
	The CPM Enabler SHALL NOT enable the circumvention of applicable DRM mechanisms (e.g. when a user gives permission to access Media in his/her network-based storage).
	CPM V1.0


Table 14: High-Level Functional Requirements – Security Items

6.1.13.1 Authentication

	Label
	Description
	Enabler Release

	CPM-AUC-001
	A CPM Enabler SHALL support a Principal to be authenticated by the CPM service provider domain.
	CPM V1.0

	CPM-AUC-002
	The CPM Enabler SHALL support a Principal to authenticate the CPM service provider domain.
	CPM V1.0

	CPM-AUC-003
	The CPM Enabler MAY leverage the authentication capabilities of the underlying IP network to authenticate a Principal.
	CPM V1.0

	CPM-AUC-004
	The CPM Enabler MAY leverage the authentication capabilities of the underlying IP network to allow a Principal to authenticate the service provider domain
	CPM V1.0


Table 15: High-Level Functional Requirements – Authentication Items
6.1.13.2 Authorization

	Label
	Description
	Enabler Release

	CPM-AUT-001
	The CPM Enabler SHALL verify, if applicable by the service provider's policy, whether a Principal is authorized to perform the action(s) it requested.
	CPM V1.0


Table 16: High-Level Functional Requirements – Authorization Items

6.1.13.3 Data Integrity

None.
6.1.13.4 Confidentiality

None.

6.1.13 Charging

	Label
	Description
	Enabler Release

	…
	…
	…


Table17: High-Level Functional Requirements – Charging Items
6.1.14 Administration and Configuration

None.

6.1.15 Usability

	Label
	Description
	Enabler Release

	…
	…
	…


Table18: High-Level Functional Requirements – Usability Items
6.1.16 

	
	
	

	
	
	



6.1.17 Interoperability

	Label
	Description
	Enabler Release

	CPM-IOP-001
	The CPM Enabler SHALL support CPM Conversations between Principals from different CPM service providers.
	CPM V1.0


Table19: High-Level Functional Requirements – Interoperability Items

6.1.18 
	
	
	

	
	
	



6.1.19 Privacy
6.1.20 None.
Change 3:  Add a new Section “6.2 Overall Systems Requirements” as per the RD template and move CPM-HLF-024 to it.
6.2 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	…
	…
	…

	
	
	


Table 1: High-Level Functional Requirements

(…)
6.3 Overall System Requirements

	Label
	Description
	Enabler Release

	CPM-OSR-001
	Recognizing the existence of current standards-based communication services (messaging, telephony, etc), the CPM Enabler SHOULD re-use as appropriate (e.g. through reference) relevant parts of the associated supporting specifications from OMA, 3GPP, 3GPP2, IETF, TISPAN, etc.
	CPM V1.0


Table 20: High-Level System Requirements
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