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1 Reason for Change

This document requests a number of enhancements to the CPNS RD, in terms of an additional use cases and associated requirements, which would help sharpen up some aspects of the work, and provide a better basis for elaborating solutions in the architecture work. 
2 Impact on Backward Compatibility

The requirements introduced refines previously submitted requirements, and so does not impact backward compatibility. 
3 Impact on Other Specifications

N/A, although a dependency on the OMA Privacy requirements is introduced. 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The OMA REQ CPNS AHG is recommended to apply the changes in section 6 to the OMA CPNS RD (OMA-RD-CPNS-V1_0-20090129-D). 
6 Detailed Change Proposal

The recommendation is that the following changes be introduced in the sections assigned: 
Change 1:  Introduce the following requirements into section 6.2.6 Privacy

	Label
	Description
	Release
	Functional module

	CPNS-PRIV-001
	The CPNS Enabler MUST ensure that the users privacy is preserved when information about the user and the users PN and PNE:s are provided to requesting parties. 
	CPNS 1.0
	All

	CPNS-PRIV-002
	The privacy requirements in OMA-RD-Privacy-V1_0_1-20070807-A SHALL be applied.to the CPNS Enabler. 
	CPNS 1.0
	All

	CPNS-PRIV-003
	The user SHALL be able to configure privacy policies for the management of data pertaining to her personal network. 
	CPNS 1.0
	All

	
	
	
	


Change 2:  Introduce the use case “User privacy” in Appendix B.7: 

a. Use case: User Privacy
i.  ASK  \* MERGEFORMAT Short Description


[image: image1]
· Alice configures the privacy policy for her personal network

· The configuration is propagated from the PN GW to the CPNS Server

· The CPNS Server updates the Authentication and Authorization server with Alice’s policy

Later:
· Alice requests a service from a service provider

· The service provider is authenticated and authorized (if it is the first time it tries to get information)

· The service provider queries the CPNS Server for capabilities information

· The CPNS Server asks the Authentication and Authorization server for Alice’s privacy policy

· The CPNS Server applies the privacy policy when providing the capabilities information

· The service provider receives only data which Alice thinks is OK.
ii. Market benefits

By ensuring that the user’s privacy is safeguarded, not only does the CPNS Enabler ensure legal compliance, it also addresses one of the primary concerns and inhibitors to adaption of the type of services provided by the CPNS Enabler. 
 End of the document.
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