Doc# OMA-REQ-CPNS-2009-0119-CR_to_address_CPNS_RDRR_A040_to_unify_[image: image1.jpg]"sOMaQa

Open Mobile Alliance



equivalent_user-related_terms
Change Request

Doc# OMA-REQ-CPNS-2009-0109-CR_to_address_CPNS_review_comment_A0185_to_provide_a_requirement_on forwarding capability
Change Request



Change Request

	Title:
	Unify Equivalent User-related Terms
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	REQ CPNS group

	Doc to Change:
	OMA-RD-CPNS-V1_0-20090707-D

	Submission Date:
	22/07/2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Jeonghoon Lee, jeonghoonlee@sktelecom
Hwawon Kim, hwawon@innoace.com


1 Reason for Change

To resolve review comment A033, A041, A091 from CPNS RDRR and to close action item CPNS-2009-A040. Changing the equivalent term to something more appropriate where relevant will be made on this CR. 
	A033
	2009-06-20
	T
	3.2
	Source: SKT

Form: OMA-REQ-2009-0146-CPNS_RD_Review_Comments_SKT
Comment: Need to make uniform the use of “CPNS User, PN-User, User, Consumer” in RD. Change all the related term to “CPNS user”. The first column entry is changed to reflect this.
Proposed Change: “CPNS User: The CPNS User is the person who controls and uses the CPNS Enabler.”
	Status: OPEN
CR is expected with regards to the definition and usage of “CPNS user, PN user, user, consumer” in the RD”.

AI on SKT.

	A041
	2009.06.19
	E
	3.2
	Source: Qualcomm

Form: OMA-REQ-2009-0140- CPNS_RD_Review_Comments_Qualcomm

Comment: The PN-User definition should state that the User controls the PN, not just the PNEs in it.

Proposed Change: Change definition to read: “The PN-User is the person who controls and uses the Personal Network Elements.”
	Status: CLOSED

See the resolution of A033

	A091
	2009.06.16
	T
	6.2 HLF-003
	Source: Ericsson

Form: OMA-REQ-CPNS-2009-0096-Ericsson_comments_on_CPNS_RD
Comment: “CPNS user” is not defined. 
Proposed Change:  Replace by “PN User”. 
	Status: CLOSED

See the resolution of A033 


1. The definition of CPNS User: the person who controls and uses the PNE for Converged Personal Network Service.(Ref. Table #1)

2. The policy of changes: Whereas we do not make any change for known combined words (i.e. user experience, consumer electronics, user statistics, user properties, etc), we try to change for a user as “an active user” for controlling and using the CPNS devices to “CPNS User.” 
The following is the lists of each user-related term are used. This table confirms that the change to “CPNS User” where applicable. 

	No
	Term
	Chapter
	Current
	Proposed
	Comments

	1
	PN-User
	3.2 PN-User
	The PN-User is the person who controls and uses the Personal Network Elements.
	The CPNS User is the person who controls and uses the Personal Network Elements for Converged Personal Network Service.
	A CPNS User is explicitly consuming CPNS Services.

	2
	User

Person
	3.2 Personal Network (PN)
	A collection of devices available to one specific user to consume and produce services. All devices within a PN can be linked to an individual. A PN is a non-static collection and will vary over time.

There are two levels of a PN: 

1. The device level, meaning all devices to which one person has access at a certain given time.

2. The services level, meaning all services that can successfully be accessed and consumed by one person at a given time. These services are provided to and from devices in the PN. 
	A collection of devices available to a CPNS User to consume and produce services. All devices within a PN can be linked to an individual. A PN is a non-static collection and will vary over time.

There are two levels of a PN: 

1. The device level, meaning all devices to which one person has access at a certain given time.

2. The services level, meaning all services that can successfully be accessed and consumed by one person at a given time. These services are provided to and from devices in the PN.
	

	3
	CPNS User
	4.1
	The Content Provider provides content to CPNS Users via the CPNS enabler. 
	No change
	

	4
	CPNS User

User
	4.1
	The Service Provider provides the CPNS service to CPNS Users. Service Provider manages the CPNS Enabler User Profile data, based on different information, such as user related, device related and service related information. Service Provider configures and maintains the CPNS Enabler and may have some other roles such as providing billing service, subscription etc.
	No change
	

	5
	CPNS User

User
	4.1
	The User consumes the content provided by the Content Provider. The User exposes, modifies his/her CPNS user information, device information, context and preferences.
	The CPNS User consumes the content provided by the Content Provider. The CPNS User exposes, modifies his/her CPNS user information, device information, context and preferences.
	

	6
	CPNS User
	6.2 CPNS-HLF-003
	The CPNS Enabler SHALL enable the CPNS user to manage these different channels, i.e. to stop, start and switch between the channels
	No change
	

	7
	User
	6.2 CPNS-HLF-022
	The CPNS Enabler SHALL support the PN to make its status available to other users. The PN status include (but not limited to) the status of each PNEs, provided services.
	No change
	

	8
	User
	6.2 CPNS-HLF-024
	It SHOULD be possible for the user to subscribe to the status of other user’s PN.
	It SHOULD be possible for the CPNS user to subscribe to the status of other CPNS user’s PN.
	

	9
	User
	CPNS-HLF-026
	CPNS Enabler SHOULD enable seamless switching of PNEs while providing or consuming services. The switching can be triggered by events like (not limited to) battery exhaustion, user willingness.
	No change
	

	10
	User
	CPNS-HLF-027
	CPNS Enabler SHOULD enable seamless switching of PN-Gateways. The switching can be triggered by events like (not limited to) battery exhaustion, user willingness.
	No change
	

	11
	User
	CPNS-HLF-028
	The CPNS Enabler SHALL support deployment of applications relevant to CPNS, e.g. applications that would perform attestation of personal user information.
	No change
	

	12
	User
	CPNS-AUC-001
	The CPNS Enabler MUST be able to support the authentication of users, CPNS entities and/or External Entities which request access to CPNS related information and/or services.
	The CPNS Enabler MUST be able to support the authentication of CPNS Users, CPNS entities and/or External Entities which request access to CPNS related information and/or services.
	

	13
	User
	CPNS-AUC-003
	The CPNS Enabler SHALL support authentication of the user (e.g., by means like prompting him to type in a PIN or by biometric means).
	The CPNS Enabler SHALL support authentication of the CPNS User (e.g., by means like prompting him to type in a PIN or by biometric means).
	

	14
	User
	CPNS-AUZ-001
	The CPNS enabler SHALL authorize the users, the PN gateways and the PNE(s).
	The CPNS enabler SHALL authorize the CPNS Users, the PN gateways and the PNE(s).
	

	15
	User
	CPNS-CHG-001
	The CPNS enabler SHALL support charging methods for the users, devices, and services. 
	The CPNS enabler SHALL support charging methods for the CPNS Users, devices, and services. 
	

	16
	User
	CPNS- ADM-001
	Users SHALL have the possibility of multiple subscriptions with different service providers. For example, a user may own a mobile phone subscription with service provider A, while the in-car communication unit has been supplied as part of an agreement of the car manufacturer with operator B, and the family’s broadband access services are delivered by operator C.
	The CPNS User SHALL have the possibility of multiple subscriptions with different service providers. For example, a CPNS user may own a mobile phone subscription with service provider A, while the in-car communication unit has been supplied as part of an agreement of the car manufacturer with operator B, and the family’s broadband access services are delivered by operator C.
	

	17
	User
	CPNS-ADM-003
	The CPNS Enabler SHOULD support collection of usage data from individual users and specific devices for the purpose of creating statistics.  
	The CPNS Enabler SHOULD support collection of usage data from the CPNS Users and specific devices for the purpose of creating statistics.  
	

	18
	User
	CPNS-ADM-005
	The CPNS Enabler SHALL support secure storage of data (e.g., validated user properties).
	No change
	

	19
	User
	CPNS- USE-001
	The CPNS Enabler SHOULD provide mechanisms to ensure that the quality of the user experience is maintained. 
	No change
	

	20
	Consumer
User
	6.2.5 INT-001
	The CPNS Enabler SHALL allow consumers to access any service (i.e. user-managed or operator-managed services as well as 3rd party services) on any suitable device (i.e. a device matching the capabilities required to consume the service) and within any network island (e.g. home, car, hotspot, hotel, friend’s place or office).
	The CPNS Enabler SHALL allow CPNS Users to access any service (i.e. user-managed or operator-managed services as well as 3rd party services) on any suitable device (i.e. a device matching the capabilities required to consume the service) and within any network island (e.g. home, car, hotspot, hotel, friend’s place or office).
	

	21
	Consumer
	6.2.5 INT-002
	The CPNS Enabler SHALL be able to interoperate with consumer electronics devices, which are using well-established and widely deployed standards
	No change
	“consumer electronics devices” is a combined word

	22
	User
	CPNS-PRIV-001
	The CPNS Enabler SHALL ensure user privacy.
	No change
	

	23
	User
	CPNS-PRIV-003
	The user SHALL be able to configure privacy policies for the management of data pertaining to her personal network. 
	The CPNS User SHALL be able to configure privacy policies for the management of data pertaining to her personal network.
	

	24
	User
	CPNS-PRIV-004
	The CPNS Enabler SHALL support individual users to verify whether they accept the collection of their usage data. 
	The CPNS Enabler SHALL support the CPNS Users to verify whether they accept the collection of their usage data.
	

	25
	User
	CPNS-PRIV-005
	The CPNS Enabler SHALL support individual users to cancel the collection of their usage data.
	The CPNS Enabler SHALL support the CPNS Users to cancel the collection of their usage data.
	

	26
	User
	CPNS-PRIV-007
	The CPNS Enabler SHALL ensure privacy protection of personal user information.
	No change
	

	27
	User
	CPNS-SYS-002
	The CPNS Enabler SHOULD support aggregation and reporting of individual users' usage data into anonymized usage statistics at predefined intervals and ad-hoc occasions. 
	The CPNS Enabler SHOULD support aggregation and reporting of the CPNS Users' usage data into anonymized usage statistics at predefined intervals and ad-hoc occasions.
	

	28
	CPNS User
	B1.1
	Actors:

· CPNS User
	No change
	

	29
	User
	B1.2
	Supporting this capability would enable the users of a Personal network to make use of the service and PN Device more efficiently and seamlessly.
	Supporting this capability would enable the CPNS Users of a Personal network to make use of the service and PN Device more efficiently and seamlessly.
	

	30
	User
	B2
	This use case demonstrates the ability to network together a number of personal devices and allow authorized users anytime, anywhere access to these devices.
	This use case demonstrates the ability to network together a number of personal devices and allow authorized CPNS Users anytime, anywhere access to these devices.
	

	31
	User
	B2.1
	A user owns a number of devices such as a mobile phone, a PC, a music player, and an IP-enabled set-top box. These devices may be able to communicate among themselves without relying on a centralized infrastructure for orchestrating communications. The user can create a Personal Network of all his devices, add and remove devices from this network, securely access and control these devices from anywhere, and allow other users access to his network. Communications among the devices can happen across multiple radio interfaces, multiple IP subnets, and multiple service providers.

For instance, the user should be able to create a network consisting of his mobile phone, home PC, networked set-top box, and networked media player. He should be able to stream music from his media player to his mobile phone, and from all locations where the phone is connected to the Internet.  He should be able to control his set-top box from his mobile phone. He should be able to view photos that reside on his mobile phone from his PC. All this may happen in a decentralized fashion.
	A CPNS User owns a number of devices such as a mobile phone, a PC, a music player, and an IP-enabled set-top box. These devices may be able to communicate among themselves without relying on a centralized infrastructure for orchestrating communications. The CPNS User can create a Personal Network of all his devices, add and remove devices from this network, securely access and control these devices from anywhere, and allow other CPNS Users access to his network. Communications among the devices can happen across multiple radio interfaces, multiple IP subnets, and multiple service providers.

For instance, the CPNS User should be able to create a network consisting of his mobile phone, home PC, networked set-top box, and networked media player. He should be able to stream music from his media player to his mobile phone, and from all locations where the phone is connected to the Internet.  He should be able to control his set-top box from his mobile phone. He should be able to view photos that reside on his mobile phone from his PC. All this may happen in a decentralized fashion.

	

	32
	User
	B2.2
	The main benefit of an extended personal area network is that users now have access to all their personal devices, regardless of their location. As users increasingly own multiple, Internet-enabled devices, this functionality can significantly enhance user experience. It is desirable to realize this in a decentralized fashion to reduce infrastructure and bandwidth costs that centralized architectures typically incur. By giving users more control over how to connect their devices together, we encourage experimentation, which can be expected to lead to greater innovation
	The main benefit of an extended personal area network is that CPNS Users now have access to all their personal devices, regardless of their location. As CPNS Users increasingly own multiple, Internet-enabled devices, this functionality can significantly enhance user experience. It is desirable to realize this in a decentralized fashion to reduce infrastructure and bandwidth costs that centralized architectures typically incur. By giving CPNS Users more control over how to connect their devices together, we encourage experimentation, which can be expected to lead to greater innovation
	

	33
	CPNS User
	B3.1
	Actors:

· CPNS User
	No change
	

	34
	User
	B3.2
	· The user can extend the kind of services to enjoy even if his personal device can’t directly connect to the cellular network (WAN).
	· The CPNS User can extend the kind of services to enjoy even if his personal device can’t directly connect to the cellular network (WAN).
	

	35
	CPNS User
	B4.1
	Actors:

· CPNS User
	No change
	

	36
	User
	B4.2
	· User can enjoy various services in the different devices at the same time with only one PN gateway (mobile phone).
	· The CPNS User can enjoy various services in the different devices at the same time with only one PN gateway (mobile phone).
	

	37
	CPNS User
	B5.1
	Actors:

· CPNS User
	No change
	

	38
	User
	B5.2
	· Two users seating beside can enjoy the same Service Group forming PAN, only using a one mobile connected to the cellular network.
	· Two CPNS Users seating beside can enjoy the same Service Group forming PAN, only using a one mobile connected to the cellular network.
	

	39
	User
	B6.1
	A number of users come together at a particular location. They own devices that are equipped with one or more local-area networking technologies (e.g., 802.11 or Bluetooth).  The devices form a Peer-to-Peer Network using these technologies so they can talk to one another.  Even if all the devices are connected to the Internet, it is possible that they may be unable to reach each other over the Internet. Also, even if they can reach each other over the Internet, it may be beneficial to “offload” traffic to the local networks.

A service or an application running on a device can discover and access services running on other devices. For instance, all the devices should be able to run a ToDo list application that lets users share and modify a distributed ToDo list. Or, a user should be able to discover another user’s videos and stream the videos over the Peer-to-Peer Network that is composed of local-area network technologies, without going over the Internet. 
	A number of CPNS Users come together at a particular location. They own devices that are equipped with one or more local-area networking technologies (e.g., 802.11 or Bluetooth).  The devices form a Peer-to-Peer Network using these technologies so they can talk to one another.  Even if all the devices are connected to the Internet, it is possible that they may be unable to reach each other over the Internet. Also, even if they can reach each other over the Internet, it may be beneficial to “offload” traffic to the local networks.

A service or an application running on a device can discover and access services running on other devices. For instance, all the devices should be able to run a ToDo list application that lets CPNS Users share and modify a distributed ToDo list. Or, a CPNS User should be able to discover another CPNS User’s videos and stream the videos over the Peer-to-Peer Network that is composed of local-area network technologies, without going over the Internet.
	

	40
	User
	B6.2
	· Peer-to-Peer Networks enhance user experience by allowing users to offer and access CPNS services in a quick, easy-to-use fashion. 

· Peer-to-Peer Networks increase the capabilities of local-network technologies . Because both these technologies are now very much widespread, enabling richer applications and services over them is beneficial to the user and thus to the device manufacturer and application developer. 

· Peer-to-Peer Networks can offload traffic from a wide-area network to local-area networks, reducing operational costs for an operator, and helping bring down tariffs for users. 

· Peer-to-Peer Networks do not require centralized entities, and therefore incur lower infrastructure and bandwidth costs. 

· Local-area Peer-to-Peer Networks enable useful communications between devices and users when Internet access is unavailable or is insufficient.
	· Peer-to-Peer Networks enhance user experience by allowing CPNS Users to offer and access CPNS services in a quick, easy-to-use fashion. 

· Peer-to-Peer Networks increase the capabilities of local-network technologies . Because both these technologies are now very much widespread, enabling richer applications and services over them is beneficial to the CPNS User and thus to the device manufacturer and application developer. 

· Peer-to-Peer Networks can offload traffic from a wide-area network to local-area networks, reducing operational costs for an operator, and helping bring down tariffs for CPNS Users. 

· Peer-to-Peer Networks do not require centralized entities, and therefore incur lower infrastructure and bandwidth costs. 

· Local-area Peer-to-Peer Networks enable useful communications between devices and CPNS users when Internet access is unavailable or is insufficient.
	

	41
	
	B7
	User Statistics


	No change
	“User statistics” is a combined word

	42
	Customer

User
	B7.1
	· The CPNS Server anonymizes the data and aggregates it with all other statistics from other users
· …
· The interested party (Statistics Customer) is authenticated and authorized by the CPNS Server when it receives the request for information. 

· The CPNS Server provides the statistics to the Statistics Customer when it has been authenticated and authorized. 

· The Statistics Customer is charged for receiving the statistics

· The Statistics Customer uses the information to build a better PMP which Santa Claus gives to Alice next Christmas, if she has been a nice girl during the year.
	· The CPNS Server anonymizes the data and aggregates it with all other statistics from other CPNS Users
· …
· The interested party (Statistics Customer) is authenticated and authorized by the CPNS Server when it receives the request for information. 

· The CPNS Server provides the statistics to the Statistics Customer when it has been authenticated and authorized. 

· The Statistics Customer is charged for receiving the statistics

· The Statistics Customer uses the information to build a better PMP which Santa Claus gives to Alice next Christmas, if she has been a nice girl during the year.
	The Statistic Customer is the interested party about CPNS Service Statistics

	43
	Customer
	B7.1
	Figure 5 (same as above)
	No change
	

	44
	Consumer

User
	B7.2
	Collecting and disseminating statistics in a secure way leads to a new sales object for operators, better ability for consumer electronics providers to create more appropriate devices, and users to get greater satisfaction in their media consumption. 
	Collecting and disseminating statistics in a secure way leads to a new sales object for operators, better ability for consumer electronics providers to create more appropriate devices, and CPNS Users to get greater satisfaction in their media consumption.
	“consumer electronics providers” is a combined word

	45
	User
	B8
	Attestation of Personal User Properties
	No Change
	“User properties” is a combined word

	46
	User
	B8.1
	Attestation, in the context of CPNS, provides a method to selectively disclose personal user properties for secure submission from one PNE to another PNE and a mechanism to validate the personal user properties in the receiving PNE. The personal user properties are attested by an Attestation Service Provider. The messages exchanged between the PNEs are digitally signed by an Attestation Service Provider.
	No change
	“User properties” is a combined word

	47
	Customer
	B8.1
	· In the following an example is given in which a shop owner can easily check if the customer in front of him who is carrying a CPNS equipped cell phone with attestation capabilities is at least 21 years of age.
	No change
	

	48
	PN-User
	B8.1
	· Citizen / PN-User / Cell Phone Owner (here: Alice),
	· Citizen / CPNS User / Cell Phone Owner (here: Alice),
	

	49
	User
	B8.1
	Step A - Configuration Phase:

The Attestation Service Provider stores validated user properties securely in one of Alice’s Personal Network Elements.
	No change
	“User properties” is a combined word

	50
	Customer
	B8.1
	Step B - Attestation Phase:

Customer Alice enters a shop…
	No change
	

	51
	User
	B8.1
	Step C - Maintenance Phase:

The user’s properties, keys or certificates stored in a Personal Network Element may be updated. 
	Step C - Maintenance Phase:

The CPNS User’s properties, keys or certificates stored in a Personal Network Element may be updated. 
	

	52
	PN-User

Customer

Consumer
	B8.2
	The PN-User has control over the information she gives away and the Attestation Service Provider may choose to charge his customers (i.e. consumer and/or shop) for providing this special CPNS service.
	The CPNS User has control over the information she gives away and the Attestation Service Provider may choose to charge his customers (i.e. consumer and/or shop) for providing this special CPNS service.
	

	53
	CPNS User
	B9.1
	Actors:

· CPNS User
	No change
	

	54
	PN User
	B 9.1
	A PN user may have multiple Personal Networks and own a PNE in a Personal Network and another PNE in different Personal Network. These devices belonging to different Networks respectively may need to be connected between themselves using centralized device  list information stored in CPNS server for the delivery of contents. Upon initiation CPNS, a PN GW should register with the PNE information to the CPNS server. The PN GW receives device information which the CPNS server maintains and which is allowed to the PN user. Provided the device information, the PN user can create connection between the PNEs.
	A CPNS User may have multiple Personal Networks and own a PNE in a Personal Network and another PNE in different Personal Network. These devices belonging to different Networks respectively may need to be connected between themselves using centralized device list information stored in CPNS server for the delivery of contents. Upon initiation CPNS, a PN GW should register with the PNE information to the CPNS server. The PN GW receives device information which the CPNS server maintains and which is allowed to the CPNS User. Provided the device information, the CPNS User can create connection between the PNEs.
	

	55
	User
	B9.2
	· The user can connect a device to other devices located in different Personal Network in order to download contents or request services. 
	· The CPNS User can connect a device to other devices located in different Personal Network in order to download contents or request services.
	

	56
	CPNS User
	B10.1
	Actors:

· CPNS User
	No change
	

	57
	User
	B10.1
	2. When a new PNE is detected, PN GW and PNE make a connection and authenticate each other for a CPNS. CPNS Server also gets information about the user and device of the new PNE through the PN GW.
	2. When a new PNE is detected, PN GW and PNE make a connection and authenticate each other for a CPNS. CPNS Server also gets information about the CPNS User and device of the new PNE through the PN GW.
	

	58
	User
	B10.2
	· The user can extend the kind of services to enjoy without connecting to the WAN or paying for it.
	· The CPNS User can extend the kind of services to enjoy without connecting to the WAN or paying for it.
	

	59
	User

Person
	Appendix C
	OMA CPNS Personal Network (PN)… :A collection of devices available to one specific user to consume and produce services….
	Follow the resolution of #2 

A collection of devices available to a CPNS User to consume and produce services……

	

	60
	PN-User

User
	Appendix C
	3GPP PNM Personal Network:   A Personal Network (PN), in the context of Personal Network Management, consists of more than one Personal Network Element under the control of one PN-User providing access to the serving PLMNs. There shall be at least one Personal Network Element with a USIM subscription in a PN. Authentication of the user for each PLMN access is based on the USIM(s) of the PN. The Personal Network Elements are managed in a way that the user perceives a continuous secure connection regardless of their relative locations. The Personal Network Elements belonging to the PN-User’s PN maybe registered to different PLMNs at a time. The PN-User controls the PN using facilities provided by the Personal Network Management (PNM).
	No change
	Definition of PNM

	61
	PN-User
	Appendix C
	3GPP PNM Personal Network Element: A Personal Network Element (PNE) is the basic component making up a PN-User’s Personal Network.
	No change
	Definition of PNM

	62
	PN-User
	Appendix C
	OMA CPNS PN-User: The PN-User is the person who controls and uses the Personal Network Elements.
	OMA CPNS CPNS User: The CPNS User is the person who controls and uses the Personal Network Elements for Converged Personal Network Service.
	

	63
	PN-User
	Appendix C
	3GPP PNM PN-User: For the purpose of Personal Network Management the PN-User is the person who owns the Personal Network Elements with respective subscriptions at one service provider.
	No change
	Definition of PNM

	64
	PN-User
	Appendix C
	3GPP PNM Personal Area Network:  A Personal Area Network (PAN) is a local network of the PN-User.
	No change
	Definition of PNM


2 5. Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To the group to review this input and agree to incorporate in the RD.
6 Detailed Change Proposal

Change 1:  3.2. Definition of PN-User
	CPNS User
	The CPNS User is the person who controls and uses the Personal Network Elements for Converged Personal Network Service.


Change 2:  3.2. Definition of Personal Network (PN)
	Personal Network (PN)
	A collection of devices available to a CPNS User to consume and produce services. All devices within a PN can be linked to an individual. A PN is a non-static collection and will vary over time.

There are two levels of a PN: 

1. The device level, meaning all devices to which one person has access at a certain given time.

2. The services level, meaning all services that can successfully be accessed and consumed by one person at a given time. These services are provided to and from devices in the PN. 




Change 3:  4.1. Relevant Actors in the Context of CPNS  
The CPNS User consumes the content provided by the Content Provider. The CPNS User exposes, modifies his/her CPNS user information, device information, context and preferences.

Change 4:  6.2. High-Level Functional Requirements
	CPNS-HLF-024
	It SHOULD be possible for the CPNS User to subscribe to the status of other CPNS User’s PN.
	CPNS 1.0
	TBD


Change 5:  6.2. High-Level Functional Requirements

	CPNS-AUC-001
	The CPNS Enabler MUST be able to support the authentication of CPNS Users, CPNS entities and/or External Entities which request access to CPNS related information and/or services.
	CPNS 1.0
	Content/Data Delivery


Change 6:  6.2. High-Level Functional Requirements

	CPNS-AUC-003
	The CPNS Enabler SHALL support authentication of the CPNS User (e.g., by means like prompting him to type in a PIN or by biometric means).
	CPNS 1.0
	TBD


Change 7:  6.2. High-Level Functional Requirements

	CPNS-AUZ-001
	The CPNS enabler SHALL authorize the CPNS Users, the PN gateways and the PNE(s).
	CPNS 1.0
	TBD


Change 8:  6.2. High-Level Functional Requirements

	CPNS-CHG-001
	The CPNS enabler SHALL support charging methods for the CPN Users devices, and services. 
	CPNS 1.0
	TBD


Change 9:  6.2. High-Level Functional Requirements

	CPNS- ADM-001
	The CPNS User SHALL have the possibility of multiple subscriptions with different service providers. For example, a CPNS User may own a mobile phone subscription with service provider A, while the in-car communication unit has been supplied as part of an agreement of the car manufacturer with operator B, and the family’s broadband access services are delivered by operator C.
	CPNS 1.0
	All


Change 10:  6.2. High-Level Functional Requirements

	CPNS-ADM-003
	The CPNS Enabler SHOULD support collection of usage data from the CPNS Users and specific devices for the purpose of creating statistics.  
	CPNS 1.0
	DPM


Change 11:  6.2. High-Level Functional Requirements

	CPNS- INT-001
	The CPNS Enabler SHALL allow CPNS Users to access any service (i.e. user-managed or operator-managed services as well as 3rd party services) on any suitable device (i.e. a device matching the capabilities required to consume the service) and within any network island (e.g. home, car, hotspot, hotel, friend’s place or office).
	CPNS 1.0
	All


Change 12:  6.2. High-Level Functional Requirements

	CPNS-PRIV-003
	The CPNS User SHALL be able to configure privacy policies for the management of data pertaining to her personal network. 
	CPNS 1.0
	Provisioning


Change 13:  6.2. High-Level Functional Requirements

	CPNS-PRIV-004
	The CPNS Enabler SHALL support the CPNS Users to verify whether they accept the collection of their usage data. 
	CPNS 1.0
	Content/Data Delivery


Change 14:  6.2. High-Level Functional Requirements

	CPNS-PRIV-005
	The CPNS Enabler SHALL support the CPNS Users to cancel the collection of their usage data.
	CPNS 1.0
	Content/Data Delivery


Change 15:  6.3. Overall System Requirements

	CPNS-SYS-002
	The CPNS Enabler SHOULD support aggregation and reporting of the CPNS Users’ usage data into anonymized usage statistics at predefined intervals and ad-hoc occasions. 
	CPNS 1.0
	Content/Data Delivery


Change 16:  B1.2 Market benefits
Supporting this capability would enable the CPNS Users of a Personal network to make use of the service and PN Device more efficiently and seamlessly.
Change 17:  B.2 Extended Personal Area Networks
This use case demonstrates the ability to network together a number of personal devices and allow authorized CPNS Users anytime, anywhere access to these devices.

Change 18:  B.2.1 Short Description
A CPNS User owns a number of devices such as a mobile phone, a PC, a music player, and an IP-enabled set-top box. These devices may be able to communicate among themselves without relying on a centralized infrastructure for orchestrating communications. The CPNS User can create a Personal Network of all his devices, add and remove devices from this network, securely access and control these devices from anywhere, and allow other CPNS Users access to his network. Communications among the devices can happen across multiple radio interfaces, multiple IP subnets, and multiple service providers.

Change 19:  B.2.2 Market benefits
The main benefit of an extended personal area network is that CPNS Users now have access to all their personal devices, regardless of their location. As CPNS Users increasingly own multiple, Internet-enabled devices, this functionality can significantly enhance user experience. It is desirable to realize this in a decentralized fashion to reduce infrastructure and bandwidth costs that centralized architectures typically incur. By giving CPNS Users more control over how to connect their devices together, we encourage experimentation, which can be expected to lead to greater innovation
Change 20:  B.3.2 Market benefits

· The CPNS User can extend the kind of services to enjoy even if his personal device can’t directly connect to the cellular network (WAN).
Change 21:  B.4.2 Market benefits

· The CPNS User can enjoy various services in the different devices at the same time with only one PN gateway (mobile phone).
Change 22:  B.5.2 Market benefits

· Two CPNS Users seating beside can enjoy the same Service Group forming PAN, only using a one mobile connected to the cellular network.
Change 23:  B.6.1 Short Description
A number of CPNS Users come together at a particular location. They own devices that are equipped with one or more local-area networking technologies (e.g., 802.11 or Bluetooth).  The devices form a Peer-to-Peer Network using these technologies so they can talk to one another.  Even if all the devices are connected to the Internet, it is possible that they may be unable to reach each other over the Internet. Also, even if they can reach each other over the Internet, it may be beneficial to “offload” traffic to the local networks.

A service or an application running on a device can discover and access services running on other devices. For instance, all the devices should be able to run a ToDo list application that lets CPNS Users share and modify a distributed ToDo list. Or, a CPNS User should be able to discover another CPNS User’s videos and stream the videos over the Peer-to-Peer Network that is composed of local-area network technologies, without going over the Internet. 

Change 24:  B.6.2 Market Benefits
· Peer-to-Peer Networks enhance user experience by allowing CPNS Users to offer and access CPNS services in a quick, easy-to-use fashion. 

· Peer-to-Peer Networks increase the capabilities of local-network technologies. Because both these technologies are now very much widespread, enabling richer applications and services over them is beneficial to the CPNS User and thus to the device manufacturer and application developer. 

· Peer-to-Peer Networks can offload traffic from a wide-area network to local-area networks, reducing operational costs for an operator, and helping bring down tariffs for CPNS Users. 

· Peer-to-Peer Networks do not require centralized entities, and therefore incur lower infrastructure and bandwidth costs. 

· Local-area Peer-to-Peer Networks enable useful communications between devices and CPNS Users when Internet access is unavailable or is insufficient.

Change 25:  B.7.1 Short Description
· The CPNS Server anonymizes the data and aggregates it with all other statistics from other CPNS users

· An interested party wants to get information about the PMP usage.

· The interested party (Statistics Customer) is authenticated and authorized by the CPNS Server when it receives the request for information. 

· The CPNS Server provides the statistics to the Statistics Customer when it has been authenticated and authorized. 

· The Statistics Customer is charged for receiving the statistics

· The Statistics Customer uses the information to build a better PMP which Santa Claus gives to Alice next Christmas, if she has been a nice girl during the year.

Change 26:  B.7.2 Market Benefits
Collecting and disseminating statistics in a secure way leads to a new sales object for operators, better ability for consumer electronics providers to create more appropriate devices, and CPNS Users to get greater satisfaction in their media consumption. 

Change 27:  B.8.1 Short Description
· Citizen / CPNS User / Cell Phone Owner (here: Alice),

Change 28:  B.8.1 Short Description
The CPNS User’s properties, keys or certificates stored in a Personal Network Element may be updated.
Change 29:  B.8.2 Market Benefits

The CPNS User has control over the information she gives away and the Attestation Service Provider may choose to charge his customers (i.e. consumer and/or shop) for providing this special CPNS service.

Change 30:  B.9.1 Short Description
A  CPNS User may have multiple Personal Networks and own a PNE in a Personal Network and another PNE in different Personal Network. These devices belonging to different Networks respectively may need to be connected between themselves using centralized device  list information stored in CPNS server for the delivery of contents. Upon initiation CPNS, a PN GW should register with the PNE information to the CPNS server. The PN GW receives device information which the CPNS server maintains and which is allowed to the CPNS User. Provided the device information, the CPNS User can create connection between the PNEs.
Change 31:  B.9.2 Market Benefits
· The CPNS User can connect a device to other devices located in different Personal Network in order to download contents or request services. 
Change 32:  B.10.1 Short Description
2. When a new PNE is detected, PN GW and PNE make a connection and authenticate each other for a CPNS. CPNS Server also gets information about the CPNS User and device of the new PNE through the PN GW.

Change 33:  B.10.2 Market Benefits
· The CPNS User can extend the kind of services to enjoy without connecting to the WAN or paying for it.

Change 34:  Appendix C Mapping of Definitions
	Personal Network
	Personal Network (PN): A collection of devices available to  a CPNS User to consume and produce services. All devices within a PN can be linked to a individual. A PN is a non static collection and will vary over time.

There are two levels of a PN: 

1. The device level, meaning all devices to which one person has access on a certain given time.

2. The services level, meaning all services that can successfully be delivered to a certain PN consisting of owned and borrowed devices.

A PN can be queried for available devices and their capabilities at a given moment.


	Personal Network:   A Personal Network (PN), in the context of Personal Network Management, consists of more than one Personal Network Element under the control of one PN-User providing access to the serving PLMNs. There shall be at least one Personal Network Element with a USIM subscription in a PN. Authentication of the user for each PLMN access is based on the USIM(s) of the PN. The Personal Network Elements are managed in a way that the user perceives a continuous secure connection regardless of their relative locations. The Personal Network Elements belonging to the PN-User’s PN maybe registered to different PLMNs at a time. The PN-User controls the PN using facilities provided by the Personal Network Management (PNM).
	Concepts overlap, but the CPNS Personal Network is wider in scope. 


Change 35:  Appendix C Mapping of Definitions 
	 CPNS User
	CPNS User: The CPNS User is the person who controls and uses the Personal Network Elements for Converged Personal Network Service.

	PN-User: For the purpose of Personal Network Management the PN-User is the person who owns the Personal Network Elements with respective subscriptions at one service provider.
	Concepts overlap


End of the document.
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