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1 Reason for Change

Some comments for clerical errors in the RD document.
2 Impact on Backward Compatibility

N.A
3 Impact on Other Specifications

N.A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to the group to modify these clerical errors in the RD document.
6 Detailed Change Proposal
3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “release description”, “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2Definitions

	CPNS Device
	A Device [OMADICT] which can operate in different modes simultaneously in the Personal Network. CPNS Devices are assumed to have capabilities to process, store and/or render content, as well as to have communication interfaces that enable them to perform in different modes in Personal Networks.

	CPNS Server
	A functional element used for management of the PNE(s), the content services PNE(s) consume and produce, and the PN GW (e.g. peer to peer functionality); and for authentication, authorization, and to communicate with external entities, e.g. Charging Enabler and Content Provider Server. This server can be distributed among the nodes (physical boxes), or implemented in a single node (box).

	CPNS User
	The CPNS User is the person who uses the CPNS Service using PNE(s)

	Delivery Channels
	Channels used for delivering customized content between PN GW and PNEs or between PNEs themselves.

	External Entity 
	An entity not specified by the CPNS Enabler 

	Interactive Service
	Interactive Service is the service in which the user continuously interacts by providing inputs  in order to change the content in real time

	Mode
	There are three identified modes for CPNS Devices: PN GW, CPNS Server and PNE. The modes CPNS Devices can operate in depend on their capabilities.

	Overlay Network
	A virtual network which is built on top of an existing underlying network. Nodes in an overlay network can reach each other through multiple physical or logical links in the underlying network.

	PAN
	Personal Area Network

	Peer-to-Peer Network
	A network of connected PNEs where:

The PNEs form an Overlay Network, and

The process of establishing and maintaining connectivity between PNEs is handled mainly by the PNEs themselves, and

The PNEs can both offer and receive services.

	Personal Network (PN)
	A collection of devices available to a CPNS User to consume and produce services. All devices within a PN can be linked to an individual. A PN is a non-static collection and will vary over time.

There are two levels of a PN: 

1. The device level, meaning all devices to which one person has access at a certain given time.

2. The services level, meaning all services that can successfully be accessed and consumed by one person at a given time. These services are provided to and from devices in the PN. 



	Personal Network Element (PNE)
	 A Personal Network Element (PNE) is the basic component making up a Personal Network. It may be used either to consume or provide content and/or services (simultaneously or separately).

	Personal Network Gateway (PN GW)
	A Personal Network Gateway at the device level connects a PN to another PN. This may imply using a global network, such as a mobile network. At the service level, the PN GW manages the service access to and from PNE(s), and the communication of capabilities information and statistics to Service Providers.

	PN Inventory


	List of PN(s) and devices belonging to a PN or multiple PNs

	Service
	See [OMA-DICT]
A selection from the portfolio of offerings made available by a Service Provider.

	Service Group
	A set of PNEs and PN-GW that share services, data and applications between themselves

	
	


5.1 Version 1.0

This first version specifies the CPNS requirements and describes some Use Cases.

The CPNS Enabler facilitates access by devices to services that are available either locally or residing in other networks, including other devices or network elements accessed via a cellular network or a WAN.

This first version introduces the CPNS Enabler, specifies the definitions of each actor and specifies the main Requirements (High-Level Functional requirements, Security, Charging, Administration, Configuration, Usability, Interoperability and Privacy).

6.2 High-Level Functional Requirements

	CPNS-HLF-019
	The CPNS Enabler SHALL enable PNEs to provide data during the Interactive Service. 
	CPNS 1.0
	Content/Data Delivery

	CPNS- HLF-032-b
	The CPNS Enabler SHALL enable the zone PN GW to advertise its existence and service to PNE(s), when entering the zone.
	CPNS 1.0
	TBD

	CPNS-HLF-040
	The CPNS Enabler SHOULD support delivery of copyright-protected contents to PNE(s).
	CPNS 1.0
	

	
	
	
	


6.2.1 Security

	Label
	Description
	Release
	Functional module

	CPNS-SEC-001
	The CPNS Enabler SHALL support secure delivery of application and/or content service data to the PNE(s).
	CPNS 1.0
	TBD


6.2.2 Administration and Configuration

	CPNS-ADM-002
	The CPNS Enabler SHALL be able to respond to queries for information about capabilities and usage statistics of PN(s) and PNE(s) from a Content Provider. 
	CPNS 1.0
	Content/Data Delivery


6.2.6 Privacy

	CPNS-PRIV-002
	The privacy requirements in [OMA-Privacy] SHALL be applied to the CPNS Enabler. 
	CPNS 1.0
	Content/Data Delivery


A.2 Draft/Candidate Version <current version> History

	OMA-RD-CPNS-V1_0-20090219-D


	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	29 Jan 2009
	6.2.1
	Remove the CPNS-SEC-001 and update the number (001 to 002).

	
	19 Feb 2009
	6.2; 6.2.6

3.2; B.6; 6.3

6.2.4

6.2.6

6.2.1; 6.2.3

6.2.2; 6.2.3; 6.2.6; 6.3; B.6.

6.2; 6.2.1.2

6.2; 6.2.1.2; 6.2.1.1; 6.2.2; 6.2.3; 6.2.6; 6.3
	OMA-REQ-CPNS-2009-0017R01-CR_CPNS_Presence_Requirements

OMA-REQ-CPNS-2008-0034R04-CR_Peer_to_Peer_Use_Case

OMA-REQ-CPNS-2009-0022R01-CR_User_Experience_UC

OMA-REQ-CPNS-2009-0026R01-CR_Privacy

OMA-REQ-CPNS-2009-0028R02-CR_Service_Provider_Authentication

OMA-REQ-CPNS-2009-0030R01-CR_Statistics.zip

OMA-REQ-CPNS-2009-0032R02-CR_Additional_Requirements

Editor modifications


B.1.1  ASK  \* MERGEFORMAT Short Description

Figure 2:  High level diagram showing the flow between cellular network and WPAN using multiple channels
B.9.1  ASK  \* MERGEFORMAT Short Description

A CPNS User may have multiple Personal Networks and own a PNE in a Personal Network and another PNE in different Personal Network. These devices belonging to different Networks respectively may need to be connected between themselves using centralized device list information stored in CPNS Server for the delivery of contents. Upon initiation CPNS, a PN GW should register with the PNE information to the CPNS Server. The PN GW receives device information which the CPNS Server maintains and which is allowed to the CPNS User. Provided the device information, the CPNS User can create connection between the PNEs.
Appendix A. Mapping of definitions 

In 3GPP PNM, similar terms to those used in CPNS are used. The terms used in TS 22.259 map to the CPNS definitions as follows. 

	Definition
	OMA CPNS
	3GPP PNM
	Scope overlap

	Personal Network Gateway
	Personal Network Gateway (PN GW): A Personal Network Gateway at the device level connects a PN to another PN. This may imply using a global network, such as a mobile network. At the service level, the PN GW manages the service access to and from PNE(s), and the communication of capabilities information and statistics to Service Providers. 


	N/A
	The UE in 3GPP corresponds to the PN GW in CPNS, although the UE does not have the interaction with the PN that the PN GW has. 
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